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PREFACE 

The SYSTEM V/88 Systems Administrator's Guide describes procedures used in the 
administration of a computer running the SYSTEM V/88 Release 3.2 operating 
system. 

This guide assumes that you know the mechanics of using a computer terminal to 
enter commands, and that you have an awareness of such system fundamentals 
as the directory structure and the shell. We also expect that you feel comfortable 
using your computer; you know how to tum it on and how to use the diskette 
drive. 
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This guide is designed to accomplish the following objectives: 

• provides clear instructions on how to perform the administrative tasks of 
SYSTEM V/88 

• gives you background information about when and why these tasks are 
desirable 

• serves as a quick reference to administrative procedures 

What Is a System Ad ministrator? 

A System Administrator performs two main tasks: 

• decides what rules are needed to govern the use of the computer system 

• implements those rules so as to provide the maximum amount of 
computing service for the system's users, consistent with the physical 
limitations of the machine 

If you are the only user of your system, these tasks consist of those things 
you do to keep the machine running and your programs and data from 
disappearing permanently. If, however, your system will be used by a 
number of other people, the tasks become more complex, and you are 
required to be aware of the needs of your whole user community. 
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How Th is G u ide Is Organized 

There are two main parts to this guide: 

Part 1. Procedures 
Part 1 contains ten sets of step-by-step procedures that tell you how to 
keep your computer in operation. Each set of tasks is related to a general 
topic, e .g . ,  User Services, Processor Operations . 

Part 2. Support Information 
Part 2 contains more detailed information about each of the ten sets of 
procedures. The chapters are numbered to parallel the Part 1 procedures. 

This guide also includes four appendices and a glossary. 

How to Use Th is G u ide 

1 .  Use the procedures in Part 1 to begin. They lead you through 
administrative tasks without requiring preliminary knowledge or 
experience in that area. 

2. Use the chapters in Part 2 to learn more about what the procedures do. 
They explain what is going on in the procedures and provide 
background information about the basic elements of SYSTEM V/88. 

3 .  Use the Glossary to look up definitions of  terms that are unfamiliar. 

4. As you gain experience, use the guide for reference . 
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About the Proced u res 

A table at the beginning of each procedure gives you information in capsule 
form. Table entries appear only when the information is relevant. The tables 
follow this style: 

PU RPOSE 

When 
Performed 

Starting 
Conditions 

sysadm menu 

Commands 

Bootable 
Programs 

Media 

Caution 

Reference 

Summary of procedures. 

When you should schedule the procedure . 

The state the computer should be in when you begin 
the procedure . 
Any special login requirements . 

The part of the System Administration Menu package 
that contains the subcommands to perform the 
procedure. 

The commands used to perform the procedure . 

The names of programs used to boot the system. 

Disks or tapes used in the procedure . 

Special instructions you must follow before or during 
the procedure to ensure the integrity of your system 
software and user files. 

The chapter and section in Part 2 where this topic is 
more fully discussed. 
Other SYSTEM V/88 
information. 

manuals containing relevant 
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System Ad ministration Commands 

The majority of  the procedures are based on menus of  the System 
Administration Menu package. This package consists of a hierarchical 
arrangement of interactive screens that lead you through system 
administration tasks. Appendix D contains the System Administration Menu 
screens used to perform system administration tasks using the sysadm 
commands. 

To enter the System Administration Menu, type: 

$ sysadm 
Pas sword: (If you are root, you are not prompted for a password.) 

The system responds with a screen showing the different submenus of the 
sysadm package. Type the name or number to display the screen that shows 
the subcommands for the submenu (see Appendix D). Subcommands are the 
equivalent of menu selections from lower level menus. 

You can get to the submenu level with the following command: 

$ sysadm subcommand 

When you bypass the System Administration Main Menu, you can only 
perform the one requested subcommand before being returned to the shell . 
Some subcomm<)nds, when accessed through the menu hierarchy, however, 
allow you to remain in that particular submenu when the task is complete. If 
you are performing more than one task, consider using the System 
Administration Menu hierarchy. The procedures shown in this guide bypass 
the higher level System Administration Menus and take you directly to the 
subcommands . 

Using Special Subcommands 

Another way to bypass the System Administration Menu hierarchy is to use 
special administrative commands. Special administrative subcommands are 
password-protected, thereby allowing some users to perform certain 
administrative tasks without giving them access to the entire System 
Administration structure . If, for example, you want to allow several users to 
power off the computer but not let them perform any other administrative 
tasks, you would assign a password to the powerdown subcommand and give 
that password to those users. For an explanation and list of special 
administrative subcommands, see Chapter 1, Special Administrative Passwords. 
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System States 

In some procedures, a particular system state is required. In most cases this 
means that the system must be in either the single- or multi-user state . The 
single-user state corresponds to run level 1, while the multi-user state 
corresponds to run levels 2 or 3. Procedures for bringing the system to 
different system states are found in Part 1 under Processor Operations 
Procedures .  See the section on Operating Levels, in Chapter 3, Processor 
Operations, for more information on system states. 

Log ins 

In some procedures, a particular login is required. This usually means that 
you must be logged in as root to do the procedure . The phrase "an 
authorized login" is also used. The standard meaning of this term is that you 
must log in using a special administrative or system login name to do the 
procedure (see Chapter 1, System Security, for a list of these logins) . 

Passwords 

It is strongly recommended that you set up and use passwords for 
administrative and system logins (see Procedure 1.4 for information on how to 
do this) . In the procedures, we assume that such password protection has 
been established. Therefore, when you enter a sysadm command as an 
ordinary user, you are prompted for a password, for example: 

$ sysadm adduser 
Pas swor d: 
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At this point, to proceed with the procedure, you are required to enter the 
password for sysadm. As is always the case in SYSTEM V/88, the password 
is not echoed to your screen. 

In procedures that require you to be logged in as root (e.g., the super user), 
you are not prompted for the sysadm password. Also, the pound sign (#) 
prompt is used for the root login. For example: 

# sysadm modtty 

Notation Conventions 

Whenever the text includes examples of output from the computer and/or 
commands you enter, the following standard notation scheme is common 
throughout this documentation: 

• Text that you type from your terminal is shown in bold type. 

• Text that is printed on your terminal by the computer is shown in 
constant widt h type. 

• Comments and explanations within a display are shown in italic type and 
are indented to separate them from the text that represents computer 
output or input. 

Italics are also used to show substitutable values, e.g., file, when the 
format of a command is shown. 

• There is an implied RETURN at the end of each command and menu 
response you enter. 

• Where you may be expected to enter only a RETURN (as in the case where 
you are accepting a menu default), the symbol <CR> is used. 

• The dollar sign ($) and pound sign (#) symbols are the standard default 
prompt signs for an ordinary user and root, respectively. 

$ means you are logged in as an ordinary user. 
# means you are logged in as root 
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• When the # prompt is used in an example, it means the command 
illustrated may be used only by root. 

• When the full path name of a command is shown in an example (e.g., 
/etc/fsck) the command must be entered that way. 

Command References 

When commands are mentioned in a section of the text for the first time, a 
reference to the manual section where the command is described is included 
in parentheses: command(section). The numbered sections are located in the 
following manuals: 

Sections (1), (lC) 

Sections (1M), (7), (8) 

Sections (1), (2), (3), (4), (5) 

User's Reference Manual 

System Administrator's Reference Manual 

Programmer's Reference Manual 

Information i n  the Examples 

While every effort has been made to present displays of information just as 
they appear on your terminal, it is possible that your system will produce 
slightly different output. Some displays depend on a particular machine 
configuration that may differ from yours. Changes between releases of the 
SYSTEM V/88 software may cause small differences in what appears on your 
terminal. 
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P1 System Identification and Security 
Procedures 

Introduction P1-1 

Procedure 1 .1 : Check Console 
Terminal Configuration Pt-1 

Procedure 1 .2 :  Set Time and Date P1-3 

Procedure 1 .3 :  Establish or Change 
System and Node Names P1-s 

System Administration Menu -nodename P1-6 

Command -uname P1-7 

Procedure 1 .4 :  Assign Special 
Adm inistrative Passwords P1-8 

Procedure 1 .5 :  Forgotten Root 
Password Recovery P1-10 
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Introduction 

The following procedures are covered i n  this section: 

Procedure 1.1 Check Console Term inal Configuration 
To assure that the system console terminal is properly 
configured. 

Procedure 1.2 Set Time and Date 
To set the time and date of the internal system clock. 

Procedure 1.3 Establ ish or Change System Node Name 
To define the formal system name, especially for the 
computer to be a node in a network. 

Procedure 1.4 Assign Special Adm inistrative Passwords 
To assign special passwords to administrative and system 
logins. 

Procedure 1.5 Forgotten Root Password Recovery 
To recover from forgetting or the corruption of the root 
password. 

Procedu re 1.1: Check Console Terminal 
Conf igu ration 

Purpose To assure that communication with the system is 
maintained. 

References Delta Series System Manual 
The Operator's Guide for your console terminal 

All system administration functions are performed at the console terminal, 
which should be set at a 9600 baud rate. If the console port is operated at 
another data rate, you may lose communication with the system when you 

""' shut down to the firmware mode (see Chapter 3, Processor Operations for an 
explanation of firmware mode and other operating modes). 
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II To ensure that your terminal is configured properly, perform the following 
tasks. Use the Operator's Guide for your terminal to learn how to make these 
equipment checks. 

• Set the input/output terminal speed option to 9600. 

• Set the interface to 8-bit ASCII, full duplex, with a parity of "none" or 
"space" depending on the terminal you have. 

• If you lose communication with the system, check to see if the terminal is 
still plugged in. 

• If you lose communication with the system when going to the firmware 
mode, make sure the input/output terminal speed option is set to match 
that expected by your computer's firmware (usually 9600 baud). See also 
the troubleshooting information in your computer's operator's guide. 

A printer should be part of the console equipment configuration because it 
provides a record of exactly what was done and how the system responded. 
It is essentially the system log, and advantageous when you run diagnostics. 
If your console terminal has this capability, the best method is to hook the 
printer directly to the system console. The console printer should be 
independent of the LP Spooler system. Alternatively, the /dev/osm device 
can be used to keep a log of system messages. 
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Procedu re 1.2: Set Time and Date 

Purpose 

Starting 
Conditions 

To synchronize system time with clock time or to reset 
the system time after it has been corrupted. 

System state 
-multi-user, for synchronizing system time 

with current clock time 
-single-user, for setting the date ahead 

Login -root, to reset clock with date(l) 

sysadm menu SYSTEM SETUP 

Commands sysadm datetime(l) 
date(l) -requires logging in as root 

Caution Go to single-user mode (Procedure 3 .3) if you are 
setting the date ahead. 

Setting the date ahead by one or more days should be done in the single-user 
mode. Setting the date ahead while in the multi-user mode with cron 
running should be avoided. The cron program will try to "catch-up" for the 
time interval involved. All the processes that were scheduled to run in the 
time interval are started by cron . 
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Method 1: To set the time and the date while in the operating system, use the 
System Administration Menu datetime. For example: 

# sysadm datetlme 
Running Subcommand · date time · from menu · ·y• • e tup · ,  
SYSTEY SETUP 

Current time and time zone i • : 04 : 69 EDT 
Chan g e  the t ime zone? [y ,  n ,  q, ? ]  n 
Current date and time : Tue . 08/28/86 06 : 00 
Chan g e  the date and time : [y ,  n ,  q, ? ] y 
Uonth d e f ault OS ( 1 - 1 2 ) : <CR> 

(Using <CR> to accept the default) 
Day d e f au l t  28 ( 1 - 3 1 ) : <CR> 
Y e ar d e f au l t  84 (70-99) : <CR> 
Hour d e f au l t  06 (0-23) : <CR> 
Uinute d e f au l t  00 (0-69) : 04 
Date and time wi l l  be • e t  to : 08/28/84 06 : 04 .  OK? [y, n ,  q] y 
The date and t ime are now chang e d . 

Method 2: The clock also can be set using the date command when you are in 
the operating system. You must be logged in as root to use date; 
you must first take the system to single-user mode. The arguments 
to the date command are in the sequence of month, day, hour, 
minute, and year. 

# date 021 6131 686 
Sun Feb 1 6  13 : 1 6 : 00 EST 1986 
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Procedure 1.3: Establish or Change System and Node 
Names 

Purpose 

Starting 
Conditions 

sysadm menu 

Commands 

Caution 

References 

To define the system and node names 
-for a new system 
-when reconfiguring the system to include 

the Network Services Extension product. 

System state -multi-user or single-user 
Login -authorized login or root 

SYSTEM SETUP 

sysadm nodename(l) 
uname{l) -S-need root login 

Do not change system and node names arbitrarily. 
Changes must be coordinated with your networking 
connections. 

Chapter 9, Basic Networking 
Chapter 10, Remote File Sharing (RFS) 

The system and node names of the system can be set by any of the following: 

• Using the sysadm nodename command. 

• Using the uname command. 

• Reconfiguring the operating system after changing the names of SYS and 
NODE tunable parameters (see Chapter 6, Performance Management). 

Choose one of the following methods for establishing or changing the system 
and node name. 
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II 
System Ad m i n istration Men u -nodename 

The following command line entries and system responses show the setting of 
the node name using the sysadm nodename command. The node name is 
then output using the uname command. The contents of the 
/etc/in it.d/nodename file is the result of the execution of sysadm nodename. 
This file is  linked to /etc/rc2.d/s00nodename. 

# sysadm nodename 
Running subcommand ·nodename · from menu · sys s e tup · ,  
SYSTEW SETUP 

Thi s  machine is currently cal l e d  •unix•. 

Do you want to change it? [y ,  n ,  ? ,  q] y 
What name do you want to g ive it? [q] Abcd5678 
# uname-a 
Abcd5678 Abcd5678 3 . 2  1 . 0C W88 1 0 0  
# cat /etc/init.d/nodename 
# Node name changed 02/01/86 14:66:49. 
# 
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Command-u name 

The following shows how to display and change the system and node names: 

# uname-a 
unix unix 3 . 2  1 . 0C K88 1 00 
# uname -S abcdefghljk 
uname : name mus t  be <= 8 l e tters 
# uname -S Abcd5678 
# uname-a 
Abcd6678 Abcd6678 3 . 2  1 . 0C K88 1 00 
# 

NOTE 

Using uname to change the system and node 
names is not as permanent as using sysadm 
nodename. Whenever the system is rebooted, 
the system and node names assigned to the 
system are those last entered through sysadm 
nodename and residing in the file 
/etc/in it.d/nodename. This file is not set up or 
changed by uname. Thus, it is a good practice 
to use the command sysadm nodename to 
change the system and node names. The 
/etc/init.d/nodename file also overrides the 
values of SYS and NODE compiled into the 
kernel. 
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II Procedu re 1.4: Assign Special Admin istrative 
Passwords 

Purpose To permit controlled access to various administrative 
and special system functions. 

Starting Multi-user or single-user state, any login. 
Conditions 

sysadm menu SYSTEM SETUP 

Commands sysadm admpasswd(l) 
sysadm syspasswd{l) 

Reference Special Administrative Passwords in Chapter 1, System 
Security 

After you have set up your system, you should assign passwords to the special 
administrative and system logins (see Chapter 1, System Security, for definitions 
of these logins). The administrative logins are: br, setup, powerdown, 
sysadm, checkfsys, makefsys, mountfsys, and umountfsys. 

The system logins are: root, sys, adm, bin, uucp, nuucp, lp, and daemon. 
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Step 1: The following command displays all the special administrative Ill 
logins available to allow you to assign or change any of the 
passwords: 

# sysadm admpasswd 
Running subcommand ' admpas swd ' from menu ' s7s s e tup ' ,  
SYSTEM SETIJP 
Do TOU want to g ive pas swords to administrative login a ?  
[T • n, ? • q] y 

If you enter "y", you are prompted about each administrative login. 
The login ' s e tup ' alre adT has a pas sword . 
Do TOU want to change the pas sword , d e l e te i t ,  or skip it? 

[c ,  d,  s ,  q, ? ] s 
Pas sword unchanged . 
The login ' powerdown · alre adT has a pas sword . 

Do you want to change the password , d e l e t e  i t ,  or skip it? 

[c .  d,  s ,  q, ?]  q 
Pas sword unchanged . 

Step 2: To assign a password to the special system logins, enter sysadm 
syspasswd. If you want to change any of the following passwords, 
you must either be logged in as root or as one of these logins, then 
execute the passwd command. For example, the following displays: 
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# sysadm syspasswd 
Running subcommand · s yspas swd · from menu · sys s e tup·. 
SYSTEll SETUP 
Do you want to g ive pas swords to system l o g ins? [y. n ,  ? ,  q] y 

If you enter y, you are prompted about each system login. 
Do you want to give the 'daemon' login a password? 
[y, n, ?, q) n 
The f o l l owing system l o g ins s t i l l  do not have pas swords : daemon 

This command allows you to assign passwords only to those logins that have 
never received a password in the first place. 

Procedure 1.5: Forgotten Root Password Recovery 

CAUTION 

Restoring the original operating system is a 
drastic way of recovering from a forgotten root 
password. Make every effort to remember or 
discover the root password before performing 
this procedure. 
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Purpose To recover from a forgotten root password by booting 
from tape, mounting the root disk, and editing the 
passwd file. 

Media SYSTEM V/88 Release 3.2 boot tape. 

The following steps are necessary to recover the ability to log in as root based 
on the assumption that you are not able to log in (as a conventional user) and 
restore the /etc/passwd file from another login. 

Step 1: If the system is in the multi-user state, follow this step; otherwise, 
go to Step 2. 

Step 2: 

Shutdown the system: 

# shutdown -y -gO -i6 

Wait for the message: 

NOTICE: System secured for RESET. 

Insert the SYSTEM V/88 BOS tape into the tape drive. To boot from 
tape, you must first enter the system debugger. When the boot 
process begins, press the BREAK key on the system console to 
interrupt the automatic boot sequence. This places you in the 
debugger. 

The debugger command bois used to boot from the tape drive (Unit 
4) in your tape controller in a 323, type: 

bo4 

If it is a 327 (see the SRG for more information on booting from 
tape), type: 

bo 2 40 

The system boots from tape, printing a number of messages. When 
you see the initial menu, type 'q to exit to a shell. 
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Step 3: 

Step 4: 

Step 5: 

Step 6: 

Mount the root file system (in this example, /dev/dsk/m323_0s0) : 

# mount /dev/dsk/m323_0s0 /mnt 

The system then prints a warning message: 

mount : warning root mounte d as mnt 

Using the editor vi(l), edit the password file /mnt/etc/passwd to 
delete the password for root (user id 0) . (You must  run: 
TERM=vt1 00 export TERM before using vi . )  For example, the root 
password entry might initially be: 

root:TFGezR7KF1 q :0:3 :0000-Adm in{OOOO) :/: 

This should be changed to: 

root::0:3:000Q-Adm in{OOOO):/: 

NOTE 

If shadow passwords have been enabled, you 
must instead edit the shadow password file 
/mnt/etc/shadow. 

Unmount the root filesystem: 

# umount /mnt 

Shutdown and reboot from the boot disk (using the automatic boot 
process): 

# uadm in 2 0 

Wait for the message: 

NOTICE: System secure d for powering do wn. 

Press the reset switch and reboot from the disk. 
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Step 7: When the system has been rebooted, follow Procedure 1.4 for 
setting the root password. 

CAUTION 

Serious security problems may arise if a new 
password is not assigned at this point. 
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P2 User Services Procedures 

Introduction P2-t 

Procedure 2.1: Add Users or Groups P2-t 

Procedure 2.2: Modify User Information P2-s 

Procedure 2.3: Delete Users or Groups P2-to 

Procedure 2.4: List Users or Groups P2-t2 

Procedure 2.5: Write to All Users P2-t6 
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Introduction 

The following procedures are covered in  this section: I 
Procedure 2 . 1  Add Users or Groups 

To add information about new users of the system, or to 
name groups. 

Procedure 2.2 Modify User Information 
To change information about users or groups. 

Procedure 2.3 Delete Users or Groups 
To remove users or groups from the system. 

Procedure 2.4 List Users or Groups 
To display information about users or groups . 

Procedure 2 .5 Write to All Users 
To send a message to all users logged in. 

Procedu re 2.1: Add Users or  Groups 

Purpose To identify new users or groups of users to the 
system. 

Starting System state -multi-user 
Conditions 

sysadm menu USER MANAGEMENT 

Commands sysadm adduser(l) 
sysadm addgrpup(l) 

Reference Login Administration in Chapter 2, User Services 
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I Step 1 :  Enter one of  the following commands: 

$ sysadm adduser 
Pas sword : 

or 

$ sysadm addgroup 
Pas sword : 
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Step 2: If you enter the command sysadm adduser, you are led through 
the following sequence: 

Running •ubcommand · addu•er · f rom aenu ·u•ermgmt • ,  
USER KANAGEKENT 

Any time you want to quit , type • q• . 
If you are not •ure how to an•wer any prompt , type • ? •  for help , 
or • • •  the Adm�n � • trator • •  Guide . 

If a default appear• in the que •tion , pre•• <RETURN> for the def ault . 

Enter u•er ' •  ful l name [? , q] : John Q. Publlc 
Enter u•er •• login ID [? , q] : Jqp 
Enter u•er ' •  ID number (de f ault 102) [? , q] : <CR> 

(Accepting defilults by entering <CR>) 
Enter group ID number or group name 
(de f ault 1 ) [? , q] : <CR> 
Enter u•er ' •  login (home) directory name . 
(de f ault ' /u•r/j qp ' ) [? , q] : <CR> 

Thi•  i•  the inf ormation for the new log in :  
U• er ' •  name : John Q .  Pub l i c  

login ID : j qp  
u• er ID : 
group ID : 

102 

1 
home diractory : /u•r/ j qp  

Do you want to in•tal l ,  adit or •kip thi •  antry [i , a ,  • ·  q] ? i 
Log in in•tal lad 
Do you want to giva tha u••r a pa• •word? [y , n] y 
New pa• •word : 

(Enter lit /eJlst six clumu:ters, one of them 11 numer11l. )  
Re-enter new pa••word : 

Do you want to add anothar log in? [y , n ,  q] n 
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Step 3: If you enter the command sysadm addgroup, this sequence 
appears: 

P2-4 

Running •ubcommand ' &ddgroup ' f rom manu 'u•armgmt ' ,  
USER KANAGEKENT 

Anytime you want to quit ,  type •q• . 
If you are not •ura how to an•w•r any prompt , type • ? •  for he lp , 
or • • •  the Admini•trator ' •  Guida . 

If a default appear• in the qua •tion , pr••• <RETURN> for the de f ault . 

Enter group nama [? , q] : seventy7 
Enter g roup ID number (def ault 101)  [? , q] : <CR> 

(Aa:epting default fry entering <CR>) 
Thi •  i•  the information for the new g roup : 

Group nama : 
group ID : 

••vanty7 

101  
Do you want to in•tall ,  edit or •kip thi•  entry [ i , a ,  • ·  q] ? i 
Group in•tallad 

Do you want to add another g roup? [y , n,  q] n 
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Procedure 2.2 : Modify User Information 

Purpose To change stored information about users . 

Starting System state -multi-user 
Conditions 

sysadm menu USER MANAGEMENT 

Commands sysadm modadduser(l) 
sysadm modgroup(l) 
sysadm moduser(l) 
sysadm chgloginid(l) 
sysadm chgpasswd(l) 
sysadm chgshel l(l) 

Reference Login Administration in Chapter 2, User Services 

This procedure covers three separate functions: 

• Changing the default values that apply to the adduser sequence 
(modadduser) 

• Changing the name of a group (modgroup) 

• Changing three of the attributes of user information (moduser) 
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Function 1, Step 1 :  Enter the command: 

$ sysadm modadduser 
Password: 

Function 1, Step 2: The sysadm modadduser command gives you the 
opportunity to change either or both of the default 
values for group ID and home (parent) directory that 
appear on the adduser form. The following screen 
shows an example of changing the default group 
number from 1 to 1 00: 
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Running •ubcommand 'modaddu• er ' f rom menu 'u•ermgmt ' 

USER KANAGEliEHT 

Anytime you want to quit , type •q• . 
If you are not •ure how to an•wer any prompt , type " ? "  for help , 

or • e e  the Admini•trator ' •  Guide . 

Current def ault• for addu• er : 

group ID 1 
parent dire ctory /u•r 

(other) 

Do you want to chang e the def ault group ID? [y , n, ? ,  q] y 
Enter group ID number or group name [? , q] 1 00 
Do you want to chang e the def ault parent directory? [y , n ,  ? ,  q] n 

The• e  w i l l  be the new def ault• : 
group ID : 100 
parent directory : /u•r 
Do you want to keep the•e value• ?  [y , n ,  q] y 

Default• in•talled . 

• 
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I Function 2, Step 1 :  

$ sysadm modgroup 

Function 3, Step 1 :  

$ sysadm mod user 

To change the value of a group ID name, enter the 
command: 

To change the values for an individual user's  login, 
enter the command: 

The following menu displays on your terminal: 
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MOD IFY USER ' S  LOG IN 

1 chg log inid 
2 chgpas sword 
3 chg s h e l l  

change a u s e r ' s  login 
change a u s e r ' s  pas sword 
change a u s e r ' s  login she l l  

Ent e r  a numb e r ,  a name , t h e  initial part of a name , o r  
? or <numb e r > ?  f or HELP , q to QUIT : 

Function 3, Step 2: 

Function 3, Step 3: 

Selecting an item from this menu starts a prompt 
sequence that helps you make the required change . 
When a user is first given a login ID, a default shell 
(/bin/sh) is assigned. The chgshel l  subcommand 
enables you to assign a different shell . 

When you select Item 3 from the menu, or if you 
entered the command: sysadm chgshel l ,  the following 
sequence appears on your terminal: 

Running eubcommand ' chgehe l l ' from menu 'moduee r · .  
KODIFY USER ' S  LOGIN 

Enter ueer • • login ID [? . q] : Jqp 
The current ehe l l  ie /bin/eh 
Enter new ehe l l  command [q] : lbln/rsh 

Do you want to change the login ehe l l  of another log in? [y , n .  q] q 

The above sequence assigns a restricted shell to user 
jqp. 
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Procedu re 2.3 : Delete Users or  Groups 

Purpose To clear the system of an inactive user. 
To eliminate a group name that is no longer needed.  

Starting System state -multi-user 
Conditions 

sysadm menu USER MANAGEMENT 

Commands sysadm deluser(l) 
sysadm delgroup(l) 

Caution When you delete a user's ID, all the files and directories 
owned by that ID are deleted too. 

Reference Login Administration in Chapter 2, User Services 

Step 1: Deleting a group ID is done with this command: 

$ sysadm delgroup 
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Step 2: The prompt sequence is: 

Which g roup l>ll.llle d.o :rou wi•h to delete? [q] seventy7 
Do ;rou want to delete group nll.llle ' •eYenty7 ' ,  group ID 1 0 1 ?  

[ :r  . .. . ? ,  q] y 
•eyent;r7 h&• been deleted. 
Do ;rou want to delete any other group? [y , n, q] q 

Step 3: 

NOTE 

The sysadm delgroup command deletes only 
the specified group and not the user login(s) 
assigned to that group. The logins belonging to 
the group must be deleted separately using 
sysadm deluser. 

Deleting a user's login ID requires more persistence . The user's 
home directory and all the files in and below that directory are 
deleted as well. The following is the sequence: 
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• aysadm deluaer 
Pa.••worcl : 

Running •ubcomm&nd · de lu•er · f rom menu ·u•ermgmt • ,  
USER MANAGEMENT 

Thi •  function COKPLETELY REMOVES THE USER , the i r  mai l f i le , 
home directory a.ncl a.ll f i le•  below the i r  home directory f rom 

the ma.chine . Once thi• i• clone , the re i• no way guaranteed to get  
them a.ll  ba.ck . 

BE SURE THIS IS WHAT YOU WANT TO DO ! 

Enter login ID you wi•h to remove [q] : Jqp 
' j qp '  be long• to ' John Q .  Pub l i c ' 
who•• home eli rectory i• /u•r/ j qp  

Do you want to remove login ID • j qp ' ?  [y . n ,  ? • q] y 

Ente r  l o g i n  ID 7ou wi•h to remove [q] : q 

Proced u re 2.4 : List Users or  Groups 

Purpose To see what users or groups are known to the system . 

Starting 
Conditions 

sysadm menu 

Commands 

System state -multi-user 

USER MANAGEMENT 

sysadm lsuser(l) 
sysadm lsgroup(l) 
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Step 1 :  The two sysadm subcommands in this procedure enable you to see 
what groups and what users are in the computer. The following 
command is to list groups: 

$ sysadm lsgroup 
Pa• •word : 

The command produces a report with these column headings: 

Groups curr e n�ly in �he compu�er 
(pr e a a  <RETURN> �o a �ar� l i s �ing e ach �ima you h e ar �he b a l l )  

group 
nama 

a.dm 
bi.n 
daemon 
mai l  
o�har 
rj a 
roo� 
sys 
$ 

group 
number 

4 
2 

1 2  
6 
1 
8 
0 
3 

logi.ns parmi��ad �o be come 
members us ing nawgrp 

roo � , adm , daamon 
roo� , bin , daamon 
roo� . daamon 
roo� 

rj a , shqar 
roo� 
roo� , bi.n , sys , adm 
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II 
Step 2: If you enter this command, the following lines appear on your 

terminal: 

$ sysadm lsuser 

Ua era currently in the computer 
(pr e a a  <RETURN> to s tart l i s ting e ach time you h e ar the b e l l) 
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login name 

adm 

bin 
che ckf s ys 
daemon 
l i s t e n  
lp 
mak e f sys 
mount f sys 
nuucp 
powerdown 
rj e 

root 

s e tup 
sys 
sysadmin 
troub l e  
umountfsys 
uucp 
uucpa 

$ 

When you press <RETURN> a list in the following form 
displays: 

u s er name 

0000-Admin (OOOO)  

0000-Admin (OOOO)  
che ck d i s k  file system 
0000-Admin (OOOO)  
0000-l i s t e n (OOOO)  
0000-lp (OOOO)  
make d i s k  file  system 
mount d i s k  file system 
0000-uucp (OOOO)  
g e neral system admini s tration 
0000-rj e (OOOO)  
0000-Admin (OOOO) 
g e neral system admini s tration 

0000-Admin (OOOO)  
g e neral system admi n i s tration 
troubl e (OOOO)  
unmount disk file  system 
0000-uucp (OOOO)  
Uucp login 
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Procedure 2.5 : Write to All Users 

Purpose 

Starting 
Conditions 

To send urgent messages to all users logged in. 

System state -multi-user 
Login -root required to prevent users from blocking 

messages. 

Commands wal l(l) 

Reference 

Step 1 :  

Step 2: 

Write to All Users in Chapter 2, User Services 

For times when it is necessary to communicate with all users on the 
system at once, the SYSTEM V/88 wal l  command is used: 

# wal l  

The command reads whatever you type in at  your terminal until it 
reads an end-of-file (indicated by typing in a control-d) . 

The message you type in is sent immediately to the terminal of all 
users logged in. It is preceded by: 

Broadcast Me s s age from 

A typical use of the wal l  command is to warn users that the system 
is about to be shut down: 

Broadcas t Me s s ag e  from root : System coming down in 
ten minute s .  P l e a s e  log o f f . 
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P3 Processor Operations Procedures 

Introduction PJ-t 

Procedure 3.1: Powerup PJ-t 

Procedure 3.2: Powerdown PJ-2 
From Multi-User P3-3 
From Single-User P3-6 

Procedure 3.3 : Shutdown to 
Single-User PJ-7 

Procedu re 3.4: Return to M ulti-User PJ-s 
From Single-User P3-8 
From Firmware P3-9 

Procedure 3.5: Shutdown to Firmware 
Mode PJ-to 

Procedure 3.6: Halt and Reboot the 
Operating System P3-t3 
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Introduction 

The following procedures are covered in  this section: 

Procedure 3 . 1 Powerup 
To power up the system to the multi-user state . I Procedure 3 .2  Powerdown 
To halt the system and tum the power off. 

Procedure 3 .3  Shutdown to Single-User 
To bring the system to the single-user state to do 
administrative tasks . 

Procedure 3.4 Return to Mu lti-User 
To return the system to the multi-user state after it was 
brought to another state for administrative purposes.  

Procedure 3.5 Shutdown to Firmware Mode 
To bring the system to firmware mode to run diagnostics . 

Procedu re 3 .1 : Powerup 

Purpose To tum on the system and make it available for use . 

Starting System state -(power off) . 
Conditions 

Time Approximately 2 minutes (depending on configuration) . 

Reference Powering Up section in your Delta Series system 
manual. 

To power up the computer from a halted state (power is off), perform the 
following procedure: 

Step 1 :  Tum on the console and wait for the cursor to  appear. 
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I 

Step 2: 

Step 3: 

Follow the procedures in a your Delta Series system manual to 
apply power to the system. By default, most systems perform 
system self tests and boot the system automatically. By default, 
the operating system proceeds immediately to multi-user mode . 
At this point, the standard powerup sequence occurs . Several 
messages appear on the screen concerning release information and 
the amount of real and available system memory. 

Log on to the system when the prompt Console login : 
appears . You can log in with a system administrative login or a 
user login. 

Procedu re 3.2 : Powerdown 

Purpose 

Starting 
Conditions 

To halt the system and tum off the power. 

System state -multi-user or single-user. 
You must mount /usr to run sysadm in single-user 
mode. 
Login -root, unless you know the sysadm password . 

sysadm menu MACHINE MANAGEMENT 

Commands sysadm whoson(l) 
sysadm powerdown(l) 
powerdown(lM) 
shutdown(lM)-root login only 

Caution Do not remove power until the powerdown procedure 
is completely finished. 

Reference Turning the System Off section in your Delta Series 
system manual. 

There are differences in the procedure depending on whether you are in 
multi-user or single-user state . 

P3-2 System Administrator's Guide 



From Mu lti- User 

The best way to turn off the computer while the system is in the multi-user 
state is to use the sysadm powerdown command. This command causes the 
system to flush the system buffers, close any open files, stop all user • 
processes and daemons currently running, unmount file systems, and then Iii remove power from the computer, if possible . For machines that do not 
provide for software control of power removal, the system prints a message 
and enters an idle state when it is safe to remove power manually. 

Step 1 :  Check who i s  logged i n  before taking any action that would affect a 
logged-in user. Enter the following command: 

$ sysadm whoson 
P a s sword : 

A typical response might be: 

Th e s e  u s e rs are curr e ntly logged in : 

ID  terminal numbe r  s ign-on time 

r o o t  
j a f  

cons o l e  
tty02 

Jan 3 1  1 8 : 06 
Jan 30 22 : 30 
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II 

Step 2: Notify any users that the system is shutting down via the 
/etc/wal l(l) command (see Procedure 2.5) .  For example: 

• /etc/wall <CR> 
The system will ba coming down In 5 minutes. <CR> 
Please log off. <CTRL-D> 
Broadc&•t Ke••&g e  f rom root (con•ol e )  on •Y•2 Wed Feb 26 07 : 30 : 27 . . .  

The •y•tem w i l l  be coming down in 6 minute• . 
P le&•e log off . 

Step 3:  Enter the following command: 

$ sysadm powerdown 
Pas sword : 
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Observe the following output: 

Running subcommand ' powerdown • from ·machinemgmt • ,  I MACH INE MANAGEMENT 

Once s tarted , a powerdown CANNOT BE STOPPED . 
Do you want to s tart an expr e s s  powerdown? [y , n ,  ? ,  q] n 
Ent e r  the number of s e conds to al low 
b e twe e n  the warning me s s ag e s  (de f ault 60) : [? , q] 30 

Shutdown s tart e d . Thu May 1 6  1 7 : 1 0 : 67 . . .  

Broadcas e Me s s ag e  from adm ( conso l e )  Thu Ma7 1 6  1 7 : 1 0 : 69 
The system will be shut down in 30 s e conds . 
P l e a s e  log o f f  now . 

Broadcast Me s s ag e  from adm ( cons o l e )  Thu May 1 6  1 7 : 1 1 : 30 
THE SYSTEM I S  BEING SHUT DOWN NOW ! ! 
Log o f f  now or r i s k  your f i l e s  be ing damag e d . 

INIT : New run l e ve l : 0 
The system i s  coming down . P l e as e wait . 

The system i s  down . 
NOTICE : Sys tem Halt R e qu e s t e d  
NOTICE : Sys tem s e cure d  for powering down . 

At this point, the power can be removed. (It will be removed 
automatically where supported by the machine. )  To protect your 
system from unauthorized system powerdown (from a user 
terminal), assign a password both to the sysadm login as well as to 
the powerdown(lM) command (see Procedure 1 .4, Assign Special 
Administrative Passwords) . 
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From Si ng le-User 

If the system is in the single-user state, use the following command to power 
down the system: �� Step l :  To remove power and guarantee file system integrity, use the 

shutdown command: 

shutdown -y -iO -gO 

The arguments have the following meanings: 

-y assume yes answers to all questions 
-iO go to state 0 (off) 
-gO allow grace period of 0 seconds 

The following displays on the console: 

Shutdown s tart e d . 

The system will be shutdown in 0 s e c onds . 
P l e as e  log o f f  now . 

THE SYSTEM I S  BEING SHUTDOWN NOW ! ! ! 
Log o f f  now or risk your f i l e s  ba ing damag e d . 
Th e system i s  coming down . P l e a s e  wait . 

The system i s  down . 
NOTICE : Sys tem Halt R e qu e s ted 
NOTICE : Sys tem s e cured for powering down . 

All services are stopped and power can be removed from the 
machine. 
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Procedu re 3.3 : Shutdown to Sing le-User 

Purpose To perform administrative tasks that should be done 
when no other users are on the system, for example: 

-software installation 
-file backup and restore 
-hard disk formatting 
-system reconfiguration 

Starting 
Conditions 

System state -multi-user. 
Login -root 

Commands shutdown(lM) 

Reference Going to Single-User Mode section in your Delta Series 
system manual. 

Shutting the system down to the single-user state should be done as much as 
possible during off-hours, since only the console has access to the system in the 
single-user state. 

Step 1 :  Log in as root at the console . 

Step 2: Type: 

# shutdown 

By default, shutdown prompts you about the various broadcast 
messages, provides a 60 second grace period between each message, 
and brings the system to the single-user state . All processes are 
killed and all file systems (except root) are unmounted. When you 
arrive in the single-user state, the following displays: 

!NIT: SINGLE USER MODE 

You may now proceed with your intended tasks . 
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Proced u re 3.4 : Retu rn to Mu lti-User 

Purpose 

Start ing 
Conditions 

To make the system available to users after 
administrative duties have been performed in either the 
single-user state or the firmware mode. 

System state -single-user or firmware. 
Login -root 

Commands in it(lM) 

Boatable Programs /stand/un ix 

Reference A Look at Entering the Multi-User State section I in your 
Delta Series system manual . 

There are two system states from which you can return the system to the multi­
user state . You can bring the system back from the single-user state or the 
fi rmware mode. 

From Sing le-User 

After administrative tasks are finished, you can bring the system back to the 
multi-user state from the single-user state via the in it command. 

Step 1 :  At the console, enter: 

# in it 2 

This causes in it to inspect /etc/in ittab and execute entries that will 
initialize the system to the multi-user state and displays the 
following: 
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I N I T : New run l e ve l : 2 

Th e system is coming up . P l e a s e  wai t . 

The file systems are checked and the current system configuration 
may be printed out, the following displays: 

Note that run level 3 should be used if RFS services are required. 

Th e system i s  r e ady . 

Con s o l e  login : 

Now you can log in either as root or as a conventional user, since the 
system is in the multi-user state . 

From Fi rmware 

After firmware programs have been run, you can bring the system back from 
the firmware mode by following the instructions in your Delta Series system 
manual for loading the boot program /stand/unix from the hard disk. 
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After the the sanity of the root file system is checked (via fsstat{lM)), a file 
system check is performed if necessary (via fsck{lM)), the system configuration 
will be printed out, and the system is placed in the multi-user state . When the 
following prompt appears you may log in with an appropriate system 
administrative login or user login: � Console login : 

Procedu re 3.5 : Shutdown to Firmware Mode 

Purpose 

Starting 
Conditions 

sysadm menu 

Commands 

Bootable 
Programs 

Reference 

To perform the following functions: 
-run hardware/firmware diagnostics 
-dump the system image to tape 

System state -multi-user or single-user. 
You must mount /usr to run sysadm in single-user 
mode. 
Login -root, unless you know the sysadm password. 

MACHINE MANAGEMENT 

sysadm firmware(!) -may require a password 
/etc/shutdown{lM) -superuser only 

/stand/un ix 

Your Delta Series system manual. 

There are usually a number of programs that can be run from the firmware 
mode of a computer. These programs may be ROM, RAM, or hard-disk based. 

Step 1: To execute any of these programs, enter the firmware mode via 
sysadm firmware (or shutdown -iS) . 
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# sysadm firmware 
Running •ubcommand • f irmware · from menu • machinemgmt • ,  
MACHINE MANAGEMENT 
Once •tart e d ,  thi •  proc e dure CANNOT BE STOPPED . 
Do you want to go to firmwar e  • expre • • " ?  [y , n ,  ? ,  q] 

Step 2: As with shutting down or powering down the system, you have the 
option to specify a delay between the warning messages. If the 
system is in the multi-user state, answer n (for no) to the question, 
so that the system will shut down with a small delay. If you answer 
no, you are prompted for the amount of the time delay. 

Ent e r  the numbe r  of 8 e cond• to allow 
b e twe e n  the warning me • • ag e •  (de f ault 60) : [? , q] 30 

Step 3:  Now the shutdown process starts . 
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I Shutdown start e d . Thu Yay 16 1 7 : 2 1 : 32 EDT 1 9 8 6  
Broadcast Me s s ag e  from root (cons o l e )  Thu Yay 1 8  1 7 : 2 1 : 34 . . .  
THE SYSTEM I S  BEING SHUT DOWN NOW ! ! ! 
Log o f f  now or r i s k  your f i l e s  be ing damag e d . 
! N I T : New run l e ve l : 6 
Th e system i s  coming down . P l e as e  wai t . 
Th e system i s  down . 
NOTICE : Re turn to Firmware R e qu e s ted 

NOTICE : System s e cured f or RESET . 

Step 4: If the machine can be forced to automatically enter the firmware 
mode (and display the "Power-Up Menu''), it will do so now. If not, 
you must enter the firmware mode manually. Consult your Delta 
Series system manual for instructions on how to reach the Power-Up 
Menu. 
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Procedu re 3.6 : Halt and Reboot the Operating System 

Purpose 

Starting 
Conditions 

sysadm menu 

Commands 

Reference 

To effect an orderly shutdown and automatic reboot of 
/stand/unix. Normally used after reconfiguring the 
kernel. 

System state -multi-user and single-user. 
You must mount /usr to run sysadm in single-user 
mode. 
Login -root, unless you know the sysadm password. 

MACHINE MANAGEMENT 

sysadm reboot(l) 
shutdown(lM) 

Chapter 6, Performance Management 

Where supported by the underlying hardware, this procedure allows you to halt 
the system and reboot from the hard disk automatically. Its main purpose is to 
boot a new configuration of the operating system {after hardware and/or 
software modifications) .  See Procedure 6. 1 and Chapter 6, Performance 
Management, for more about reconfiguration. 
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Step 1 :  To halt and reboot the system from the hard disk, enter sysadm 
reboot (or shutdown -i6) : 

P3-14 

# sysadm reboot 
Pas sword : 

Running subcommand •reboo� · from menu · machinemgm� · .  
MACH INE MANAGEMENT 
Once s�arted , a reboo� CANNOT BE STOPPED . 
Do you wan� to s �ar� an e xpr e s s  reboot? [y , n ,  ? ,  q] y 
Shutdown s tar�ed . Thu Way 16 17 : 46 : 07 EDT 1 9 8 8  
Broadcas� Me s s ag e  from r o o �  ( cons o l e )  Thu Way 1 6  1 7 : 46 : 09 . . . 
THE SYSTEM IS BEING SHUT DOWN NOW ! ! ! 
Log o f f  now or r i s k  your f i l e s  be ing damag e d . 

INIT : New run l e ve l : 6 
The system i s  coming down . P l e a s e  wai� . 
Sys �em s ervi c e s  are now be ing s topped . 
The sys�em i s  down . 
NOTICE : Sys�em Reboot R e que s � e d . 
NOTICE : Sys�em s e cured for RESET . 

If the machine can be forced to reboot automatically from the hard 
disk, it will do so now. 
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1 ) Continue Sys tem Start-up 
2)  S e l e ct Alternate Boot D e vi c e  
3 )  Go T o  System Debugger 
4) Initiate S ervic e  Call 
6) D i s play Sys tem Te a t  Errors 
6) Dump Memory to Tape 
Enter menu # :  3 <CR> 
1 8 1 -Bug> ab 
Contro l l e r  LUN = 0 0 ?  (Type the correct parametersforyoursystem.) 
Devi c e  LUN = 0 0 ?  
D e f ault s tring ? 
Boot at power-up only [Y , N] ?  N 

If auto-reboot is not supported, you must manually reset the system. 
Consult your Pelta Series system manual for booting/resetting 
instructions . 

Once reboot has begun, the messages are the same as those that 
appear when the system is powered up from a halted state . The 
system is placed in the multi-user state, and you receive the prompt: 

Console login : 
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P4 Disk Management Procedures 

Introduction P4-t 

Procedu re 4.1: Format Diskettes P4-2 

Procedure 4.2: Duplicate Diskettes P4-4 

Procedure 4.3 : Check for Hard-Disk 
Errors P4-7 

Procedu re 4.4 : Set Up Hard Disk P4-to 
Formatting a Hard Disk P4-10 
Initialize a Hard Disk P4-19 
Install a New Bootloader P4-21 

Procedu re 4.5: Handling Bad Tracks P4-24 
Dynamically Redirecting Bad Tracks P4-25 
Fixing (or Checking) the File Systems P4-34 
Updating Bad Track Files P4-37 
Oearing fsck input files P4-43 
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Introduction 

The following procedures are covered in  this section: 

Procedure 4. 1 Format Diskettes 

Procedure 4.2 

Procedure 4.3 

Procedure 4.4 

To prepare diskettes for use and verify they are usable . 

Dupl icate Diskettes 
To make exact copies of diskettes. 

Check for Hard-Disk Errors 
To see if disk errors have been logged. 

Set Up Hard Disk 
To format and initialize a hard disk and install a new 
bootloader. 

Procedure 4 .5 Handle Bad Tracks 
To redirect bad tracks, fix file system damage, and update 
bad tracks. 

NOTE 

Some variation in these procedures may occur 
depending on the configuration of your 
system. If you have a cartridge tape unit or a 
second disk drive, the sysadm menus and 
prompts will reflect that. 
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Procedu re 4.1: Format Diskettes 

Purpose 

Starting 
Conditions 

To format a diskette so it can be used by the system. 

System state -multi-user or single-user 
You must mount /usr to run this procedure in single­
user mode. 
You must be at the computer to insert and remove the 
diskettes. 
Login -an authorized login 

sysadm menu DISK MANAGEMENT 

Commands sysadm format(1) 

Media Unformatted diskettes. 

Time Approximately 1 minute per diskette . 
Approximately 3'12 minutes per diskette with 
verification. 

Reference Fonnatting Disks in Chapter 4, Disk Management 

Step 1 :  Enter the following command: 

$ sysadm format 
Pas sword : 
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Step 2: You are prompted to select a drive or to insert the medium to be 
formatted, and to say whether the format should be verified, for 
example: 

Do you want e ach f ormat var i f i a d? [ (d a f ault : ye s )  [y , n ,  ? ,  

Ins ert d i s k . Pre s s  <RETURN> k a y  whe n  r e ady . 

Step 3: At the conclusion of the formatting process a message like the 
following one is displayed on your terminal: 

The removable disk is  now formatted and can be 
removed . 

At this point you can remove the diskette . 
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Procedu re 4.2 : Dupl icate Diskettes 

Purpose 

Starting 
Conditions 

To make a copy of the contents of a diskette. 

System state -multi-user or single-user 
You must mount /usr to run this procedure in single­
user mode. 
You must be at the computer to insert and remove 
diskettes. 
Login -an authorized login 

sysadm menu DISK MANAGEMENT 

Commands sysadm cpdisk(l) 

Media A new formatted diskette for each one to be copied.  

Time Approximately 6 minutes per copy (3  minutes to  read 
in to hard disk; 3 minutes to read out to new diskette) 

Reference Duplicating Diskettes in Chapter 4, Disk Management 

With a single diskette drive, the technique for duplicating diskettes is to read 
the contents into a temporary file from the source diskette, then write it out to 
a new diskette . If your computer is equipped with two diskette drives, 
duplication is done drive-to-drive. 
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Step 1 :  From the console, enter the command: 

$ sysadm cpdlsk 

Step 2: A prompt sequence like this appears on your terminal: 

I n s er� �he orig inal medium �o be copied in�o �he d i s k e ��· drive . 

Pre s s  <RETURN> whe n  r e ady [q] : <CR> 
(Accepting default by entering <CR>) 

(The sequence below is for a system with one diskette drive.) 
The orig inal is b e ing copied in . 
Copy in comp l e � e  
i n s e r �  a wri�ab l e  medium in�o �he d i s k e ��· drive . 
Pre s s  <RETURN> whe n  r e ady [q] : <CR> 
The orig inal is be ing copied ou� on�o �he dup l i c a�e medium . 
Copy ou� comp l e � e  
Y o u  may now remove � h e  medium from � h e  d i s k e ��e drive . 
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Step 3 :  At this point you may take the diskette out of the drive . You 
receive the following prompt: 

To mak e another copy of the orig inal 
ins ert a writab l e  medium into the d i s k e tte 1 drive . 
Pre s s  < RETURN> whe n  r e ady . Type q to qu it . 

NOTE 

If you want another copy of what is already on 
the hard disk, you can insert a new diskette 
into the drive . You do not have to put the first 
diskette back in the drive . The copy that you 
put on the hard disk stays there until you quit 
this procedure . You can make as many copies 
to as many diskettes as you want, all from the 
one copy on the hard disk. 

If you are through duplicating, you must type q to stop the process.  
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Procedu re 4.3 : Check for Hard-Disk Errors 

Purpose To check hard disk error report. 

Starting 
Conditions 

System state -multi-user or single-user 
You must mount /usr to run this procedure in single­
user mode. 
Login -an authorized login 

sysadm menu SYSTEM DIAGNOSTICS 

Commands sysadm diskreport(l) 

While new disk errors occur rarely, you should check the disk report 
regularly. The damage caused by uncorrected errors can be considerable . 

Type the command: 

$ sysadm diskreport 

The following report displays (broken every 23 lines with the prompt 
[<return :for more> , q] : ) . 
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ERROR LOGGING SYSTEM STARTED - Mon Dec 8 05 : 00 : 10 1 988 

System Profile : 
SYSV /88/3 . 0 Operating System (node) 
Motorola MC88100 Proce s s or 

M320 Error Logged On Wed Dec 10 08 : 57 : 50 1 988 

Minor Device Number 
Logical Device 
Device Addres s  
Retry Count 
Error Diagnosis 
Simultaneous Bus Activity 

Registers at Error time 
0188 
2000 
0000 
0000 
0005 

Physical Buffer Start Addr e s s  
Transfer S i z e  i n  Byte s 
Type of Transfer 
Block No . in Logical File System 
I/O Type 

Stati stics on Device to date : 
R/W Operations 
Other Operations 
Unrecorded Errors 

P4-8 System Administrator's Guide 

Ox10 
7 (07) 
OOOF35F4 
4 
Unrecovered 

M320 

001 2B570 

8 1 92 

Read 
1 30544 

Physical 

230270 

0 

0 



M320 Error Logged On Wed Dec 1 0  1 3 : 1 8 : 1 7  1 988 

Minor Device Number 
Logical Device 
Device Addre s s  
Retry Count 
Error Diagnosis 
Simultaneous Bus Activity 

Registers at Error time 
0080 
0400 
0400 
0000 
0005 

Physical Buff er Start Address 
Transfer Size in Byte s 
Type of Transfer 
Block No . in Logical File System 
I/0 Type 

Statistics on Device to date : 
R/W Operations 
Other Operations 
Unrecorded Errors 

Ox1 0  
8 (10) 
OOOF35F4 
2 
Recovered 

M320 

OOOA1 COO 
1 024 
Read 
1 588 

Buffered 

8565 
0 
0 

The Logical Device and Block No . in Logical File System values 
may be used as input to the sysadm diskrepair facility. 
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Procedu re 4.4 : Set Up Hard Disk 

Purpose 

Starting 
Conditions 

To format and initialize a hard disk and/or install a 
new bootloader. 

System state -multi-user or single-user if using a disk 
other than the primary one. 
You must boot from tape if using the primary disk. 
(Not all bootable tapes support sysadm .)  
Login -an authorized login 

sysadm menu SYSTEM DIAGNOSTICS 

Commands sysadm fmthdisk(l) 
sysadm in ithdisk(l) 
sysadm bootloader(l) 

Reference Chapter 4, Disk Management 

Formatting a Hard Disk 

Formatting the disk always includes an initialization of the bad track 
information, so in ithdisk need not be run. If a disk type is not supported or 
does not use sysadm, refer to dinit(lM). 

P4-10 System Administrator's Guide 



Step 1 :  Type the following command: 

$ sysadm fmthdisk 
Pas sword : 

Any time you want to qui t ,  type • q• . 
If you are not sure how to answer any prompt , type " ? "  f or h e lp ,  
or s e e  the Admini s trator ' s  manual . 

If a d e f ault appe ars in the que stion , pre s s  <RETURN> for 
the d e f ault . 

Step 2: Answer the following questions about your disk: 

Valid DeYicea Are : 
1 .  m32S_O 
2 .  m323_1 
s .  m323_2 
4 .  m323_3 
6 .  m327_00 
6 .  m327_10 
7 .  m327_20 
6 .  m327_30 
9 .  m327_1d00 
10 . m327_1d10 
1 1 . m327_1d20 
1 2 .  m327_1d30 

(amtinued) 
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P4-12 

(If you select an MVME327 or MVME323 device (Items 5-12 or 13-24), 
you may not be asked to give the disk size nor the manufacturer.) 

enter the device (default : 1) [q] : 

Valid Disk Siz e s  Are : 
1 .  40 Meg 

2 .  70 Meg 

What size is  your disk (default : 2) ? 

Valid Manufacturer• Are : 
1 .  Toshiba 
2 .  Micropolia 
3 .  Fuj itsu 
4. Priam 

Who manufactur e s  your winche ster (default : 2) ? 

(For an MVME323 device (items 9-12), the following appears) 

1 .  m323182 -CDC 182Mb 

2 .  m323390 -Wren V 

What is the disk type (default : 1) ? 

(For an MVME323 device (items 5-12), these questions appear) 

Do you wish to use  s e ctor a lipping (default : y) ? 

Us e the manufacturer ' s  def e ct liat (default : n) ? 

(For an MVME327 device only) 

1 .  m327cdc i i i  - Wren I I I  
2 .  m327cdciV - Wren IV 

What is the disk type (default : n) ? 

(For all types) 

Cre ate root and us er file  systems (default : n) ? 
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Step 3:  If  you are: 1)  formatting an MVME323 device and have selected to 
read the manufacturer's defect list off the disk or 2) formatting an 
MVME327 device, skip to Step 7. A screen similar to the one 
shown in Step 7 appears . 

Now update the badtrack list. If there is not a file in 
/etclbadtracks listing the badtracks for this device (identified as 
/etclbadtracks/device), one is created; the bad track list contained in 
the configuration block of the disk block is put into the file . This -list is only on the disk if the disk was set up by sysadm format, IIi 
sysadm in ithdsk, or dinit(lM) . The retrieved list is stored in 
<Head> <Cylinder> <BFI> format (BFI means Bytes From Index) . 

If a badspot file exists in /etclbadtracks for the selected device, 
you are asked if you would like to delete it, thereby assuring that 
the current disk copy is used. 

D e l e t e exis ting badapot list (de f au l t : y) ? 

You should expect a message similar to one of these if the file is 
created: 

(182Mb disk, list in config block, FE list is found:) 

The t � l e  /etc/badtracks/m320_0 has b e en update d  �th the 
b adtrack l�st , 1nc lud1ng FE cyl1nders . 

(182Mb disk, NO list in config block, FE list is found:) 

The ! 1l e  / etc /badtracks /m320_0 has b e en update d  �th 
only the 11st ot FE cyl1nders .  

(182Mb disk, list in config block, FE list is NOT found:) 

Cannot get 11st of FE cyl1nder s .  The f 1 l e  
I etc/badtracks/m320_0 c onta1ns only the 1 1 s t  f r om the 
d1sk . 
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Step 4: 

(182Mb disk, NO list in config block, FE list is NOT found:) 

Cannot get l�st of FE cyl�der s . The f � l e  

/etc/badtracks/m320_0 c onta�s n o  bad tracks . 

(NOT 182Mb disk, list in config block:) 

The f �l e  /etc/badtracks/m360_0 has b e en update d  �th the 
badtrack l�st . 

(NOT 182Mb disk, NO list in config block:) 

The f �l e  /etc/badtracks/m360_0 c onta�ns no b ad tracks . 

If you have an MVME323 device formatted by a previous release of 
the format program, you will be unable to read the list off the disk. 
You will be instructed to rerun the format menu, selecting the option 
to read the manufacturer's list from the disk. 

Continue answering the prompts: 

Do you want to view the badtrack l i s t .  add to th e � i s t ,  

o r  continue (v , a , c , q] ?  

If you do not want to view or add to the list, select c (continue) and 
go to Step 7. 

An MVME320-type device may have a badspot list in one of three 
formats. If you want to view or add to the list, but the file format is 
not known, you must enter the format. It will be known if the file 
was just created through this menu, or if you have already answered 
this question while in this loop. Once the format is known, you not 
prompted for it again. 
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Valid FILE formats are : 
1 .  <Track> 
2 .  <Head> <Cylinder> 
3 .  <Log Devi c e >  <Block> 

In what format is the file /etc . badtracks/m320_0 (default : 2) ? 

Step 5:  To view the badtrack list you must select a format for the display. 
You will be asked for the format type each time you view the list. 
This allows you to see it in different forms immediately. 

Valid PRINT formats are : 
1 .  <Track> 
2 .  < H e ad> <Cyl inder> 
3 .  <Log Devi c e >  <Block> 

D i s lay f i l e  in which f ormat (de f ault : 2) ? 

NOTE 

For a MVME323 device, the file format is always 
<Head> <Cylinder> <BFI> . You will not be 
prompted to select a format. 
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The longer the list, the longer it takes to read the data, convert it, 
and print it. You will see the message * * *  Working * * * while it 
works. The list will be in five columns, with each column headed by 
HD , CYL ,  TRACK , DEV , BLK ,  or HD, CYL ,  BFI.  For example: 

TRACK TRACK TRACK TRACK TRACK 
1 2 34 
6789 
432 1 

6678 2346 3466 4667 
9876 8766 7664 6643 

Because < track> and <head> <cylinder> numbers cannot be 
converted into <dev> <block> format, you can only view in the 
latter format if the file is currently formatted as such. 
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Step 6: If you choose to add to the list for an MVME320 device, you must 
specify the format in which you will enter the data. The data you 
enter is converted to the file format before storing. All other uses 
require data entry in <Head> <Cylinder> <BFI> form. 

If you have previously viewed the file, the default format is the one 
previously selected. Depending on your last answer, you are 
prompted as follows: 

�ter the track number• . end�ng w�th a < . >  
{enter a number} 
{enter a number} 

OR 
�ter the track number• a• <Head> <Cyl �nder> , end�ng w�th a < . >  
{enter number pa�r•} 
{enter number pa�r•} 

OR 

�ter the track number• a• <Head> <Cyl �nder> <BFI> , (U• e - 1  for .n 
unknown BFI f � e ld) ; �d w�th a per�od < . > :  

{enter number tr�plet•} 

OR 

�ter the track number• a• < log�cal dev> <block> , ending with a < . >  
{enter number pair•} 
{enter number pair•} 

(Expect ll amfimulfion 11nd ll repeRt option like this:) 

The new b� track• have 
been appended to /etc/b�track•/m320_0 

Do you want to v i ew the badtrack li•t , add to the li•t , 
or cont inue [v , a , c , q] ?  
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Step 7: Confirm input. If it is not correct, enter c. You are returned to Step 
2.  

Thia i a  the inforaation for the ope ration : 

operat;,�on : 
enterecl cleYi c e : 
manuf acturer : 
cli•k a i a e : 
b&cltrack f il e : 
f i l e  format : 

cleYice name : 
cleYice type : 
aector a l ip : 
uae manuf liat : 

FOIUIAT 
1&323_0 
CDC 
182 Keg 
/etc/b&cltrack•/1&323_0 
<He&cl><Cyl><BFI> 

/cleY/rclak/m323_0a7 
1&323182 
HA 
HA 

Do you want to begin operation or change the information [b . c . q] ?  

NOTE: 
The device name and typure rwt valJUS tlud were entered. 
These val JUS are generllted from the device and manufacturer information provided. 

Step S: The procedure now invokes dinit. A message similar to the 
following displays: 
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• • •  B e g in f ormat of /dev/rdsk/m323_0 s 7  

(At completion:) 

The operation is compl ete . 

The current bad track l i s t  f or disk m323_0 
has b e e n  pre s e rved in / e t c/badtracks /m323_0 
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In itial ize a Hard Disk 

Initialization entails setting up the bad track for the disk and initially redirecting 
those bad tracks elsewhere. If new bad tracks develop on an active disk, see 
Chapter 4 and Procedure 4.3. 

Step 1: Type the following command: 

$ syaadm lnlthdlsk 
Pas sword : 

Any time you want to qui t ,  type • q• . 
I f  you are not sure how to answer any prompt , type • ? •  f or h e lp , 
or s e e  the Admin i s trator ' s  manual . 

I f  a d e f ault appe ars in the que s tion , pre s s  < RETURN> for 

the d e f ault . 

Step 2: 

Step 3: 

Perform Steps 2 through 7 in the section Fonnatting a Hard Disk, 
above. 

Confirm input. If it is not correct, enter c. You are returned to Step 
2. 
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Thi s  is the inforaation for the operation : 
operation : INITIALIZE 
entered cleYice : 
manuf acture r : 
clisk s ise : 

b&cltrack f i l e : 

f i le  foraat : 

cleYice naae : 
cleYice t:rpe : 
s ector s l ip : 
use aanuf list : 

a323_0 
CDC 

182 Keg 
/etc/b&cltracks/a323_0 
<Be&cl><Cyl><BFI >  

/cleY/rcl•k/a323_0•7 
a323182 

RA 
RA 

Do you want to begin operation ,  or change the information [b , c , q] ?  

NOTE: 
The device name and type are not wlues tlult were entered. 
These wlues are generated from the device and manufocturer information provided. 

Step 4: The procedure now invokes dinit. A message similar to the 
following displays: 
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• • •  B e g i n  initialization conf iguration on /dev/rdsk/m32 3_0 s 7  

(At completion:) 

The operation is comp l e te . 

The current bad track l i s t.  for disk m323_0 
has b e e n  pre s erved in / e tc/badtracks/m32 3_0 
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Instal l  a New Bootloader 

Step 1: Type the following command: 

$ sysadm bootloader 
Pa••worcl : 

Any t ime you want to quit ,  type •q• . 

If you are not •ur• how to an•w•r any prompt , type " ? "  for help , 
or • • •  the Adm�n � • t r ator · •  manual . 

If a clef ault appear• in the que•tion , pr• • •  <RETURN> for 
the clef ault . 

Step 2: Answer the following questions about your disk: 

Valicl DeYic•• Are : 
1 .  111323_0 
2 .  111323_1 
3 .  111323__2 
4 .  111323_3 
6 .  m327_00 
8 .  m327_10 
7 .  111327__20 
8 .  111327_30 
9 .  111327_1cl00 
1 0 . 111327_1cl10 
1 1 . 111327_1cl20 
1 3 . 111337_1cl30 

(amtinual) 
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Of you select Rn MVME327 or MVME323 device (Items S-12 or 13-24), 
you rrury not be RSked to give the disk size nor the rrumufacturer. ) 

enter the deYice (de f ault : 1 )  [q] : 

Valid Di•k B ixe• Are : 
1 .  40 lleg 
2 .  70 lleg 

Val id ll&nuf acturer• Are : 
1 .  To•hiba 
2 .  llicropo l i •  
3 .  Fuj it•u 
4 .  Pri-

Who m&nuf acture• your winche •ter (de f ault : 2) ? 

(ForRn MVME323, the following Rppet�rs:) 

1 .  m323182 -CDC 18211b 
2 .  m323390 -Wren V 

What i• the di•k type (de f ault : 1 ) ? 

(ForRn MVME327 device only) 
1 .  mS27cdc i i i  - Wren I I I  
2 .  
3 .  
4 .  
5 .  
e .  

m327micro 
m327cdc iV 
m327•e a40 
m327•e&80 

- llicropoli•  
- Wren IV 
- B e agate 4811b 
- B e agate 8511b 

m327maxtor - llaxtor 

What i• the di•k type (de f ault : n) ? 
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Step 3: 

Step 4: 

Confirm input. If it is not correct, enter c; you are returned to Step 
2. 

This  is  the information for the operation : 

operation : 

entered deYic e : 

manuf acturer : 

disk s i z e : 
badtrack f i l e : 
f i l e  format : 
deYice name : 
deYice t;rpe : 
sector s l ip :  
use manuf l ist : 

INSTALL BDDTLDADER 
11323_0 
CDC 

182 Keg 
/etc/badtracks/11323_0 
<Hea4><Cy 1 > <BYI> 
/deY/rdsk/11323_0s7 
11323182 
HA 
HA 

Do you want to begin operation , or change the information [b , c , q] ?  

NOTE: 
The device namE llnd type llre not Vlllues that were entered. 
These Vlllues llre gener11ted from the device llnd manuftu:turer information provided. 

The procedure now invokes din it with -b option. 

* * *  B e g in vmeboo� ins�all as boo�load e r  on /dev/rdsk/m3 23_0 s 7  

(At completion:) 

The boo�loader ins �alla�ion is compl e � e . 
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Procedu re 4.5 : Handl ing Bad Tracks 

Purpose 

Starting 
Conditions 

To redirect bad tracks, fix file system damage, and 
update bad tracks. 

System state to redirect bad tracks -single-user. 
You must boot from tape if damage to root is extensive . 
(Not all bootable tapes support sysadm menus . If 
yours does not, refer to Dynamic Bad Track Redirection in 
Chapter 4, Disk Management) 
System state to update bad track file or clear fsck input 
files -single-user or multi-user 
You must mount /usr to run this procedure in single­
user mode. 
Login -an authorized login 

sysadm m enu SYSTEM DIAGNOSTICS 

Commands sysadm redirect(!) 
sysadm fixfsys(l) 
sysadm updbadl ist(l) 
sysadm delfsckfi les(l) 

Reference Dynamic Bad Track Redirection in Chapter 4, Disk 
Management 

If the disk to be repaired contains the /usr file system, you must mount /usr as 
READ-ONLY: 

# mount -r /usr 

The recommended procedure for dynamically redirecting a bad track is: 

1. Run redirect in a no-write mode to generate fsck input files. 
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2. Run fixfsys in check mode to list the files that will be corrupted by the 
redirection process (some of which may already be corrupted due to the 
bad track) . Write down the names of any files listed as CORRUPT or 
UNALLOCATED. 

3 .  Back up as  many of  the above listed files as  can be  read, either by  copying 
them to another place or using cpio. 

4. Run redirect in write mode to redirect the new bad tracks . 

5 .  Restore the data previously saved. Restore from earlier backups those �� 
files that were rendered unreadable due to the bad track. 

Dynamical ly Red i recting Bad Tracks 

Prepare file input with track information. If you choose to enter the bad track 
data interactively, skip to Step 2.  

There are three formats that the bad track file may take. The entire file must be 
in a single format and the same for all types; the entries must be one per line . 
The following are some format examples: 

track numbers: head,cylinder numbers: logical device,block no. :  

1501 
123456 
13579 

4 10293 
6 9182 

NOTE 

11 1234 
73 5678 

This logical device, block number format is 
provided because the system error report 
(errpt(1M)) provides these numbers . After a 
track redirection, the bad track file in 
/etc/badtracks is stored in <Head> <Cylinder> 
<BFI> format. 
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Step 1 :  

Step 2: 

Each device should have a corresponding file in /etc/badtracks that 
contains the list of known bad tracks on the disk. The file name is 
the device name. For example, /etclbadtracks/m323_0 contains the 
known bad tracks for device m323_0. 

You may add the new bad tracks to this file and use it as an input 
file, or you may create another file containing only the new bad 
tracks. The format program will redirect only new track numbers . 
There are no added restrictions on your new file name or location, 
but we recommend that it be located in /etclbadtracks, using an 
identifying name such as tmp.m323_0. 

If you do not update the device badtrack file before the track 
redirection (for devices other than MVMF327), it is updated after 
redirection to reflect the new bad tracks. If it does not exist, it is 
created. 

Type the following command: 

$ sysadm redirect 
Pas sword : 

Any t ime you want to qui t ,  type • q• . 
If you are not aura how to answer any prompt , type • ? •  for h e lp ,  
or s e e  the Adminia trator • a  manual . 

If a d e f ault appe ars in the que s tion , pre s s  < RETURN> for 
the d e f ault . 

Do you wish to WR ITE (de f au l t : n) ?  [y , n , ? , q] 
{ s e l e ct your answer} 

(A no (n) response means the redirection wiU not take pliu:e, 
but the files to be used as input Jorfsck wiU stiU be created. 
You wiU then be able to see what would happen and which files wiU be affected.)  
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Step 3: Answer the following questions about your disk: 

Val id Devi c e s  Are : 
1 .  m323_0 
2 .  m323_1 
3 .  m323.....2 II 4 .  m323_3 

6 .  m327_00 
8 .  m3 27_0 1 
7 .  m327_02 
8 .  m327_03 
9 .  m327_1d00 
1 0 . m327_1 d 1 0  
1 1 . m327_1d20 
1 2 . m327_1d30 

(If you select an MVME.327 or MVME.323 device 
(Items 5-12 or 13-24), you mllY not be asked to give the disk size nor the mllnufacturer. ) 

en�er �he devi c e  (de � aul� : 1 )  [q] : 

Valid Disk S i z e s  Are : 
1 .  40 Ueg 
2 .  7 0  Ueg 

(continued) 
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What s iz e  i s  your disk (de f ault : 2 ) ? 

Val id Wanuf acturers Are : 
1 .  To shiba 
2 .  Wi cropo l i s  

3 .  Fuj itsu 

4 .  Priam 

Who manufactur e s  your winche ster (de f ault : 2) ?  

(For an MVME323 device (items 9-12), the following appears:) 

1 .  m32 3 1 8 2  -CDC 1 82Wb 
2 .  m323390 -Wren V 

What i s  the d i s k  type (de f ault : 1 ) ? 

(For an MVME327 device (Items 13-24) . ) 

1 .  m327cdc i i i  - Wre n  I I I  
2 .  m327micro - IU cropo l i s  
3 .  m327cdciV - Wre n  IV 
4 .  m327 s e a40 - S e agate 48Wb 
6 .  m327 s e a80 - S e agate 86Wb 
6 .  m327maxtor - Waxtor 

What is the d i s k  type (de f ault : n) ? 

(For an MVME323 device (items 5-12), this question appears:) 

Was devi c e  formatted to u s e  s e ctor s l ip (de f ault :  n) ? 
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Step 4: Describe the method of entering track information: 

(For llll disk types) 
W i l l  the track information be f roa a f i le (default : 7) ?  [7 , n , ? , q] 

Of you answered yes (y), you are prompted about the file location and format. Tlretk{llult path name is the 
file in /etclbadtracks with the device name. If no file exists, the word none wiU appet�r in the de{rlult field> . 

Enter ful l path naae of bad track f i l e  

(de f ault : /etc/badtrack•/a320_0) [q] : 
{BD�er �. a�• her•} 

(ForanMVME320deviceonly) 

Valid F i l e  Format• Are : 

1 .  <Track> 

2 .  <�ead> <C7l inder> 

3 .  <Log deYice> <Block> 

(For aU other devices) 
Valid File Format• Are : 

1 .  <Bead> <C7l inder> <Log Sector> 

2 .  <Log DeYice> <Block> 

In what format i •  the bad track f i l e  (de f ault : 2 ) ? 

(If the input is not from a file (n response above), one of the following messages appet�rs insttlld.)  

(ForanMVME320deviceonly) 

Valid Input Format• Are : 

1 .  <Track> 

2 .  <Bead> <C7l inder> 

3 .  <Log deYice> <Block> 

(For all other devices) 

Valid Input Format• Are : 

1 .  <Bead> <C7l inder> <Log Sector> 
2 .  <Log DeYice> <Block> 

In what format will 7ou enter the data (de f ault : 2) ? 
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Step S: Confirm the information. If it is not correct enter c. You are 
returned to step 3 to fix it. All defaults will be set to your previous 
choices .  The following example is based on default values: 

Thi •  i •  the i�foraatio� for the track redirectio� : 

e�tered deYice : 
a&Dufacturer : 
di•k • i a e : 

badtrack f i le : 

f i le foraat : 
device D&ae : 
device t.7Pe : 

write : 

•ector • l ip : 

a323_0 

CDC 
182 llelil 

/etc/badtrack•/a323_0 

<Head><C;rl><BFI> 
/dev/rd•k/a323_0•7 

a323182 

� 

If A 

Do ;rou wi•h to belil i� redirectio� . or ch�lile thi• data [b , c , q] ?  

NOTES: 
1 ) 1{ the lxultriidc in{ormlltion is nnt to be entered vi u file, the 
word i� te r active gppeilrs in the lxultriidc file field. 
2) The device ruzme Qnd type Qre nnt V<llues tlult were entered. These 
V<llues Qre generQted from the device Qnd =nufacturer in{ormlltion 
provided. 
3) If the device is nnt Q 323, If A gppetlrs in the =nufacturer 
Qnd disk size fields. 

Step 6: If there are old fsck input files left in /etclbadtracks from a previous 
invocation, they must be removed before continuing. If there are 
none, skip (this step. 
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Th e s e  f s ck input f i l e s  exi s t : 

/etc/badtracks/F . m323_0s2 
/etc/badtracks/F . m323_0s6 

delete them (de f ault : y) ?  [y , n , q] <CR> 

If you choose not to delete the files, this utility is stopped. In 
general, once the system is back in use for any length of time, the 
information within the files is obsolete. 

Step 7: If you answered no (n) to the following question. You will now be 
asked to enter the bad track data. 

Will the track information be from a file (default : y) ?  [y , n , q] 

Enter bad track numbers ; end with a period ( . ) : 
{begin entering numbers} 

(Depending on the formJ!t you chose, the message mll!J tq1f>ell' as either:) 

Enter bad track numbers ; end with a period ( . ) : 

OR 
Enter bad track numbers as <head> <cylinder> ; end with a period ( . ) : 

OR 
Enter bad track numbers as <head> <cylinder> <BFI> ; (Use -1 for an 
unknown BFI f ield) ; End with a period ( . ) : 

OR 
Enter bad track numbers as <logical dev> <block> ; end with 
a period ( . ) : 
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Step S: Because of the destructive nature of the reformat operation, the bad 
spots are redirected one at a time, with fsck run after each to check 
for file system damage. 

B e g in redire ction of 3/ 248/ : 

Msg printed: 

f s ck will now be run on the disk to repair any 
damag e done by redire·cting 3/ 248/ 

OR 
Track not in f i l e system;  no f i le system repair n e eded . 

Step 9: After completion of the no-write option, there may be files placed in 
/etclbadtracks that contain file system logical block numbers . These 
are the file system blocks that are on the bad track. The names of 
these files are derived from the device name, a partition number, 
and prefixed with F., for example: 

/etc/badtracks/F .m323_0s5 
/etc/badtracks/F .m323_0s2 
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If any of these files are created, you see the following message 
displays: 

(For no-write option only) 
The s e  f s ck input f i l e s  have b e e n  created : 

/ e tc/badtracks/F . m323_0 s 2  
/ e tc/badtracks/F . m323_0 s 6  

Y o u  may now s e l e ct t h e  " f ixf sys " option of thi s  
menu t o  f ind out which f i l e s  are ar r . c t • d  b y  the track 
redire ction . 

(If no files were created, this message appears:) 

No f i l e  systems will be af r • cted by the track redire ction . 

Step 10: After successful completion of the redirections, the bad track list is 
updated. A message similar to the following appears: 

r i l e  / e t c/badtracks /m323_0 has b e e n  updated to r e f l e c t  
bad track l i s t  contain•d o n  the disk . 
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Fixi ng (or Checki ng) the Fi le Systems 

Step 1: 

NOTE 

This procedure checks only those file systems 
that may have corrupted files due to a track 
redirection. They are described by each file's 
name. For example, a file named F.m323_0s2 
causes a check of /dev/rdsk/m323_0s2. 

Type the following command: 

$ sysadm fixfsys 
Pas sword : 

(A list of the input files existing in /etclbadtracks appears. This is informational only .)  

The s e  f s ck input f i l e s  e xi s t  

/ e tc/ba.dtra.cks/F . m323� s 3  
/ e tc/ba.dtra.cks/F . m323� s 6  

Cif n o  files exist, a message like this appears:) 

The r e  a.re no f s ck input f i l e s . 
No f i l e s  systems w i l l  be che cked . 
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Step 2: You are given the option to do the checking for each file system. 
This allows you to selectively check file systems. For example: 

Che ck ' /d e v/rdsk/m323_0 s 3 ' (default : y) ? [y , n , q] 

(You are then asked to choose a type of checking from this display:) 

Step 3: 

S e l e ct : 
che ck (no repairs attempted) 
in�erac�ive repair 
automati c  repair 

[ c , i  a , q , ? ] 

Following a yes (y) response, file checking proceeds. If you selected 
interactive repair (i), and if an error is detected, you receive a 
message on your screen that describes the error and asks for a yes or 
no response.  

The file system must be unmounted before fsck will check it .  If  i t  is 
currently mounted, an attempt is made to unmount it. If it is busy · 

and cannot be unmounted, such as the usr file system when in 
multi-user mode, a message like this appears: 

Cannot unmount /dev/rdsk/m323_0 s 1 . Unmount the f i l e  system 

manually before repeating this file system che ck . 

If a file is found that may be corrupted due to lost data from the track 
redirection or that may already be corrupt due to the bad track itself, 
a message like this appears: 

FILE/D IR CORRUPT 1=47 OWNER=b1n WODE=100755 
S IZE=35497 KTIYE=Jun 24 10 : 07 1986 
FILE/D IR = [/dev/rdsk/m323_0s2] /b1n/ c r e ate 
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Note that the file name is relative to the file system described by the 
device . In the above example, m323_0s2 is the usr file system, so 
the corrupt file is /usrlbin/create. 

If any of the file system blocks in /etclbadtracks/F.m323.0s5 are 
included in the 1-list, a message like the following appears: 

I-BLOCK CORRUPT - BLOCK= 100 
!NODES 1669-1 684 UNRECOVERABLE 

This is be followed in Phase 2 with an UNALLOCATED message for 
each of the files affected (16 files for a lK-block file system) . 

You should write down the names of the files affected (denoted in 
the fSCk output as FILE/D IR CORRUPT or UNALLOCATED) because 
once the redirection is done, some of that information may be lost. 

It may now be possible to copy most of the listed files elsewhere (or 
use br to back them up) before the redirection. The files directly 
affected by the bad spot on the track are likely unreadable . They 
must to be restored from a previous backup. 

The data files are not automatically cleared. This allows you to 
repeat the file checking procedure to again see the list of corrupted 
files .  

For a complete list of error messages see Running fsck in Chapter 5. 

There is a slight possibility that a file of affected block numbers was 
created for an area that looked like a file system but in fact, was not. 
Such an error is discovered here. You are asked if you want to 
remove the file that caused this file system to be checked.  Unless 
you have a specific use for it, you should answer yes (y) . 

/dev/rdak/m323_0a6 doe s  not contain a real f i l e  system . Remove 

the f i l e  /etc/badtracka/F . m323_0a6 (default : y) ? y 

Step 4: If the root file system has been affected by the track redirection, it is 
checked last if the machine is in single-user mode . If there is 
damage, the file system is repaired and the system rebooted.  
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If you are not in single-user mode, the following message appears: 

No� in Bingle-User mode . Canno� check roo� /dev/rdak/m323_0a0 

U pdating Bad Track Fi les 

NOTE 

This section does not apply to MVME327 
device . 

Each device should have a corresponding file in /etclbadtracks that contains the 
list of known bad tracks on the disk. The file name is the device name, for . 
example: m323_0, and m323_1 . 

It may be necessary to update this copy of the bad track list for several reasons: 

• The current copy was destroyed 

• Track redirection was done from a bootable tape 

• The list was not kept up to date . 

Step 1 :  Type the following command: 

$ sysadm updbadl ist 
Pas sword : 
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Step 2: Answer the following questions about your disk: 

P4-38 

Valid devi c e s  Are : 
1 .  m323_1 
2 .  m323_1d0 
3 .  m323_1d1 

( If you select an MVM£323 device (Items 5-12), you may not be asked 
to give the disk size nor manufacturer. )  

enter the devi c e  (de f aul t : 1 )  [q] : 

Valid D i s k  S i z e s  Are : 
1 .  40 Keg 
2 .  70  Keg 

What size i s  your disk (de f ault : 2) ? 

Valid Kanufacturers Are : 
1 .  To shiba 
2 .  Micropo l i s  
3 .  Fuj itsu 
4 .  Priam 

Who manuf actur e s  your winche s ter (de f ault : 2) ? 
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Step 3: The MVME323 devices have a manufacturer's list on the disk in 
addition to the one placed there by dinit.  Choose the list you want 
to retrieve. 

Val id options : 
1 .  Us e exis ting d i s k  bad track f i l e  

2 .  Us e manuf acturer ' s  orig inal l i s t  

Which bad track l i s t  do you want (de f aul t : 1 ) ? 

Step 4: Confirm the information. If it is not correct, enter c; you are 
returned to Step 2 to fix it. The following is an example based on the 
default values: 

Thi s  i s  the information for the bad track file update : 

entered device : 
manufacturer : 
disk s iz e : 
devi c e  name : 
devi c e  typ e : 
u s e  mfr l i s t : 

m323_0 
CDC 
1 8 2  Y e g  
/dev/rdak/m323_0 a 7  
m32 3 1 8 2  
NA 

Do you want to b e g in the update , or change thi s  data [b , c , q] ?  

(The device name and type are not values that were entered. 
These values are generated from the device and manufacturer 
information provided.) 
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Step S: When the update is complete, a message like one of the following 
appears: 

The f i l e  • j e tc/badtracks /m323_o · has b e e n  updated . 

OR 
There are no bad track s . 

OR 
Can • t  r e ad d i s k  bad track l i s t . 

(If the disk has not previously been foT71Ultted, the read attempt will fail and the menu wiU be exited. 
There is no option to scan an unfoT71Ultted disk. ) 

Step 6: View the bad track list: 

you want to view the badtrack l i s t ,  add to the l i s t ,  
continue [v , a , c , q] ?  

If you do not want to view or add to the list, select c (continue) and 
go to Step 7. 

To view the badtrack list for an MVME320 device, you must select a 
format for the display. You are asked for the format type each time 
you view the list. This allows you to see it in different forms 
immediately. All other devices displays the data in 
<Head><Cylinder> <BFI> form. 
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Valid PRINT Formats are : 

1 .  <Track> 
2 .  <Head> <Cylinder> 
3 .  <Log Device> <Block> 

Display �ile in which �ormat (de�ault : 2) ? 

The longer the list, the longer it takes to read the data, convert it, 
and print it. You will see the message * * *  Working * * * while it 
works . The list is in five columns, with each column headed by 
HD ,  CYL ,  TRACK , DEV , BLK , BFI or HD ,  CYL ,  BFI as shown in the 
following example . 

TRACK TRACK TRACK TRACK TRACK 
1 234 6678 2346 3466 4667 
6789 9876 8766 7664 6643 
432 1  

Because <Track> and <Head> < Cylinder> numbers are not 
converted into <Dev> <Block> format, you can only view in the 
latter format if the file is currently formatted as such. 
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Step 7: If you choose to add to the bad track list for an MVME320 device, you 
must specify the format in which you enter the data. The data you 
enter is converted to the file format before storing. All other devices 
require data entry in <Head> <Cylinder> <BFI> form. You are 
prompted as follows: 

P4-42 

Valid I NPUT Formats are : 
1 .  <Track> 
2 .  < H e ad> <Cyl inder> 
3 .  <Log D e vi c e >  <Block> 

I n  what f ormat will you enter the data (de f ault : 2) ? 

Depending on your last answer, you are prompted as follows: 

Enter the track number• . ending with a < . >  
{enter a number} 
{enter a number} 

OR 

Enter the track number• a• <Head> <Cyl inder> , ending with a < . >  
{enter number pair•} 
{enter number pair•} 

OR 
Ente r  bad track number• a• <Head><Cyl inder•> <BFI> ; (U•e - 1  for 
an unknown BFI f i e ld) ; end with a period ( . ) : 

{enter number triplet•} 
{enter number triplet•} 

OR 
Continued 
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Ente r  the track number• a• <logical dev> <block> , ending with a < . >  
{enter number pair•} 
{enter number pair•} 

(Expect ll amfirmiltion llnd ll reptilt option like this:) 

The new bad track have 
b e en appended to /etc/badtracka /m320_0 

Do you want to v i ew the b&dtrack liat , add to the liat , 
or continua [v . a , c , q}? 

Step S: 

If, for some reason, the data could not be collected, translated or 
entered into the file, a message like this appears: 

Unab l e  to g e t  new input f or the bad track f il e . The 
f il e  /etc/badtracks /m323_0 remains unchang e d . 

When the update is complete, the following message appears: 

The op eration is f inishe d . 

Cleari n g  fsck i n put fi les 

After a track redirection there may be files placed in /etc/badtracks (which 
contain file system block numbers) meant as data files for fsck. In general, once 
the system is back in use for any length of time, the information within the files 
is obsolete . 

Each invocation of the track redirection program clears the files .  You may wish 
to do this yourself, however, if the files are no longer needed and you want to 
free space . 
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The files of concern here are those whose names are derived from the device 
name, a partition number, and prefixed with F . . For example: 

/etclbadtracks/F .m323_0s5 
/etclbadtracks/F.m323_1 s5 

Step 1 :  Type the following command: 

Ssysadm delfsckflles 
Pas sword 

(The file names are listed. You must confirm the request before they are deleted. ) 

The s e  f s ck input f i l e s  e xi s t : 

/ e t c /badtracks/F . m323_0 s 6  
/ e t c /badtracks/F . m323_1 s 6  

d e l e t e  them (de f ault : y) ?  [y , n , q] <CR> 
(If no files exist, a message like this appears:) 

The r e  are no f s ck input f i l e s  to c l e ar . 

(At completion:) 

The operation i s  f inished . 
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Introduction 

The following procedures are covered in  this section: 

Procedure 5 . 1  Create Fi le Systems on  Diskette 

Procedure 5 .2  Create F i le  Systems on Hard Disk 
To define additional file systems when more than one disk 
device is available .  

Procedure 5 .3  Maintain File Systems 
To check and possibly repair file systems. 
To monitor disk space usage. .. 
To reorganize disk space . .. 
To compress file systems using tape. 

Procedure 5.4 File System Backup and Restore 
To provide a storage copy of active files .  
To archive unneeded files .  
To bring files and file systems back from storage . 

Procedure 5 .5  Alternate F i le  System Backup and Restore 
To provide a storage copy of active files .  
To archive unneeded files. 
To bring files and file systems back from storage . 

Procedure 5 .6  Archive Description Change 
To describe archive devices in preparation for backup and 
restore . 

NOTE 

Some variation in these procedures may occur 
depending on the configuration of your 
system. If you have a second diskette drive, 
the sysadm menus and prompts reflect it 
exists . 
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Procedu re 5.1 : Create Fi le Systems on Diskette 

Purpose 

Starting 
Conditions 

To define file systems that are removable for reasons 
of privacy or security. 

To write identifying labels on the magnetic medium so 
the system can know what is brought on line . 

To bring a file system under operating system control 
(mount), or to release it so it can be removed from the 
system (unmount) . 

System state -(multi-user) or (single-user) 
You must mount /usr to run this procedure in single­
user mode. 
You must be at the computer to insert and remove 
diskettes. 
Login -an authorized login or knowledge of the 
sysadm password 

sysadm menus DISK MANAGEMENT 

Commands sysadm diskmgmt(l) 
sysadm makefsys(l) 
makefsys(lM) 
sysadm mountfsys(l) 
sysadm umountfsys(l) 
mountfsys(lM) 
umountfsys(lM) 

Media One formatted diskette for each file system to be 
created. 

Time 

Reference 

A diskette with a file system that needs to be 
mounted. 

Approximately 3'12 minutes per diskette . 

Chapter 5, File System Administration 

PS-2 System Administrator's Guide 



Before doing this procedure, make sure that the diskettes you plan to use 
have been formatted and are not write-protected (see Procedure 4 .1 ) .  

In this procedure you are prompted to name a directory that will be  the 
mount point for a file system. Inform users not to keep other files in that 
directory. 

Step 1 :  Enter one of  the two commands below. 

$ sysadm makefsys 
Password : 

or 

$ makefsys 
Password : 

(Note thllt these two passwords may be different.) 

Step 2: You are prompted for further information: 
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In•ert the medium in the di•kette drive . Pr••• <RETURN> when re ady : <CR 

Enter the label  to be put on the medium [? , q] ? fsys01 

(This writes a U.bel on the magnetic medium. The nameslwuld 
be six clulracters or less. A paper U.bel with the same file 
system name slwuld be affixed to the front of the disJcette 
protective envelope. ) 

Enter the f i l e  •y•t•m nama [? , q] ? dlrfs1 

(This makes a directory that will be used as the mount 
point for the file system. The name slwuld be six characters 
or less. )  

Ente r  the maximum number of f i l e •  an d  diractorie•  on thi •  me dium 
(de f ault 144) [q] : <CR> 

(The default for 1 .2 M/Jytediskettes is 304.) 

Bui lding ' dirf • 1 ' f i l a  •:r•t•m on ' f sysOl ' .  
Initial i z ing ' dirf•Ol ' f i le  system . 
Do you want to l e ave 'dirf•Ol ' mounted? [y , n ,  ? ,  q] : y 
/dirf • l  mounted . DO NOT REKOVE THE KED XUK UNT I L  I T I S  UNMOUNTED ! 

The names and other responses used in the above scenario are 
arbitrary. Use names and responses appropriate for your situation . 

Step 3: If you want to mount a file system that has already been created, 
you may select mountfsys from the sysadm diskmgmt menu or 
invoke the mountfsys(lM) command. The procedure is :  
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$ sysadm mountfsys 
Pas sword : 

or 

$ mountfsys 
Pas sword : 

(Note that these two passwords may be different.) 

You are prompted for further information: 

Runni�g •ubcommand • mo�tf•y• • f roa ae�u • di•kmgat • 
DISK JIANAGEKENT 

I�•ert the aediua i� the di•kette 1 drive . Pre•• <RETURN> whe� r e &dy , [q] 
D i •k ' f •y•01 ' ,  f i l e  •Y•tea ' /dirf • 1 ' ,  mo�t it? [y , � .  q] y 
/dirf • 1  ao�ted . DO NOT REKOVE THE KEDIUK UNTIL IT IS UNMOUNTED ! 
• 

Step 4: If you want to unmount a file system that is mounted on the 
system, you may select umountfsys from the sysadm diskmgmt 
menu or invoke the umountfsys(lM) command. Do not use 
umount(lM) if the file system was mounted with mountfsys. 
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Procedu re 5.2: Create Fi le Systems on Hard Dis k  

Purpose 

Starting 
Conditions 

Commands 

Media 

Time 

Reference 

To define additional file systems on a second hard 
disk device: 

-to give a user group a dedicated portion of 
the disk space 

-to balance the distribution of data on the 
disk 

To write identifying labels on the magnetic medium so 
the system can know what is being brought on line . 

To bring a file system under operating system control 
(mount), or to release it so it can be removed from the 
system (unmount) .  

System state -(single-user) 
Login -root 

label it(lM) 
mkfs(lM) 
mkdir(l) 
mount( 1M) 
umount(lM) 
sledit(lM) 

A second hard disk or an unused slice on the primary 
hard disk. 

Approximately 3 minutes for m kfs. 

Using mkfs in Chapter 5, File System Administration 
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Your computer was probably delivered with the file systems root and /usr 
already defined on the primary hard disk device . If you need to use this 
procedure, obtain the following information before you begin: 

• The name of the special device file that is to contain the file system. 

• The number of blocks (and optionally, i-nodes) the file system is to have. 

You may package some of this information, plus details of directories and files 
to be copied to the new file system, in a prototype file. See mkfs(lM) in the 
System Administrator's Reference Manual for details . 

The procedure includes the mount and umount commands, which are used to 
make file systems available for use or to remove them from use . Because file .. systems can be automatically mounted and unmounted during the startup and .. 
shutdown procedures, you seldom have to use these commands. 

Step 1: Log in as root. 

Step 2: Make a directory to use as the mount point for the new file system. 

NOTE 

The default blocksize for file systems created 
with mkfs is 4K. See the mkfs(lM) manual 
entry for information on how to create other 
types of file systems . 

# mkdir /usr2 
(/usr2 is the name of the directory where 
the new file system will be mounted. ) 
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Step 3: Use the mkfs command: 

# mkfs /dev/rdsk/m323_1 s0 26880:5000 1 324 

The arguments on the command line are: 

/dev/rdsklm323_1 sO 
the name of the device on which the file system resides 

26880 :5000 
the number of physical blocks and i-nodes 

1 324 
the interblock gap and blks/cylinder (see Appendix A for recommended values 
for your disk.) 

Step 4: After you enter the . command, you receive a prompt like this: 

Wkf s : /dev/rds k/m3 23_1 s 0 ?  

(DEL if wrong) 

The command waits for 10 seconds before proceeding. If anything 
on the command line looks incorrect, you have a chance to cancel the 
command by hitting the DELETE key. 
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Step 5: mkfs next reports some of the attributes of the file system: 

byt e s  par logi cal block = 1 0 24 
total l o g i cal blocks = 1 3440 

total inod a s  = 4992 
gap (phys ical blocks)  = 1 
cyl s i z e  (phys i c al blocks)  = 324 
mkf s : Availab l e  b l o cks = 2 6 6 6 6  
# (root prompt) 

Step 6: 

The figures that appear on your screen may not correspond exactly 
to those shown. 

Label the file system (to eliminate warnings from mount) . The label 
should match the first six characters of the last component of the 
mount point directory. 

11 Iabeii! /dev/rdsk/m323_1 sO usr2 1 sO 

Cur r e nt f an&me : • Cur rent vo lname : , B l o cka : 26880 , Inode s :  6 0 0 0  

FS Un i t a : 1 Kb , D a t e  l a• t  mod i f i e d : Thu Jan 8 1 1 : 6 3 : 04 1987 

NEW f •n&me - u • r 2 , NEW vo ln&me - 1•0 - - DEL i f  wrong ! !  

• 

The command waits for 10 seconds before proceeding. If anything 
on the command line looks incorrect, you have a chance to cancel the 
command by pressing the DELETE key. 
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Step 7: Mount the new file system wi�h the following command: 

# mount /dev/dsk/m323_1 s0 /usr2 

Step 8: 

(The arguments on the command line are 
/dev/dsklm323_1 sO, the name of the device on which 
the file system resides, and /usr2, the mount point 
directory.) 

Make a directory in the new file system called lost+ found; create a 
few files in the directory and remove them. 

# /etc/mklost+ found /usr2 

The lost+ found directory is used by the file system checking uti l i ty, 
fsck . Adding and removing files sets up some avai lable directory 
entries to which fsck can assign lost files.  The recommended 
number of empty entries for the lost + found directory is roughly 
1150th of the i-node count for the file system. The mklost+ found 
utility follows this rule of thumb. 

Step 9: The file system is now available for use . If the file system is  to be 
used regularly, it should be added to /etc/fstab. See Chapter 3 for 
details. You may als.o use this procedure to define file systems on 
diskettes. 
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Procedu re 5.3 : Maintain Fi le Systems 

Purpose 

When 
Performed 

Starting 
Conditions 

To check and possibly repair file systems on removable 
media so the integrity of the file system is assured.  
To be informed on how disk space is being used so 
adequate resources can be provided to users . 

Before mounting the file system. 
On a schedule appropriate for your circumstances .  

System state -(multi-user) or (single-user) I 
For checking, the file system must not be mounted. 
For other maintenance, the file system must be mounted. 
To run this procedure in single-user mode, you must mount/usr 
You must be at the computer to insert and remove the media . 

sysadm menus FILE MANAGEMENT 
DISK MANAGEMENT 

Commands sysadm checkfys(1) 
checkfsys(1) 
sysadm diskuse(1) 
sysadm fileage(1) 
sysadm fi lesize(1) 

Media Diskette that contains file system to be checked.  

Time Approximately 3lh minutes per file system. 

Reference Maintaining a File System in Chapter 5, File System 
Administration 
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Fi le  System Checking 

Step 1 :  

Step 2: 

Insert the diskette into its drive and close the latch. 

Enter the command: 

S sysadm checkfsys 
Pas sword : 

or 

S checkfsys 
Pas sword : 

(Note tluzt these two passwords may be different.) 

Step 3: 

Step 4: 

You are prompted to select the appropriate drive and press RETURN 
when ready. 

You are then asked to choose a type of checking from this display: 

D i s k  ' f s 1 . T1 ' ,  f i l e  system ' /f sya 0 1 ' 
S e l e ct : 

che ck 
interactiTe 
automati c  

[c , i ,  a ,  q, ? ]  : 

(Any errors detected are reported, but not fixed.) 
(You are asked to approve/disapprove fixes.) 
(Any errors detected are automatically fixed.) 
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Step S: 

Step 6: 

Following your response, file checking proceeds . If you selected 
interactive, and if an error is detected, you receive a message on 
your screen that describes the error and asks for a yes or no 
response. 

NOTE 

The error messages are in Chapter 5 under 
Running fsck. 

When the check is completed, a message appears similar to the I following: 

1 1 06 fre e 
You may now remove the medium from the diskette drive . 

The operation is complete . 

Mon itori ng Disk Usage 

This second part of the file system maintenance procedure involves various 
ways of making sure that enough space is available on hard disk to 
accommodate the users needs. 
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Step 1:  Enter the command: 

$ sysadm dlskuse 
Pas sword : 

I Step 2: This display appears on your screen: 

F ILE SYSTEM USAGE AS OF 06/04/86 1 3 : 23 : 30 
F i l a  Fra a Total P ercent 
System Blocks Blocks Ful l  

- - - - - - -

I 6 8 1 0  26880 76" 
/uar 1 6448 84480 82" 

Step 3: If a more detailed look at files is indicated, you can use one of the 
following commands: 

$ sysadm fileage 

and 

$ sysadm filesize 
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Step 4: 

Step S: 

The fi leage command causes you to be prompted for two pieces of 
information: 

1 .  The full pathname of the directory to search 

It is important to be specific in your response. If you select a 
high-level directory, such as /usr, you receive more information 
than you want. 

2. The number of days to go back 

The default is 90 days. 

filesize displays information on the n largest files (default is 10) in a 
directory named by you. 

The heading for the information displays: 

owner 
:file s iz e  

( characters)  
date o:f 

last acc e s s  :f i l ename 

(The information in the display depends on your application. )  
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Procedu re 5.4 : Fi le System Backup and Restore 

Purpose 

When 
Performed 

Starting I Conditions 

To store file systems or parts of file systems: 
-to guard against loss of data 
-to free up space on the disk 

On a schedule developed to fit the needs of your 
system. 

System state -(single-user) 
You must mount /usr to run this procedure in single­
user mode. 
You must be at the computer to insert and remove the 
media. 
Login -root 

sysadm menu FILE MANAGEMENT 

Commands sysadm backup(l) 
sysadm store(l) 
sysadm restore(l) 
sysadm bupsched(l) 
mount(lM) 

Media Tapes in enough quantity to hold the files or file 
systems you are backing up. 
Cartridge tapes hold about 300,000 512-byte blocks . 

Time Approximately 25 minutes per cartridge tape . 

Reference File System Backup and Restore in Chapter 5, File System 
Administration 
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Complete Backu p 

Step 1:  Login as root. 

Step 2: Take the system to the single-user mode (run-level S or 1; see 
Procedure 3 .3, Shutdown to Single-User) . 

Step 3: The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /dev/dsk/m323_0s2 /usr 

Step 4: Enter the command: 

# sysadm backup 

Because you logged in as root, you are not prompted for the sysadm 
password. The following screen displays: 

Running •ubcommand 'backup ' f rom m•nu ' f i l •mgmt ' ,  

FILE MANAGEMENT 

Availab l e  f i l e  •y•t•m• : 
I /u•r /u•r2 ALL 

Enter f i l e  •Y•t•m (•)  you want to backup [q, ?] : /us� 
Select complete or incremental backup [c , i ,  q, ?] : C 
Print e ach f i l e  name a• it i• copied? [q, ? ]  [y , n ,  q ,  ? ] : y 

S e l e c t  which driv• to u•• : 
1 ctape1  

Ente r  a number . a n�• . the initial part of a n&me , or 
? for HELP , q to QUIT : 

(Select the storage medium to be used. In the example, we have 
specified cartridge tapes. Select ctapa1 
for romplete and incremental backups.) 

B•for• in•erting the tape into the drive , mark it aa fol lows : 
Complete Backup of /u•r2 , 
Sat . 09/08/84 , 06 : 08 : 31 AM 

part 1 
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In••rt the medium in the ctap• drive . 
Pr••• <RETURN> when read:r . [q] <CR> 
• . . . . . . . . • • (If you asked for file ruunes to be printed, they will RppeRr here. ) 
Reached end of medium on output . 

Remove medium . 

(continued) 

Before inaerting the next part into the drive , mark it : 

Complete Backup of /ua r .  
Sat . OV/08/84 , 06 : 08 : 31 AX 

part 2 

In••rt the tape . 
Pr••• <RETURN> when read:r . [q] <CR> 
. . . . . . . . . . . (If you asked for file tlllmes to be printed, they will appear here. ) 
Reached end of medium on output . 

(Process continues until all data Rrecopied 
to the tapes.) 

Reached end of medium on output . 
Remove medium . 

Before inaerting the next part into the drive , mark it : 

Complete Backup of /u• r ,  
Sat . OV/08/84 , 06 : 08 : 31 AX 

part n 

In••rt the tape . Pr••• <RETURN> when read;r . [q] <CR> 
. . . . . . . • . . . (If you asked for file tlllmes to be printed, they will appear here. ) 
13089 block• 

Complete backup of /uar2 f ini•hed . 
You ma:r now remove the medium . 
• 
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Step 5: Label each tape used for the backup. Include a sequence number as 
part of the label (e.g. ,  Volume 1, Volume 2) . 

Step 6: Return the system to the normal operating configuration (see 
Procedure 3 .4, Return to Multi-User) . 

In cremental Backu p 

Incremental backups can be used after an initial full backup has been done . See 
the discussion on backup strategies in Chapter 5 under File System Backup and 
Restore. 

Step 1: 

Step 2: 

Step 3: 

Step 4: 

Login as root. 

Take the system to the single-user mode (run-level S or 1) . 

The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /dev/dsklm323_0s2 /usr 

Execute the following System Administration backup command 
(sysadm backup) and follow the displayed instructions: 
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• sysadm backup 
Running •ubcommand 'backup ' from manu ' f ilamgmt ' ,  
FILE KANAGEKENT 

Available fila •:r•tam. : 
I /u•r /u•r2 ALL 
Enter f ila •y•t•m(•) you want to backup [q, ?] : /usr2<CR> 
Select complete or incremental backup [c , i,  q,  ? ]  : I<CR> 

Print each file nama ... it i• copied? [q, ? ]  [y ,  n ,  q,  ? ] : y<CR> 

Select which drive to uae : 
1 ctape 1 2 diakette1 

Enter a number , a name , �. initial p&rt of a name . or 

? for HELP , q to QUIT : 

(Select the storage medium to be used. Select ctape1 
for complete and incremental backups. )  

Before inaarting the tape into the drive , mark i t  a a  follows : 

Incremental Backup of /uar2 , 
Sat . 09/08/84 , 06 : 08 : 31 AK to 
Sat . 09/08/84 , 07 : 04 : 21 AK 

Part 1 
Inaert the medium in the drive . Pr••• <RETURN> when ready . [q] <CR> 
/uar2/abc/f il01 

83 block• 

Incremental backup of /u•r2 haa f iniahad . 

You may now remove the medium . 
• 

Step 5:  Label the medium. 

Step 6: 
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Return the system to the normal operating configuration (see 
Procedure 3.4, Return to Multi-User) . 
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Selective Backu p 

Step 1 :  Login as root. 

Step 2: Take the system to the single-user mode, run-level S or 1 (see 
Procedure 3 .3) .  

Step 3:  

Step 4: 

Step S: 

The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /dev/dsklm323_0s2 /usr 

Label a formatted tape to indicate the directory or file . 

Insert the formatted tape in the cartridge tape drive. 

Enter the command: 

# sysadm store 

The display on your terminal is: 

Running subcommand • s tore · from menu · f i l emgmt · ,  
F ILE MANAGEilENT 

(Prompt for device) 

1 .  S e l e ct a s ingle  f i l e  for s toring 
2 .  S e l e c t  all f i l e s  unde r  a dir e c tory for s toring 

Ent e r  a number : 1 
Ent e r  f u l l  path name of f i l e  to be s tored [q] : 

/usr/abc/file1 

1 .  S e l e c t  a s in g l e  f i l e  for s toring 
2 .  S e l e c t  a l l  f i l e s  und e r  a dir e c tory for s toring 
3 .  L i s t  f i l e s  s e l e cted s o  f ar 
4 .  Store s e l e cted f i l e s  

Enter a number : 4 

1 f i l e s  s e l e ct e d  
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Step 6: Each time you provide a file or directory name, you are prompted to 
enter more names, to review what has been entered, or to proceed 
with the storing process. When you have entered all the names of 
files to be stored, enter 4; the following displays: 

F i l e •  •torecl on : 
S&t 06/04/86 , 03 : 1 8 : 63 PM 

p&rt 1 
/u•r/&bc/ f i l e 1  
2 8  b lock• 

Store complete . 

Do you w&nt to verify th&t your f i le (•) were •torecl properly 
[y , n , q , ? ] y <CR> 

PLEASE NOTE: 
To verify that the store worked properly, you must 
re-insert all parts that were just written to, starting with "part 1 "  
Insert the medium in the tape drive. Press <RETURN> when ready. <CR> 
V erifiallion romplete. You may remove the medium. 
Should the stored files be removed from the built-in disk[y,n,q, ?] 

Step 7: 

Restore 

Step 1 :  

Step 2 :  

Step 3 :  

This last question gives you a chance to remove the files just written 
to tape. You would probably elect to do that if you were in the 
process of freeing up storage space . 

Return the system to the normal operating configuration. 

Login as root. 

Take the system to the single-user mode (run-level S or 1) . 

The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /dev/dsk/m323_0s2 /usr 
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Step 4: Enter the command and follow the displayed instructions: 

$ sysadm restore 

when restoring from a complete or incremental backup, all tapes of 
that series must be loaded. Even if you intend to restore only a 
single file, all tapes of the backup series must be loaded in sequence . 

• sysadm restore 

Running •ubcomm&nd • re•tore · f rom menu - f 1 l emgm� · .  
FILE KANAGI!!KI!!NT 

Select which drive to u•e 
1 ctape1  2 di•kette 
Enter a number , a name , the initial part of a name , or 
? for HELP , q to QUIT : 1 

Select : 

1 .  re•tore a • ing le f i le 
2 .  re•tore a directory of f i l e •  
3 .  re•tore all  f i le•  

4 .  li•t all the f i l e •  
Enter a number [q , ? ] : 1 
In• ert the medium in the ctape drive . 
Pre • •  <RETURN> when re ady . [q] <CR> 
Enter ful l path name of f i l e  (•) to be re •tored [q , ?] : /usr/abc/fl le1 
Do you want to rename the f i l e  a• it i •  copied in? [y , n, q] : y 
WARNING : 

Be very careful when you rename a f i l e . F i l e •  incorrectly named 
by typing error• are dif f i cult to f ind and repair . 
Remember that only the f ir•t 14 character• of each part of the 
f i l e  name ( i . e . , the character• between the • / • •) are • igni f i c ant . 

(You will bellSked to renRmeesu:hfile in turn. An empty 
response (<CR>) skips tlultfile. An•mswerofperiod (.) 
restores the file with its original name. ) 

Rename </u•r/abc/ f i l e 1 >  
/usr/abc/dataflle3 

83 b lock• 
(amtinued) 
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Restoration complete . 
You may now remove the medium from the tape drive . 
Select : 

1 .  restore a single fila 
2 .  restore a directory of files 

3.  restore all f iles 

4. list all the files 

Enter a number [q, ?] : q 
• 

(amtinued) 

Step 5: Return the system to the normal operating configuration (see 
Procedure 3.4, Return to Multi-User) . 

Step 6: Store the backup media in a safe place . 
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Procedu re 5.5 : Alternate Fi le System Backup and 
Restore 

Purpose 

When 
Performed 

Starting 
Conditions 

sysadm menu 

Commands 

Media 

Caution 

Time 

Reference 

To store file systems or parts of file systems. 
-to guard against loss of data 
-to free up space on the disk 

On a schedule developed to fit the needs of your 
system. 

System state -(single-user) 
You must mount /usr to run this procedure in single-
user mode. 
You must be at the computer to insert and remove the 
media. 
Login -root 
Login -br 
Login -sysadm backup_rest 

FILE MANAGEMENT 

sysadm backup_rest(1) 
br(1M) 
mount(1M) 

Formatted diskettes or tapes in enough quantity to hold 
the files or file systems you are backing up. 
A minimum of one piece of media per file system for a 
full backup. 
Diskettes hold about 1200 512-byte blocks; tapes about 
120,000. 

Creating backups in a run level other than single user 

can make it impossible to recover files from an archive . 

Approximately 6 minutes per diskette . 
Approximately 35 minutes per tape . 

File System Backup and Restore in Chapter 5, File System 
Administration 
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Ful l  Backu p 

Step 1 :  

Step 2: 

Step 3: 

I Step 4: 

Log in as root. 

Take the system to the single-user mode (run level S; see Procedure 
3 .3, Shutdown to Single-User) . 

The System Administration Menu package resides in /usr so you 
must mount that file system as shown below. 

# mount /usr 

Enter the command: 

# sysadm backup_rest 
or 

# br 

Because you logged in as root, you are not prompted for the sysadm 
or br passwords. 

The following screen displays: 

Backup a R e s tore functions are : 

1 .  INCREMENTAL backup 
2 .  FULL backup 

3 .  SELECTED backup 
4 .  RESTORE f i l e s  f rom archive 
6 .  ARCH IVE d e s cription chan g e  
6 . PREFERENCES 
0 .  QUIT this l e v e l  

-- Your cho i c e ?  [0-6] 
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Step 5: 

NOTE 

Carefully read through this entire procedure 
and File System Backup and Restore in Chapter 5 
before attempting a backup or restore . 

Type 2 to access the FULL backup menu: 

Las t f u l l  backup comp l e t e d : 
date , at time 

F i l e -Sys tems not yet backed up are : 
/usr 

I 

Ful l  backup functions are : 
1 .  ESTIMATE archive r e quirements for ' /usr · 
2 .  BACKUP ' /usr · now 
0 .  QUIT thi s  l e v e l  

-- Your cho i c e ?  [0-2] 

Step 6: Type 1 for an estimate of the archive space required for a given file 
system. A full backup entails backing up each file system in turn 
onto its own archive volume(s), thereby allowing each file system to 
be recovered individually in the future . 
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Step 7: 

Step 8: 

Step 9: 

Type 2 to begin the full backup. The name of the first file system 
appears in the menu items and automatically changes as file systems 
are successfully backed up. As file systems are backed up, they 
disappear from the "not yet done" list and appear in a "done" list . If a 
file system is not backed up (e.g . ,  a bad tape read during 
verification), then its name is rotated to the end of the "not yet done" 
list. This allows you to try again to back up file systems that failed 
the first time. When all file systems have been successfully backed 
up, the starting time and date of the full backup are saved, so that 
future incrementals can save files modified since that date . 

If you decide to quit (by typing 0) before all file systems are backed 
up, the list of remaining file systems is saved, and are read when 
you next enter full backup from the top menu. You can ignore this 
partial list and backup all the file systems if you want. You are asked 
about this when you first enter full backup, but only if the previous 
full backup was not completed. An incomplete full backup does not 
change the reference time for incremental backups. Each time you 
resume a previous incomplete full backup, the old starting time is 
the potential new reference point, since incrementals are taken for 
all selected file systems at once, using this reference point. 

If you quit before all volumes of a multivolume archive are complete, 
you must begin at volume 1 again the next time you try to back up 
the file system. 

Label each diskette or tape used for the backup. Include a sequence 
number as part of the label (Volume 1, Volume 2) . 

Return the system to the normal operating configuration (see 
Procedure 3 .4, Return to Multi-User) . 

Incremental Backu p 

Incremental backups can be performed after an initial full backup has been 
done. See the discussion on backup strategies in Chapter 5 under File System 
Backup and Restore. A separate piece (or set of pieces) of media should be 
reserved for each incremental backup between full backups, thus, maintaining a 
full (daily) record of all changes since the last full backup. 
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Step 1 :  

Step 2 :  

Step 3: 

Step 4: 

Step S: 

If you are only scheduling an incremental backup, or you do not 
wish to take the system to single-user mode (because you know that 
the system is quiescent), log in as (or execute) sysadm backup_rest 
or br (both commands require a password) and skip to Step 5 .  
Otherwise, log in  as  root and proceed to Step 2 .  

Take the system to the single-user mode (run level S) . 

The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /usr 

Type: I 
# sysadm backup_rest 

or 

# br 

Type 1 in response to the backup_rest main menu. The following 
screen displays: 

Last incremental compl e t e d : 
date , at time 

Last f u l l  backup compl e t e d : 
date , at time 

Incremental backup functions are : 
1 .  D IRECTORY other than · ; ·  
2 .  ESTIMATE archive r e quirements f or · ; · 

3 .  SCHEDULE an unattended backup for · ; · 
4 .  BACKUP • j • now 
0 .  QUIT thi s  l e v e l  

-- Your cho i c e ?  [0-4] 
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Step 6: 

I 

Step 7: 

Step S: 

P5-30 

Choose the proper menu item: 

Type 1 to set up for an incremental backup on an area other than the 
entire system. When the directory is "/", only certain file systems 
will be examined for changed files .  See Describing Your System in 
Chapter 5 for how to identify file systems for incremental backup. 
For directories other than "/", that entire directory tree is examined, 
including any mounted (local or remote) resources .  

Type 2 to  find out how many archive volumes the backup will use, 
how many files will be backed up, and how many kilobytes 
(1024 bytes) the archive will occupy. This may take many minutes . 

Type 3 to schedule an incremental backup to occur automatically at a 
pre-set time in the next 24 hours (see Preparing for File System Backup 
and Restore in Chapter 5 to change the preset time) . If an estimate 
has not been done this day, one will be performed automatically 
now before the incremental is scheduled. 

Type 4 to incrementally back up the chosen directory. If  the 
directory is "/", this usually incrementally backs up those 
subdirectories (file systems) that have had a full backup. 

If you have a particularly large incremental backup, you may need 
multiple archive volumes (unless the backup is scheduled, in which 
case it must fit on one volume) . If you estimate before you do the 
actual backup, you will know how many volumes to use. Be sure 
you have enough on hand before you start the backup, otherwise 
you may have to quit in the middle, which invalidates all previous 
volumes. 

Label the medium. 

Return the system to the normal operating configuration (see 
Procedure 3.4, Return to Multi-User) . 
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Selected Backu p 

Step 1 :  

Step 2: 

Step 3: 

Step 4: 

Step S: 

If you know that the system is quiescent, and you do not wish to 
take the system to single-user mode, log in (or execute) sysadm 
backup_rest or br (both commands require a password) and skip to 
Step 5. Otherwise, log in as root and proceed to Step 2. 

Take the system to the single-user mode, run level S (see 
Procedure 3.3) .  

The System Administration Menu package resides in /usr so you 1 must mount that file system: 

# mount /usr 

Type the command: 

# sysadm backup_rest 

Type 3 in response to the backup_rest main menu. The following 
screen displays: 

A backup now would s e l e ct every f i l e . (ament backupselection criteria) 

S e l e cted-backup functions are : 
1 .  CHANGE s e l e ction criteria 
2 .  USE exi s t ing RESTORE criteria 
3 .  D IRECTORY other than · t · 
4 .  ESTIMATE archive r e quirements for s e l e cted f i l e s  
6 .  BACKUP s e l e ct e d  f i l e s  now 

0 .  QUIT thi s  l e v e l  
-- Your cho i c e ?  [0-6] 
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Step 6: 

Step 7: 

Step 8: 

Restore 

Step 1 :  

Type 1 to change the current selection criteria. 

When you first enter the backup_restore main menu, any previous 
selection criteria are erased. However, any criteria you enter during 
the session are retained throughout the session, even if you quit the 
selected backup menu. 

You can perform several selected backups, changing the criteria and 
directory between backups. To leave the selected backup function, 
you must explicitly choose the QUIT option. 

Currently, you must enter the selection criteria as ordinary bru(l) 
options. 

Follow the instructions under Selected Backup in Chapter 5, File System 
Administration or see bru{l) in the User's Reference Manual for 
information on bru options . 

Return the system to the normal operating configuration. 

If you know that the system is quiescent, and you do not wish to 
take the system to single-user mode, you may log in (or execute) 
sysadm backup-restore or br (both commands require a password) 
and skip to Step 5. Otherwise, log in as root and go to Step 2. 

NOTE 

When doing a complete restore of root or usr, 
the system should be in single-user mode (with 
the usr file system mounted) . 

Step 2: Take the system to the single-user mode (run level S) . 

Step 3: The System Administration Menu package resides in /usr so you 
must mount that file system: 

# mount /usr 
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Step 4: 

Step S: 

Enter the command: 

# sysadm backup_restore 

Type 4 in response to the backup_restore menu. The following 
screen displays: 

A r e s tore now would s e l e c t  avery f i l a . (current restore selection criteris!) 

R e s tore functions are : 
1 .  WHOLE archive view 
2 .  SELECTED archive view 
3 .  VER IFY an e xi s t ing archive 
4 .  CHANGE s e l e ction criteria 
6 .  USE exis ting SELECTED-BACKUP criteria 

6 .  D IRECTORY other than · ; ·  
7 .  EXAMINE archive h e ader and EXTRACT re covery info 
8 .  FILE-SYSTEM REBUILD from r e c overy inf o 
9 .  RESTORE s e l e cted f i l e s  from archive to • t • 
0 .  QUI T  

- - Your cho i c e ?  [0-9] 

Step 6: Choose the proper menu item: 

Type 1 or 2 to list files on the archive . The selected view (2) is useful 
to preview the effect of the restore selection criteria. 

Type 3 to check the internal consistency and general readability of an 
archive. If you suspect that an archive volume may be damaged or 
worn, use this function to see if it is readable . Even if some blocks 
are damaged, the archiver will try to regain synchronization and 
read good blocks following the damaged ones. 
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In the same way that files can be selectively backed up, they can also 
be selectively restored. This is useful when only a single file system 
must be recovered from an incremental backup, or when only part of 
a file system must be recovered from any type of backup. To restore 
a particular file system from incremental, the base directory should 
be "/", and the selection criteria should select the name of the file 
system directory with a leading " ./" (e.g. ,  ./usr) . Files can be 
restored into any base directory (not just their original location) . 
You can also use this method to move entire user hierarchies 
around, even between machines. 

Type 4, 5, or 6 to set the selection criteria and base directory (see bru 
Options in Chapter 5 or bru(l) in the User's Reference Manual) . 

Type 7 to examine the header of volume 1 of an existing archive and 
perhaps extract some recovery information from it. By default, 
archive header labels have information about the type of backup 
(full, incremental, or selected) and the base directory from which the 
backup was taken. Full backups also include file system recovery 
information that can be used with menu item 8 to rebuild completely 
a file system. The header information displays on the terminal, and 
the label also has the information in it extracted. If the label has 
recognizable information, then it is used; otherwise, the previous 
recovery information is kept. If the information is used, it 
automatically changes the base directory, which appears in the 
menu items offered at the next chance for input. In this way you can 
read the header of an archive and have the base directory 
automatically set for the proper recovery of the archive (using item 
9). Item 7 should be selected before restoring a file system from a 
full backup (or a directory from a selected backup) . 

Type 8 if the file system has been completely destroyed, or if you 
want to transfer a complete file system to an unused device on your 
machine or on another machine. This option uses recovery 
information written in the archive header during a full backup to 
build a new file system (using mkfs) that is the same size as the 
original. This action destroys any data already in an existing file 
system. The selection criteria are then automatically set so that a 
RESTORE operation will restore the entire file system. 
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Step 7: 

Step 8: 

Type 9 to read the files from the archive and place them in the base 
directory and its descendants . Subdirectories are made as 
necessary. The RESTORE criteria are different from those used in 
selected backup (they are remembered as two different items), but 
the base directory is the same. A full restore of a file system entails 
(1) restoring the last full backup of the file system and (2) restoring 
selected file system files from the latest incremental backup of the 
entire system. 

If you have selected only certain files to be restored, and you know 
in which volume of the archive they are contained (from the optional 
listing generated during the backup), you may insert only that I volume. This will generate warnings and prompts from bru(l) . 
Respond to them as shown. 

warning - found volume 2 .  expec�ing 1 
c -> con�inue q -> qui� r-> reload [de f aul� q] >> c <CR> 
w&rning - -�·• �ng archive header block ; •tarting at Yolume 2 
c -> con�inue q -> qui� r-> reload [def aul� q] >> c <CR> 

Return the system to the normal operating configuration (see 
Procedure 3.4, Return to Multi-User) . 

Store the backup media in a safe place. 
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Mu ltiple Vol u mes 

If more than one volume is required during backup and restore, the following 
prompt is displayed by bru(l) . 

bru : l.oad vol.ume n and enter devi c e  [de f aul.t : archive device] > >  

Enter < CR> when you have the next volume loaded.  You may change the 
device at this prompt (if, for example, you have two tape drives), but the 
archive description information (e.g. ,  size of medium) will be used. (The 
default archive device used when backup_restore is invoked is not changed by 
this prompt, just the current bru(l) device . )  
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Procedu re 5.6 : Arch ive Description Change 

Purpose 

When 
Performed 

To describe archive devices in preparation for backup 
and restore. 

Before performing a backup or restore, or when an 
archive device is added to or deleted from the system. 

Starting 
Conditions 

System state -(a�y state) 
You must mount /usr to run this procedure in single­
user mode. 
Login -any valid login, root, sysadm, or br 

sysadm menu FILE MANAGEMENT 

Commands sysadm backup_restore(l) 
br(lM) 

Reference Preparing for File System Backup and Restore in Chapter 5, 
File System Administration 

Step 1 :  

Step 2: 

Log in as yourself, root, br, or sysadm backup_restore. 

If you logged in as yourself or root, enter the command: 

# sysadm backup_restore 
Pas sword: 

or 
# br 
Pas sword : 

If you logged in as root, you are not prompted for the sysadm 
password. 
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Step 3: Type 5 to access the Archive Description menu. An Archive 
Description menu similar to the following displays: 

Currant archive d e s cription of Stre aming-Tapa . . .  
archive nama : /dav/rmt/m360_0t 
media s iz e : 69M 
buf f e r  s i z e : 1 2 8K 
skip by : r e ading 
last chang e d : Fri 07 Feb 1986 , at 09 : 43 : 68 AM 

You may : 
1 .  CHANGE individual valu e s  
2 .  READ all-new valu e s  from library 

3 .  SAVE the valu e s  as shown 
0 .  QUIT thi s  l a v a l  

-- Your cho i c e ?  [0-3] 

Step 4: Choose the appropriate menu item: 

Type 1 to change individual values for the current archive device . 
More menus are presented that prompt you to enter the new values .  
When all changes have been made, type 3 to save the changes or  0 to 
ignore the changes you just made. 

Type 2 to replace the current archive description with the standard 
description of a device . These descriptions are kept in a library of 
several complete descriptions . If you READ a complete description 
from this library, it replaces the entire current description. Before 
you save it, you can individually change any of the items. Once the 
new description is saved, any changes to the previous description 
are lost. See The Archive Description Library in Chapter 5 for 
additional information. 
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P6 System Reconfiguration Procedures 

Introduction P6-t 

Procedure 6.1 : Reconfigure the System P6-t 
Modifying System Configuration Information P6-2 
Rebuilding the Operating System P6-8 
Booting the New Operating System P6-8 

Procedure 6.2:  Unbootable Operating 
System Recovery P6-9 
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Introduction 

The following procedures are covered in  this section: 

Procedure 6 . 1  Reconfigure the Operating System 
To rebuild the operating system after tuning resulting from 
modifications to hardware and/or operating system software . 

Procedure 6 .2  Unbootable Operating System Recovery 
To recover if you create an unbootable operating system after 
attempting a system reconfiguration. 

Procedu re 6 .1 : Reconfigu re the System 

Purpose 

When 
Performed 

Starting 
Conditions 

Commands 

Reference 

To make a new /un ix. 
To incorporate tunable changes that result from 
hardware and/or software changes to the system. 

Only when the system must be tuned. 

System state -{multi-user) 
Login -root 

sysgen(lM) 

Chapter 6, Performance Management 

System reconfiguration is necessary whenever the physical configuration of 
the computer or the software configuration of the operating system changes .  
This happens when you upgrade hardware (e .g . ,  as add more memory or  
disks) or edit tunable parameters to improve performance . The interactive 
sysgen program allows you to reconfigure your system . Refer to the 
following table when using sysgen . 
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Sysgen Typing Conventions 

Key(s) Meaning 

arrow left or <Ah> backspace 
c change field; enable line 
arrow down or j move cursor down 
arrow up or k move cursor up 
n no to sysgen prompt 
0 open a new screen 
q close current screen 
s select or deselect an item 
y yes to sysgen prompt 

Mod ifying System Configuration Information 

The steps to incorporate changes to the new system configuration are: 

Step 1: 

Step 2: 

Log in as root. 

Type: 

# sysgen 

A screen similar to the following displays: 

SYSGEN V1 . 6  

Standard Conf iguration standard 

(Your sysgen screen displays may differ from the example screens. ) 
(The cursor ( -> ) in the leftmost column is pointing to the current configuration .) 

CONFIGURATION SELECTION SCREEN 
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NOTE 

It is suggested that you use the D command in 
sysgen to create a copy of the "standard" 
configuration under a new name, and make 
changes to the copy. This way, if there are 
problems, you can return to the standard 
configuration. 

Step 3: Using the cursor-move keys, go to the line showing the 
configuration you want to modify and type o to open the 
"Configuration Items" screen. 

SYSGEN V1 . 6  

Standard Conf i guration standard 

D i s tributed Unix F i l a  System (DU) 
• F i l a  System Handlers (S6)  
• G e n e r i c  CPU Support 
• - > K e rn e l  and Pag ing Parame ters 

(cursor at line to be modified) 

• MVME32 3  ESDI Disk Contro l l e r  Board 

(An asterisk ( •) in the leftmost column indicates that an item and its subitems are 
part of the current configuration .) 

CONFIGURATION ITEMS SCREEN 

du 

f i lsys 
vme cpu 
k e rn e l  

vme 323/f 1 
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Step 4a: To remove an item and its subitems from the current configuration 
perform this step. Move the cursor to the line you want to modify 
and type s. That item and its subitems are removed from the current 
configuration (indicated by the removal of the * from that line) . 

Step 4b: To add an item and its subitems to the current configuration perform 
this step. Move the cursor to the line you want to modify and type 
s. The * appears in the leftmost column of that line . 

Step 5: To remove a subitem within a set of items shown in the 
"Configuration Items" screen, perform this step. Move the cursor to 
the item containing the subitems to be modified and type o to open 
the "Configuration Subitems" screen. A screen similar to the 
following displays the subitems in alphabetical order: 

SYSGEN V1 . 6  

Stand&rd Conf iguration •tandard 

• Kernel and Pag ing Parameter• ke rne l 

• • Of  Additional Event C e l l  Memory Pag e •  ILAXSEPGCNT Parameter 
• • Of  Sy•tem Re•erved Memory/Swap Page•  MINASMEK Para.met.er 
• II of Haah Bucket• for buf f er• NHBUF Parameter 
• II of bad di•k track mapping• •upported BADDISKS Para.m.eter 
• Auto FS Buf f e r  Update Rate (Second•) NAUTOUP Para.meter 

• - >  Sy•tem Buf f e r• Count NBUF Parameter 

CONFIGURATION SUBITEMS SCREEN 
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Step 6: 

Move the cursor to the line you want to modify and type s.  The 
system removes that item from the current configuration (indicated 
by the removal of the * from that line) . 

To enter new configuration values perform Steps 6 and 7. Move the 
cursor to the line showing the item whose value you want to change 
and type o to open the "Subitem Values" screen. 

SYSGEN V1 . 6  

Standard Conf iguration standard 

* Kern e l  and Paging Parameters kernel 

* System Buff ers Count NBUF 

Parameter Name : buff era ( cannot be modified) 

Con! . c Name : NBUF (cannot be modified) 
Default Value : 0 ( cannot be modified) 

Value : -> 0 ( type in new value) 

SUBITEM VALUES SCREEN 

Parame ter 

Move the cursor to the item that can be modified and type in the 
modification 

In addition to parameter values, you can also modify the "Number of 
Devices" field in board descriptions using Steps 6 and 7. One series 
of screens related to boards follows: 
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SYSGEN V1 . 6  

Standard Conf iguration standard 

Distributed SYSTEll V/88 Fila System (DU) du 
• Fila System Handlers (S6) f i l sys 
• Generic CPU Support vma cpu 
• Kern e l  an d  Paging Parame ters kern e l  

I vma 323 • -> WVYE323 ESDI Disk Controller Board 

(cursor at line to be modified; type o to open next screen) 

CONFIGURATION ITEMS SCREEN 
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SYSGEN V1 . 6  

Standard Conf iguration 

• YVYE323 ESDI Disk Controller Board 

• - > ESDI Controller board #1 VKE323 # 1  

(cursor a t  line to be modified; type o to 17pen next screen) 
* Enhanced Small Disk Interface Dr�ver vme323 

standard 

vme323 

Device 

Driver 

CONFIGURATION SUBITEMS SCREEN 

SYSGEN V1 . 6  

Standard Conf iguration standard 

• YVME3 23 ESDI Disk Contro l l e r  Board vme 3 2 3  

• ESD I  Contro l l e r  board # 1  llvme 323 # 1  D e v i c e  

Device  Typ e : vme323 

Number o f  Devi c e s : - > 0 (type in new value) 
D e f ault Number of Devi c e s :  0 

Interrupt Ve ctor Location : 
Addre s s : 

Bus R e qu e s t  Leve l : 

324 
FFFFAOO O  
6 

SUB ITEM VALUES SCREEN 
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Reb u i ld ing the Operating System 

Step 8: 

Step 9: 

After modifying the current configuration as described in Steps 1 
through 7, return to the "Configuration Selection" screen by typing q 
at each lower level screen. 

Verify that the cursor is on the line showing the new configuration 
for the system and type q. The following sequence of prompts 
appears : 

Save chan g e s  to keyword? (y/n] y 
(Typing n discards modifications .)  

Update system conf iguration f i l e s ?  (y/n] y 
(Typing n prevents an update to these files . ) 

Rebuild the operating system? (y/n] y 
(Typing n prevents rebuilding of the operating system . ) 

Ins tall the new operating system to be u s e d  on the n e xt 
reboot? (y/n] y 

(Typing n prevents an update to the operating system . ) 

Booting the New Operating System 

Step 10: Follow Procedure 3.6 to halt and reboot on the newly created 
operating system. If the system does not boot properly, perform 
Procedure 6.2 .  
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Procedu re 6.2: Unbeatable Operating System 
Recovery 

Purpose 

Starting 
Conditions 

Commands 

Bootable 
Programs 

Reference 

To recover from an unbootable /stand/un ix. 
To get a viable version of the system running after an 
unsuccessful attempt at reconfiguring the system. 

System state -variable . 
Login -root 

sysadm firmware(!) -to get to firmware 

/unix 
/oldunix 
/un ix.rel 

Perfonnance Ma1Ulgement in your 
Delta Series System Manual 

If you create a /stand/unix that is unbootable or operates so poorly that recovery 
while operating in that version is impossible, do the following: 

Step la: If the system boots to the point where you get the Cons o l e  logi.n : 
prompt, log in as root. Refer to Procedure 3 .5  for instructions on 
how to shut down the system and reach the "Power-Up Menu. " 

Step lb: If you cannot log in, consult your Delta Series system manual for 
instructions on how to reach the ''Power-Up Menu . "  

Step 2: Refer again to your Delta Series system manual for instructions on 
how to explicitly boot a disk file . Use the file names in the following 
order specified until one boots properly: 

1 . /unix 
2. /oldunix 
3 .  /un ix.rel 
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Step 3: 

Step 4: 

Step 5:  

If none of these files boots the system, consult your SYSTEM V/88 
Release 3 .2  Software Release Guide to determine how to reload the 
operating system from the release media. Go to Step 5 .  

After the system has rebooted and you have logged in again, remove 
/stand/unix and copy the file that was booted to /stand/un ix. For 
example, having failed to properly boot the new operating system, 
you successfully boot the file /un ix. Next type: 

# rm /stand/un ix 
# cp /unix /stand/unix 
# sync 

Once again, shut down the system and reboot. The system should 
come up automatically. 

Finally, try to determine what went wrong. Consider first that you 
may have placed an incorrect value in the parameter(s) with which 
you were working. 

Step 6: Repeat Procedure 6. 1 to correct errors in the previous 
reconfiguration. If you cannot determine what went wrong, 
document what happened as thoroughly as possible and contact 
your Field Service Representative . 
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Procedures 
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Procedu re 7.1 : Stop the Print Service P7-t 

Procedu re 7.2 : Restart the Print 
Service P7-2 

Procedu re 7.3 : Set U p  the Print 
Service P7-3 
Add an LP Printer P7-4 
Change the Configuration of an LP Printer P7-7 
Delete a Printer P7-10 

Procedu re 7.4 : Set U p  Forms P7-t2 
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Add a Form P7-15 
Change a Form P7-18 
Delete a Form P7-20 

Procedu re 7.5 : Set U p  Fi lters P7-2t 
About Using Filters P7-22 
Add a Filter P7-23 
Change a Filter P7-24 
Delete a Filter P7-26 
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Introduction 

This section provides the following procedures: 

Procedure 7. 1 Stop the Print Service 
Instructions for stopping the LP print service . 

Procedure 7.2 Restart the Print Service 
Instructions for restarting the LP print service . 

Procedure 7.3 Set Up the Print Service 
Instructions for adding or deleting an LP printer from the 
current configuration, or for changing the configuration of a 
printer. 

Procedure 7.4 Set Up Forms 
Instructions for adding, changing, or deleting a form from 
the LP print service . 

Procedure 7.5 Set Up Fi lters I Instructions for adding, changing or deleting a filter from the 
LP print service. 

Procedu re 7. 1 : Stop the Print Service 

Purpose 

Starting 
Conditions 

Commands 
Used in 7.1 

Reference 

To stop the print service . 

Multi-user or single-user state 
(If you are in single-user state, you must run the 
command mount /usr before following this 
procedure. )  
Login -root 

sysadm packagemgmt/lpmgmt/service/stop 

Summary of Administrative Commands in Chapter 7 
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Step 1 :  Enter the following command to  stop the print service: 

$ sysadm stop 

This stops the print service completely. You are notified by a 
screen message when the printer has stopped; no further requests 
for printing will be acted on. 

Procedu re 7.2 : Restart the Print Service 

Purpose 

Starting 
Conditions 

Commands 
Used in 7.2 

Reference 

To make the LP system available again after having 
been stopped. 

Multi-user or single-user state 
(If you are in single-user state, you must run the 
command mount /usr before following this 
procedure. )  
Login -root 

sysadm packagemgmt/lpmgmt/service/start 

Summary of Administrative Commands in Chapter 7 

Step 1 :  After you completed those administrative tasks for which you 
stopped the print service, restart the print service by entering the 
following command: 

$ sysadm start 

A screen message notifies you when the print services are available 
again. 
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Procedu re 7.3 : Set Up the Print Service 

Purpose 

Starting 
Conditions 

Commands 
Used in 7.3 

Reference 

NOTE 

Procedure 7.3 provides instructions for adding 
a printer to your print service, changing a 
printer configuration, and deleting a printer 
from your print service. Before you can follow 
any of these procedures, the printer in 
question must be connected to an available 
port. 

To add or delete an LP printer from your system, or to 
change the configuration of an LP printer in your 
system. 

Multi-user or single-user state 
(If you are in single-user state, you must run the 
command mount /usr before following this 
procedure.)  
Login -root 

sysadm packagemgmt/lpmgmt/printers/add_p 
sysadm packagemgmt/lpmgmt/printers/change_p 
sysadm packagemgmt/lpmgmt/printers/accept_p 
sysadm packagemgmt/lpmgmt/printers/enable_p 
sysadm packagemgmt/lpmgmt/service/defau lt 
sysadm packagemgmt/lpmgmt/printers/reject_p 
sysadm packagemgmt/lpmgmt/printers/disable_p 
sysadm packagemgmt/lpmgmt/printers/delete_p 

Summary of Administrative Commands in Chapter 7 
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Add an L P  Pri nter 

Step 1: 
I 

To add a: printer, enter the following command: 

$ sysadm printers/add_p 

If other printers have already been added to the system, you are 
asked if the printer you are now adding is similar to any of them. 
If it is, the configuration of the similar printer is used as a template 
for the configuration of the new printer. If not, standard defaults 
are given in a template . In either case, the system prompts you to 
define the configuration for the new printer, as shown in the 
following example. 

If you defined the alert-type for the printer to be mai l  or write and 
did not specify a login, the login sysadm is assumed. In addition, 
the alert-type qu iet can only be used to terminate an active alert 
and, therefore, cannot be used as the alert-type for a new printer. 

NOTE 

In the following example, the printer is an 
AT&T Model 455 daisy-wheel printer, 
connected to a port on the Expanded 
Input/Output Capability Feature card . For 
more information on how to identify ports, see 
Chapter 7, Printer Management, of this guide . 
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Enter the name of the new printe r : prlntar2 
I• thi• printer to be • imi lar to one already added? [y , n ,  7 ,  q] n 
Printer c la•• . to add it to : (default : none) lattarqual lty 

(for the next two prompts, substitute infomultion for your printer) 
Enter one l in• that de•crib•• the printer for your u••r• . 
(de f ault : none) AT&T Modal 455 daisy-wheal printer 
Type of printer :  (de f ault : unknown) 455 
Typ•• of f i le• pr1ntab � •  w1thout f 1 �t e r 1ng : 
(de f ault : • imple)  slmpla,nroff 

Printer interface  to u•e : (de f ault : •tandard) 
Can a u••r •kip the banne r  pag e ?  (de f ault : no) 

U•• the def ault page • i z e  and printing pitch? 
(de f ault : Y••)  [y , n, 7 ,  q] 

/usr/kolllntarfaca 

[y , n ,  7 ,  q] 

Enter a command to run to alert you when the printer f aulta . 

(de f ault : mai l  lp) wrlta lp 
How often •hould you be alerted (minute• ,  o-onc e) 7 (default : 0) 3 
How •hould printing re•tart after you f ix a printer f ault? 
(de f ault : continue) 

I•  the printer directly connected? (de f ault : yea)  [y , n, ? ,  q] 
Printer port to u•• : /dev/tty1 1  
I •  the printer al•o a login terminal? (de f ault : no) [y , n ,  7 ,  q] 

The default port ••tting• will  be : 
9600 c•8 c•topb -parenb -parodd ixon -ixany opo•t -olcuc 
onlcr -ocrnl -onocr -onlret -of i l l  n10 crO tabO baO vtO f f O  
Enter an y  chang• •  or additional ••tting• that mu•t be in 
e f f ect : 

Li•t the pr int whe e l •  availabl e :  
(de f ault : none) elite, courier 

(amtinued) 
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(continued) 

L i s �  �he u s e r s  who are denied acc e s s  �o �hi s  printer . 
(de f aul t : non e )  

L i s t  t h e  only u s ers who a.re allowed ac c e s s  to thi s  printer . 
(de f aul t : al l)  merlyn ehr3 gig 

L i s t  the only forms that ca.n b e  u s e d  with thi s  printer . 
(de f au lt :  non e )  payroll_check , order_form 

instal l ,  edi� . or skip �hi s  printer entry : (de f aul t : ins tall) 

Step 2: 

Step 3:  

If, while setting up the print service, you have trouble defining any 
of the fields for which you must supply values, be sure to read the 
help messages and look for further details in Chapter 7 of this guide . 
Also, see How to Define Printer Ports and Printer Port Characteristics in 
Chapter ?. 

When you have finished this session, the printer you have defined is 
added to the print service for your machine. Next, you must specify 
certain operational parameters for this printer. 

To tell the print service to accept requests for print jobs on the 
printer you are adding, enter the following command: 

$ sysadm printers/accept_p 

You are asked to list the printers or printer classes that can start 
accepting print requests . 

When you are ready to start printing, be sure that the printer is ready 
to receive output. For several printers, this means that the top of the 
form has been adjusted and that the printer is on-line . To enable 
printing to occur on the printer, enter the following command: 

$ sysadm printers/enable_p 
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Step 4: 

Step S: 

You are asked to list the printers that can start printing requests . 

(This step is optional . )  Set the destination of print requests to a 
default printer by entering the following command: 

$ sysadm defau It 

You are asked to name a printer or printer class to use as the default 
destination for print requests . 

You can verify that the new printer has been added according to 
your specifications, and that your final configuration is correct, by 
entering the following command: 

$ sysadm printers/list_p 

The command prompts you for the names of printers for which you 
want to see a complete configuration; it gives you a configuration 
listing of those printers . If you specify al l ,  you receive a 
configuration listing of all available printers, including the one you 
have just added. 

Change the Configuration of an LP Pri nter 

If you change your system by changing a printer configuration or by deleting a 
printer, two things may change as a result: 1) the appearance of the text of 
printed files, and 2) the appropriateness of the changed or deleted printer for 
jobs already in the queue. To safeguard requests for printing, consider taking 
the following preliminary actions for a printer that you are going to drop from 
the system or for which you are going to change the configuration: 1) stop the 
printer from taking requests for printing, and/or 2) disable the printer. 

Once you are satisfied that no jobs are in danger of being ruined and no new 
jobs will be queued for the affected printer, you are ready to add or delete a 
printer to your system, or to change the configuration of an existing printer. 
The procedures for these precautionary measures are given in Steps 1 and 2 .  

Step 1 :  (This step is  optional . )  To safeguard against losing print jobs 
requested from a printer that you are reconfiguring, you may want to 
stop that printer from accepting print requests . Enter the following 
command: 

$ sysadm printers/reject_p 
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Step 2: 

The printers menu asks you to specify targeted printers or printer 
classes and to provide a reason for turning off their ability to accept 
requests . 

(This step is optional. )  Disable your printer by entering the 
following command: 

$ sysadm printers/disable_p 

The printers menu then gives you the option of preserving or 
deleting current print requests before the specified printer is 
disabled: 

Enter the name• of the printer• th&t •hould •top printing reque•t• . 
Sep&r&te multiple name• with & •p&ce or comm& . 
(de f &ult : printer2) 
C&nc e l  &ny reque•t• currently printing? (de f &ult : no) [y . n,  ? ,  q] 

W&it for &ny reque•t• currently printing? 
(de f &ult : no) [y , n, ? ,  q] yes 
Re&•on for di•&bl ing : 

(def &ul t :  none) to reconfigure prlnter2 

Step 3: 

The reason that the default printer listed in Step 2 is printer2 is 
because it was the last printer added to the system with the add 
command from the printers menu. If no printers have been added 
in this way, the default value is "none. "  

Now you are ready to change the configuration of  the appropriate 
printer. Enter the following command: 

$ sysadm printers/change_p 

First, you are prompted for the name of the printer. Then you are 
asked to provide details about the new configuration, e .g . ,  page 
dimensions . 
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If you defined the alert-type for the printer to be mai l  or write and did not 
specify a login, the login sysadm is assumed. In addition, the alert-type quiet 
can only be used to terminate an active alert. 

Enter the name of the printe r :  (de f ault : printer2) 
Printer cla•• to add it to : (default : letterqual ity) 
Ente r  one l ine that de•crib•• the printer for your u••r• . 
(de f ault : the printer specified in Step 1 )  
TTP• of printer :  (de f ault : the typespecified in 5tep 1 )  
Type• o f  f i l • •  printable without f i ltering : (de f ault : • impl• . nrof f )  

Printer interface t o  u•• = (de f ault : /u•r/kol/ interface) 
Can a u••r •kip the banne r  page?  (de f ault : no) [y . n.  ? .  q]  

U•• the def ault page • i z e  and printing pitch? 
(de f ault : y••)  [y , n ,  ? , q] 

Enter a command to run to alert you when the printer f ault• . 

(de f ault : write lp) 
How often •hould you be alerted (minute• , o-once) ? (default : 3) 1 0  

How •hould printing re•tart after you f is a printer f ault? 
(de f ault : continue) 

I •  the printer directly connected? (de f ault : y••) [y , n, ? ,  q] 
Printer port to u•• : (de f ault : /dev/tty l l )  
I•  the printe r  al•o a log in terminal? (de f ault : no) [y , n ,  ? ,  q] 

The def ault port ••tting• will be : 
9600 c•8 c•topb -parenb -parodd ison - isany opo•t -olcuc 
onlcr -ocrnl -onocr -onlret -of i l l  nlO crO tabO b•O vtO f f O  
Enter an y  chang• •  or additional ••tting • that mu•t be in 
e f f ect : (de f ault : a• l i •t•d above) 
Li•t the print whee l •  avai lable : 
(de f ault : e l ite , cour ier) 

Li•t the u••r• who are denied ac e••• to thi•  printe r .  
(de f ault : none) 
Li•t the only u••r• who are allowed ace••• to thi• printe r .  

(de f ault : merlyn ehr3 glg)  jwoo 

Li•t the only form. that can be u••d with thi• printer .  
(de f ault : payrol l_check , order_torm) 

in•tal l ,  edit , or •kip thi• printer entry : (de f ault : 1n•tal l) 
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Step 4: 

Step 5: 

Step 6: 

I Step 7: 

"Authorize" the newly configured printer to accept requests for print 
jobs by entering the following command: 

$ sysadm printers/accept_p 

Re-enable the newly configured printer to print by entering the 
following command: 

$ sysadm printers/enable_p 

The menu prompts you to provide the names of the printers that can 
start printing requests . 

(This step is optional . )  To define a default destination for print 
requests, enter the following command: 

$ sysadm default 

You are prompted for the name of the printer or printer class to be 
used as the default destination for print requests .  

The reconfiguration of  your printer i s  now complete . I f  you want to 
verify that your final configuration is correct, enter the following 
command: 

$ sysadm printers/l ist_p 

The command prompts you for the names of printers for which you 
want to see a complete configuration; it gives you a configuration 
listing of those printers . If you specify al l ,  you receive a 
configuration listing of all available printers, including the one you 
have just changed. 

Delete a Pri nter 

Step 1 :  Enter the following command to delete a printer: 

$ sysadm printers/delete_p 

You are asked to name the printer to be deleted. The command will 
also give you an opportunity to reconsider your request by asking, 
immediately, for verification of it (the message Are you sur e ?  
displays) . 
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Step 2: To verify that the appropriate printer was deleted, enter the 
following command: 

$ sysadm printers/l ist_p 

The command prompts you for the names of printers for which you 
want to see a complete configuration; it gives you a configuration 
listing of those printers . If you specify al l ,  you receive a 
configuration listing of all available printers, minus the one you have 
just deleted. 
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Procedu re 7.4 : Set Up Forms 

Purpose 

Starting 
Conditions 

Commands 
Used in 7.4 

Reference 

To add, change or delete a form for the print service . 

Multi-user or single-user state 
(If you are in single-user state, you must run the 
command mount /usr before following this procedure . )  
Login -root 

sysadm packagemgmt/lpmgmt/forms/add_f 
sysadm packagemgmt/lpmgmt/forms/change_f 
sysadm packagemgmt/lpmgmt/forms/delete_f 
sysadm packagemgmt/lpmgmt/forms/mount_f 
sysadm packagemgmt/lpmgmt/forms/l ist_f 

Summary of Administrative Commands in Chapter 7 

About Using Forms 

Your printer can print on a variety of pre-printed forms, e .g . ,  checks and 
invoices. The LP print service can help you take advantage of this capability, 
but you must supply additional software, as well as the forms. Once you have 
all the necessary components in place, the LP print service can help you use 
your forms and the software you have to support them in the following ways: 

• The print service can schedule the work of one or more printers, allowing 
you to assign the task of printing particular forms to various printers at 
specific time periods . (If you have only one printer, the scheduling service 
allows you to allocate its time among multiple forms . )  

• The print service can keep track of forms currently mounted and alert you to 
mount forms as needed. 

P7-12 System Administrator's Guide 



The various steps involved in setting up a system and using it to print on pre­
printed forms are shown in the following diagram. This diagram leads you 
through a sample case, showing the steps taken by a company that wants to 
automate the printing of payroll checks for its employees. (The payroll database 
mentioned in Step 1, which contains the information that appears on the 
checks, e .g . ,  the payee's name and the amount, is assumed to exist on the 
company's computer.) 

LP Print Service Administration Procedures P7-13 

I 



I 

The company buys (or asks a programmer to write) 
application software (a program) that takes 
information from the payroll database to print a 
standard check. 

The system administrator installs the application on 
the s stem. 

The system administrator notifies users (in this 
case, a company clerk responsible for preparing 
payroll checks) that the application program is 
available to prepare the checks . 

The system administrator uses the new sysadm menu for 
LP forms to identify, to the print service, the available 
forms, includin� checks, invoices, and time cards. 

request to the print 

The print service notifies the administrator of the 
payroll clerk's request and alerts the administrator 
to change the paper in the printer from the current 
stock to checks . 

administrator loads checks into the 

I The printer prints the payroll checks . 
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As you can see, the LP print service does not provide any application software 
like that described in Step 1 (a program that converts a file to a format suitable 
for a particular form, e .g. ,  an invoice) . As stated in Step 1, you can purchase 
application software separately or you can write your own applications . 

Add a Form 

Step 1 :  Enter the following command to  add a form for the print service: 

$ sysadm forms/add_f 

You are asked to name the desired form and provide specifications 
for it, as follows: 
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Name of fora :  payrol l  
Page l eng�h : (de f aul� : 66) 

Page wid�h : (de f aul� : 80) 
Line• per inch : (de f aul� : 6) 
Charac�•r• per inch : (de f aul� : 10) 
Humber of page• in �he form : (de f aul� : 1) 2 
Charac�er ••� �o u•• wi�h �he form :  (de f aul� : 
Ribbon color �o u•• wi�h �he form : (de f aul� : 

any) 

any) black 
En�•r a one- l ine de•crip�ion of �hi• form for your u••r• : 
payroll check for non-supervisory staff 
En�er �he ful l pa�hname of a f i le con�aining an alignmen� pa��e rn : 

(def aul � :  none) /usr/sam/allgn.check) 
Wha� �ype of f i l e  i• �hi• ?  (de f aul� : • imple)  

En�er a command �o run �o aler� you when �he form need• moun�ing . 
(de f aul� : mai l lp) wrlte lp 
How many prin� reque•�• •hould be wai�ing before you are aler�ed? 
(de f aul� : 1 )  4 
How of�en •hould you be aler�ed (minu�e• , o-onc e ) ? 
(def aul� : 0) 3 

Li•� �he u••r• who are denied ace•••  �o �hi• form . 
(de f aul� : none) 
Li•� �he only u••r• who are al lowed ace • • •  �o �hi• form . 
(de f aul� : all) merlyn ehr3 glg 

in•�al l ,  edi� . or •kip �hi• form :  (de f aul� : in•�al l) 

Step 2: (This step is optional.) If you would like to mount this form, enter 
the following command: 

$ sysadm forms/mount_f 
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You are prompted to answer the following questions: 

Enter the n&me of the printer : (de f &ult : printer2) pnnte� 

Ente r  the n&me of the form you &re mounting : (de f &ult : p&yroll) 
Enter the n&me of the print whe e l  you &re mounting : (de f &ult : none) 
Print &n &lignment p&ttern? [y , n, ? ,  q] yes 

Pre••  return to print &n &lignment p&tte rn [q to quit] : 

You see the third prompt (Enter the name of the print whe e l  

you ar e  mounting : )  only i f  your printer can take print wheels . If it 
does, and you are prompted for the names of both a form and a print 
wheel, be sure that you assign a value other than "none" to one of 
them. 

The default form is payrol l  because that was the last form added to 
the system with the add command from the forms menu. If the 
form can be mounted, an alignment pattern is to be printed, the 
prompt Pre s s  return to print a.n. alignment pattern [q to 
quit] : appears repeatedly until the user indicates that he or she 
has finished.  Each time the RETURN key is pressed, an alignment 
pattern will be printed on the printer named. (Enter q to stop 
printing the alignment pattern. ) 

NOTE 

An alternative way to mount a new form is 
through the Printer Management Menu. The 
following command line is equivalent to the 
mount command shown above: sysadm 
mount_p. 
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Step 3: To verify that the new form has been added, enter the following 
command: 

$ sysadm forms/l ist_f 

The command prompts you to name the forms for which you want to 
see a complete description; it gives you a list of those forms. If you 
specify al l ,  you receive a list of all available forms, including the one 
you have just added. 

Change a Form 

Step 1 :  Enter the following command to change a form for the print service: 

$ sysadm forms/change_f 

You are prompted for the name of the form you want to change . (By 
default, the form to be changed is considered the form you added 
last by selecting the menu item add form . )  Then you are asked to 
describe the form and list users who are or are not allowed to use it, 
through a series of questions, shown in the following example . 

Notice that the default values for various specifications are the same 
as the values for the corresponding specifications of the last form 
added (see the previous section) . 
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H&me of form :  (de f &ult : p&yroll)  
P&ge l ength : (de f &ult : 66) 

P&g e  width : (de f &ult : 80) 

Lin•• per inch : (de f &ult : 6) 

Ch&r&cter• per inch : (de f &ult : 10) 

Humber of p&ge• in the form : (de f &ult : 2)  
Ch&r&cter ••t to u•• with the form :  (de f &ult : 
R�bbon color to u•• with the form : (de f &ult : 

&ny) 
bl&ck) 

Ente r  & one - l ine de•cription of th� •  form for your u••r• : 
(de f &ult : p&yrol l  check for non-•uperv�•ory •taf t )  

D o  you w&nt t o  •••  the current &l�gnment p&ttern? 

(de f &ult : no) [y , n, ? ,  q] 

Do you want to keep the current &lignment pattern? 

(de f &ult : y••) [y , n, ? ,  q] n 

Ente r  the full p&thn&me of & f il e  cont&ining &n alignment pattern : 

(de f ault : /u•r /•&m/ align . check) /usrl)oannelallgn.new 
What typ• of f i l e  i• thi•? (de f ault : • �mple) 

Enter a command to run to alert you when the form need• mount�ng . 

(de t aul t :  wri ta lp) mall lp 
How m&ny pr�nt reque•t• •hould be wait ing before you are alerted? 
(de f ault : 4) 10 
How often •hould you be &lerted (m�nute•) ? 
(d• f &ult : S) 

Li•t the u••r• who are den�ed &cc••• to thi•  form . 
(de f &ult : none) 
Li•t the u••r• who &re al lowed ac e•••  to thi• form 
(d• f &ult : merlyn , ehr3 , g lg)  

in•tal l ,  edit , or •kip th�• form : (de f &ult : inatall) 

(These are the same questions you are asked when adding a new 
form. )  

Step 2: Now the changes to your form are complete . If you want to verify 
that these changes are correct, enter the following command: 

$ sysadm forms/l ist_f 
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The command prompts you for the names of forms for which you 
want to see a complete description; it then gives you a list of those 
forms. If you specify al l ,  you receive a list of all available forms, 
including the one you have just changed. 

Delete a Form 

Step 1 :  

Step 2: 
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Enter the following command to delete a form for the print service: 

$ sysadm forms/delete_f 

You are asked to name the forms you want to remove. Then, before 
the forms are deleted, you have a chance to reconsider your request 
(the message Ar e  you sur e ?  displays) . 

The appropriate form has now been deleted. If you want to verify 
this, enter the following command: 

$ sysadm forms/l ist_f 

The command prompts you for the names of forms for which you 
want to see a complete description; it then gives you a list of those 
forms. If you specify a.l.l., you will receive a list of all available 
forms, minus the one you have just deleted. 
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Procedu re 7.5 : Set Up F i lters 

Purpose 

Starting 
Conditions 

Commands 
Used in 7.5 

Reference 

To add, change, or delete a filter from the print service . 

Multi-user or single-user state 
(If you are in single-user state, you must run the 
command mount /usr before following this procedure. )  
Login -root 

sysadm packagemgmt/lpmgmt/fi lters/add_f 
sysadm packagemgmt/lpmgmt/fi lters/change_f 
sysadm packagemgmt/lpmgmt/fi lters/delete_f 
sysadm packagemgmt/lpmgmt/fi ltersll ist_f 

Summary of Administrative Commands in Chapter 7 
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About Using Fi lters 

In addition to allowing you to print a variety of documents, the LP print service 
enables you to have data that appears in your input file in one format printed on 
paper in another format. The device used by the print service to transform 
formats is a program called a filter. You must provide any filters you want to 
use on your system (either by buying or writing them); the LP print service does 
not provide filters . 

The print service helps you manage filters that you have already installed on 
your system. Specifically, it oversees the use of filters, checking to find out 
when they are needed for print jobs, and then matching the appropriate filter 
with a user's file and a printer. 

The following diagram shows a sample scenario of how filters may be used with 
the help of the LP print service. 

The company buys or asks programmers to write those 
filters . 

I The system administrator adds the filters to the filter table . 

! 
Users issue print requests, specifying the type of file and 
the rinter. 

I The LP print seroice selects a filter. 

The filter transforms the data into the desired format. 

I The printer prints the document. 
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Add a Fi lter 

Step 1: Enter the following command to add a filter for the print service: 

$ sysadm fi lters/add_f 

The system prompts you for the name of the desired filter. Then it 
will present a series of questions through which you can submit 
specifications for it. In the following example, the type of printer is 
an AT&T Model 455: 

Filter name : 450 
Input typ e s  it can convert : (de f ault : any) nroff 
Typ e s  it can produc e :  (de f ault : any ) 450 

(substitute your printer for the following) 
Typ e s  of printers it i s  r e s tricted to : (de f ault : any) 455 
Printers it is r e s tricted to : (de f ault : any) 
Is thi s  a s low f i lter? (d e f ault : y e a )  [y , n ,  ? ,  q] 
Enter the f i lter command and any f ixed options : 

450 

K e yword : MODES 
P attern : landscape 
Template : -1 

K e yword : done 

install , e d i t , or skip thi s  f i lter : (d e f ault : install) 
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Step 2: To verify that the new filter has been added, enter the following 
command: 

$ sysadm fi ltersllist_f 

The system prompts you for a list of the filters for which you want to 
see a complete description; it then gives you a list of those filters . If 
you specify al l ,  you receive a list of all available filters, including the 
one you have just added. 

Change a Fi lter 

Step 1: 
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Enter the following command to change a filter for the print service: 

$ sysadm fi lters/change_f 

The system prompts you for the name of the filter you want to 
change. 

If the filter was delivered with the LP print service, you are then 
asked whether you want to restore the filter to the "factory setting . "  
I f  you answer no, the system then asks you through a series of 
questions to provide a new specification for the filter. 

In the following example, the specification for the filter added in the 
previous section is changed. (Because you are not dealing with a 
filter that was delivered with the LP print service, you are not given 
the choice of restoring the filter to the "factory setting. ") Two 
changes are made: add another type of printer to which the filter is 
restricted (qume) and specify that this filter is not to be a "slow" filter 
(as specified by default) . 
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Filter name (de f ault : 460) 
Input typ e s  i t  can convert : (de f aul t : nro f f )  
Typ e s  i t  can produc e :  ( d e f ault : 460) 
Typ e s  of printers it i s  r e s tricted to : (de f ault : 466) 455, qume 
Printers it is r e s tricted to : (de f ault : any) 
I s  thi s  a s low f i lter? (de f aul t : ye s )  [y , n ,  ? ,  q] no 
Enter the f ilter command and any f ix e d  options : 
(de f aul t : 460) 

Keyword : (de f ault : 

(de f aul t : 
( d e f ault : 

MODES) 
l and s c ape) 

-1)  
P attern : 
Templat e : 

Keyword : done 

instal l , e di t ,  or skip thi s  f i lter : (de f ault : install) 

Step 2: To verify that the appropriate filter has been changed, enter the 
following command: 

$ sysadm fi lters/l ist_f 

The command prompts you for the names of filters for which you 
want to see a complete description; it then gives you a list of those 
filters . If you specify al l ,  you receive a list of all available filters, 
including the one you have just changed.  
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Delete a Fi lter 

Step 1: 

Step 2: 
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Enter the following command to delete a filter for the print service : 

$ sysadm fi lters/delete_f 

The system then prompts you for the name of the filter you want to 
remove and give you an opportunity to reconsider your request (the 
message Are you sure? displays) . 

To verify that the appropriate filter has been deleted, enter the 
following command: 

$ sysadm fi lters/l ist_f 

The command prompts you for the names of filters for which you 
want to see a complete description; it then gives you a list of those 
filters . If you specify al l, you receive a list of all available filters, 
minus the one you have just deleted. 
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P8 TTY Management Procedures 

Introduction Ps-t 

Procedu re 8.1 : Check TTY Line 
Settings Pa-t 

Procedu re 8.2; Make TTY Line Settings Ps-s 

Procedu re 8.3 : Modify TTY Line 
Characteristics Ps-s 
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Introduction 

Procedure 8. 1 Check TTY Line Settings 
To tell what line settings are defined. 

Procedure 8.2 Make TTY Line Settings 
To create new TTY line settings and hunt sequences .  

Procedure 8 .3 Modify TTY Line Characteristics 
To change the characteristics of TTY lines. To turn lines on 
or off. 

Procedu re 8 . 1 : Check TTY Line Settings 

Purpose 

Starting 
Conditions 

To tell what line settings are defined. 

System state -multi-user or single-user 
Login -an authorized login or knowledge of the 
sysadm password. 

sysadm menu TTY MANAGEMENT 

Commands sysadm l ineset(1) 

Reference How the TTY System Works in Chapter 8, TTY 
Management 

Step 1 :  Enter this command to go directly to the lineset display: 

$ sysadm lineset 
Pas sword : 
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Step 2: This following displays on your terminal: 

Running subcommand ' line s e t '  f rom menu • ttymgmt • , 

TTY MANAGEJ.(ENT 

Tty Line S e ttings and S e quenc e s  

cons o l e !  con s o l e 2  cons o l e 3  cons o l e 4  con s o l e 6  cons o l e  
pc220 (do e s  not s e qu e n c e )  
3 0 0  1 92 0 0  9600 4800 2400 1 2 0 0  
3 0 0 H  4800H 9600H 1 9200H 2400H 1200H 
1 2 00UUCP (do e s  not s e qu e n c e )  
1 2 0 0UUCPH (do e s  not s e qu e n c e )  

Each line setting is  a name used to identify a set of  TIY line 
characteristics . During the login process, the line settings on one 
line "hunt" from left to right, moving from one to the next on 
receiving a BREAK signal . The rightmost setting on each line hunts 
to the first one again, forming a circular hunt sequence . 

Note that the pc220, 1 200U UCP, and 1 200U UCPH settings do not 
sequence. Sending a BREAK does not make it change in any way. 
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Step 3: To look at a line setting in detail: 

S e l e ct one line B e tting to a e e  it in d e tail [? , q] : 1 200 

Line S e tting : 1200 

8 1 200 
HUPCL 
IXANY 
SANE 
TA83 

Initial Flag a : 
Final Flaga : 

Login Prompt : 
Next S e tting : 

1200 Baucl 

8 1 200 HUPCL 
8 1 200 SANE IXANY TA83 HUPCL 
login : 
300 

Hang Up on Laat Clo a e  
Enab l e  Any Character t o  R e s tart Output 
S e t  All Wode B  To " Traditionally R e asonab l e " Value s 
Expand Horizontal-tab To Spac e s  
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Step 4: Notice you do not have to start with the leftmost entry of 
a row; you can specify any entry: 

S e l e ct anoth er l in e  s e tting or 
<RETURN> to s e e  the orig inal l i s t  [? , q] : 300 

Line S e tting : 300 

8300 
HUPCL 
IXANY 
SANE 
TAB3 

Initial Flag s : 
Final Flag s : 
Login Prompt : 
N e xt S e tting : 

3 0 0  Baud 

8300 HUPCL 
8300 SANE IXANY TAB3 HUPCL 
login : 
1 9 2 0 0  

Hang Up on Las t Close  
Enab l e  Any Character to R e s tart Output 
S e t  All Mod e s  To • Traditionally R e as onabl e "  Valu e s  
Expand Horizontal-tab T o  Spac e s  

S e l e ct ano ther l i n e  s e tting or 
<RETURN >  to s e e  th e orig inal l i s t  [? , q] : q 

(Depending upon whether you entered from the first sysadm menu or 
directly from the command line, you will get either the following message or 
your prompt:) 

Pre a s  the RETURN k e y  to s e e  the ttymgmt menu [? , q] : q 
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Procedu re 8.2 : Make TTY Line Settings 

Purpose 

Starting 
Conditions 

sysadm menu 

Commands 

Reference 

To create new line settings and hunt sequences.  

System state -multi-user or single-user 
Login -an authorized login or knowledge of the 
sysadm password. 

TIY MANAGEMENT 

sysadm mklineset(1) 

How to Create New Line Settings and Hunt Sequences in 
Chapter 8, TIY Management 

In this procedure, how to connect a dual-speed modem to the computer to 
handle 300 baud and 1200 baud. There is a 1200 setting already in the table, but 
if the user misses the speed, BREAK must be pressed many times to hunt for I 1200. Because only two speeds are required, create a new 1200-300 sequence: 

Step 1: Enter this command to go directly to the mklineset display: 

$ sysadm mkllneset 
Pas sword : 
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Step 2: The following sequence of prompts appears on your terminal: 

PB-6 

aunni�g •ubcommand 'mkli�•••t ' f rom m•�u ' ttymgmt ' ,  
TTY KANAGEKEJIT 

Ente r  the �am• of the �•• tty 1 1�• ••tti�g [? , q] : 1 200300 

Sel ect a baud rate [? , q] : ? (To llSkfor HELP) 

Available baud rate• : 
60 1 1 0  1 6 0  300 
76 134 200 800 

Select a baud rate [? . q] : 1 200 

1 200 

1 800 

2400 
4800 

9600 
19200 

S6400 

Enter the logi� prompt you w�t (default - " logi� : • ) [? , q] : <CR> 

(Accepting the default) 

Do you w�t to add �oth•r tty 1 1�• ••tti�g to the •eque�ce? [y . � . q] y 

Enter the �am• of the �•• tty 1 1�• ••tti�g [? , q] : 3001 200 
Select a baud rate [? , q] : 300 

Enter the log i� prompt you w�t (default - " log i� : • ) [? , q] : <CR> 
Do you w�t to add �other tty 1 1�• • •tt in9 to the ••quenc e? [y , n , q] n 

Here 1• the tty 1 1�• ••tti�g ••que�c• you created : 

1 200SOO S001200 
Li�• Betti�g : 1 2 00SOO 

I�itial Flag• : B1 200 HUPCL 
Fi�al Flag• : B1 200 SANE IXAHY HUPCL TABS 
Log i� Prompt : logi� : 
Next Betti�g : S001 200 

Li�• S etti�g : S001 200 
I�it.ial Flag• : BSOO HUPCL 

Fi�al Flag• : BSOO BANE IXAHY HUPCL TABS 
Log i� Prompt : log i� : 
Next Betti�g : 1200SOO 
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B 1 2 0 0  

B 300 

HUPCL 
IXANY 
SANE 

1200 Baud 

300 Baud 
Hang Up on Las t C lo s e  
Enab l e  An y  Charac t e r  t o  R e s tart Output 

S e t  All Mode s To • Traditionally R e as onabl e • Valu e s  
TAB3 Expand Horizontal-tab To Spac e s  
D o  you want t o  install thi s  s e quenc e ?  [y , n ,  q] y 
Instal l e d . 

(Depending upon whether you entered from the first sysadm menu or 
directly from the command line, you will get either the following message or 
your prompt:) 

Pre a s  the RETURN key to s e e  the ttymgmt menu [? , q] : q 
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Procedu re 8.3 : Modify TTY Line Characteristics 

Purpose 

Starting 
Conditions 

sysadm menu 

Commands 

Reference 

To modify TIY line settings or tum line on or off. 

System state -multi-user or single-user 
Login -an authorized login or knowledge of the 
sysadm password. 

TIY MANAGEMENT 

sysadm modtty{l) 

How to Modify TIY Line Characteristics in Chapter 8, TIY 
Management 

The objective here is to tell the computer which port to use with the line settings 

I defined in Procedure 8.2. 

Step 1 :  Enter the following command to go directly to the modtty display: 

$ sysadm modtty 
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Step 2: The following sequence of prompts appears on your terminal: 

Running •ubcommand •aodtty • f rom aenu • ttymgmt • ,  
TTY KANAGEKENT 

Changeable  tty l ine • : 
contty ttyOO tty01 

S e lect the tty you wi•h to modify , 
tty02 tty03 

or enter ALL to • • •  a report of all tty• [? , q] : ALL 

Cbange ab l e  tty l ine• : 
Howgup LiDe 

Tty State Delay Setting De•cription 
- - - - - - - - - - - - - - - - - -

contty off  off  9600 2nd port on proc e a •or c ard 
ttyOO off  off 9600 
tty01 off  o f f  9600 
tty02 off off 9600 
tty03 off off 9600 

Continue (de f ault : y) ? [y . n ,  q] <CR> 

Chowg eab l e  tty l in•• : 
contty ttyOO tty01 

S e lect the tty you wi•h to modify , 
or enter ALL to • • e  a report of all 

tty03 : current characteri•tic• : 
State off  
Hangup Delay 
Line Setting 
D••cription 

Avai lable  •tate• : 

o f f  on 

off 
9600 

tty• 

1•t  port on mvme336 
2nd port on mvme336 
3rd port on mvme336 
4th port on mvme336 

tty02 tty03 

[? . q] : tty03 

S e lect a •tate (de f ault : o f f )  [? , q] : on 

c ard 
card 

card 
c a.rd 

Enter a hangup de lay , in • •cond• , or • o t t • (de f ault : o f f )  [? , q] : 45 

(Beclluse this is a dial-up line, we want to specify a timeout figure . ) 
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PS-10 

AYailable  l ine •ett i:a.g• : 

con•ole co:a.•ole4 pc220 1 200H 4800 9600 19200H 
co:a.•ole1  co:a.•ole6 300 1200UUCP 4800H 9600H 1 200300 
co:a.•ole2 300H 2400 19200 3001 200 
co:a.•ole3 1 200 2400H 

B e l • ct a l in• • •tti:a.g (de f ault : 9600) [? . q] : 1 200300 

Curr•:a.t d••criptio:a. : 

Enter a :a.•w d••criptio:a. (de f ault : current d••criptio:a.) [? , q] : 
1 2001300 baud dlal ln l ine 

tty03 : :a.ew charact•ri•tic• : 
Stat• o:a. 
Ha:a.gup Delay 46 
L ine Betting 1 200300 

D••criptio:a. 1 200/300 baud dial i:a. l ine 
Do 70u want to i:a.•tall the• •  :a.•w charact•ri•tic•? [y . n .  q] y 
tty14 :a.ow ha• :a.•w charact• ri•tic• . 

Cha:a.g•abl•  tty l in•• : 
co:a.tty ttyOO tty01 

Bel•ct the tty you wi•h to modi f y ,  
tty02 tty03 

or •:a.ter ALL to • e •  a r•port of all tty• [? , q] : ALL 

Cha:a.ge abl• tty l ine• : 

Ha:a.gup Lin• 
Tty Stat• D•lay B•tti:a.g De•criptio:a. 

- - - - - - - - - - - - - - - - - -

co:a.tty off  off 9600 2:a.d port o:a. proc • • •or card 
ttyOO off off 9600 1•t  port o:a. mvme336 card 
tty01 off  off 9600 2:a.d port o:a. mvme336 card 
tty02 off off 9600 3rd port o:a. mvm•336 card 
tty03 o:a. 46 1 200300 1 200/300 baud dia.l i:a. l ine 

Co:a.ti:a.u• (d•fault : 7) ? [y . :a. ,  q] q 
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pg Basic Network Procedures 

Introduction 

Procedu re 9.1: Set Up Basic 
Networking Fl ies 
Set Up Devices File - devicemgmt 
Set Up /etdinittab - portmgmt 
Set Up Systems File - systemmgmt 
Set Up Poll File - pollmgmt 
Set Up Permissions File 
Set Up Devconfig File 
Set Up Sysfiles File 
Add uucp logins 
Other Networking Files 

Procedu re 9.2: Basic Networking 
Maintenance 
Automated Networking Maintenance (cron) 
uudemon.poll 
uudemon.hour 
uudemon.admin 
uudemon.cleanup 
Manual Maintenance 

Procedu re 9.3 : Basic Networking 
Debuggi ng 
Check for Faulty ACU/Modem 
Check Systems File 

P9-1 

P9-2 
P9-3 
P9-5 
P9-6 
P9-8 

P9-10 
P9-10 
P9-11 
P9-12 
P9-12 

P9-13 
P9-13 
P9-13 
P9-14 
P9-14 
P9-15 
P9-15 

P9-16 
P9-16 
P9-17 
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Basic Network Procedures 

Debug Transmissions P9-17 
Check Error Messages P9-18 
Check Basic Information P9-18 

Procedure 9.4: Set Up BNU TCP/IP 
N ETWORK P9-t9 
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Introduction 

The following procedures are covered in  this section: 

Procedure 9 . 1  Set Up Basic Networking Files 
To configure basic networking files. 

Procedure 9 .2  Basic Networking Maintenance 
To maintain basic networking files and operations . 

Procedure 9 .3  Basic Networking Debugging 
To track down problems in basic networking. 

Procedure 9 . 4  Set Up BNU TCP/IP N ETWOR K  

To show how to set up BNU files for a NETWORK to handle 
uucico services.  
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Procedu re 9.1 : Set Up Basic Networking Fi les 

Purpose 

When 
Performed 

Starting 
Conditions 

sysadm menu 

Commands 

I Reference 

To configure basic networking files.  
To ensure proper communications links . 

Initial setup and when adding new devices or remote 
systems. 

System state -2 (multi-user) or 1 (single-user) . 
You must mount /usr to run this procedure in single­
user mode. 
Login -an authorized login 

PACKAGE �AGEMENT 

sysadm uucpmgmt(l) 
sysadm devicemgmt(l) 
sysadm portmgmt(l) 
sysadm system mgmt(l) 
sysadm pol lmgmt(l) 

Chapter 9, Basic Networking 

The procedure that follows provides instructions for setting up the Basic 
Networking facility and putting it into operation. This is done using sysadm 
subcommands and a text editor. 

The following steps provide instructions on adding entries to three of the 
necessary support files: Devices, Systems, and Perm issions. Instructions 
are also provided to modify existing entries in the /etc/in ittab file for use with 
Basic Networking. Finally, the set up of several optional files is described .  
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Display the uucpmgmt System Administration submenu by entering: 

• sysadm uucpmgmt 
P&••word : 

BAS IC NETWORKING UTILITIES MANAGEMENT 

1 devicemgmt m&n&ge devi c e •  ( l i•t . &dd . delete) 
2 pol lmgmt m&n&ge pol l  entrie• ( l i•t . &dd . delete) 

3 portmgmt m&n&ge I/O port• ( l i•t . modif7) 

4 •7•temmgmt m&n&ge remote •7•tema entrie• ( l i • t . &dd . delete . c a l l )  

Enter a number . a name , the �n�t�al part or a n&me , or 
? or <number>? for HELP . q to QUIT : 

Each Basic Networking subcommand described in the following sections can 
be accessed from this display or directly from the shell . 

Set Up Devices Fi le - devicemgmt 

The Devices file (/usr/l ib/uucp/Devices) contains information about the 1 
devices used to call other machines. For details on this file, refer to Chapter 
9 .  

Step 1 :  To add entries into the Devices file, type sysadm devicemgmt, 
then select 2 (add) . 
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$ sysadm devlcemgmt 
P&ll•word : 

Running •ubcommand -deYicemgmt ' from m.nu 'uucpmgmt · .  
BASIC NETWORKING UTILITIES MANAGEMENT 

Thi• procedure i• u•ed to li•t . &dd . and delete entrie• 
in the BaBic Networking Utilitie• · tu•r/lib/uucp/Device• · file . 
Thi• f i l e  contain• information about device• 
available for calling out u•ing the command• : uucp . cu . and ct . 

Type • q • at any time to quit the pre•ent operation . 
If a • 7 • appear• a. a choice . type • 1 • for he lp . 

If a default appear• in the que•tion type <RETURN> for the default . 

Enter the operation you want to perform : 

(default l bt) [qJ : 2 

The subcommand prompts you for information on the devices used 
by Basic Networking. 

port name 
The name of the port to which the device will be connected.  

device name 
The name of the device that is being connected to the above 
port. Pick the one you are using from the list that displays; 
the default is penri l .  If ACU is specified as the device type to 
be connected to the port, two entries are created, one for 300 
baud and one for 1200 baud. 

Step 2: After you have entered the requested information, it displays 
before it is entered into the Devices file . 
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The /etc/in ittab file may not contain a correct entry for BNU use (e .g. ,  baud 
rate, incoming/outgoing use) the port just assigned. You can change the port 
now or later using the portmgmt subcommand in the next procedure. 

Set Up /etc/i n ittab - portmg mt 

The in ittab file (/etc/in ittab) contains information on the ports to which the 
devices are connected.  For further information on this file, see Chapter 3, 
Processor Operations. 

Step 1 :  To add BNU entries to  the in ittab file type sysadm portmgmt, 
then select 2 (modify) . 

• sysadm portmgmt 
Pa• •word : 

Running •ubcomm-.nd "portmgmt • f rom menu "uucpmgmt • ,  
BAS IC NETWORKING UTILITIES KANAQEKENT 

Thi •  procedure i• u••d to li•t -.nd modify 
the entri•• that control the direct ion of traf f ic 
on the Ba• ic  Networking Uti l iti••  I/O  port• u••d by uucp , cu , and ct 
command• . 

Type • q •  at any t ime to quit the pr•••nt operation . 
If a " ? " appear• a• a choic e , type " ? " for help . 

If a default appear• in the qu••tion , type <RETURN> for the def ault . 

Enter the operation you want to perform : 

1 li•t 

:i modify 

(de f ault li•t) [q] : :i 
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The subcommand lists the ports available to be used by Basic 
Networking, then asks you to choose which one you want to 
modify. It then prompts you for the following information: 

port name 
Name of the port you want to add (must be a port shown in 
the list) . 

traffic direction 
The direction of the traffic on the port. You must specify 
whether the traffic will be incoming only, outgoing only, or 
bidirectional .  

baud rate 
Enter the speed (baud rate) of the selected port. 

After you have entered the requested information, it displays 
before it is entered into the /etc/in ittab file . 

NOTE 

Since adding a device (sysadm devicemgmt) 
automatically creates a port entry in 

/etc/in ittab, you may only need to use sysadm 
portmgmt for modifications . 

Set U p  Systems Fi le - systemmgmt 

The Systems file (/usr/l ib/uucp/Systems) contains the information needed by 
uucp to call and log on to a remote machine. Each entry represents one 
remote machine that can be called by your Basic Networking programs. 

If the Systems entry is to be used to contact a machine that is hardwired to 
your system, refer to Chapter 9 for special instructions on setting up the 
Systems file . 

Step 1: To add other machines to your Systems file, type sysadm 
systemmgmt, then select 2. 
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• sysadm systemmgmt 
P ... •word : 

Running •ubcomm&Dd • •y•�•mmgm� · from menu ·uucpmgm� · .  
BASIC NETWORKING UTILITIES MANAGEMENT 

Thi• procedure i• uaed � l i•� . add , and delete entri•• in the 
Ba•ic Ne�working U�ili�i•• •tu•r/lib/uucp/Sy•tema · file . 
Thi• file  containa information abou� wha� ramo�• •Y•�•ma 
can be called by cu and uucp commanda . 
You can a1•o tr7 to ca11 a remote •y•t•m that appear• 
in the ·tuar/lib/uucp/Sy•tama · file . 

Type •q•  a� any �ima � qui� the curran� operation . 

If a • 7 • appear• aa a choice , type • 7 • for help . 

If a def aul� appear• in the que•tion , type <RETURN> for the defaul� . 

Enter the opera�ion you wan� � perform : 

1 li•t 
2 add 
3 del•�• 
4 call 

(default li•t) [q.J : 2 

After you select 2 (add), the subcommand prompts you for the 
following information: 

node name 
Node name of the system you want to call .  

device type 
Type of device used to establish connection (e . g, acu) . 

baud rate 
The speed at which the device will place the call .  
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Step 2: 

phone number 
The telephone number of the remote machine . Special 
symbols can be embedded in the phone number, including 
abbreviations from the Dialcodes file 
(/usr/l ib/uucp/Dialcodes) . 

login ID 
Used by uucp to login on the remote machine . 

password 
The password associated with the above login. 

After you have entered the requested information it displays before 
it is entered into the Systems file. 

Set Up Pol l  File - pol l mg mt 

The Poll file (/usr/l ib/uucp/Poll) contains a list of the machines that are to be 
called (polled) by your system to see if they have anything to transmit to you. 
It also contains the times they are to be polled.  

Step 1 :  To add entries to  the Po l l  file, type sysadm pol lmgmt, then select 
2 (add) . 
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$ sysadm pollmgmt 
Pa••word : 

Running •ubcommand. 'pollmgmt. • from ... nu ·uucp���g���t. · ,  
BASIC NETWORKING UTILITIES KAKAGEKENT 

Thi• procedure i• uaed t.o li•t. , add , and delet.e ent.rie• in t.he 

Ba•ic Net.working Ut.ilit.ie• ' /u•r/l ib/uucp/Poll ' file . 
Thi• file cont.ain• informat.ion about. what. •y•t.ema and 
t.he t.ime• (hour•) t.he •Y•t.ema •hould be polled . 

Type � q ·  -� aA7 t�m• to qu�t the current operation . 

If a ' ? ' appear• aa a choice , t.ype ' ? ' for help . 

If a default. appear• in t.he que•t.ion , t.ype <RETURN> for t.he def ault. . 

Ent.er the operat.ion you want. t.o perform : 

1 li•t. 
2 add 
3 delete 

(default. li•t.) [q] : 

Step 2: 

The pol lmgmt subcommand prompts you for the following I 
information: 

system name 
Name of the system you want to poll. 

polling hours 
The hours you want to poll the system; must be an integer 
number between 0 and 23 (e .g. ,  0 4 8 12 16 20 is every four 
hours) . 

After you have entered the requested information, it displays 
before it is entered into the Poll file . 
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Set Up Permissions Fi le  

The default /usr/l ib/uucp/Perm issions file provides the maximum amount of 
security for your system.  The file, as delivered, contains the following entry: 

LOGNAME=nuucp 

You can set additional parameters for each machine to define: 

• the ways it can receive files from your machine 

• the directories it can read and write in 

• the commands it can use for remote execution 

See Chapter 9 for information on how to set up this file. If you want to 
change the contents of this file, you must edit it to modify the file and make 
the entries you desire . 

Set U p  Devconfig F i le  

The /usr/l ib/uucp/Devconfig file i s  only needed i f  you are using BNU a 

Streams-based transport provider that conforms to the Transport Interface 
(TI) . If you have installed the Network Services Extension (NSE) and are 
using the TCP/IP transport provider supplied, the entry shown in the 
Devconfig file is all you need in this file . (cu using NSE is not supported . )  

s e rvi c e = cu d e v i c e=tcpip push=tirdwr 
s e rvi c e =uu c i c o  d e v i c e=tcpip push=tirdwr 

You would also have to create an entry for tcpip in your Devices file.  
Description in the Devices file tell how to define TI devices .  See Procedure 
9 . 4  (supplied with NSE) for a complete example of setting up BNU on a LAN. 
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Devconfig entries define the STREAMS modules that are used for a particular 
TI device. (The push= variable shows the modules and the order they are 
pushed on to a stream. )  Different modules and devices can be defined for cu 
and uucp services. If you want to change the contents of this file, you must 
use one of the editors (ed or vi) to modify the file and make the entries you 
desire. 

Set U p  Sysfiles Fi le 

/usr/l ib/uucp/Sysfi les lets you assign different files to be used by uucp and 
cu as Systems, Devices, and Dialers files .  Here are some cases where this 
optional file may be useful: 

• You may want different Systems files so requests for cu login services can 
be made to addresses other than uucp services. 

• You may want different Dialers files to use different chat scripts for cu 
and uucp. 

• You may want to have multiple Systems, Dialers, and Devices files. The 
Systems file in particular may become large, making it convenient to split 
it into several smaller files. 

The format of the Sysfi les file is described in Chapter 9. The following is an 
example of the file: 

a ervi c e =uu c i c o  ayatema=Sya tema . c i c o : Syatema 
dialera=Dialera . c i c o : Dial era 

a e rv i c e=cu 
d e vi c e a=D e v i c e a . c i c o : De vi c e a  
ayatema=Sy a tema . cu : Sya tema 
dial era=Dialera . cu : Dialera 
devi c e a=Device a . cu : D e vi c e a  

I f  you want to  change the contents of  this file, you must use one of  the editors 
(ed or vi) to modify the file and make the entries you desire.  
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Add uucp logins 

You must add one or  more administrative logins to your system so  incoming 
uucp (uucico) requests from remote machines can be handled properly. Each 
remote machine should have an entry in its Systems file for your machine 
that contains the login 10 and password that you add to your /etc/passwd 
file . 

An example of a common entry in the /etc/passwd file is shown below. 

nuucp : ? ? ? ? : 6 : 1 : UUCP . Adm1n : /usr/spool/uucppub l 1 c : 

/usr/l ib/uucp/uuc i c o  

This entry shows that a login request by nuucp is answered by 
/usr/l ib/uucp/uucico. The home directory is /usr/spool/uucppubl ic .  The ? ? ? ? 
will be replaced by an encrypted password that would be added using 
passwd nuucp. 

Other Networki ng Fi les 

There are three other files that affect the use of Basic Networking facilities. In 
most cases, the default values are fine and no changes are needed. If you 
want to change them, however, use a standard editor (ed or vi) . 

Maxuuxqts 
defines the maximum number of uuxqt programs that can run at once. 

Maxuuscheds 
defines the maximum number of uusched programs that can run at once . 

remote.unknown 
is a shell script that executes when an unknown machine starts a 
conversation. It logs the conversation attempt that fails to make a 
connection. (If you change the permissions of this file so it cannot 
execute, your system will accept any conversation requests . )  
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Procedu re 9.2 : Basic Networking Maintenance 

Purpose To keep files related to basic networking from 
consuming too much disk space. 

When Automatically with cron(lM) or as needed. 
Performed 

Starting System state -2 (multi-user) or 1 (single-user) 
Conditions 

Basic Networking Utilities comes with four shell scripts that poll remote 
machines, reschedule transmissions, and clean up old log files and 
unsuccessful transmissions . These shell scripts should be executed regularly 
to keep your basic networking running smoothly. Normally, they are run 
automatically with cron(lM), though they can also be run manually. The few 
areas needing clean up that are not handled by these shell scripts should be 
maintained manually. 

Automated Networki ng Mai ntenance (cron) 

The Basic Networking Utilities are delivered with entries for uudemon shell 
scripts in the /usr/spool/cron/crontabs/root file . These entries automatically 
handle some BNU administrative tasks for you. Each shell script is in 
/usr/l ib/uucp. 

When the system is in run state 2 (multi-user), cron scans the 
/usr/spool/cron/crontabs/root file every minute for entries scheduled to 
execute at that time. As the UUCP administrator, you should become familiar 
with cron and the four uudemon shell scripts . 

u udemon . pol l 

\ The uudemon.pol l  shell script, as delivered, does the following: 

• Reads the Poll  file (/usr/l ib/uucp/Pol l )  once an hour. 
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• If any of the machines in the Poll file are scheduled to be polled, a work 
file (C.sysnxxxx) is placed in the /usr/spool/uucp/nodename directory, 
where nodename is replaced by the name of the machine. 

The shell script is scheduled to run twice an hour just before uudemon.hour 
so that the work files will be there when uudemon.hour is called. The default 
root crontab entry for uudemon.pol l  is: 

1 , 30 * * * * • /usr/lib/uucp/uudemon . po l l  > /dev/null "  

u udemon.hour 

The uudemon.hour shell script you receive with your machine does the 
following: 

• Calls the uusched program to search the spool directories for work files 
(C. )  that have not been processed and schedules these files for transfer to a 
remote machine. 

• Calls the uuxqt daemon to search the spool directories for execute files (X. )  
that have been transferred to your system and were not processed a t  the 
time they were transferred.  

The default root crontab entry for uudemon.hour is  as follows: 

41 . 1 1 * * * * /usr/lib/uucp/uudemon . hour > /dev/null 

As delivered, this is run twice an hour. You may want it to run more often if 
you expect high failure rates. 

u udemon .admin 

The uudemon.admin shell script, as  delivered, does the following: 

• Runs the uustat command with -p and -q options. The -q reports on the 
status of work files (C.), data files (D. ), and execute files (X. )  that are 
queued. The -p prints process information for networking processes listed 
in the lock files (/usr/spool/locks) . 

• Sends resulting status information to the uucp administrative login via 
mail . 
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There is no default entry /usr/spool/cron/crontabs/root for uudemon.adm in .  
The following is  recommended: 

48 8 , 12 , 1 6  * * * /bin/su uucp -c 
" /usr/lib/uucp/uudemon . admin" >  /dev/null 

u udemon.cleanup 

The delivered uudemon.cleanu shell script does the following: 

• Takes log files for individual machines from the /usr/spool/uucp/.Log 
directory, merges them, and places them in the /usr/spool/uucp/.Oid 
directory with other old log information. If log files get large, the ulimit 
may need to be increased. 

• Removes work files (C.) 7 days old or older, data files (D. )  7 days old or 
older, and execute files (X. )  2 days old or older from the spool files. 

• Returns to the sender mail that cannot be delivered. 

• Mails a summary of the status information gathered during the current day 
to the UUCP administrative login (uucp) . 

No default root crontab entry for uudemon.cleanup is delivered.  This is a 
recommended entry: 

45 23 • * • ul imit 5000 ; /b in/ su uucp - c  

" /usr/lib/uucp/uudemon . c l e anup " > /dev/null 2 > & 1  

Manual Mai ntenance 

Some files may grow indirectly from uucp and other basic networking 
activities. Here are two files you should check and delete if they have become 
too large: 

/usr/adm/su log 
This file keeps a history of all super user commands. Since the uudemon 
entries in the /usr/cron/root file use the su command, the su log will 
grow over time. You should delete this file if it becomes too large. 

/usr/l ib/cron/log 
This file is a log of cron activities. While it grows with use, it is 
automatically truncated when the system goes to the multi-user state . 
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Procedu re 9.3 : Basic Networking Debugging 

Purpose To use available monitoring tools to solve basic 
networking problems. 

Starting System state -2 (multi-user) or 1 (single-user) 
Conditions 

Commands uustat{lq 
cu{lq 
Uutry(lM) 
uuname{lq 
uulog(lq 
uucheck(lM) 

These procedures describe how to solve common problems that may be 
encountered with Basic Networking Utilities. 

Check for Fau lty ACU/Modem 

You can check i f  the automatic call units or  modems are not working properly 
in several ways: 

• Run uustat -q. This gives counts and reasons for contact failure . 

• Run cu -d -lline. This lets you call over a particular line and print 
debugging information on the attempt. The line must be defined as Direct 
in the devices file. (You must add a telephone number to the end of the 
command line if the line is connected to an autodialer or the device must 
be set up as direct . )  
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Check Systems Fi le 

Check that you have up-to-date information in your systems file if  you are 
having trouble contacting a particular machine. Some things that may be out 
of date for a machine are its: 

• Phone number 

• Login 

• Password 

Debug Transmissions 

If you are unable to contact a particular machine, you can check out 
communications to that machine with Uutry and uucp. 

Step 1 :  

Step 2: 

To try to make contact, run: 

$ /usr/l ib/uucp/Uutry -r machine 

where machine is replaced with the node name of the machine you 
are having problems contacting. This command: 

1 .  Starts the transfer daemon (uucico(lM)) with debugging. You 
get more debugging information if you are root. 

2. Directs the debugging output to /tmp/machine, 

3 .  Prints the debugging output to  your terminal (tai l  -f) . Hit 
BREAK to end output. 

You can copy the output from /tmp/machine if you want to save it. 

If Uutry doesn't isolate the problem, try to queue a job by running: 

$ uucp -r file machine!/dirlfile 

where file is replaced by the file you want to transfer, machine is 
replaced by the machine you want to copy to, and dir/file is where 
the file will be placed on the other machine. The - r  option queues 
a job but does not start the transfer. 
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Now use Uutry again. If you still cannot solve the problem, you 
may need to call support personnel. Save the debugging output; it 
will help diagnose the problem. 

Check Error Messages 

There are two types of error messages for Basic Networking Utilities: ASSERT 
and STATUS. See Appendix C for a listing of these messages. 

ASSERT Error Messages 
When a process is aborted, ASSERT error messages are recorded in 
/usr/spool/uucp/.Adm in/errors. These messages include the file name, 
sccsid, line number, and text. These messages usually result from 
system problems. 

STATUS Error Messages 
Status error messages are stored in the /usr/spool/uucp/.Status directory. 
The directory contains a separate file for each remote machine your 
system attempts to communicate with. These files contain status 
information on the attempted communication and whether it was 
successful . 

Check Basic Information 

There are several commands you can use to check for basic networking 
information. 

uuname 
Use this command to list those machines your machine can contact. 

uu log 
Use this command to display the contents of the log directories for 
particular hosts . 

uucheck -v 
Run this command to check for the presence of files and directories 
needed by uucp. This command also checks the Permissions file and 
outputs information on the permissions you have set up. 
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Procedu re 9.4 : Set Up BNU TCP/IP NETWORK 

Purpose To show how to set up BNU files for a TCP/IP 
NETWORK to handle uucico services .  

Starting 
Conditions 

System state -2 (multi-user) or 1 (single-user) 
Login -root 

Commands Any text editor (ed(1), vi(1)) 

To improve performance of uucico services, you can have uucico requests 
connect directly to remote machines on the TCP/IP NETWORK without going 
through login. 

You should only set up uucico as described above if you trust all machines on 
your network. The reason is that there is a potential security breach since you 
would not be requesting a password when a machine tries to transfer files to 
your machine. 

Step 1 :  The systems you want to transfer files to on your network without 
going through login must be listed in the Systems file. 

Edit /usr/l ib/uucp/Systems and add entries similar to the following 
entry for each system. 

M68K Any tcp ip - \000\002\004\001\131\002\002\001 

where: 

M68K 
is the system name 

Any 
is when to call 

tcpip 

is a device type in the Devices file 

is a field place holder 
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Step 2: 

\000\002 

is the address family, which is constant for all tcpip device 
type entries .  

\004\001 
is the tcpip port ID (1025 decimal) of the listener, which is 
constant for all tcpip device type entries .  

\131 \002\002\001 
is the octal representation of the M68K internet address 
89 .2.2. 1 .  

Continuing with the example above, from the entry i n  the Systems 
file, add the following entry called tcpip to the 
/usr/l ib/uucp/Devices file : 

tcpip , e  tcp ip - - TLIS \D NLS 

where: 
first tcpip 

is the device name 

, e  

is the protocol selection for guaranteed error-free delivery 

second tcpip 
is the network name 

is the field place holders 

TLIS 
is the network type 

\D 

is the instruction: read in the port ID and network address 
\000\002\004\001 \ 131 \002\002\001 

NLS 
is the dialer type 
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Step 3: The /usr/l ib/uucp/Devconfig file entries must be created to define 
the STREAMS modules to push for uucico service: 

s ervice=uucico device=tcpip push=tirdwr 

Step 4: 

Step 5: 

The line is already in the Devconfig file . To activate it, remove the 
comment character (#) in front of each line . 

From the entry in the Devices file, you must add an entry to the 
/usr/l ib/uucp/Dialers file called NLS. The following is what you 
should enter: 

NLS " "  " "  NLPS : 000 : 001 : 101\N\c 

You must register the uucico service with the network listener. 
The following command must all be typed on one line: 

# nlsadmin -a 1 01 -<: "/usr/l ib/uucp/uucico -r 0 -i TLIS -u \ 
nuucp" -y "uucico server with NO login checking" tcpip 

This entry says to answer requests for service code 101 with 
uucico directly as it is used for a TLIS (Transport Interface) 
network. Notice that the default nuucp login ID is used; you can 
use a different one if you choose. 
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Introduction 

Procedure 10. 1 

Procedure 10.2 

Procedure 10.3 

Procedure 10.4 

Set Up Remote File Sharing {setuprfs) 
To set up all basic information needed to run Remote File 
Sharing (RFS) . 

Start/Stop RFS {startstop) 
To start and stop RFS, check if it is currently running, and 
set up RFS to start automatically at system boot time. 

Local Resource Advertising (advmgmt) 
To manage the local resources you make available to other 
machines. 

Remote Resource Mounting {mountmgmt) 
To manage remote resources made available to your 
machine. 

Procedure 10.5 Change RFS Configuration {confgmgmt) 
To change your 10 mapping, show your current RFS 
configuration, or update the domain member list. 

These procedures are designed to help you set up and maintain RFS Utilities 
on your computer. Before you run any of these procedures, do the following: 

• Read the SYSTEM V/88 Software Release Guide (SRG). This will tell you how 
to install RFS and help you with some special problems you may run into. 

The first time you set up RFS you should use the sysadm interface available 
with RFS. The interface not only lets you add all basic RFS configuration 
information, but it also acts as a tutorial by introducing and explaining key 
RFS concepts . 

The following are the two recommended ways you can use the sysadm 
interface for RFS. 

• Type sysadm rfsmgmt. This displays the top Remote File Sharing Menu. 
From there you can select the function or submenu you want, such as 
setuprfs to set up RFS for your system. Browsing through the sysadm 
rfsmgmt menus is a good way to familiarize yourself with the functions 
available . 
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• Type sysadm subcommand, where subcommand is replaced by the specific 
sysadm subcommand you want to use. Procedures 10. 1 through 10.5 
describe how to go directly to the sysadm subcommand you need for 
different RFS administrative tasks . 

A diagram of the sysadm rfsmgmt subcommand tree is shown below. The 
diagram also notes the section of this document where each subcommand is 
described. 

sysadm rfsmgmt 

Procedure Procedure 
1 0.5 � � resrcmgmt � 1 0.2 

Procedure 
1 0.1 

add member delmember ldmapping lsmembershowconfg isrfson setauto startrfs stoprfs 

advauto advnow tsadv lsinuse unadvauto unadvnow 

lsavail lsmount mntauto mntnow unmntauto unmntnow 

Figure 1 0-1 . sysadm rfsmgmt Subcommands 
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Should you need more information as you are setting up RFS, there are 
several things you can do: 

• Type ?. A message is printed at your terminal that further describes what 
you need to know to complete the step. 

• Check the glossary. A glossary of terms is provided at the end of this 
section to explain important RFS terms. 

• Read Chapter 10. The Remote File Sharing chapter provides the most 
complete description of the RFS software. The first-time RFS administrator 
will be particularly interested in the Overview section. 

The sysadm interface lets you do everything necessary to set up and run RFS 
in a basic configuration. There are several optional features that are not 
available through the sysadm interface, however. 

The optional features not available using the sysadm interface are described 
at the end of the Setting Up RFS section of Chapter 10. The word "Optional" is 
placed in the heading of each optional feature. The features include the 
following: 

Remote Computer Verification 
By default, when a machine requests the use of one of your resources, 
your machine will process the request without verifying the remote 
machine's password. This procedure describes how to restrict access of 
all your resources to a limited group of remote machines whose names 
and passwords match those in lists you set up. 

Complex user ID/group ID mapping 
10 mapping defines the permissions remote users have to your resources . 
The choices of 10 mapping schemes are limited when you use the 
sysadm interface to set up mapping. This procedure gives you more 
flexibility in setting up permissions for remote users . 

Multiple Domain Resource Sharing 
The sysadm interface assumes that you are only sharing resources within 
one domain. However, it is possible to have more than one domain on a 
network. This procedure describes how to share resources among 
multiple domains on the same network. 
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Multiple Domain Name Service 
When you define the primary and secondary name servers using sysadm, 
you are defining them to serve a single domain. You can, however, 
define the same set of machines to be the name server for several 
domains using this procedure . 

More experienced RFS administrators will also be interested in the Monitoring 
and Parameter Tuning sections of Chapter 10. Information in these sections 
will help you fine tune your system so RFS can make the most efficient use of 
your system's resources .  

RFS Glossary 

Advertise 
To make a local resource available to other computers using RFS. The 
adv(lM) (or sysadm advnow) command is used by administrators to 
advertise a resource . 

Advertise Table 
An internal list of available resources .  An advertise table on each 
computer running RFS has the name of each resource the computer has 
made available. 

Automatic Advertise List 
A list of local resources that are automatically offered to other computers 
when RFS is started. The list consists of full adv command lines placed 
inside the /etc/rstab file . The command lines are added to /etc/rstab 
using the sysadm advauto command or by any standard file editor. 

Automatic Mount List 
A list of remote resources that are mounted on the local system when RFS 
is started. The list is contained in the /etc/fstab file . (See the fstab(4) 
manual page in the System Administrator's Reference Manual for the format 
of the file . )  Automatic mount information is added to /etc/fstab using the 
sysadm mntauto command or by any standard file editor. 

Cl ient 
A RFS computer that is using a remote resource . 
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Cl ient Caching 
The ability of an RFS computer that is using a remote resource to store 
remote data blocks in its local buffer pools. This technique improves RFS 
performance by reducing the number of times data must be read across 
the network. 

Cl ient List 
When an RFS administrator advertises a resource, the administrator can 
restrict the resource so only certain remote machines can use it. This list 
of machines is added to the adv(lM) command line when a resource is 
advertised. 

Client Perm issions 

When an RFS administrator advertises a resource, the administrator can 
set permissions for the resource . The permissions are assigned on the 
adv{lM) command line . If the permissions are read-only, the client 
computers can only mount the resource with read permissions. If they 
are read/write, a client can mount the resource read/write or read only. 

Current Name Server 
When a domain is set up, a primary and zero or more secondary domain 
name servers are assigned. Only one of those machines is actually 
handling domain name server responsibilities at a time. That machine is 
referred to as the current name server. Normally, the primary is the 
current name server. However, if the secondary has taken over 
temporarily, it is the responsibility of the secondary's administrator to 
pass the responsibility back to the primary whenever the primary 
resumes running RFS. (See also Domain, Primary Name Server, and I Secondary Name Server.) 

Directory Pathname 
RFS asks you for a full pathname to a directory in two instances.  When 
you advertise a local resource, you need the full pathname of the 
directory you are advertising. When you mount a remote resource, you 
need the full pathname of the directory where the remote resource should 
be attached. 
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Domain 
A logical grouping of computers in an RFS environment. A domain name 
is like a telephone area code, acting as an addressing prefix to attach to a 
computer name or a resource . Assigning a domain name server for a 
domain provides a central location where lists of resources and network 
addresses for the group of computers can be stored. Domains also 
provide a level of security. 

Domain Information (rfmaster) 
The primary and secondary name server assignments for a domain are 
stored in the /usr/nserve/rfmaster file . The primary keeps the definitive 
copy of this file and distributes it automatically to each computer in the 
domain when each starts RFS. It also contains the network address of 
each name server. 

Domain Member List 
The list of the computers that make up an RFS domain. This list is stored 
in the /usr/nserve/auth. info/domain/passwd file on the primary name 
server, where domain is replaced by the name of the domain. Members 
are added on the primary using the rfadm in -a or sysadm addmember 
commands. 

Forced U n m ount 

To unmount one of your local resources from all remote machines that 
have mounted it. This has the effect of killing all processes that are 
currently using the resource on all client machines. 

ID  Mapping 
To define the permissions remote users and groups have to your 
advertised resources . The tools available for mapping let you set 
permissions on a per-computer basis and on a global basis. You can then 
map individual users or groups by ID name or number. When you map 
IDs for RFS, it is easiest to do so with ID numbers since mapping by 
name requires that you have copies of the remote machines' /etc/passwd 
and /etc/group files .  
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Local Resource 
A directory that resides on your machine that you have made available 
for other computers running RFS to use . You must advertise the 
directory (adv(lM) command) to offer it to other computers.  If a remote 
machine mounts your resource, it could have access to all subdirectories, 
files, named pipes, and devices within your directory (depending on file 
permissions you set up) . 

Mount 
The special use of mount(lM) in RFS is to attach a remote resource to a 
directory on your system so local users can access the remote resource . 
Once mounted, the remote resource appears to be just another part of the 
local SYSTEM V/88 file system tree. See the mount -d(lM) command and 
the sysadm mountmgmt procedures. 

Network Specification 
The name that identifies a networking product that is compatible with the 
Transport Interface {TI) . This is also referred to as the transport provider. 
RFS requires a transport provider to communicate with other machines. 
The network specification is used to tell RFS the exact device to use for 
communications . 

Network Listener 
The process used by a transport provider to wait for any type of incoming 
requests from the network. Once a request comes in, the listener directs 
it to one of the processes registered with the listener. The process 
represents a service, such as uucp or RFS. 

Networking Support Uti l ities 
A software package that contains the network listener. This package 
must be installed to use RFS. 

Network Address 
The address by which a computer is known to a particular network. An 
RFS administrator needs to know the network address of the primary to 
start RFS for the first time. Address information of other machines is 
handled internally by RFS. 
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Node Name 
The name you assign to your computer to use for communications needs 
(use sysadm nodename to change it) . Networking software, e .g, BNU 
and RFS, use this name to identify your machine. A full RFS computer 
name is domain.nodename, where domain is the name of the computer's 
RFS domain. 

Primary Name Server 
The computer that is assigned to provide a central location for addressing 
and information collection for an RFS domain. Information includes a list 
of domain members, resources offered by domain members, and optional 
user 10 mapping information. Secondary name servers can be assigned 
to continue limited name service when the primary is down. For 
example, a secondary cannot add or delete domain members. 

RFS Automatic Startup 
RFS can be set to start automatically when your machine is booted. This 
is done by changing the in itdefau lt line in the /etc/in ittab file from 2 to 3. 
The sysadm setauto command does this for you automatically. (init 
state 3 is the RFS/Multi-user state . )  

RFS Daemon {rfudaemon) 
A daemon process that runs when RFS is running. When network 
connections to remote resources are broken, rfudaemon sends a message 
to rfuadmin, which then continuously tries to remount the resource. (See 
rfudaemon(lM) and rfuadmin(lM) for further information. )  

RFS Password 
A password assigned by the primary name server for every computer in 
its domain. Each computer must enter its password the first time it starts 
RFS. After that the password is stored locally in /usr/nserve/loc.passwd. 
By copying the domain password file from the primary 
(/usr/nserve/auth. info/domain/passwd), a computer can verify that a 
remote machine trying to mount its resource is the machine it claims to 
be . 

Remote File Sharing State (in it 3) 
The special initialization state used to start RFS. When you type in it 3 or 
set the in itdefault line in /etc/in ittab to 3, your system will start RFS, 
advertise all resources in your automatic advertise list, and mount all 
resources in your automatic mount list. 
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Remote Resource 
A directory that resides on a remote machine that is available for you to 
connect to using RFS. You must mount the resource (mount{lM) or 
sysadm mntnow commands) to make it available to users on your 
system. Once you mount the remote resource, your users could have 
access to all subdirectories, files, named pipes and devices related to your 
directory (depending on file permissions the remote machine set up) . 

Resource 
See Remote Resource and Local Resource. 

Resource Identifier 
The name assigned to a resource when it is advertised.  The name is 
limited to 14 printable ASCII characters; slash {/), period (. ), and white 
space may not be used. 

Secondary Name Server 
A computer designated to take over name server responsibilities 
temporarily should the primary domain name server fail . The secondary 
cannot change any domain information. It can, and should, only pass 
name server responsibility back to the primary when RFS is running on 
the primary again. 

Server 
A RFS computer that offers a resource to others . 

Transport Provider 
The software that provides a path through which network applications 
can communicate . RFS can communicate over any transport provider that I meets the criteria in Appendix B of the NSE, Part 1 .  

User/Group Name 
The names associated with each local user and group that is allowed 
access to your computer. This information can be found in the first field 
of the /etc/passwd or /etc/group files, respectively. Remote users and 
groups can be assigned the same permissions as the local users and 
groups by using RFS 10 mapping. 
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User/Group ID Number 
Every user and group name has a corresponding number that is used by 
the SYSTEM V/88 operating system to handle permissions to files, 
directories, devices, etc. These numbers are defined in the third field of 
the /etc/passwd or /etc/group files, respectively. Remote users and 
groups can be assigned the same permissions as the local users and 
groups by using RFS ID mapping. 
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Procedu re 1 0. 1 : Set Up Remote Fi le Sharing 
(setuprfs) 

Purpose 

Starting 
Conditions 

Commands 

Reference 

To set up everything needed to run RFS Utilities .  

System state -2 (multi-user) 
You must mount /usr to run this procedure in single­
user mode. 
Login -root 

sysadm setuprfs 

Chapter 10, Remote File Sharing 

This procedure is used to set up RFS on your machine. When the procedure 
is done, you will have completed everything needed to run RFS on your 
system. 

NOTE 

When you complete this procedure, sysadm 
creates the file /usr/nserve/rfmaster. If you 
had previously created that file, the old 
version is placed in /usr/nserve/Orfmaster. 

Prereq u isites 

Before you begin setting up RFS, you must do the following. 

• Install software and hardware as described in the SYSTEM V/88 Software 
Release Guide. (The order of software installation in the SRG is very 
important!) 
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• Choose one or more computers on the network to act as domain name 
servers . Exactly one primary is required. All domain administration is 
done from the primary. You can choose zero or more secondary domain 
name servers. These are defined simply to keep the name server running 
temporarily, should the primary fail. (You can configure RFS on your 
machine before the primary is configured and running RFS. However, you 
cannot start RFS until the primary begins running RFS. )  

• Log in  as  root. 

Set Up RFS 

Step 1:  Type sysadm setuprfs. The following information displays: 

SET UP RFS 

If  you have not yet •et up RFS on your machine . thi •  •ubcommand w i l l  
walk you through all •t•p• nece••ary t o  •et up RFS . Tbe•e  •tep• are : 

• entering the n&m• of the tran•port p rov �der 
• de a ignating your m&chin• aa a primary n&me a e rv•r or a non-primary 
• entering the domain name 
• primary only : adding member• to domain (optional) 
• primary only : de• ignating • • condary name ••rver• (optional) 
• • ett ing up ID mapp ing• (optional) 
• putting local re•ource•  on the Automatic  Advert i a e  Li•t (optional) 
• putting remote re•ource•  on the Automatic  Mount Li•t (optional) 
• •etting up RFS to atart automatically (optional) 
• •tarting RFS (optional) 

If  thea e  term• are unf ami l i ar do not be concerned . A l l  new te rm. and 
concept• will be exp lained . Expl anat ion• of RFS term. and concept• c an  
a l • o  be found in your Sy•tem Admini•trator · •  Guide . 
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amtinued 

In mo•� caaa• , the • •atuprf• •  Bubcommand will call other BFS •7•adm 
manu. to do the •pacific task• . Later ,  when 70u want to do th••• taak• 
aa par� of 70ur ongoing RFS adminiatration 70u will uea th••• •pacific 
BFS •7•adm manu. • 

Thera are a f ew taaka (that 7ou won 't need to do Yary often) that can 

not be dona through the •pacific manua . To do th••• you will  have to 
•top RFS and rerun thi• • •atuprfa •  •ubcommand . Th••• taaka are : 

- changing the nama of the �ranaport provider 
- changing the nama of the domain 
- recognizing a new primar7 nama aarvar 

primar7 onl7 : adding aacondar7 nama ••rver• 

If  70u are running thia command �o change aomathing in 70ur domain 
conf iguration , an7 old domain conf iguration information will be •avad 
for 70u in /usr/naarva/Orfma•ter . 

Thi• • aatuprf• •  aubcommand a••um•• 70u have alraad7 inatallad a 
tranaport provider and that the network li•tanar i• proparl7 ••� up . 

You will be unable to ••t up RFS until thaaa a.•umption• are mat . 
SET THE TRANSPORT PROVIDER 

To ahara ra•ourca• between machine• .  the machine• muat be connected in 
•oma wa7 . Bacauaa RFS i• media indapandan� . it i• not tied to an7 one 
type of connection medium . The connection between machin•• ·  the 
TRANSPORT PROVIDER , may be an7 network tha� i8 compatible to the 
Tranaport Interface . The S7atam Admini•trator ' •  Guida azplaina the 
Network Support Utiliti•• and how tha7 work together with RFS . 

RFS a••um•• that thia tranaport provider ha• bean in•tal lad . 

En�ar the nama of 7our �ran•port provider [? , q) :  
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Step 2: Answer each question as it is asked. If you are setting up RFS for 
the first time, you should answer all questions . If you make a 
mistake or want to change something later, you can run sysadm 
setuprfs again. 

The following is a list of information you are asked: 

Transport provider 
The name of the transport provider that RFS will use to 
communicate across the network. If you are told that the 
listener is not running, see the Set Up Network Listener section 
of Chapter 10. 

Machine type 
This tells your machine whether or not it is the primary name 
server for your domain. 

Domain name 
This is the name of your domain. It  can be up to 14 characters 
in any combination of letters, digits, hyphens, and 
underscores. This name is the same for all computers in your 
domain. 

Non-primary 
If your machine is not the primary name server, you are asked 
to enter the following: 

Primary's node name 
You must enter the primary' s node name, then its 
network address; address formats are different for 
different networks . 

RFS password 
The RFS password for your machine. This must match 
the password entered for your machine by the primary 
domain name server. 

Primary 
If your machine is the primary, you are asked for the 
following: 

RFS password 
You are asked twice to enter a password for your 
machine . Enter the same password both times . 

P10-14 System Administrator's Guide 



Add domain members 
You are asked to enter the machine names of every 
machine in your domain. Do not worry if you do not 
know them all now, you can always add and delete 
members later. 

Define secondaries 
You are asked to enter the name and network address of 
the secondary name server(s) for your domaini this is 
optional. Secondaries are only there to take over 
temporarily when the primary is not available. The 
network address you add is in the same format as that of 
the primary. 

User and group ID  mapping 
Since user ID and group ID mapping can be complex, this 
interface presents you with several standard options. Choice a 
(all remote IDs into a guest ID) is the best choice in most cases 
since it provides the maximum security and the minimum 
complexity. Choices b or c (each remote ID number to the 
corresponding local ID number) are only valuable if you have 
identical /etc/password and /etc/group files among machines 
with which you share resources. The difference between b 
and c is that b protects all administrative logins and c only 
protects root login. (See Chapter 10 for information on more 
complex ID mapping schemes . )  

Auto advertise l ist 
If there are some local directories you are ready to share, you 
can add them to a list of those that are automatically offered 
when you start RFS. You must know the pathname to that 
directory, make up a name to identify it (resource identifier), 
decide if you want to restrict it to read-only access, enter a 
short description, and enter a list of client machines (if you 
only want certain machines to access the resource) . 
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Auto mount l ist 
If there are remote resources that will be available from other 
machines in your domain, you can add them to your automatic 
mount list. Those resources are automatically mounted on 
your machine when RFS is started. Usually, /mnt is a safe 
place to use as a mount point directory for the first remote 
resource you try with RFS. (Read the Mount Guidelines section 
in Chapter 10 for information on where you should not mount 
remote resources . )  

Automatic RFS start 
If you select the automatic start feature, your machine 
automatically starts RFS when it is booted. This places your 
machine in init state 3. (See Chapter 10 for a detailed 
description of in it 3 processing. )  

Start RFS now 
If the primary name server is up and running RFS and if 
everything was done correctly in the previous steps, you 
should be able to start RFS immediately. Be patient. It may 
take several minutes. 

CONFIGURATION IS COMPLETE! 

To make sure RFS is working, you could return to the shell 
and do the following: 

• Type rfadm in -q (or sysadm isrfson) to see if RFS is 
running. 

• Type adv (or sysadm lsadv) to list the local resource you 
have advertised. 

• Type mount (or sysadm lsmount) to list the remote 
resources you have mounted.  (mount also lists locally 
mounted devices . )  

I f  you want more information on some of  the more complex security and 
resource sharing facilities available, see Chapter 10. The following chart 
describes the sysadm setuprfs functions and lists dependent commands and 
files of the procedure you just completed. This information should help you 
relate the sysadm processing to the descriptions of RFS components in 
Chapter 10. 
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Table 1 0-1 . sysadm setuprfs Description 

Sysadm Dependent 

Commands Commands Files Description 

setuprfs rfmaster * Set up basic RFS information. 

dname ·N Define the Transport Provider used by RFS. 

dname ·D Define the domain your machine is a member 

of. 

ldload uid.rules ** Choose mapping scheme. (See sysadm 

gld.rules •• ldmapplng.) 
adv /etc/rstab Advertise automatically. (See sysadm 

advauto.) 

adv /etc/fstab Mount automatically. (See sysadm mntauto.) 

nsquery 

mount -d 

/etcllnlttab Set RFS to start automatically. (See sysadm 

setauto.) 

rfstart /etc/rstab Start RFS now. (See sysadm startrfs. )  

/etc/fstab 

*** rfadmln -a Add machines to domain. (See sysadm 

addmember. ) 
*** rfmaster * Define secondary machine(s). 

• This file appears in the directory /usr/nserve . 

._ This file appears in the directory /usr/nserve/auth.lnfo. 

•n You will be prompted for this information only if you are on the primary name server. 
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Procedu re 1 0.2 :  Start/Stop RFS (startstop) 

Purpose 

Starting 
Conditions 

Commands 

Reference 

Start and stop RFS. 

System state -2 (multi-user) or 3 (if RFS is running) 
Login -root 

sysadm startstop 

Chapter 10, Remote File Sharing 

The sysadm startstop command presents a menu of subcommands that can 
be used to start RFS, stop RFS, check to see if RFS is currently running, and 
set RFS to start automatically at boot time. 

Prereq u isites 

Before you run sysadm startstop subcommands, do the following. 

• Set up RFS. Use sysadm setuprfs to enter basic RFS information. 

The following chart describes the sysadm startstop subcommands and 
provides information on dependent commands and files . This will help you 
relate sysadm processing with the RFS components described in Chapter 10. 
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Table 1 0-2. sysadm startstop Subcommands 

Sysadm Dependent 

Commands Commands Files Description 

isrfson Reports whether RFS is running. 

setauto /etc/iniHab Set up your system so that when it is 

booted RFS is automatically started. 

This command also lets you set up 

your system to NOT start RFS 

automatically when it is booted. 

startrfs rfstart(lM) /etc/rstab Start RFS immediately. When you 

rmountall(lM) /etc/fstab start RFS with this command, the 

command also advertises and mounts 

all resources in your Automatic 

Advertise list and Automatic Mount 

list, respectively. 

stoprfs rfstop(lM) Stop RFS immediately. Unmount any 

fumount(lM) resources mounted on your machine. 

unadv(lM) Unadvertise all of your resources and 

fuser(lM) force them to be unmounted from 

other machines. 

Check if R FS is R u n n i ng 

Type sysadm isrfson to see if RFS is currently running. 
following: 

If it is, you see the 

RFS is running . 
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Set RFS to Start Automatical ly 

Step 1: Type sysadm setauto. You then see the following: 

SET UP / TURN OFF AUTOMATIC START OF RFS 

You c an  ••� up your •Y•�•m •o �ha� any � ime you •�ar� your machine �h• 
•Y•�•m au�oma�ically •�ar�• RFS . When RFS i• au�oma�ically •�ar�ed , 
all  �h• re•ourc• •  you have ••�  up �o be au�oma�ically adver�i••d and 
moun�ed are adver�i•ed and moun�ed j u•� a• if you had manual ly •�ar�ed 
RFS by u• ing �he • •�ar�rf a "  •ubcommand . 

You al•o u•• �hi •  " ••�au�o • aubcommand �o �urn off au�oma�ic •�ar� ing 
of RFS . When you �urn o f f  �h• au�oma�ic •�ar� op�ion �h• machine w i l l  
be ••� �o com• u p  in mul�i-uaer mode when �he •Y•�•m •�ar�• . 

Step 2: If RFS automatic start-up was off, type y to tum it on. If RFS 
automatic start-up was on, type y to tum it off. 

The sysadm setauto command sets up automatic start-up by changing the 
in itdefau lt line in the /etc/in ittab file to 3 (RFS state) . When you tum it off, 
in itdefau lt is set back to 2. See Chapter 10 for other information on the RFS 
state ( init 3) . 
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Start RFS Now 

Step 1: Type sysadm startrfs to start RFS. If RFS starts successfully, you 
see the following: 

S TART REMOTE F ILE SHARING 

Attempting to •t&rt RFS . 
Th � •  w � l l  t&ke a f ew moment• . P l e a • •  wait . . .  

The •7•t•m will  now ATTEMPT to mount the re•ourc• •  70u h&Ye 
••t up to be &utom&tic&ll7 mounted . There &re ••Yer&l condition• 
th&t m&7 exi•t th&t would prevent & re•ource f rom be ing 
•ucc•••full7 mounted . Th•• •  &re : 

- The m&chine owning the re•ource i• not running RFS , 
- The m&chine owning the re•ource doe •  not h&Ye it adve rti•ed , 
- The re•ource ident i f i e r  in the Autom&tic Mount Li•t i• incorrect 

- The loc&l director7 70u cho•• &• & mount point doe•  not exi•t , 

- The loc&l dire ctor7 70u cho•• &• & mount point i• bu•7 · 
Your •7•t•m will  cont inue to tr7 to mount & re•ource if it 
c&nnot be mounted when RFS i•  f ir•t •t&rted . 

If RFS does not start, see the Starting/Stopping RFS section of Chapter 10 for a 
list of possible problems. 
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Stop RFS Now 

Step 1 :  Type sysadm stoprfs to stop RFS and answer y to the first 
prompt. If RFS was running and could be stopped successfully, 
you see the following: 

STOP REMOTE FILE SHARING 

S�opping RFS will  make remote re•ourc•• unavailable �o 7our local u••r• 
and wi l l  make 7our local re•ourc•• unavai lable �o remo�• u••r• . 
Proc• • • • •  u• ing �h•• •  r••ourc • •  will be killed . aemo�• u••r• currentl7 
in one of your direc�ori•• will be logged ott . Be •ure �o con• ider �he 
at t ec� �o local and remote u• •r• before •�opping RFS . 

»o 7ou wan� �o continue to •top RFS? [7 . n .  q] 
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Procedu re 1 0.3 : Local Resou rce Advertising 
(advmgmt) 

Purpose 

Starting 
Conditions 

Commands and 
subcommands 

Reference 

Share your resources with other machines. 

System state -2 (multi-user) or 3 (RFS state) 
Login -root 

sysadm advmgmt 
sysadm advauto 
sysadm advnow 
sysadm lsadv 
sysadm lsinuse 
sysadm unadvnow 
sysadm unadvauto 

Chapter 10, Remote File Sharing 

You can selectively share parts of your computer's file system with other 
machines on your RFS network using the sysadm advmgmt subcommands .  

Prereq u isites 

Before you run sysadm advmgmt subcommands, you should do the I following: 

• Set up RFS. Use the sysadm setuprfs command to enter the basic 
information needed to run RFS. 

• Start RFS. To use advnow, unadvnow, or lsinuse subcommands, RFS 
should be running. The other subcommands do not require that RFS be 
running. 

The following chart describes the sysadm advmgmt subcommands and lists 
dependent commands and files of the procedures in this section. This 
information should help you relate the sysadm processing to the descriptions 
of RFS components in Chapter 10. 
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Sysadm 

Commands 

advauto 

advnow 

unadvauto 

unadvnow 

lsinuse 

lsadv 

NOTE 

You will note variations between the screen 
interfaces for the subcommands listed 
previously. 

Table 1 0-3. sysadm advmgmt Subcommands 

Dependent 

Commands Files Description 

adv(lM) /etc/rstab Set up a resource to be advertised each time 

RFS is started. The information you enter for 

each resource will be added to the Automatic 

Advertise List. 

adv(IM) Advertise a resource immediately. 

nsquery(lM) 

/etc/rstab Remove a resource from the Automatic 

Advertise List. Once removed, the resource will 

not be advertised the next time RFS is started. 

unadv(IM) Immediately unadvertise a resource, then 

fumount(lM) (optional) unmount it from all client machines. 

fuser -k 

rmntstat(lM) Print a list of all the machines that have 

mounted your advertised resources. For each 

resource the Jist includes: the Resource 

Identifier, the pathname to the resource, and the 

name of each client machine. 

adv(IM) /etc/rstab Print a Jist of all your resources that are 

currently advertised and those that are on your 

automatic advertise list. 
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Advertise Automatical ly 

Step 1 :  Type sysadm advauto to add an entry to the Automatic Advertise 
List. You then see the following: 

ADD RES OURCES TO THE AUTOMATIC ADVERTISE LIST 

You share your local resources with other machi�•• by &dvert i s i�g 
them . The machi�• • that can use the re•ourc•• you &dvertiBa are 
called c l i a�ts . 

Thi•  Bubcommancl lets you acid resource• to the Automatic Advertise List 
to be advarti•ad every time RFS is started . You will  be &Bkacl for all 
the i�f ormatio� �••dad . 

NOTE : Addi�g resourc es to the Automat ic Advertise List does  NOT 

make the resourc es  immediately avai lable to c l i a�t• . If RFS is  

r�i�g whe� you acc e s s  thi s  command you may be abl e  to immsdiately 
advert i s e  the resources . The �ext time RFS is started the resource s  
w i l l  be automatically advarti••d f o r  you . 

�tar the ful l pat�ame of the local dire ctory to be added to 

the automat ic advertise list [? . q] : 

Step 2: Enter each item of information as it is asked. This information 
includes: 

Directory pathname 
The local directory you want to share . 

Resource identifier 
The name you assign to the resource . 

Remote perm issions 
Read-only or read/write permission. 

Description 
Up to 32-character description of the resource . 

Cl ient l ist 
The machines that can use the resource . 
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You will also be asked if you want to advertise the resource 
immediately if RFS is running, the pathname exists, and the 
resource is not being used. 

The sysadm advauto command sets up a resource to be automatically 
advertised by adding a complete adv(1M) command line in the /etc/rstab file . 
See Chapter 10 for information on the adv command. 

Remove Automatic Advertises 

Step 1:  Type sysadm unadvauto to remove an entry from the Automatic 
Advertise List. You see the following: 

REMOVE LOCAL RESOURCES FROY AUTOYATI C  ADVERTI SE L I ST 

Whe n  you no long er want to share a r e s ource with c l i ent machine s 
you unadverti s e  i t . R e s ourc e s  that have b e e n  s e t  up to b e  
adverti s e d  automati cally , however , w i l l  b e  r e advert i s e d  by the 
system the next t ime RFS i s  s tarted unl e s s  they are removed from 
the Automati c  Advert i s e  L i s t . 

Thi s  subcommand l e t s  you remove re s ourc e s  from the Automati c  
Advert i s e  L i s t . 
NOTE : Thi s  subcommand do e s  NOT unadverti s e  immediat e ly . To 
unadverti s e  imme diat e ly u s e  • unadvnow• . 

Ent e r  the r e s ourc e  identi f i e r  of the r e s ource to be removed f rom 
the Automati c  Adverti s e  L i s t  [ ? , q] : 

Step 2: Type the resource identifier of the resource you want to remove. 

The sysadm unadvauto command removes the automatic advertise by deleting 
an adv(1M) command line from the /etc/rstab file. 
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Advertise Immediately 

Step 1: Type sysadm advnow to advertise a local resource immediately. You 
see the following: 

ADVERTISE LOCAL RESOURCES IMMEDIATELY 

You •hare your local re•ourc• •  with other machine• by adverti• ing them . 
The machine• that can u•• the re•ource• are c a l l ed c 1 � en�• · 
Thi• •ubcommand let• you immediately adverti•• re•ourc e a . A• •oon 
a• a re •ource i• adverti•ed it i•  available  to c l i ent machine• .  

You w i l l  be a•k•d for all the informat ion needed . 

NOTE : Thi• •ubcommand do• •  NOT add re •ource• to the Automatic  
Advert i • e  Li•t . U•e the •ubcommand " advauto • to add re•ourc • •  
to thi• l i•t . 

Enter the ful l pathname of the local directory to 
advert i • e  [? . q] : 

\ ·  

Step 2: Enter each item of information as it is asked. This information will 
include the following: 

Directory pathname 
The local directory you want to share . 

Resource identifier 
The name you assign to the resource. 

Remote permissions 
Read-only or read/write permission. 

Description 
Up to 32-character description of the resource . 

Client l ist 
The machines that can use the resource . 
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Unadvertise Immediately 

Step 1: Type sysadm unadvnow to unadvertise a local resource immediately. 
You see the following: 

UNADVERTISE LOCAL RESOURCES IKKEDIATELY 

When you no longer want to •hare a re•ource with c l i ent machine• you 
unadverti•• the re•ource . Thi• •ubcommand let• you unadverti•• 

currently adverti••d r••ourc•• · 

When a r••ource i• unadverti••d , no new c l i ent• may &cc•••  it . 
Unadverti• ing do• •  not t&ke a r••ourc• away f rom c l i ent machin•• that 
have already mounted it . If any c l i ent• have mounted the r••ource you 
are unadverti• ing , the •ubcommand let• you force the r••ource to 
be unmounted . 

NOTE : Thi• •ubcommand do•• NOT remove re•ourc•• f rom the Automati c  
Adverti•• Li•t . U• • the •ubcomm&nd •unadvauto• to remove re•ourc • •  
f rom thi •  li•t . 

Ente r  the r••ource ident i f i e r  of the r••ourc• to be 
unadverti••d [? , q] : 

I Step 2: Type the name of the resource you want to unadvertise. 
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List Remotely Mou nted Resou rces 

Step 1 :  Type sysadm lsinuse to list your resources that are currently 
mounted and in use on remote machines. The following is an 
example of what displays: 

LOCAL RESOURCES CURRENTLY MOUNTED BY CL I ENT MACH INES 

The f i e lds in thi s  l i s t  are in the f o l lowing ord e r : 
R e s ourc e  identif i e r ,  Local pathname , C l i ent name . 

CROOT / 

CDEV /dev 
p e anuts . snoopy p e anuts . l inus 

p e anuts . lucy p e anuts . patti 
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List Local ly Advertised Resou rces 

Step 1: Type sysadm lsadv to list the local resources that are currently or 
automatically advertised. The following is an example of what 
displays: 

ADVERTISED LOCAL RESOURCES 

The f i e ld• in thia l i s t  �re in the fol lowing orde r : 
Re•ourc •  Identi f i e r ,  Loc al Pathn&me , C l i en� Ace • • •  Permi•• ion• , 
Reaourc e  St�tus , Re source Description , Client Liat . 

The atatus of � reaource ia • c •  (Current) if RFS ia running �d 

the resourc e  ia now available to c l i ent m�chinea .  The at�tua ia 

"A"  (Automatic) if the re source ia in the Autom�tic Advertiae  Li•t . 
A reaource may be both • A •  �d • c • . Plea• •  wait for the li•t . . .  

CRO O T  I read/wr i te A / 0  • char l i •  root f i l e  •7•t••• peAA�t• . l lnu• pe&Dut• . enoop7 

CDBT /deT read/wr i te C • char l i e  deTic• director7• unr• • � i c ted 
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Procedu re 1 0.4 : Remote Resou rce Mou nting 
(mountmgmt) 

Purpose 

Starting 
Conditions 

Commands 

Reference 

Mount remote resources on your machine. 

System state -2 (multi-user) or 3 (RFS state) 
Login -root 

sysadm mountmgmt 
sysadm mntauto 
sysadm unmntauto 
sysadm mntnow 
sysadm unmntnow 
sysadm lsavai l  
sysadm lsmQunt 

Chapter 10, Remote File Sharing 

You can attach another machine's advertised resource to your file system using 
the sysadm mountmgmt subcommands. 

Prereq uisites 

Before you run sysadm mountmgmt subcommands, you should do the II 
following: li 

• Set up RF�. Use the sysadm setuprfs to enter the basic information needed 
to run RFS. 

• Start RFS. To use mntnow, unmntnow, or lsavail subcommands, RFS 
should be running. The other subcommands do not require that RFS be 
running to provide useful information. 

The following chart describes the sysadm mountmgmt subcommands and lists 
dependent commands and files of the procedures in this section. This 
information should help you relate the sysadm processing to the descriptions of 
RFS components in Chapter 10. 
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Table 1 0-4. sysadm mountmgmt Subcommands 

Sysadm Dependent 

Commands Commands Files Description 

mntauto mount -d(lM) /etclfstab Set up a remote resource to be mounted each 

nsquery time RFS is started. The information you enter 

for each resource will be added to the Automatic 

Mount List. 

mntnow mount(lM) Mount a resource immediately. 

nsquery(lM) 

unmntauto /etclfstab Remove a remote resource from the Automatic 

Mount List. Once removed, the resource will no 

longer be mounted when RFS is started. 

unmntnow umount(lM) Immediately unmount a resource and kill all 
fuser -k(lM) local processes associated with it. 

mount(lM) 

lsavail nsquery(lM) Print a list of all remote resources available for 

you to mount. 

Is mount mount -d(lM) /etclfstab Print a list of all your currently-mounted and 

automatically-mounted resources. 
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Mount Automatical ly 

Step 1 :  Type sysadm mntauto to add an entry to the Automatic Mount List. 
You then see the following: 

ADD REMOTE RES OURCES TO AUTOMATIC KOUNT LIST 

To u•• ramo�• re•ourc•• �ha� have bee� made avai l able �o you f rom 
remote machine• ,  you mount the re•ourc•• on � o c & 1  directori • • · 
U••r• on your machine can then ace • • •  the r••ourc•• a• if 

�hey were local . 

Thi•  •ubcomm�d l•t• you add ramo�• re•ourc •• �o �he Automa�ic Ko�� 
Li•� · Your •Y•�•m will  a��ampt to mo�� �h•• •  re•ourc•• each �ime 
RFS i• •�ar�ed . If RFS i• r�ing o� your machi�• . you may al•o be 
abl e  �o immediately mo�t the r• •ource• you have added to the Au�oma�i c  

Koun� Li•� · 

�tar �he f u l l  pat�ame of the l o c a l  d i r e ctory �o be 
u•ed a• the mount po int [? , q] : 

Step 2: Enter each item of information as it is asked. This information will 
include the following: 

Local mount point 
The local directory to use as a mount point. 

Resource identifier 
The name of the remote resource. 

Local perm issions 
The permissions (read-only or read/write) . 

The sysadm mntauto command sets up the automatic mount by adding 
information to the /etc/fstab file that is needed with the mount(1M) command. 
See Chapter 10 for information on the mount command. 
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Once the resource is added, you are asked if you want to mount the resource 
immediately if the following are true: RFS is on, the mount point exists, the 
mount point is not busy, and the resource is not already in use. 

NOTE 

When using the sysadm interface, you can only 
mount resources available from your own 
domain. To mount resources available from 
other domains, see the Remote Resource 
Mounting section of Chapter 10 for information. 

Remove Automatic Mou nts 

Step 1 :  Type sysadm unmntauto to remove an entry from the Automatic 
Mount List. You see the following: 

REMOVE REMOTE RESOURCES FROM THE AUTOMATIC MOUNT LIST 

When you no longer wane eo ahara remoee re aourcea you c an  unmoune ehem 
f rom your f i l e  ayaeem . If ehe reaource a  have been &dded eo ehe 

Aueomaei c  Moune Liae and you do noe wane ehe ayaeem �o �ry eo moune 
ehem ehe nez� eime RFS ia aeareed,  you uae ehia aubcommand �o remove 
ehe reaourcea from �h• Aueomat ic Mount Liat . 

NOTE : Thia aubcommand doea  not immediately unmount reaourcea . 
U•• the •ubcomm&nd • unmntnow• to immediately unmount re•ourc•• · 

Enter the re aource ident i f i e r  of the remote reaource to be removed 
f rom the Automati c  Mount Liat (? , q] : 
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Step 2: Type the resource identifier you want to remove. 

The sysadm unmntauto command removes the automatic mount by deleting 
the mount information for the resource from the /etc/fstab file. 

NOTE 

Using the sysadm interface, you can only 
remove entries for resources within your own 
domain. 

Mount Immed iately 

Step 1: Type sysadm mntnow to mount a remote resource immediately. 
You see the following: 

MOUNT REMOTE RESOURCES IMMED IATELY 

To u s e  remote r e s ourc e s  that have b e e n  made avail ab l e  to you 
from other machin e s  you mount the r e s ourc e s  on local dire c tori e s . 
Ua era on your machine can then ac c e s s  the re sour c e s  aa if they 
were local . 

Thi s  subcommand l e ta you immediate ly mount remote r e s ourc e s  whe n  I RFS ia running on your machine . 

NOTE : Thi s  s ubcommand w i l l  not add r e s ourc e s  to the Automati c  
Mount L i s t . 

Us e the subcommand • mntauto • to add r e s ourc e s  to thi s  l i s t . 

Now che cking for availab l e  remote r e s ourc e s . P l e a s e  wait . . .  

Enter the f u l l  pathname of the local dir e c tory to be 
uaed as the mount point [? , q] : 
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Step 2: Enter each item of information as it is asked. This information will 
include the following: 

Local mount point 
The local directory to use as a mount point. 

Resource identifier 
The name of the remote resource. 

Local perm issions 
The permissions (read-only or read/write) . 

U n mount I m med iately 

Step 1: Type sysadm unmntnow to unmount a remote resource immediately. 
You see the following: 

UNKOUNT REKOTE RESOURCES IKWED IATELY 

When you no long er want to ua e remote reaource a  you caD unmount them 
f rom your f i le •y•tem . If RFS i• running and the re•ource •  are 
currently mounted you u•e thi• •ubcommand to immediately unmount 
the reaourc e a . 

NOTE : Thi•  •ubcommand doe• not remove the re•ource• f rom the Automatic  
Mount Liat . Uae the aubcommand •unmntauto • to remove reaourc e a  f rom 
thi• l i • t . 

Ente r  the resource ident i f i e r  of the remote re source 
to be unmounted [? . q] : 

Step 2: Type the name of the resource you want to unmount. The system 
kills all local processes currently accessing the resource and then 
unmount the resource . (If your current directory is within the 
resource, you are logged off.)  
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List Avai lable Remote Resou rces 

Step 1 :  Type sysadm lsavai l  to list Remote Resources that are available for 
you to mount from other members of your domain. The following is 
an example of the output that displays: 

REMOTE RES OURCES CURRENTLY AVAILABLE 

Remote re aourc• •  are available if they have been adverti••d by other 
machin• • · Re aourc•• can only be avai lable when RFS i •  running on your 
machine . 

The f i e ld• on thia  liat are in the following order : 
Re•ource identif i e r ,  Ace • • •  permi aa ion• , Adverti• ing machine , 
Deacription . 

Plea• •  wait for the liat . . .  

LROOT read/wr ite peanuta . l inua Linua root f i le •yatem 
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List Local ly Mou nted Resources 

Step 1: Type sysadm lsmount to list the remote resources that are currently 
or automatically mounted on your system. The following is an 
example of the output that displays: 

REKOTE RES OURCES MOUNTED 

Thi•  li•�  •how• remo�• re •ource• �h�� are moun�ed or • • �  up �o be 
moun�ed on your machine . The order of �he f i e ld• i• : 
Re•ource iden�if i e r .  Loc�l moun�-poin� . Local ace • • •  permi••ion• , 

Reaource •�&tu• . 

The •�atu• of a re •ource i• • c •  (Current) if RFS i• running and �h• 
remote re•ource i• mounted on � local dire ctory . The •tatu• i• " A "  
(Auto) if  the remote re•ource i• o n  �he Automatic Koun� Li•� · 
Re•ourc • •  may be both • c •  and "A" . P l e.a• • w�it for �he li•t . . .  

LB.OO T  /u•r/Lroo� re�d-wr ite A/C 
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Procedu re 1 0.5 :  Change RFS Configu ration 
(confgmg mt) 

Purpose 

Starting 
Conditions 

Commands 

Reference 

Change ID mapping, show current RFS configuration, 
or update domain member list. 

System state -2 (multi-user) or 3 (RFS state) 
Login -root 

sysadm confgmgmt 
sysadm showconfg 
sysadm idmapping 
sysadm lsmember (primary only) 
sysadm addmember (primary only) 
sysadm delmember (primary only) 

Chapter 10, Remote File Sharing 

The sysadm confgmgmt subcommands let you perform several separate RFS 
configuration tasks . The tasks include listing basic RFS configuration 
information and setting up basic ID mapping strategies .  If your machine is a 
primary name server, commands are also available to maintain the domain 
member list. 

Each of these commands is also available through the sysadm setuprfs 1 command. The advantage of using them separately is that you don't have to go 
through the whole setuprfs procedure if you are only interested in one 
function. 

Prerequisites 

Before you run sysadm confgmgmt subcommands, you should do the 
foiiowing: 

• Set up RFS. Use the sysadm setuprfs to enter the basic information needed. 

The foiiowing chart describes the sysadm confgmgmt subcommands and lists 
dependent commands and files . This information should help you relate the 
sysadm processing to the descriptions of RFS components in Chapter 10. 
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Table 1 0-5. sysadm confgmgmt Subcommands 

Sysadm Dependent 

Commands Commands Files Description 

showconfg List the following RFS information for your 

domain: 

uname(1) Your machine's node name. 

dname(1M) The name of your machine's domain. 

dname -n(1M) The Transport Provider used by RFS. 

rfmaster • The primary and secondary name servers' 

names and network addresses. 

idmapping idload(1M) uid.ru les • •  Choose one of three basic strategies for 

gid.rules •• defining the permissions remote users will 

have to your resources. 

addmember rfadmin -a (1M) dom/passwd •• Add a machine and its password to the 

domain member list. This is only used on 

the primary name server machine. (dom is 

replaced by the domain name. )  

delmember rfadmln -r (1M) dom/passwd •• Delete a machine and its password from the 
domain member list. This is only used on 

the primary name server machine. (darn is 

replaced by the domain name. )  

Is  member dom/passwd • •  List all machines in the domain member list, 

noting those that are primaries and 

secondaries. This is only used on the 

primary name server machine. (darn is 

replaced by the domain name.) 

• This file appears in the directory /usr/nserve. 

•• This file appears in the directory /usr/nserve/auth.info. 

Show RFS Confi g u ration 

Step 1 :  Type sysadm showconfg to show RFS configuration information for 
your machine. The following is an example of the output that 
displays: 
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CURRENT RFS CONF IGURATI ON 

Node name : 

Domain name : 
Tran sport provid er : 
Primary name s erver : 
Addr e s s  of primary : 
S e c ondar7 n�• s e rv e r : 

Addr e s s  of l inus : 

Choose I D  Mapping Scheme 

char l i e  

p e anuts 
n e twork 
char l i e  
charl i e . s erve 
linus 

l inus . s erve 

NOTE 

The sysadm idmapping command provides 
you with the choice of three of the most 
common ways of defining remote users' 
permissions to your resources . For more 
complex methods of 10 mapping, such as 
mapping by name or mapping by individual 
machines, Chapter 10 describes how to 
manually map IDs. 
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Step 1:  

CAUTION 

Do not use the ID mapping available through 
the sysadm interface if you want to keep any 
ID mapping you enter manually from 
descriptions in Chapter 10. 

Type sysadm idmapping to change or list the user and group 10 
mapping for your machine. You see the following: 

USER ID AND GROUP ID MAPPING 

Every machine in a domain def ine• how remote u••r• w i l l  be al lowed 
to &cc e a a  ita local resourc e s . You def ine thi• &cc • • •  b7 ••tting 
up & mapping t ab l a  of how remota u•er ID• &nd remot a  g roup ID• w� 1 1  
be mapped t o  loc&l ua ar &nd group ID• . 

S ince s etting up mapping c an  be & complex proc edure , thi •  •ubcomm&nd 

&l low• 70u to choos e  f rom thre e  pre-def ined mapping s .  
Se lecting option a ,  b ,  or c w i l l  replace &n7 currant mapping that 

70u ma7 have prav ioua l7 aet up . To aet up mapp ings not def ined 
b7 thi a  subcommand ••• 7our Syatem Administrator · •  Guida . 

Do 70u need a mora detailed explanation of ID mapping? [7 , n ,  q] 
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Step 2: Type y if you want more details, n if you do not. After the detailed 
explanation (if requested) you see the following: 

Chooa e  option dea ired for uid/gid mapp inga : 
a) all remote IP• map to gueat IP with • other •  permia a iona . 
b) remote IDa map directly to • am• local IP• escept uid• 0-99 , 

g id• 0- 1 0 . 
c) remote IP• map directly to •am• local IP• escept uid 0 ,  

g i d  0 (root) . 
d) ahow current IP mapping . 

[a , b ,  c ,  d ,  ? ,  q] : 

Step 3: Since user ID and group ID mapping can be complex, this interface 
presents you with several standard options. All these options 
represent global mapping schemes. This means that the same 
mapping rules are applied to users of all machines that use your 
resources.  For information on other mapping schemes, see the 
Mapping Remote Users section of Chapter 10. 

Type a ? if you need more information on one of the three basic 
mapping types .  Then type one of the three mapping choices (a, b, 
or c) or type d to show the current ID mapping. 

The following paragraphs describe the three mapping choices. 

a 
This is usually the best choice since all remote users on all 
machines that share your resources will be assigned to a special 
guest login 10. It provides the maximum security and the 
minimum complexity. 

b or e  
These options are only valuable if you have identical 
/etc/password and /etc/group files among machines with which 
you share resources .  The difference between b and c is that b 
protects all administrative logins and c only protects the root 
login. 
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Add Domai n Members 

Each time a machine is added to an RFS network, the machine's node name and 
password must be entered on the primary name server machine. 

Step 1:  Type sysadm addmember to add a machine to the domain member 
list. You see the following: 

ADD KEKBER MACHINES TO YOUR DOMAIN 

Every machine mua� be a member of a domain . The primary name ••rver 

machine for a domain main�aina �he lia� of machine• �ha� are member• 
of i�• domain . 

Thi •  •ubcommand al low• �h• primary name ••rver �o add machine• �o �h• 
l i • �  of domain member• . The addi�ion �akea effec� immedia�e ly . When 
a machine i• added a• a member of a domain i� may •hare re•ourc•• 
available in �ha� domain . 

En�er �he node name of a machine �o be added a• a member of your 
domain [? , q] : 

Step 2: � Step 3: 

Type the node name of the machine you want to add to the domain. 

Type a password for the machine you want to add to the domain. 
This password should match the password entered by the machine 
when it first starts RFS. This is the password the machine will use 
when it wants to enter your domain. (The password may simply be 
a carriage return.)  
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Delete Domai n Members 

Step 1: From the primary name server machine, type sysadm delmember to 
delete a machine from the domain member list. You cannot delete 
primary or secondary name servers . You see the following: 

DELETE KEMBER MACH INES FROK YOUR DOKAIH 

The primary n�• a e rver machine ror a domain main�ain• the �1•� o� 
machine • that are member• of ita domain . 

Thi a  aubcomm&nd allowa the pr imary name aerver to del ete 
machine• from the l i at of domain membera . The deletion takea 
e f f ect immediately . When a machine ia  del eted f rom a doma in it may 

no long e r  ac c e a a  resourc e•  ava i l able  in that domain . 

Enter the node name of a machine to be added aa a member of your 

domain [7 , q] : 

Step 2: Type the name of the machine you want to delete from the domain 
member list. 
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List Domain Members 

Step 1 :  From the primary name server machine, type sysadm lsmember to 
list machines in the domain member list. The following is an 
example of the output that displays: 

MEMBERS OF DOMAIN : p e anuts 

Node name : char l i e  Primary name s erver 
Node name : l inus S e condary name s erver 
Node name : lucy 
Node name : patti 
Node name : snoopy 
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