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Introduction

1. Introduction

Purpose and Scope

Thisisthe second version of the AIX/HP-UX Interoperability Guide, incorporating information

on AlX 4 and HP-UX 10. The purpose of this document isto help users and system

administrators of either Hewlett-Packard or IBM UNIX machines to understand the “other side,”
if you will, for the purpose of interoperability. This will, for example, help AlX system
administrators integrate HP-UX machines into their networks, or HP-UX administrators do the
same with RS/6000s. It can also assist HP field representatives understand the nature of AlX in
order to aid customers moving to HP machines.

The basic premise of this guide is that you can effectively integrate AIX and HP-UX machines
without having to buy special products such as IBM’s NetView or HP’s Openview. An
organization’s integration needs may very well require purchasing such products, but if you want
just functional interoperability it is not necessary.

Also, this guide is in no way designed to be a complete handbook, one that can replace the
extensive documentation provided by IBM and Hewlett-Packard. Both companies publish books
that cover every aspect of system administration of their respective boxes. What the guide does
is 1) assume you are already familiar with one or the other respective operating systems, AlX or
HP-UX, 2) that all you need is a jump start to do key tasks with the operating system that are new
to you, and 3) provide interoperability tips. Therefore each of the guide’s chapters covers basic
system administration tasks and provides a brief discussion of how each operating system
handles them and wherever possible concludes with an interoperability discussion.

When it comes to the topic of interoperability, there are a couple of things to keep in mind. First,
this guide addresses system-level operability only and does not assume the use of any particular
application. In other words, the tips contained in the guide have no particular end-user
application in mind. Second, the issue of interoperability is not just how the two operating
systems can work together, because outside of the network they don’t work together. Instead,
they coexist. Or at least they should. So the guide simply helps an administrator understand just
how things are done, where the files and directories are, how similarly named commands behave,
what commands are equivalent in case their names differ. Ultimately we hope the book will help
the administrator make peaceful coexistence as easy as possible.

The following are important parameters of this guide:

« Though the default shell for HP-UX 10 is now the POSIX shell, Korn shell syntax will
be used for all the example commands, since the POSIX shell is similar to the Korn shell
in many respects. The Korn shell remains the AlX’'s default shell.

« The back slash { at the end of a command indicates line continuation because of
insufficient space on the page. In real life the command can be typed on a single line.

« The SMIT examples often show “fastpath” commands. These are shortcuts to SMIT
menu items and are optional. You can start at SMIT’s top-level menu and eventually get
to the appropriate item.



- Additionally, the SMIT examples come from the ASCII version of SMIT rather than the
Motif version. Thismade it easier to import SMIT menus into this document, but there
is no difference in the menu items themselves.

«  Themachines used in the research for this guide were an IBM RS/6000 42T running
AlX 4.1.4 and an HP 9000 712 running HP-UX 10.20.

»  The RS/6000 was loaded with the Base Operating System (BOS) and AlXwindows
(X11) licensed programs and afew optional (but not separately purchased) software
packages, including InfoExplorer and the Common Desktop Environment (CDE).

« TheHP 712 was loaded with the HP-UX 10 CDE Runtime Bundle.

HP-UX and AIX

Put simply, HP-UX is Hewlett-Packard’s version of UNIX while AlX is IBM’'s UNIX. But of

course there is much more to it than that. Since 1969 there have been many strains and variations
of UNIX, but by the end of the 1970s two major forms of UNIX existed: System V, owned by
AT&T and usually regarded as the descendant of the original UNIX, and BSD (Berkeley

Software Distribution), a product of the Computer Systems Research Group at the University of
California, Berkeley. Each had its special features as well as advocates, and for this reason
workstation vendors, including HP and IBM, began creating their own versions of UNIX in the
1980s which more often than not contained elements of both AT&T and BSD types.

The HP-UX version 10 operating system is based on UNIX System V Release 4, with important
features from the Fourth Berkely Software Distribution. It is essentially an AT&T-type of UNIX
with numerous extensions. Its system administration tool is SAM (System Administration
Manager). There are two major OS bundles in the 10.0 system: the Desktop bundle (Series 700
only) and the Runtime bundle. The HP-UX 10.0 Desktop bundle is a minimal “client” system. It
does not include all of the products and filesets found in a fully complete Runtime bundle.

AIX version 4 is also based on UNIX System V and Berkeley Software Distribution 4.3 but is
more of a hybrid of these two types of UNIX than HP-UX. It also contains several IBM-
proprietary features, such as the Object Data Manager (ODM) and System Resource Controller
(SRC). AIX 4 comes in three major packages: AlX 4.1 for Clients, AlX 4.1 for Servers, and AIX
Connections Version 4.1, the latter providing PC-to-UNIX connectivity. AlX’'s system
administration tool is SMIT (System Management Interface Tool).
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2. System Startup and Shutdown

AlIX

Nor mal Boot

If everything is configured properly, normal boot simply involves two things: 1) making sure the
front panel key switchisin NORMAL position (all the way to the left), and 2) powering on the
system. Everything elseisautomatic: the system comes up in multi-user mode, ready for
someoneto log in. The following sequence of events takes place when an RS/6000 is powered
on or reset:

+  ROSIPL (Read Only Storage Initial Program Load). This phase includes a power-on
self-test (POST), the location of aboot device, and loading of the boot kernel into
memory.

« Phase 1 (Base Device Configuration Phase). Thisphaseruns/ et c/ rc. boot with an
argument of 1. rc. boot buildsthe Object Data Manager (ODM) database, makes sure
that base devices are configured, initializes the Logica Volume Manager (LVM),
activates the root volume group (rootvg), and checks and mounts the root file system.

» Phase2. Here/etc/rc. boot isrunwith an argument of 2. This mergesthe ODM data
and devicefilesinto the root file system and configures any devices not configured by
Phase 1.

» Phase3. Thisphasestarts/ et c/i ni t with the processid (pid) of 1.

»  Phase 4 (Runtime phase). Herei ni t runstheentriesin/etc/inittab andinvokes
/etc/rc.boot 3. The/tnp filesystemis mounted, the ODM database is saved for
future boots, and run state is set to multi-user, at which time various subsystems such as
TCP/IPand NFS, if foundin/ et c/ini ttab, are started.

Below isatypical / etc/ini ttab file

init:2:initdefaul t:

brc::sysinit:/sbhin/rc.boot 3 >/dev/console 2>&1 # Phase 3 of system boot

powerfail::powerfail:/etc/rc.powerfail 2>&1 | alog -tboot > /dev/console
# Power Failure Detection

rc:2:wait:/etc/rc 2>&1 | alog -tboot > /dev/console # Milti-User checks

fbcheck: 2: wai t:/usr/sbin/fbcheck 2>&1 | alog -tboot > /dev/console # run
/etc/firstboot

srcnstr: 2: respawn: /usr/sbin/srcrmstr # System Resource Controller

rctcpip:2:wait:/etc/rc.tcpip > /dev/console 2>&1 # Start TCP/IP daenons

recnfs:2:wait:/etc/rc.nfs > /dev/console 2>&1 # Start NFS Daenons

cron: 2: respawn: /usr/ sbi n/ cron

pi obe: 2:wait:/usr/lib/lpd/pio/letc/pioinit > dev/null 2>&1 # pb cl eanup

gdaenon: 2: wai t:/usr/bin/startsrc -sqdaenon

writesrv:2:wait:/usr/bin/startsrc -switesrv

uprintfd: 2:respawn: /usr/sbin/uprintfd

| ogsynp: 2: once: /usr/lib/ras/l ogsynptom # for system dunps

i nfod: 2: once: startsrc -s infod

di agd: 2: once: / usr/ | pp/ di agnosti cs/ bi n/ di agd >/ dev/consol e 2>&1

dt:2:wait:/etc/rc.dt

cons: 0123456789: r espawn: /usr/ sbin/ getty /dev/consol e



Asyou can see, / et ¢/ i ni t t ab starts the Common Desktop Environment (CDE) inthel ft via
the/etc/rc. dt script. Soinstead of having what looks like an ASCII display providing alogin
prompt, you have something similar to xdm doing so. See the next chapter for more information
about CDE.

Up until the runtime phase al you have as an indicator of how the boot sequence isgoing isthe
LED display on the front panel of the machine. Three-digit codes flash as the sequence
progresses, and if you want to know the meaning of the codes, you have to look them up in the
Diagnostics Guide. At acertain point, however, you will see either the code ¢32 or ¢33, which
indicates that the runtime phase is assigning the console. ¢32 isfor low-function terminal
devices (I ft 5)' and ¢33 isfor serial-lineterminals (t t ys).

Single-user Boot

A single-user boot in AIX 4 requires nothing more than switching the key to SERVICE position
and powering on the system. Thefirst thing displayed isa DIAGNOSTIC OPERATING
INSTRUCTIONS screen. Pressing Ent er  at this screen producesa FUNCTION
SELECTION menu. Selection5isSi ngl e User Mbde. Selecting that item produces a
password prompt for the root account. Once you successfully enter the password, you enter
single-user mode.

The diskette boot process found in AlX 3.2.5 does not exist in AlX 4.

System Shutdown
The following examples must be done while logged in as root.
To shut down the system in 10 minutes:
# shutdown +10
To do afast shutdown now with no warnings:
# shutdown -F
# hal t
To shut down with awarning for usersto log off:
# shut down now
To shut down with a one-minute warning and then reboot:
# shutdown -r
To reboot immediately:
# shutdown -Fr
# reboot
To shut down Al X to single-user mode:
# telinit S
#init s
# shutdown -m

L ow-fucntion terminals replace AIX version 3's high-function termitnt)(
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HP-UX

Normal Boot
The bootstrap process involves the execution of three software components:

e pdc

e isl

* hpux
pdc

Automatic boot processes on various HP-UX systems follow similar general sequences. When
power is applied to the HP-UX system processor, or the system Reset button is pressed, the
firmware processor-dependent code (pdc) is executed to verify hardware and general system
integrity. After checking the hardware, pdc gives the user the option to override the autoboot
sequence by pressing the Esc key. A message resembling the following usually appears on the
console.

(c) Copyright. Hew ett-Packard Conpany. 1994.
Al rights reserved.

PDC ROM rev. 130.0
32 MB of nmenory configured and tested.

Sel ecting a systemto boot.
To stop selection process, press and hold the ESCAPE key. ..

If no keyboard activity is detected, pdc commences the autoboot sequence by loadingi sl and
transferring control to it.

isl

Theinitial system loader (i s| ) implements the operating-system-independent portion of the
bootstrap process. It isloaded and executed after self-test and initialization have completed
successfully. Typically, when control istransferred to i sl , an autoboot sequence takes place.
An autoboot sequence allows a complete bootstrap operation to occur with no intervention from
an operator. While an autoboot sequence occurs, i sl finds and executes the autoexecute file
which requests that hpux be run with appropriate arguments. Messages similar to the following
aredisplayed by i sI on the console:

Booting from scsi.6 HP 2213A

Har d boot ed.

I SL Revision A 00.09 Mrch 27, 1990

I SL booting hpux boot disk(;0)/stand/vnunix



hpux

hpux, the secondary system loader, then announces the operation it is performing, in this case the
boot operation, the device file from which the load image comes, and the TEXT size, DATA size,
BSS size, and start address of the load image, as shown below, before control is passed to the
image.

Booti ng di sk(scsi.6;0)/stand/ viuni x
966616+397312+409688 start 0x6¢50

Finally, the loaded image displays numerous configuration and status messages, and passes
control tothei ni t process. At thispoint an HP-UX system resembles an AIX system in that
i nit readsthe/ et c/i nittab fileto completeinitiaization. But there are also some
significant differences, which are explained later in this chapter.

Single-user Boot

A single-user boot in HP-UX is sometimes referred to as an interactive boot or attended mode
boot. Pressing the Escape key at the boot banner on an older Series 700 workstation halts the
automatic boot sequence, puts you into attended mode, and displays the Boot Console User

I nterface main menu, a sample of which is below.

Selecting a systemto boot.
To stop sel ection process, press and hold the ESCAPE key.

Sel ection process stopped.

Searching for Potential Boot Devices.
To term nate search, press and hold the ESCAPE key.

Devi ce Sel ection Devi ce Path Devi ce Type

PO scsi.6.0 QUANTUM PD210S
P1 scsi. 1.0 HP 2213A
P2 lan ffffff-ffffff.f.f hpf oobar

b) Boot from specified device
s) Search for bootabl e devices
a) Enter Boot Adninistration node
x) Exit and continue boot sequence

Sel ect from nenu:

In this case the system automatically searches the SCSI, LAN, and EISA interfaces for all

potential boot devices—devices for which boot I/O code (IODC) exists. The key to booting to
single-user mode is first to boot to ISL using bheoption. The ISL is the program that actually
controls the loading of the operating system. To do this using the above as an example, you
would type the following at th8elect from menu: prompt:

Select fromnenu: b pO is

This tells the system to boot to the ISL using the SCSI drive at address 6 (since the device path of
PO isscsi.6.0). After displaying a few messages, the system then produckst therompt.
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Pressing the Escape key at the boot banner on newer Series 700 machines produces the Boot

Administration Utility, as shown below.

Aut o [ boot|search] [on]|of
Boot [pri]alt]|scsi.addr]]
Boot lan[.lan_addr][insta
Chassi s [on]of f]

Di agnostic [on]of f]

Fast boot [on| of f]

Hel p

I nformation

LanAddr ess

Moni tor [type]

Path [pri]alt] [lan.id| SCSI.addr]
Pi m [ hpnt| t oc| | pnt]

Search [ipl] [scsi|lan [install]]
Secure [on| of f]

f]
isl]
I1]Tisl]

Descri ption

Di splay or set auto flag

Boot fromprimary, alt or SCS
Boot from LAN

Enabl e chassi s code
Enabl e/ di sabl e di ag boot nbde
Di splay or set fast boot flag
Di spl ay the conmand nenu

Di spl ay system i nfornation

Di splay LAN station addresses
Sel ect nonitor type

Change boot path

Di splay PIMinfo

Di spl ay potential boot devices
Di splay or set security node

To display bootable devices with this menu you have to execute the Sear ch command at the

BOOT_ADMIN> prompt:

BOOT_ADM N> search
Searching for potential
This may take several mnutes.

To di scontinue, press ESCAPE

boot devi ce.

Devi ce Path Devi ce Type

scsi. 6.0 HP C2247

scsi.3.0 HP HP35450A

scsi. 2.0 Toshi ba CD- ROM
BOOT_ADM N>

To boot to ISL from the disk at device path scsi.6.0 type the following:

BOOT_ADM N>boot scsi.6.0 isl

Once you get the ISL prompt you can run the hpux utility to boot the kernel to single-user mode:

| SL>hpux -is

This essentialy tells hpux to load the kernel (/ st and/ vuni x) into single-user mode (- i s) off
the SCSI disk drive containing the kernel. The-i s option says to pass the string sto thei ni t
process (i), and the commandi ni t s putsthe system in single-user mode. In fact, you will see
something similar to the following after typing the above command:



Boot
: disk(scsi.6;0)/stand/ viuni x
966616+397312+409688 start 0x6c50

Kernel Startup Messages Onitted
INIT: Overriding default level with level ‘s’

INIT: SINGLE USER MODE
WARNING: YOU ARE SUPERUSER!
#

Startup

The startup and shutdown of various subsystemsis an essential difference between AlX and
HP-UX. For example, in AlX subsystems such as NFS and cr on are started explicitly in
/etc/inittab. Beginning with HP-UX 10/ et c/i nittab cals/ sbin/rc,whichinturn
calls execution scripts to start subsystems. This approach follows the OSF/1 industry standard
and has been adopted by Sun, SGI, and other vendors. There are four components to this method
of startup and shutdown: / sbi n/ r ¢, execution scripts, configuration variable scripts, and link
files.

/sbin/rc

This script invokes execution scripts based on run levels. It isaso known as the startup and
shutdown sequencer script.

Execution scripts

These scripts start up and shut down various subsystems and are found inthe / shin/init. d
directory. / sbi n/ r ¢ invokes each execution script with one of four arguments, indicating the
“mode™:

start Bring the subsystem up
start_mnsg Report what the start action will do
st op Bring the subsystem down

st op_nsg Report what the stop action will do

These scripts are designed never to be modified. Instead, they are customized by sourcing in
configuration files found in theet ¢/ rc. confi g. d directory. These configuration files

contain variables that you can set. For example, in the configuration file

letc/rc.config.d/ netconf you can specify routing tables by setting variables like these:

ROUTE_DESTI NATI ON[ 0] ="defaul t"
ROUTE_GATEWAY[ 0] =" gat eway_addr ess"
ROUTE_CQUNT[ 0] =" 1"

The execution scriptsbi n/ i ni t. d/ net sources these and other network-related variables
when it runs upon system startup. More on configuration files is described below.

Upon startup a checklist similar to the one below will appear based upon the exit value of each of
the execution scripts.
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HP-UX Startup in progress

Mount file systems.......... ... ... ...
Setting hostname............... ... .. ...
Set privilege group........... ..
Display date......... ... . [
Enabl e auxiliary swap space.................... [
Start syncer daemon................iiiia..
Configure LAN interfaces........................
Start Software Distributor agent daeno..........

Hﬁﬁﬂﬁﬁﬁ
zz
RRARA>~RRR

The execution scripts have the following exit values:
0  Script exited without error. This causes the status OK to appear in the checklist.
1  Script encountered errors. This causes the status FAIL to appear in the checklist.

2 Script was skipped due to overriding control variablesfrom /et c/rc. confi g. d filesor
for other reasons, and did not actually do anything. This causes the status N/A to appear in
the checklist.

3 Script executed normally and requires an immediate system reboot for the changes to take
effect. (NOTE: Reserved for key system components).

Configuration variable scripts

Configuration variable scripts are designed to customize the execution scripts. Thisgoal hereis
to separate startup files from configuration files so that upgrading your system does not overwrite
its configuration. These scripts are written for the POSIX shell (/ usr/ bi n/ sh or / shi n/ sh),
and not the Bourne shell, ksh, or csh. In some cases, these files must also be read, and possibly
modified by other scripts or the SAM program. For this reason, each variable definition must
appear on a separate line, in the syntax:

vari abl e=val ue

No trailing comments may appear on a variable definition line. Comment statements must be on
separate lines, with the “#” comment character in column 1. An example of the required syntax
for configuration files is given below:

# Cron configuration. See cron(1m

#

# CRON. Set to 1 to start cron daenon
#

CRON=1

Both the execution scripts and the configuration files are named after the subsystem they control.
For example, thésbi n/init. d/ cron execution script controls the on daemon, and it is
customized by théet c/ rc. confi g. d/ cr on configuration variable script.

Link Files

These files control the order in which execution scripts run. /Bleén/ r c#. d (where# is a
run-level) directories are startup and shutdown sequencer directories. They contain only
symbolic links to the execution scripts/iabi n/ i ni t . d that are executed Bysbi n/rc on



transition to a specific run level. For example, the / sbi n/ r ¢3. d directory contains symbolic
links to scripts that are executed when entering run level 3.

These directories contain two types of link files: start linksand kill links. Start links have names
beginning with the capital letter S and are invoked with the st art argument at system boot time
or on transition to a higher run level. Kill links have names beginning with the capital letter K
and are invoked with the st op argument at system shutdown time, or when moving to a lower
run level.

Further, al link filesin a sequencer directory are numbered to ensure a particular execution
sequence. Each script has, as part of its name, athree-digit sequence number. This, in
combination with thest art and ki | | notation, provides all the information necessary to
properly start up and shut down a system.

The table below shows some samples from the run-level directories. (The sequence numbers
shown are only for example and may not accurately represent your system.)

/sbin/rc0.d /sbin/rcl.d /sbin/rc2.d /sbinrc3.d
K480syncer S100hf snount S340net S000nf s. server
K800ki | I al | S320host nane S500i net d
K900hf srmmount S440savecor e S540sendmi |

S500swapst art S610r boot d

S520syncer S7201 p

S730cron

K270cr on

K280l p K900nf s. server

K390r boot d

K460sendnmai |

K500i netd

K660net

Because each script in/ shi n/ i ni t . d performs both the startup and shutdown functions, each
will have two links pointing towards the script from / sbi n/ r c*. d; onefor the st art action
and one for the st op action.

Run Levels and /sbin/rc

In previous HP-UX releases, / et ¢/ r ¢ (now / shi n/ r ¢) was run only once. Now it may run
several times during the execution of a system, sequencing the execution scripts when moving
between run levels. However, only the subsystems configured for execution, through
configuration variablesin/ et c/ rc. confi g. d, are started or stopped when transitioning the
run levels.

/ sbi n/ r ¢ sequences the startup and shutdown scripts in the appropriate sequencer directoriesin
lexicographical order. Upon transition from alower to ahigher run level, the st art scriptsfor
the new run level and al intermediate levels between the old and new level are executed. Upon
transition from a higher to alower run level, the ki | | scripts for the new run level and all
intermediate levels between the old and new level are executed.

When a system is booted to a particular run level, it will execute startup scripts for al run levels
up to and including the specified level (except run level 0). For example, if booting to run level
4,/ sbi n/ rc looks at the old run level (S) and the new run level (4) and executes all start scripts
instates 1, 2, 3, and 4. Within each level, the st art scripts are sorted lexicographically and
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executed in that order. Each level is sorted and executed separately to ensure that the lower level
subsystems are started before the higher level subsystems.

Consequently, when shutting down a system, the reverse takes place. Theki | | scriptsare
executed in lexicographical order starting at the highest run level and working down, as to stop
the subsystems in the reverse order they were started. As mentioned earlier, the numbering is
reversed from the startup order.

Example

If you want cr on to start when entering run level 2, you would modify the configuration variable
script/ et ¢/ rc. confi g. d/ cron toread asfollows:

# cron config
#
# CRON=1 to start

CRON=1
Thiswould be necessary because the execution script, / sbi n/ i ni t. d/ cr on contains the
following:

# cron startup
#
/etc/rc/config

if [ $CRON = 1 ]
then /usr/sbhin/cron
fi

cron will start at run level 2 becausein / sbi n/rc2. d alink exists from S730cr on to
/'sbin/init.d/cron. /sbin/rc will invoke/sbin/init.d/cronwithastart argument
because the link name startswith an S.

System Shutdown
To shut down HP-UX for power-off, you can do any of the following:
#init O
# shutdown -h -y now
To shut down and reboot HP-UX:
# reboot
# shutdown -r -y now
To shut down HP-UX to single-user mode:
#init S
# shutdown -y now
# shutdown O

The - h option to the shut down command halts the system completely but will prompt you for a
message to issue users. The -y option completes the shutdown without asking you any of the
guestions it would normally ask.



Summary

The starting and stopping of subsystems differs dramatically between AlX and HP-UX. Starting
subsystems at bootup in AlX is done explicitly viathe/ et ¢/ i ni t t ab file, and the shut down
command stops all subsystems. In HP-UX subsystems are started by execution scripts viathe

/ sbi n/ r ¢ script only if they are configured to do so by configuration variable scripts. They are
aso started in a predefined order according to run level. Moreover, the stopping of subsystemsis
a so governed by a sequencing scheme based on run level. This mechanism allows for
administrators to fine-tune the startup and shutdown of subsystems and replaces the ol der

/ et ¢/ shut down. d system found in HP-UX version 9.
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3. User Environment and Login

AlIX

If you install the Base Operating System (BOS) of AIX on an RS/6000 with a graphics adapter
attached to the console, then the following software packages are automatically installed:

» bos. rte (Base Operating System Runtime)
» bos (Base Operating System)
«  X11 (AIXwindows)

Y our login environment at this stageisaget t y process running on alow-function terminal

(1 ft), adevicethat emulates a character device on agraphicsdisplay. Logging into this
environment provides you with what can now be called an “old-fashioned” command-line
interface, essentially the KornShelish) with a$ prompt. Entering the following command will
start an AIXwindows interface:

$ xinit
However, the primary graphical user interface found on AIX systems today is nhow the Common
Desktop Environment (CDE). This interface is an industry standard and is also available on
HP-UX beginning with version 10.10. CDE is not automatically installed in a BOS installation,
S0 you have to load tha 1. Dt product in order to use it. Doing so not only installs CDE but

makes it the default environment upon bootup. To disable CDE for subsequent boots, type the
following at the command line:

$ dtconfig -d
To enable CDE for subsequent boots, type the following:

$ dtconfig -e

CDE Startup and Login

As mentioned in the previous chapter, once a machine has bootedi thprocess reads
/etc/inittab. This file calls the et ¢/ rc. dt script, which in turn calls
/usr/dt/bin/dtlogin, the login server and display manager.

The following is an abridged version of thel ogi n process:
1. init startsdt| ogi n upon bootup.
2. dtlogin starts the X server for the local display, if necessary.
3. dtl ogi n starts a newlt | ogi n process for each display it manages.
4

The newdt | ogi n process startdt gr eet , which displays the login screen and handles
the user’s interaction with the login screen.

5. When a user logs in to tdegr eet display,dt | ogi n runs
/usr/dt/config/ Xstartup, if it exists, sets certain environment variables to default
values, rung usr/ dt / bi n/ Xsessi on, which in turn read$HOVE/ . dt profi | e and
invokes the session manageusr/ dt/ bi n/ sessi on.



6. dtl ogi n handlesthelogin processinstead of the | ogi n process found on traditional
UNIX systems.

The files that affect a user’s environment differ, depending on whether the user interface one is
using. The table below lists those interfaces and the some of the files associated with them:

Conmand | i ne Al Xwi ndows CDE
[ et c/ envi r onment / et ¢/ envi r onnment / et ¢/ envi r onnent
/etclprofile letcl/profile $HOVE/ . dtprofile

$HOVE/ . Xdef aul t's
$HOVE/ . xinitrc
$HOVE/ . manT C

|
|
| $HOVE/ . profile $HOVE/ . profile $HOVE/ . dt / dt wnr ¢
|
|
|

/ et c/ envi ronment contains default variables for each process created kg ) system

call and affects all three environments. Variables incR&lEH, TZ, andLANG. /etc/ profile
contains environment variables and commands that are invoked each time a user logs in. This
file affects only the command line and AlXwindows environments. For the Common Desktop
Environment$HOME/ . dt pr of i | e and the files in th&éHOME/ . dt directory are important
configuration files. Normally, a user8HOME/ . profi | e file is not read in CDE unless the
DTSOURCEPROFI LE variable is set to “true”, usually ®HOVE/ . dt prof i | e. Configuring

CDE is more complex than editing these files. For in-depth information cons@omfreon

Desktop Environment: Advanced User’'s and System Administrator’'s Guaileble in

InfoExplorer.

The Opt i ons menu on the CDE login screen alows you to select an alternative type of session:
afail-safe session. You can also select the language for your session. To log into and out of a
fail-safe session, select Sessi on from the Opt i ons menu and then choose Fai | saf e

Sessi ontologin. A fail-safe session isasimple session that starts Mot i f and an ai xt erm
window.

Y ou can log into a non-desktop environment by selecting Command Li ne Logi n from the

Opt i ons menu. Logging in thisway temporarily terminates the X server and provides access to
the system viathel ft . Logging out of thel ft (typingexit at thecommand line) restarts the
X server.

L ogout

To log out of the destkop, choose Log out . . . fromtheWr kspace Menu or click onthe
Exi t control located next to the workspace buttons in the Front Panel. Tolog out of an | f t
session, typeexi t or | ogout at the command line.

User Attributes

AlX maintains several databases containing user information that the system administrator can

ater to fine-tune security and meet the requirements of his or her local site. These databases take

the form of ASCII files containing stanzas of information for each user. Stanzas labeled

“default” contain values used by thieuser command when creating a new user. For example,
when using SMIT to create a user (fastpatht nkuser) you see a list of the attributes that
can be set:
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Add a User

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[ TOR] [Entry Fields]

* User NAME [1
User ID [ #
ADM NI STRATI VE USER? fal se +
Primary CGROUP [ +
G oup SET [1 +
ADM NI STRATI VE GROUPS [ +
Anot her user can SU TO USER? true +
SU GROUPS [ ALL] +
HOMVE directory [1
Initial PROGRAM [
User | NFORMATI ON [
EXPI RATI ON dat e ( MVDDhhnmyy) [ 0]
I's this user ACCOUNT LOCKED? fal se +
User can LOG N? true +
User can LOd N REMOTELY? true +
Al l owed LOE@ N TI MES [1
Nunmber of FAILED LOG NS before [ 0] #

user account is |ocked

Logi n AUTHENTI CATI ON GRAMVAR [ conpat ]
Valid TTYs [ ALL]
Days to WARN USER before password expires [ 0] #
Password CHECK METHODS [1
Passwor d DI CTI ONARY FI LES [
NUVBER OF PASSWORDS before reuse [ 0] #
WEEKS bef ore password reuse [ 0] #
Weeks between password EXPlI RATI ON and LOCKOUT [-1]
Password M N. AGE [ 0] #
Password M N. LENGTH [ 0] #
Password M N. ALPHA characters [ 0] #
Password M N. OTHER characters [ 0] #
Password MAX. REPEATED characters [ 8] #
Password M N. DI FFERENT characters [ 0] #
Passwor d REG STRY [1
MAX. FILE size [ 2097151] #
MAX. CPU tine [-1]
MAX. DATA segnent [ 262144] #
MAX. STACK si ze [ 65536] #
MAX. CORE file size [ 2048] #
File creation UVMASK [022]
AUDI T cl asses [ +
TRUSTED PATH? nosak +
PRI MARY aut henti cati on net hod [ SYSTEM
SECONDARY aut henti cati on met hod [ NONE]

The attributes listed above are stored in a series of files:
/ et c/ passwd Contains the basic attributes of users
/' etc/ group Contains the basic attributes of groups

I etc/security/ user Contains the extended attributes of users




letc/security/limts Contains the process resource limits of users
letc/security/laslog Contains the last login attributes for users

lusr/lib/security/nkuser. defaul t Contains the default values for user accounts

You can use SMIT to view or change user attributes, or you can usethel suser or chuser
commands. You can add or remove auser using SMIT or thermkuser and r nuser commands.
For example, to list the attributes of the user nan in stanza format:

# | suser -f nan

nan:
i d=201
pgr p=roberts
groups=roberts, st af f
home=/ hone/ nan
shel | =/ usr/ bi n/ ksh
| ogi n=f al se
su=f al se
rlogi n=true
daenon=t r ue
adm n=f al se
sugroups=ALL
adngr oups=
t pat h=nosak
ttys=ALL
expi res=0
aut h1=SYSTEM
aut h2=NONE
umask=22
SYSTEM-conpat
| ogi ntimes=
| oginretries=0
pwdwar nt i me=0
account _| ocked=f al se
m nage=0
maxage=0
maxexpi red=-1
m nal pha=0
m not her =0
m ndi ff=0
maxr epeat s=8
m nl en=0
hi st expi re=0
hi st si ze=0
pwdchecks=
dictionlist=
fsize=2097151
cpu=-1
dat a=262144
stack=65536
cor e=4096
rss=65536
time_last_| ogi n=839042643
tty last_|ogin=/dev/pts/O
host _| ast | ogi n=hpubvwa. nsr. hp. c
unsuccessful _| ogi n_count =0

To changenan’s SYSTEM attribute fromconpat to NONE:
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# chuser SYSTEMENONE nan
To see the change made by the previous command by displaying only the SYSTEM attribute:

# | suser -a SYSTEM nan
nan SYSTEM=NONE

Normally a user is authenticated by two files: / et c/ passwd, which verifies the account, and

/ etc/ security/ passwd, which contains the encrypted passwords and other security-related
data. Animportant user attribute in user authentication isthe SYSTEM attribute. This attribute
may be set to one of the following:

« DCE - Users authenticated by means of the Distributed Computing Environment

» compat - Users authenticated by the local password files first and then, if necessary, by
Network Information Services (NIS) second.

» files- Users authenticated by local files only.
»  NONE - No authentication takes place.

Note that avalue of NONE for the SYSTEM attribute will turn off authentication for a user, even
if thereis still an encrypted password for that user in / et ¢/ securi t y/ passwd.

HP-UX 10

VUE

The process described below is more accurately described as the HP VUE login process. VUE is
HP’s Visual User Environment, a graphical user interface for HP-UX. If you were to login to a
non-Windows console or were tel net from another machine to an HP-UX system, the login
process would very much be the same as that of a typical UNIX system, which involves the

i nit,getty, andl ogi n programs. However, thet ¢/ i ni tt ab file of most HP machines

has HP VUE as part of the default run level; in other words, HP VUE starts by default. HP
VUE'’s login programyuel ogi n (which is a customized versionxadm), provides the same
functions as ni t , getty, andl ogi n, and does not normally read such fileg esc/ profil e

and. profile.

An abridged version of theuel ogi n process is as follows:
1. init startsvuel ogi n upon bootup.
2. vuel ogi n starts the X server.
3. vuel ogi n starts a newuel ogi n process for each display it manages.
4

The newuel ogi n invokesvuegr eet , which displays the login screen and handles the
user’s interaction with the login screen.

5. When a user logs in to theegr eet display,vuel ogi n runs
/usr/vuel/ config/ Xstart up if it exists, sets certain environment variables to default
values, rung usr/ vue/ confi g/ Xsessi on, which in turn read$HOVE/ . vueprofil e
and invokes the session manageksessi on.

6. Normally, a user'$HOVE/ . pr of i | e file is not read unless you uncomment the
following line in SHOVE/ . vuepr ofi | e:



# VUE=true: export VUE; . $HOVE/ .profile; unset VUE # sh, ksh

Alternative Login Methods

The Opt i ons menu on the HP VUE login screen allows you to select several aternative types of
sessions, such asHP VUE Lite, or afail-safe session. Y ou can also select the language for your
session.

If you choose not to use HP VUE, you can select Opt i ons from the login window menu and No
W ndows from the VUE login screen, at thistime. In that case, enter your login name and
password after the appropriate prompts.

To log into and out of afail-safe session, select Fai | - saf e from the Opt i ons menu and log in.
A fail-safe session is a simple session that starts the Workspace Manager and a single terminal
window. It isuseful when you need accessto asingle Terminal Emulator window to execute
several commands before logging into an HP VUE session.

L ogout

Tolog out if you arein an HP VUE session, choose the logout control on the Front Panel, use the
log out control to end the session, or choose Log out from the workspace menu. When you log
out of aregular HP VUE session, Session Manager saves information about your current session
so that it can be restored the next time you log in.

CDE on HP-UX

As stated earlier, beginning with HP-UX 10.10 users have a choice of which user interfaceto
use: either HP VUE or CDE. The Common Desktop Environment is nearly the same on both
AlX and HP-UX, but there is one notable exception. In AIX CDE startsby adirect call in to
/etc/rc.dt by/etc/inittab. INHP-UX/etc/inittab cals/sbin/rc,which startsthe
execution script dt when it enters run-level 3 (see Chapter 2).

A Comparison of HP VUE and CDE
The following tables summarize the differences between VUE and CDE.

User Differences Between HP VUE and CDE

Conponent HP VUE CDE
Fi | e Manager Actions nenu contains actions Sel ected menu contains actions
for selected file for selected file. Tree view

preference is enhanced.

Styl e Manager -- Screen di al og box provides
screen savers.

Front Panel -- Front Panel can be custon zed
usi ng pop-up nmenus and the
subpanel’s Install Icon control.

Hel p Manager Help volume and index for each Index is global for all help
help application volumes.
Application Personal, General, and Network Application Manager

Cont ai ner (s) Toolboxes
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Cal endar Not avail abl e Sets appoi ntnments. Cal endar
i nformati on can be shared
anongst mul tiple users.

Mai | er Default is elm Graphical mailer dtmail that

accepts attachnents.

Text editor

Default is HP VUE Text Editor
(vuepad) .

Default is CDE Text Editor
(dt pad).

Term nal emul at or

Default is hpterm

Default is dtterm

Logi n Manager

Graphical login screen with
| ogi n options.

One text box for nane and
passwor d.

Sessi on Manager

Current or hone session
restored. VUE-Lite sessions
avai |l abl e.

Current or hone session
restored. No Lite sessions.

Print Manager

Not avai |l abl e.

Di spl ays icon for each |ocal or
network printer. |cons are used
to print files and obtain
printer status.

File printing

Can print a file by dropping it
on a Front Panel printer
control .

Can print a file by dropping it
on a Front Panel Print control
or a printer iconin Print
Manager. Drag and drop to
printer controls always displays
a Print dialog box.

Trash Can Lists deleted files. Deleted files are represented as
icons. You can drag icons from
File Manager to the Trash Can
W ndow.

Wor kspaces Default number is six. Default nunmber is four. You add

wor kspaces using a pop-up menu.

Fil e Annotater

Fil e Annotater application.

Not avail abl e.

I con creation and
editing.

I con Editor (vueicon).

Icon Editor (dticon).

Cal cul at or

Not provi ded.

CDE Cal cul ator application.
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Conponent

HP VUE

CDE

Per sonal environnent

.vueprofile (.profile not
automatically read).

.dtprofile (.profile not
automatically read).

System w de environnent

[ usr/vue/ confi g/ Xsessi on

[usr/dt/config/ Xsession.d/*

Personal applications

Per sonal Tool box

Per sonal application groups
| ocated on application
search path.

System w de applications

Gener al Tool box

System w de application
groups | ocated on
appl i cati ons search path.

Net wor ked applications

Net wor k Tool box

Application groups from CDE
application servers
automatically added to

appl i cati on Manager.

Application integration
tool s

Not provi ded.

dt appi nt egrate.
to store desktop
configuration files for an
appl i cati on under one

| ocati on.

Al ows you

Action definition files

Uses new syntax and nami ng
convention (*.dt). Files
nust be con CDE dat abase
search path.

Filetype (data type)
definitions

Uses new syntax and nami ng
convention (*.dt). Files
nust be on CDE dat abase
search path.

Create Action application

Creates action definitions.

Creates action and data type
definitions.

Application preferences

For mailer, termnal,
editor, and printing. In
user-prefs.vf files.

For editor, termnal, and
trash. In user-prefs.dt
file.

Renpte application
i nvocati on

Uses subprocess control
daenon (spcd).

Uses subprocess control
daenon (dtspcd) and Tool Tal k
filenane databse server
daenon (rpc.ttdbserver).

Renpte application
aut hori zation

Aut omat i ¢ xhosti ng.

X mechani sm
($HOVE/ . Xaut hority)

Inter-Application Messagi ng
System

Br oadcase Message Server
(BVB)

TookTal k

Mount points

Assunmes /net. Can be
changed usi ng DTMOUNTPO NT
vari abl e.

Renpt e data Coul d use host nane:/path Mist use file system nane
synt ax. (for exanple,
/ nf s/ host nane/ pat h) .
Mai | infrastructure -- Desktop mail er uses
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sendmai | .

Renote printer access

Print Manager uses |Ip print

spool er.
Front Panel custom zation Definitions in vuewrc or New syntax. Uses all files
SyS. vuewnr c nane *.fp on database search
pat h.
I cons Bi t maps and pi xmaps in Bitmaps and pixmaps in same
different directories. directories. Files must be
Files must be on VUE icon on CDE icon search path.
search path. File Manager File Manager uses “medium”
uses “large” and “small” and “tiny” icons.
icons.
Col or pal ettes Style Manager lists personal Syle Manager lists personal,
and built-in palettes. system-wide, and built-in
paletees. Palett colors
used differently.
Col or usage Default uses eight color Default uses four color sets
sets for high-color displays for high-color displays.
Backdr ops Style Manager lists Style Manager lists
backdrops in one specified backdrops in multiple
location. specified locations.
Font s -- CDE generic font names

assigned to specific vendor
fonts.

Application resources

Changed using xrdb.

Session Manager reads

personal and system-wide
resource files.

Term nal custom zation

hpterm is a TermO-compatible
terminal that uses HP-
specific escape sequences.

dtterm is DEC VT220-
compatible terminal that
uses ANSI escape sequences.

General File Locations

Functionality

HP VUE Location CDE Location

Installed (Built-in) files lusr/vuel* [usr/dt/*
System w de custom zations letc/vue/* [etc/dt/*
Per sonal cusomi zati ons $HOME/.vue/* $HOME/.dt/*




Locations of Specific System-Wide Components

Functionality HP VUE Locati on

CDE Location

Deskt op application [ usr/vue/ bin
bi naries

[usr/dt/bin

Deskt op application [ usr/vue/ app-defaul ts
app-defaul ts

[usr/dt/app-defaults

Logi n Manager built- /usr/vue/config/* /usr/dt/configl/*
infiles
Logi n Manager / etc/vuel/ config/* /etc/dt/configl/*

system w de
custom zation

Logi n Manager [ usr/vue/ confi g/ Xresour ces /etc/dt/config/ $LANG Xr esour ces
resour ces
Sessi on $HOVE/ . vueprofile $HOVE/ . dt profile

custom zati on script

System wi de / etc/vue/ confi g/ Xsessi on /etc/dt/configl/ Xsession.d/*
cust om zation

scripts / etc/vuel/ confi g/ Xessi on. d/*

Built-initial [ usr/vue/ confi g/ sys.* /usr/dt/config/ $LANG sys. *
sessi on

Systemw de initial / etc/vuel/ config/sys.* /etc/dt/config/ $LANG sys. *
sessi on

Saved sessions $HOVE/ . vue/ sessi ons $HOMVE/ . dt / sessi ons

Di spl ay- dependent $HOVE/ . vue/ di spl ay/ * $HOVE/ . dt/ di spl ay/ *

Lite sessions $HOVE/ . vue/ sessions/lite/* Not avail abl e

Session error |og $HOVE/ . vue/ errorl og $HOMVE/ . dt/errorl og

Built-in |cons [ usr/vuelicons/* /usr/dt/appconfig/icons/ $LANG
System w de icons /etc/vuelicons/* / etc/ dt/appconfig/icons/ $LANG
Personal icons $HOVE/ . vue/ i cons/ * $HOVE/ . dt /i cons

Built-in ac, data [ usr/vuel/types /usr/dt/appconfig/types/ $LANG
types

System w de action [ usr/vue/ config/types / etc/ dt/appconfig/types/ $LANG
Personal acti ons, $HOMVE/ . vue/ t ypes $HOVE/ . dt/ types

data types

Exported acti ons, / et c/vue/ confi g/ export / etc/ dt/appconfig/types/ $LANG
data types

Appl i cation / etc/vue/types/user- /usr/dt/appconfig/types/ $LANG user -

pref erences prefs. vf

prefs. dt
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Application groups

Not avail abl e

/usr/dt/appconfi g/ appmanager / $SLANG
/ et c/ dt/ appconfi g/ appmanagr e/ $LANG

$HOVE/ . dt / appnanager / $LANG

Built-in help vol une
files

[ usr/vue/ hel p/ SLANG *

[ usr/dt/appconfi g/ hel p/ $LANG

System w de hel p
volune files

/ et c/ dt/ appconfi g/ hel p/ $LANG

Personal help volume -- $HOVE/ . dt/ hel p

files

Built-in Front Panel /usr/vue/ config/sys.vuewnrc /usr/dt/appconfig/types/ $LANG dtwm fp
definition

System w de Front /etc/vuel/ configl/sys.vuewrrc /etc/dt/appconfig/types/ $SLANG *.fp
Panel definition

Personal Front Panel $HOVE/ . vue/ vuewnr ¢ $HOVE/ . dt/ types/ *.fp

definition

Built-in w ndow /usr/vue/ config/sys.vuewnrc /usr/dt/config/ $LANG sys. dtwnrc
manager

configuration

System w de wi ndow /etc/vuel/ configl/sys.vuewrrc /etc/dt/config/ SLANG sys. dtwnrc

manager
configuration

Per sonal wi ndow
manager

configuration

$HOVE/ . vue/ vuewnr ¢

$HOVE/ . dt / dtwnr ¢

Summary

Logging into AlX and HP-UX systemsis pretty much the same, now that the Common Desktop
Environment has arrived. The biggest difference between the two with regard to users centers
around AlX’s system of user attributes and the ugesot/ security/ passwd. Also, the
default login shell ig usr/ ksh on AIX and/ usr/ bi n/ sh (POSIX shell) on HP-UX. Also, in
HP-UX’'s SAM program there is the ability to create NIS users as well as local users.
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4. Devices

AlIX

I ntroduction

AlX manages devices in a hierarchical fashion, where devices are grouped according to common
characteristics. At thetop of the hierarchy are f uncti onal cl asses, devicesthat perform the
same basic function. For example, adapters of al types are part of the adapt er functional class.
Standard input/output adapters and microchannel adapters are examples of devices that belong to
the next class, f unct i onal subcl asses, devicesthat can be grouped more specifically
according to function. Standard input/output adapters belong to the si o functional subclass,
and microchannel adapters belong to the nca functional subclass. Finally, you have the devi ce
t ype class, devices that can be identified by model and manufacturer. For example, within the
si o functional subclass are 8f ba (standard SCSI 1/O controller), f da_2 (standard I/O diskette
adpater), and i ent _6 (integrated Ethernet adapter) device types, among others. Within the nta
functional sublcass can be found the si o_2 (standard 1/0O planar) device type. The command
below illustrates this device hierarchy:

# lsdev -C -F "class subcl ass type description" | sort

adapt er buc 4006 GXT150L Graphi cs Adapter

adapt er nca sio_2 Standard 1/ 0O Pl anar

adapt er sio 8f ba Standard SCSI 1/0O Controller
adapt er sio fda_2 Standard |/ O Di skette Adapter
adapt er sio ient_6 I ntegrated Ethernet Adapter
adapt er sio keyboard_2 Keyboard Adapter

adapt er sio nouse Mouse Adapter

adapt er sio ppa Standard I/0O Parallel Port Adapter
adapt er sio sla Standard I/0O Serial Port 1

adapt er sio s2a Standard I/0O Serial Port 2

adapt er sio tablet_2 Tabl et Adapt er

aio node aio Asynchronous |1/ 0O

bus sys nca M crochannel Bus

cdrom ScSi scsd SCSI Multinedia CD-ROM Drive

di sk scsi 2000nb 2.0 GB sCsl Disk Drive

di skette si of d fd Di skette Drive

i f EN en Standard Et hernet Network Interface
i f EN i e3 | EEE 802.3 Ethernet Network Interface
i f LO lo Loopback Network Interface

i opl anar Sys i opl anar_2 1/ O Pl anar

keyboard std_k kb101 United States keyboard

I ft node I ft Low Function Term nal Subsystem
| ogi cal _vol une |vsubcl ass | vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass | vtype Logi cal vol ume

| ogi cal _vol une |vsubcl ass | vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass |vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass | vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass |vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass |vtype Logi cal vol unme

| ogi cal _vol une |vsubcl ass |vtype Logi cal vol unme

| ogi cal _vol une vgsubcl ass vgtype Vol une group

I vm I vm | vdd LVM Devi ce Driver

menory sys si mm 32 MB Menory SI MW

menory sys si mm 32 MB Menory SI MW

menory sys si mm 32 MB Menory SI MW

menory sys si mm 32 MB Menory SI MW

nouse std_m nse_3b 3 button nouse

pl anar sys syspl anar3 System Pl anar

processor sys procl Processor



pty pty pty Asynchr onous Pseudo- Ter m nal

rcm node rcm Renderi ng Context Manager Subsystem
sys node sysl Syst em Obj ect

sysunit sys sysunit System Uni t

t ape scsi 8mmbgb 5.0 GB 8mm Tape Drive

tcpip TCPI P i net I nternet Network Extension

Lower levels have dependencies on higher levels. For example, the 8mmbghb device type depends
on the configuration of the scsi functional sublcass. The hierarchies and dependencies of
devicesin AlX are maintained by Object Data Manager (ODM) databases.

Object Data Manager

The ODM manages object-oriented databases of system information. Among the databases it
manages is that of device configuration. This database is made up of two object classes: the
predefi ned object classand the cust oni zed object class. The predefined object class
contains configuration information for all possible devices supported by Al X, and the customized
object class contains information for devices actually on the system.

Object Classes

Anobj ect cl ass isacollection of objects with the same definition. Object class definitions
resemble C language structures and are found in the / et ¢/ obj r epos (short for object
repository) directory or in the directory specified by the ODVDI R variable. For example, the
object definition for customized devices attached to the system isfound in

/ et c/ obj repos/ CudDv and can be abtained by typing the odnshow command.

# odnmshow CuDv
class CuDv {
char nane[ 16];
short status;
short chgst at us;
char ddins[16];
char | ocation[16];
char parent[16];
char connwhere[ 16] ;
| ink PdDv PdDv uni quetype PdDvLn[ 48];

b
Each of theitemsin the CuDv object class definition is a descriptor. When an object is added to
the CuDv object class, values are associated with each of the descriptors. For example, a SCSI
hard disk with alocation code of 00- 00- 0S- 00 would have this code stored inthe | ocat i on
descriptor.

Objects

Anobj ect isanitem that belongsto an object class. Each object has a set of configuration
parameters corresponding to the descriptors in the object class definition. For example, to see
the objects and their associated values that make up the CuDv object class, type:

# odnget CuDv
Among the stanzas in the output, you would likely see the following:

CuDv:
name = "hdi sk0"
status = "1"
chgstatus = "2"
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ddi ns = "scdi sk"

| ocati on = "00-00-0S-00"
parent = "scsi 0"

connwhere = "00"

PdDvLn = "di sk/scsi/1000nmb"

Each of the above lines corresponds to the CuDv object class definition. Thelast lineis
important in that it illustrates the hierarchical classification of devices. As stated earlier, the
ODM database consists of more than device data, but within the realm of devicesthereis similar
“class” terminology, which can be confusing at times. In the last line above, for exdimple,
is the functional classcsi is the functional subclass, ah@00nb is the device type.

Adding Supported Devices

Adding and removing devices requires manipulating the device configuration database via the
ODM, a daunting task. If you use AIX device management commandsktike, r ndev,

| sdev, | sattr, andchdev you need to be familiar with these class concepts and the ODM.
However, two tools can greatly simplify the task: thgnmyr command and SMIT.

cfgmgr

Thecf gnmgr command, also known as the Configuration Manager, automatically configures
devices on the system. It runs twice at system boot and can be run at the command line as well.
When invokedcf gngr reads rules from théonf i g_Rul es object class. These rules are
commands that configure devices and make them available for use by creating device files and
installing drivers. To see what these rules are, usedimget Confi g_Rul es command.

Thus one way of adding, say, an 8mm, 5GB SCSI tape drive is to:
1. Power down the system
2. Connect the drive
3. Power-on the drive
4. Boot the system

During system bootf gngr will recognize the new device and configure it for use. If you type
the following command, you will see that the drive is recognized:

# lsdev -C -c tape
rm O Available 00-00-0S-1,0 5.0 GB 8nm Tape Drive

The term “Available” refers to the tape drive’s state. A device has one of three states:

undef i ned, defi ned, oravai | abl e. If the tape drive iandef i ned, it has not been

configured bycf gngr . If it is def i ned, its configuration data is recorded in the customized
database, but the device is not available for use. Once a defined device is bound to the kernel it
is in theavai | abl e state.cf gmgr will make sure your device is defined and then made

available.

cf gngr can also be run at the command line. If you add a device, such as the above tape drive,
to a running system (even if it is a SCSI device), you have to rwi ¢mgr command to make

it available. Also, if you have an available but powered-down device when you reboot, the

cf gmgr during bootup will set the device talaf i ned state. To make it available, power-on

the device and rerun tleé gngr command.



Adding a DeviceUsing SMIT

Y ou can attach a device to the system, power it on, and then use SMIT to configureit. To do so,
justtypesmit devi ce at the command line. You will seethe following:

Devi ces
Move cursor to desired itemand press Enter.

Install/Configure Devices Added After |PL
Printer/Plotter

TTY

Asynchronous Adapters

PTY

Consol e

Fi xed Di sk

D sk Array

CD ROM Dri ve

Read/ Wite Optical Drive

Di skette Drive

Tape Drive

Comuni cati on

Graphi ¢ D spl ays

Graphi ¢ I nput Devices

D sk Array

CD ROM Dri ve

Read/ Wite Optical Drive

Di skette Drive

Tape Drive

Communi cati on

Graphi ¢ D spl ays

Graphi ¢ I nput Devices

Low Function Term nal (LFT)
SCSI Initiator Device

SCS| Adapt er

Asynchronous 1/ 0

Mul tinedi a

Li st Devi ces

Install Additional Device Software

Just select the item you wish to add and press Ent er . If you were to add the example 8mm tape
drive to the system this way, you would select Tape Dri ve. The next screen would look like
the following:

Tape Drive
Move cursor to desired itemand press Enter.

List Al Defined Tape Drives

List Al Supported Tape Drives

Add a Tape Drive

Change / Show Characteristics of a Tape Drive
Rermmove a Tape Drive

Configure a Defined Tape Drive

Generate Error Report

Trace a Tape Drive
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Select Add a Tape Drive. You will then be presented alist of supported tape drives,
something similar to the following:

Tape Drive Type
Move cursor to desired itemand press Enter.

1200nb-c scsi 1.2 GB 1/4-Inch Tape Drive
150nDb scsi 150 MB 1/4-1nch Tape Drive
3490e scsi 3490E Aut ol oadi ng Tape Drive
4m2gb scsi 2.0 GB 4nmm Tape Drive

4m4igb scsi 4.0 GB 4mm Tape Drive

525nb scsi 525 MB 1/4-1nch Tape Drive
8nmm scsi 2.3 GB 8mm Tape Drive

8mbgb  scsi 5.0 GB 8mm Tape Drive

8mmvgb  scsi 7.0 GB 8mm Tape Drive

9trk scsi 1/2
ost scsi Oh

inch 9-Track Tape Drive
er SCSI Tape Drive

Thislist comes from the predefined device object class. If you are adding anon-IBM SCSI tape
drive, chooseost scsi Qther SCSI Tape Drive. Infact, any timeyou add an non-IBM
SCSI device of any kind, thereis always ageneric SCSI option in SMIT for you to use. For our
example, we will choose 8mrbgb scsi 5.0 GB 8nm Tape Drive. Thiswill produce a
dialog asking to choose a parent adapter:

Par ent Adapter
Move cursor to desired itemand press Enter.

scsi 0 Avail abl e 00-00-0S Standard SCSI /O Controller

Unless you have more than one adapter, you would choose scsi 0 Avai | abl e 00- 00- 0S
Standard SCSI 1/O Controller.

Finally, you will get the following screen:

Add a Tape Drive

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]

Tape Drive type 8mbgb
Tape Drive interface scsi
Descri ption 5.0 GB 8nmm Tape Drive
Parent adapter scsi 0

* CONNECTI ON addr ess [1 +
BLOCK si ze (O=vari abl e | ength) [ 1024] +#
Use DEVI CE BUFFERS during wites yes +
Use EXTENDED file marks no +
DENSI TY setting #1 140 +
DENSI TY setting #2 20 +
Use data COVPRESSI ON yes +




Here the only required entry isthe CONNECTI ON addr ess, which isyour SCSI address. Other
parameters you can change as needed. Herein isthe advantage of adding a device through SMIT:
you can customize your configuration. Otherwise, using cf gngr will add the device with default
attributes. If the tape drivein this exampleisset to SCSI ID 6, you would enter 6,0 in the
CONNECTI ON addr ess field.? Pressing the Ent er key at this point will execute the nkdev
command and this will configure the drive to an available state.

Adding Unsupported Devices

The predefined object class supports all kinds of devices, most of which are IBM products.
However, it does contain generic device objects. To see alist of those objects, enter the
following command:

# lsdev -P | grep -i other

printer osp rs232 O her serial printer

printer osp rs422 O her serial printer

printer opp paral | el O her parallel printer

t ape ost scsi O her SCSI Tape Drive

cdrom oscd Scsi O her SCSI CD-ROM Drive
cdrom scsd sScsi O her SCSI CD-ROM Drive

di sk osdi sk Scsi O her SCSI Disk Drive

di sk scsd Scsi O her SCSlI Disk Drive

rwopt i cal osond scsi O her SCSI Read/ Wite Optical
rwopt i cal scsd scsi O her SCSI Read/Wite Optical

If your deviceis not part of the predefined object class and closely resembles one of the above

objects, then using one of them when adding a device through SMIT may very well work. Often

cf gmgr will do just that when it encounters an unknown device. However, if this doesn’t work
you have no choice but to modify the predefined object database, write the necessary device
methods, write a device driver (if necessary), and install the software to support the driver.
ConsultKernel Extensions and Device Programming Concepts for more information.

Removing Devices

When you physically remove a device from the system or power it off and leavecftgffyr
resets the device statedef i ned the next time a reboot occurs in case you want to reattach it
later. If you want to set the device statelédi ned without rebooting the system, use the
rmdev command. The syntax of thedev is:

rndev -1 Nane

Nane is the logical name of the device. To find the logical names of the customized devices, use
thel sdev - Ccommand. The first column of this command’s output is the logical names of the
devices. Thus, to remove our example 8mm drive you type:

# rndev -1 rntO

This keeps thent 0 device configuration information in the customized database but sets its
state tadef i ned. To remove the drive entirely from the customized database, type:

# rndev -d -1 rmO

The form of x,y for the address is x being the SCSI ID and y being the logical unit number (LUN).
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The above can be done through SMIT. Justtypesnit devi ce, select your device, and then
choose the appropriate menu selection to remove it. Y ou will be prompted as to whether or not
you want to keep the device in the customized database.

HP-UX

Device Files Introduction
For a peripheral deviceto work in HP-UX 10, the following must be true:

» Thedevice must be connected to the computer and turned on.
»  The appropriate drivers must be part of the kernel.

» Thedrivers must be connected in the proper order.

« Atleast one device file must exist for the device.

Thisinformation also needs to be mapped in away that allows the kernel to associate a device
file with the appropriate hardware address and driver. When you configure system hardware you
inform the operating system what hardware is present. Much configuration is done automatically
when you boot the system. How much you actually have to do depends on whether the deviceis
autoconfigurable and whether the driver is present in the currently running kernel. If neither is
the case, use SAM or HP-UX commands to add the device.

At system boot, the kernel performs several system initialization tasks, including probing all

hardware installed on the system. During the hardware probe, the kernel identifies all devices—
buses, channel adapters, device adapters, and external devices—that can be autoconfigured. The
kernel binds an appropriate driver to each device detected at a specific hardware address. This
only happens for autoconfigurable devices.

After completing system initialization tasks, including hardware probing, the kernel invokes the
i nit command.i nit reads théetc/inittab file and invokes several system startup
commands listed in the file, includirgbi n/ i oi ni t rc. This command usually staitsi ni t ,
which does several things:

« Reads the contents of thet ¢/ i oconfi g file and transfers device binding information
found there to the kernel data structuies,t r ee.

- Executes nsf, which creates device files, if necessary.

All Hewlett-Packard peripheral devices supported by HP-UX 10 are automatically configurable.
Device files for devices or I/O cards are automatically created during the reboot process.

By convention device files are maintained in thiev directory. Some device files are found in

/ dev itself while others are grouped in its subdirectories. Device files defined in subdirectories
are grouped by device type (reel tape, cartridge tape, etc.) and by device class (block or
character). The following list shows some of the devices files and subdirectarigsvin



/ dev/ ac Block device files for magneto-optical drives

/ dev/rac Character device files for magneto-optical drives

/ dev/ dsk Block device files for disk sectionsand LVM disks

/ dev/rdsk Character device files for disk sections and LVM disks

I dev/vgnn Directory containing device files for logical volumesin avolume
group

I dev/ vgnnl | vol n Block device filesfor logical volumes

I'dev/vgnn/rivol n  Character devicefilesfor logical volumes

/ dev/ ct Clock devicefilesfor cartridge tape drives

/ dev/rct Character devicefiles for cartridge tape drives

/ dev/ nt Block device files for 1/2-inch reel and DDS tape

/ dev/rnt Character device filesfor 1/2-inch reel and DDS tape
/ dev/ ptym Master pseudo terminal device files

/ dev/pty Slave pseudo terminal device files

/ dev

All other device files, including those for terminals, modems, and
printers

Device File Naming Conventions

Disks

Within the / dev/ dsk and/ dev/ r dsk directories, the following naming convention applies:
/dev/[r]ldsk/cC TdO s 9]

where,

dsk
r

C

denotes the directory containing the block device files for disks
denotes the directory containing the character (raw) device filesfor disks

isthe controller, referencing the controller on the system to which the disk driveis
connected. This number will be the same for all disks connected to that controller.

isthe target number. On a SCS| bus, for example, each disk has its unique target number.

is the hardware device unit number. Thisis only important for disk/tape products that
have two or more devices with a shared controller. For products not on a shared
controller, the device unit number will always be 0. For products on shared controller the
numbers reference the internal number of the device units.

is the section number of the disk. By default, the insf command will not create device
files for all sections of a disk. If you don’t want to use the logical volume manager you
must create the device files for the diefferent disk sections manually with mksf.
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Examples

/ dev/ dsk/ cOt 6d0 Block special file for disk 6 on disk controller 0

I dev/ dsk/ cOt 6d0s1 Block special file for section 1 of disk 6 on disk
controller O

/ dev/rdsk/clt 5d0 Character specia filefor disk 5 on disk controller 1

LVM devices

The Logical Volume Manager alows you to partition disks in amanner similar to, but more
flexible than, disk partitioning. Using logical volumes you can combine one or more disks
(physical volumes) into avolume group, which is then subdivided into logical volumes.

Physical volumes

Physical volumes are identified by their device file names, for example/ dev/ dsk/ ¢5t 3d0 and
/ dev/ r dsk/ c5t 3d0 for disk 3 on disk controller 5. Note that there isablock devicefileand a
character or raw device file, the latter identified by thé “Which name you use depends on
what task you are doing with the disk.

Use a physical volume’s raw device file for these two tasks only:
« When creating a physical volume.
« When restoring your volume group configuration.

For all other tasks, use the block device file. For example, when you add a physical volume to a
volume group, you use the disk’s block device file for the disk, sutHeas dsk/ c5t 3d0.

Volume groups

By default directories for volume groups are numbergab, vg0l, ... vgnninthe order
they were created. These are regular directories, not device files.

Logical volumes

When assigned by default, these names take the form:
I devivgnn/ | vol n the block device file form

I dev/vgnn/r1vol n the character device file form
where,

nn is the number of the volume group

n is the number of the logical volume

When LVM creates a logical volume, it creates both block and character device files. LVM then
places the device files for a logical volume in the appropriate volume group directory. For
example, the default block name for the first logical volume created in volume\gyoup

would have the full path name:

/dev/vg01l/1vol 1



If you create alogical volume to contain raw data for a sales database, you might want to name it
using a non-default name:

/ dev/vg0l/sales_db_|v

After thelogical volume in the above example has been created, it will have two devicefiles:

/dev/vg0l/sales db |v the block devicefile
/ dev/vg0l/rsal es_db_lv the character, or raw, devicefile

9-Track Reel Tapesand DDS/DATS

Tape device files use the same mechanism to select the target as disk naming does. After
selecting the tape drive in the name, the options for this device are named. To simplify the use of
tape device file names, thei nsf command automatically creates more than one devicefile.
O-track reel tapes can be written with four densities: 800 bpi, 1600 bpi, 6250 bpi, and
compressed. DDS/DAT tape drives support only two different densities: compress or
noncompressed.

Tape device files take the following form:

/dev/[r]m/cQ TdO opti ons]
/dev/[r]m/ T options]

where,

c is the tape drive controller number

T isthe target number of the tape drive
D is the hardware device number

Optionsinclude:

BEST sets the best known options for this device, including hardware compression
on al devices supporiting compression

hf m | specifies the density at which the tape is to be written or read. | indicates
low density (800 bpi), mindicates medium density (1600 bpi), and h
indicates high density 6250 bpi).

n indicates that the tape will not be rewound or repositioned in any way when

the devicefileis closed
c indicates data compression

b indicates Berkeley-style access format when reading
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Examples
/dev/rnt/clt 0dOBEST Character device file for reading or writing a tape at best
density drive O on controller 1

/ dev/rnt/clt 0dOBESTnb Character device file for reading or writing atape at high
density with no rewind on close, Berkeley style

/dev/rmt/0m Character special file for reading or writing atape at medium
denisty with no rewind on close.

Terminals, Modems, and Printers

These device files have no subdirectory of their own and are kept in the / dev directory. They
have the following naming conventions:

/dev/tty QP
/dev/ttydQP
/ dev/ cul P
/ dev/ cua(P
/dev/lpC

where

C isthe controller unit number of the MUX card.

P isthe port number on the MUX card. Ports are numbered starting with O.

Printers are usually numbered starting at O or 1.

Examples

Idev/ttyOp3  Character device file for aterminal port on the first MUX at port 3

/ dev/ 1 p0 Character special file for the first printer (using a special printer card) added to
the system

Major and Minor Numbers

Special files are identified by their name and major and minor numbers. Y ou can look at this
information when you do along listing of the/ dev directory. Consider the following command
and its output:

# |s -1 /dev/console [/dev/*dsk

CrW - W - W 1 root sys 0 0x000000 Aug 15 16:11 /dev/console
/ dev/ dsk:

total O

brwr----- 1 bin sys 31 0x002000 Aug 11 11:50 cOt2dO
brwr----- 1 bin sys 31 0x005000 Aug 11 13:54 cO0t5dO
brwr----- 1 root sys 31 0x006000 Aug 11 11:56 cOt6d0
/ dev/ r dsk:

total O

CrwWr----- 1 bin sys 188 0x002000 Aug 11 11:50 cOt2d0
CrWr----- 1 bin sys 188 0x005000 Aug 11 13:54 cOt5d0
Crwr----- 1 root Sys 188 0x006000 Aug 11 11:50 cOt6do



Thefirst character of each lineidentifies the type of devicefile. A b denotes ablock device, and
ac indicates a character device. A block device transfers data a block at atime by using the
system buffers. A disk drive holding a mountable file system is an example of ablock device. A
character device reads or writes data one character at atime. Tape drives are usually character
devices. Some devices are capable of 1/0 in both block and character mode. Such devices
require two devicefiles: one for block and one for character mode. A hard disk is an example of
a device which uses both character and block devicefiles. For purposes of mounting the disk as
afile system, you will use the block devicefile. For purposes of accessing the disk for backups,
the character devicefileis used.

The major and minor numbers appear immediately before the date. The maj or nunber
identifies what kernel driver is being referred to by the device file. The value chosen for the
major number is based on both the device driver and on the access method (block or character).
For devices needing both a character and block devicefile, there are different character major
numbers and block major numbers. Y ou can usethel sdev command to list the device drivers
and their major numbers in the system. For example:

# | sdev
Char act er Bl ock Driver Cl ass

0 -1 cn pseudo

1 -1 asi o0 tty

3 -1 nm pseudo
16 -1 ptym ptym

17 -1 ptys ptys

46 -1 net di agl unknown
52 -1 | an2 I an

56 -1 ni unknown
60 -1 net man unknown
64 64 v [ vm

66 -1 audi o audi o
69 -1 dev_config pseudo
72 -1 cl one pseudo
73 -1 strlog pseudo
74 -1 sad pseudo
112 24 pfl op fl oppy
116 -1 echo pseudo
119 -1 dl pi pseudo
122 -1 i net_cots unknown
122 -1 i net_cots unknown
156 -1 ptm strptym
157 -1 pts strptys
159 -1 ps2 ps2
164 -1 pi pedev unknown
168 -1 beep graf _pseudo
174 -1 f r anebuf graf _pseudo
188 31 sdi sk di sk
189 -1 kl og pseudo
203 -1 sct | ct
207 -1 sy pseudo
216 -1 Cent | f ext _bus
227 -1 kepd pseudo
229 -1 ite graf _pseudo

Thefirst two columns list character and block major numbers respectively. A - 1 in either
column means that a major number does not exist for that type of driver. Note that in the
example above the SCSI disk driver (sdi sk) has both a character and a block major number.
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Thus along listing of the device filesfor such adisk at SCSI address 6 would look like the
following:

# 1s -1 [/dev/*dsk/cOt 6d0

/ dev/ dsk:

total O

brwr----- 1 root Sys 31 0x006000 Aug 11 11:56 cOt 6d0

/ dev/ rdsk:
total O
Crwr----- 1 root Sys 188 0x006000 Aug 11 11:50 cOt 6dO

The directory containing the block device file, with amajor number of 31, is/ dev/ dsk, and the
directory with the character devicefileinitis/ dev/ rdsk. (Theletter r is used here because
character mode is often referred to as “raw” mode; block mode is sometimes called “cooked”
mode.)

Themi nor nunber is an encryption of address and configuration information. It typically

defines one or both of the following: 1) the device’s physical address, and 2) operational
information, such as tape density or rewind options in the case of tape drives. Note that the
minor number and the device file name are similar. There is a reason for that, which brings us to
the next topic.

Creating Device Files

In most cases you dto not need to create device files. When HP-UX is first instalieds fthe
command creates devices files for all devices found by the system during its hardware probe.
Then each time the system is rebootedif creates device files for any new devices that have

been connected to the system. Hence, most devices you use will have a device file automatically
created for them at boot time.

There are times when you need to create device files manually, such as:
» To restore device files accidently deleted
« To override standard naming conventions

+ To create device files HP-UX cannot create



The mksf command

Thenksf command is used to create a device file if the device is already known to the system.
Optionsto/ shi n/ mksf include:

-d  Usethedevice driver specified. A list of device driversis obtained with the Isdev
command.

-1 Selects card instance

-C  Thedevice specified belongsto thisclass. The classis also obtained with the Isdev
command.

-H  Usethe hardware path specified. Hardware paths are obtained with the ioscan command.
-D  Override the default device installation directory and install in directory named
-r Create a character (raw) devicefile

-V Useverbose output

Examples

To create character devicefile / dev/ r nt / 1hn for a 6250bpi mag tape drive with a norewind
flag on card instance 1:

# nksf -d tape2 -1 1 -b 6250 -n -r /dev/rnt/1hn

To create adevice file name/ dev/ pr 6001pmfor an HP 2564B printer (operating with 600 lines
per minute):

# nksf -d Ipr2 -1 1 /dev/pr6001pm

To create adevicefile for adia-in terminal with CCITT protocol on port 5 of the first MUX:
# nksf -d mux -1 0 -p 5 -¢c -I

To create adevicefile named / dev/ pri nt er and map it to the line printer with card instance 2:
# nksf -C printer -1 2 /dev/printer

To create adevice file using the default naming conventions for the tape tape device at hardware
path 56/52.0.0 for raw mode, 1600 bits per inch, and no rewind of close:

# nksf -H 56/52.0.0 -r -b 1600 -n
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Theinsf command

Thei nsf command is used to create a device file if the device has not been assigned yet. It
creates the device file and a so obtains a card instance number for the device. Optionsto
/ sbi n/insf include:

-d  Usethedevicedriver specified. A list of devicedriversis
obtained with the | sdev command.

-C  Thedevice specified belongsto thisclass. Theclassisaso
obtained with the | sdev command.

-H  Usethe hardware path specified. Hardware paths are obtained
with thei oscan command.

-1 Selects card instance

-k Assign card instance numbers but do not create device file names
-e Createsdevicefilesfor existing devices

-f  Forces creation of devicefiles

-D  Override the default device installation directory and install
special filein directory

Withi nsf devicefiles can be made for al devices on your system. In addition, devicesfiles
can be made for just one particular device type (driver name) or just an individual device within
adevicetype. You cannot specify special optionswithi nsf . If you have some device that
requires special options, you need to use nksf after running i nsf .

Examples
Toinstall al device files needed for the devices on your system, simply type the following:

# i nsf

To add an additional disk with the card instance number 2, issue the following command:

# insf-evd discl -1 2

insf: Installing special files for discl instance O address 48.2
maki ng dsk/ cOt 2d0
maki ng rdsk/c020t0
maki ng di ag/ dsk/ c020t0
maki ng di ag/ rdsk/ c020t0
maki ng ct/c020t0
maki ng ct/cOt 2d0
maki ng ct/cOt 2d1
maki ng rct/c020t0
maki ng rct/cOt 2d1
maki ng di ag/rct/cOt2d0
maki ng diag/rct/cOt2dl



If you want to exented your system by adding a second multiplexer interface board at card
instance 1, issue the following command:

# insf -d nux0 -1 1

insf: Installing special files for nuxO instance 1 address 44
maki ng di ag/ nux1
making ttylpO ttylpl ttylp2 ttylp3 ttylp4d ttylpb
maki ng diag/ ttylp- ttylpl ttylp2 ttylp3 ttylp4 ttylp5

To create devicefilesfor al devicesof thetty class:
# insf -Ctty

To create devicefiles for the device at address 4.2.0:
# insf -H4.2.0

mksf v. insf

Thenksf command creates only one device file for adevice. Usenksf to create asingle device
file that does not use standard naming conventions and to create devicefilesthat i nsf could not
create.

Thei nsf command automatically creates default device files for al new devices and also
assigns card instance numbers at boot time. Usei nsf to create multiple device files at one time
using standard naming conventions.

Modifying the Kernel in Order to Add a Device

For most systems, the default kernel configuration is sufficient and you will not have to modify
the kernel configuration in order to add adevice. However, kernel drivers such ascs80 (CS80
disk driver) and hshpi b (high-speed HP-1B device driver) are not included in the default
configuration. These drivers are needed for the optional EISA HP-1B card and its peripherals
(for example, to communicate with an HP-IB DDS-format drive). To configure them, you must
rebuild the kernel.

Rebuilding the Kernel Manually

Below is the basic procedure for manually rebuilding the kernel. For more detailed information
see chapter 1 of HP-UX System Administration Tasks.

1. Change directory to the build environment (/ st and/ bui | d). There, execute a system
preparation script, syst em prep. syst em pr ep writes asystem file based on your
current kernel in the current directory. (That is, it creates / st and/ bui | d/ syst em)
The - v provides verbose explanation as the script executes.

# cd /stand/build
# /usr/|bin/sysadm systemprep -v -s system
2. Editthe/ st and/ bui | d/ syst emfile to add the absent driver(s).

3. Build the kernel by invoking themk_ker nel command. This creates
/st and/ bui | d/ vmuni x_t est , akernel ready for testing.

# [usr/sbin/nk_kernel -s system
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Save the old system file and kernel by moving them. Thus, if anything goes wrong, you
still have a bootable kernel.

# mv [/ stand/ system /stand/ system prev
# mv /stand/ viuni x /stand/ viuni x. prev

Move the new system file and new kernel into place, ready to be used when you reboot
the system.

# mv /stand/ buil d/ system /stand/system
# mv [/ stand/ buil d/vrmuni x_test /stand/ vmuni x
Shut down and halt the system using the / usr / sbi n/ shut down - h command.

When HALTED, you may cycle power appears on the screen, turn off the computer and
unplug the power cord. Thisisrecommended for al devices; for SCSI devices and
interface cards, it is required.

Install the peripheral device, following directionsin the supplied hardware
documentation.

Power on the peripheral devices and wait for them to signal ready; then power on the
computer system, which will cause your system to reboot. As HP-UX reboots, it will
create the device special files required by the new peripheral device in the appropriate
/ dev directories.

Using SAM to Rebuild the Kernel

To use SAM to reconfigure the kernel, log in as the superuser, ensure you are logged on to the
machine for which you are regenerating the kernel and:

1.
2.
3.

Start SAM.

Select the Ker nel  Confi gur ati on menu item.

Select Dri vers. Thefollowing information is provided:
« Nameof thedriver

e Current state of the driver: whether itisIn or Out of / st and/ viuni x. In meansthe
driver is part of the kernel. Out means the driver is not part of the kernel.

» Pending state of the driver: whether it isIn or Out of the kernel to be built. In means
the driver is pending to be part of the kernel. Out meansit is pending to be removed
from the kernel.

»  Description of the driver
Using the Act i ons menu, select one of the drivers and add or removeit.
Select Create a New Ker nel fromtheActi ons menu.

When the new kernel has been created, you will be given the choice of moving the kernel
into place and rebooting the system immediately, or exit without moving the kernel into
place.



Summary

Regardless of how device files are created, both AIX and HP-UX use device filesin the same
way. Thesefilesare speciad filesthat provide user-level accessto device drivers, so commands
liket ar can be used to read to and write from tape drives. For example, in AlX you can archive
filesin the/ hone directory to tape by typing:

# tar -cvf /dev/rnt0 /hone
Or in HP-UX:
# tar cvf /dev/rnt/Om/hone

All you have to do is remember the locations of the device files on the respective systems. The
following tables will help you do that for the most commonly used devices.

AIX File System Device Files

/ dev/ hdl / dev/ rhdl
/ dev/ hd2 [ dev/ rhd2
/ dev/ hd3 / dev/ rhd3

/ dev/ hd* / dev/ hd*

HP-UX File System Device Files

/ dev/ dsk/ cOt 0d0 / dev/ rdsk/ c0t 0dO
/ dev/ dsk/ cOt 1d0 / dev/ rdsk/ cOt 1d0
/ dev/ dsk/ cOt 2d0 / dev/ rdsk/ cOt 2d0

/ dev/ dsk/ cOt *dO / dev/ rdsk/ cOt *d0O




Al X Tape Drive Device Files

File Meani ng

/dev/rm* Rewi nd on
/dev/rmt*. 1 No rew nd
/dev/rm*.2 Rewi nd on
/dev/rmt*.3 No rew nd
/dev/irm*.4 Rewi nd on
/dev/rm*.5 No rew nd

/dev/rm*.6 Rewi nd on

/dev/rnt*.7 No rew nd

cl ose, no retension on open, high density
on cl ose, no retension on open, high density
cl ose, retension on open, high density

on cl ose, retension on open, high density

cl ose, no retension on open, |ow density

on cl ose, no retension on open, |ow density
cl ose, retension on open, |low density

on cl ose, retension on open, |ow density

HP-UX Tape Drive Device Files

File

Meani ng

/dev/rnt/*m

/dev/rnt/*nb

/dev/rnt/*m

/dev/rnt/*mb

/ dev/rnt/cOt *dOBEST

/ dev/ rnt/cOt *dOBESTb

/ dev/rnt/cOt*dOBESTn

/ dev/rnt/cOt *dOBESTnb

AT&T best density avail able

Ber kel ey best density avail able

AT&T no rewi nd best density avail abl e
Berkely no rewi nd best density avail able
AT&T best density avail able

Ber kel ey best density avail able

AT&T no rewi nd best density avail abl e

Ber kel ey no rewi nd best density avail abl e

Devices

For AT& T-style devices the tape is positioned after the EOF following the data just read. For
Berkeley-style devices, the tape is not repositioned in any way.

AlX Floppy Drive Device Files

|

|/dev/fd0 [ dev/rfd0 |

HP-UX Floppy Drive Device F

iles

| Bl ock Char act er |

| / dev/ f| oppy/ cOt 1d0

/ dev/rfl oppy/cOt 1d0 |
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5. Disks and File Systems

Directory Structures

Directories common to both AlX and HP-UX

Directory Pur pose

/ dev Used for special files for |ocal devices.

letc Cont ai ns host-specific systemand application configuration files
inportant to the correct operation of the system Mst conmmands
previously located in /etc can be found in /usr/sbin.

/ export Used to support diskless file sharing. Servers export root
directory hierarchies for networked clients.

/ hone User files and directories. In previous versions of Al X and HP-UX

this was /u and /users, respectively.

/1 ost +f ound

Contains files |ocated by fsck.

/ imt Reserved narme for nount points for local file systens.

/sbin Commands and scripts essential to boot the system and nount the
fusr file system In Al X nost comrands used in a boot reside in
nenory, so /shin contains very few commands. |In HP-UX, /sbin
contains quite a bit of stuff, including duplicates of comuands
found in /usr/bin and /usr/sbin and files needed to shut down a
system

/tnp System generated tenporary files.

[ usr The bul k of the operating system including coomands, |ibraries,
and docunentation. The /usr file system contains only shareable
operating systemfiles, such as executabl es and ASCl |
docunentation. Miltiple systens of conpatible architectures shoul d
be able to access the sane /usr directories.

/usr/bin Commonly used commands. In both operating systens /binis a
synbolic link to here.

/usr/ccs For HP-UX the minimal C conpiler is |ocated here. For AlX

contai ns unbundl ed devel opnent package binari es.

/usr/include

Header files.

[usr/lbin Backends to commands in the /usr hierarchy.

lusr/lib Holds libraries. /libis nowa link to this directory in both
operating systens.

lusr/sbin System admi ni stration conmands.

/usr/share

Architecture-independent shareable files.

/usr/share/dict

spell and ispell dictionaries. |In AIX /usr/dict is a synmbolic |ink
to this directory.




[ usr/ shar e/ man man pages. In AIX /usr/man is a synbolic link to this directory.

/var Mul ti purpose |og, tenporary, transient, variable sized, and spool
files.

/var/adm Common administrative files, logs, and databases. /usr/adm is a

link to here in both operating systens.

[ var/ preserve

Files preserved by vi. |In both operating systens /usr/preserve is
a synmbolic link to /var/preserve.

/ var/ spool Host - specific spool files. |In both operating systens /usr/spool is
alink to here.
/var/tnp User tenporary files generated by commands in the /usr hierarchy.

Bot h operating systems have synbolic links from/usr/tnp.

Al X-only Directories

Directory Pur pose
/tftpboot Boot images and information for diskless clients.
/usr/lpp Optional applications.

/var/ spool / mai |

Mai | spool directory. /usr/nail is a synmbolic link to here.

lusr/lib/lpd

Programs and configurations for Al X printing.
here.

fusr/lpdis alink to
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Directory

Pur pose

/ et c/ opt

Applications will store application-specific, host-specific
configuration data under /etc/opt/application.

/etc/rc.config.d

Configuration data files for startup and shutdown scripts.

/ opt

Optional applications.

/sbin/init.d and

Al rc scripts used to start up and shut down various

/sbin/rc#.d subsyst emns.
/ stand System specific kernel configuration and binary files.
/ usr/ conf Shar eabl e kernel build environnent.

lusr/contrib

Contri buted software.

/usr/local

Site-specific files, including binaries, libraries, sources,
and document ati on.

/usr/ newconfig

Default operating system configuration data files.

/usr/old Used for host custom zation during an operating system update.
Systemfiles replaced by files in /usr/newonfig will be noved
here.

/var/ nai | Mail spool directory. /usr/mail is a synbolic link to this
directory.

AlIX File Systems

Logical Volume Manager

Before you can understand the way in which AlIX handlesfile systems, you must have a basic
understanding of the LVM, Logica Volume Manager. LVM is a disk management mechanism
that represents a significant departure from traditional UNIX partitioning schemes. Among its
advantages is the ability to allocate additional space to afile system without having to rebuild the
disk. There are anumber of componentsto LVM: physical volumes (PVs), volume groups
(VGs), physical partitions (PPs), logical volumes (LVs), and logical partitions (LPs).

Basic facts
+ A physci al

vol urme isahard disk.

« Avol ume group consistsof one or more physical volumes, for amaximum of 32.

« Dataiswritten to physical volumesin 4MB chunks (the default size) known as
physical partitions.

» Physica partitions can be allocated to al ogi cal vol ume, which usually contains afile
system, but these physical partitions can come from different places on the disk(s).




« You can specify that your data be “striped” when creating a logical volume. Striping
distributes data blocks evenly across multiple disks to improve read and write
performance, but normally logical volumes do not handle data in this fashion .

« Physical partitions, which are scattered throughout the disk(s), are represented to logical
volumes via sequentially numberedgi cal partitions. There is a one-to-one
relationship between physical partitions and logical partitions, unless you are doing disk
mirroring, in which case you would probably have two logical partitions for every one
physical partition . When you create a logical volume, you allocate a certain number of
logical partitions to it. Therefore, allocating 64 logical partitions to a logical volume
creates a 256MB logical volume, since the default size of the logical partitions (and its
accompanying physical partitions) is 4 MB.

Journaled File Systems

Logical volumes can and do contain paging spaces and dump areas, but most often they contain
file systems. The structure of AlX file systems very much resembles those of other UNIX
systems. Known as journaled file systems (JFS), AlX file systems each contain a superblock,
inodes, and data blocks. Journaled file systems use a log system in$teald ¢d reinstate a

file system after a failure. A JFS is not confined to an entire disk, as in HP-UX'’s hierarchical

file system (HFS), and its contents do not come from a partition of contiguous disk space. JFS
writes data in 4K blocks but supports BSD-style fragmentation to improve disk utilization. JFS
also supports file compression and decompression using the LZ algorithm.

Al X Disk Installation and File System Creation

The following discussion will use as an example an RS/6000 system with one internal hard disk
to which we will add an external hard disk.

For the system to recognize the existence of the new disk, all you have to do is power down the
system, connect the disk, and reboot. The new disk will automatically be assigned a physical
volume name ofidi sk<x>, wherex is the next available disk number. For example, the internal
disk’s label would béndi sk0; the newly added external drive would be nameidsk1. At this

point the disk is available to LVM but not configured. Configuring the drive can be done
through SMIT or with thehdev command.

If you wanted to connect the external hard drive using SMIT,dype nakdsk at the
command line. You will see the following:
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Move cursor to desired

Di sk Type

item and press Enter.

[ TOP]

1000nb scsi 1.0 GB SCSI Disk Drive

1000nb16bi t scsi 1.0 GB SCSI Disk Drive
1000mbl16bitde scsi 1.0 (B 16 Bit Differential SCSI Disk Drive
1000mbde scsi 1.0 GB Differential SCSI Disk Drive
1100nb scsi 1.1 GB SCSI Disk Drive

540mb scsi 540 MB SCSI Disk Drive

670nmb scsi 670 MB SCSI Disk Drive

730nmb scsi 730 MB SCSI Disk Drive

857mb scsi 857 MB SCSI Disk Drive

osdi sk scsi Ocher SCSI Disk Drive

scsd scsi Ocher SCSI Disk Drive

If you are installing anon-IBM SCSI disk, chooseosdi sk fromthe Di sk Type listing, select
the appropriate adapter in the Par ent Adapt er listing, and then enter the SCSI address in the
CONNECTI ON addr ess fieldinthe Add a Di sk screen:

Add a Di sk

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

Di sk type osdi sk
Di sk interface scsi
Descri ption O her SCSlI Disk Drive
Par ent adapt er scsi 0
* CONNECTI ON addr ess []
ASSI GN physical volune identifier no
Queue DEPTH [ 1]
Queui ng TYPE [ none]
Use QERR bit [yes]
Devi ce CLEARS its Queue on error [ no]
READ/ WRI TE ti me out val ue [ 30]
START UNIT tinme out val ue [ 60]
REASSI GN ti me out val ue [120]

+ 4+ A+t

Note that SCSI hardware addresses for this field are atwo-digit address with the second digit a

zero.® For example, if your SCSI disk hardware addressis 4, then your connection addressis 4,0.
vol ume identifier chooseyes. Atthispoint al

For the line that reads ASSI GN physi cal
you have to do is press Enter, and the disk is designated a physical volume (PV) and assigned a
physical volume identifier (PVID).

3The form of x,y for the address is x being the SCSI 1D and y being the logical unit number (LUN).




The next step isto make the PV part of avolume group (VG). It is only within the context of a
volume group that you can create alogical volume. If you create a volume group containing both
theinternal and external disks, then the two disks are considered a single disk entity by LVM.

Thereis aspecial volume group called r oot vg. r oot vg contains, among other things, the
operating system and boot area, which in many cases should reside on only one disk. If you were
to spread the r oot vg over both your internal and external disks, then failure of just one of the
disks would require you to reload the operating system and reconfigure it aswell as restore user
data from backups.

The new disk can bein its own volume group, or you can add it to an existing volume group,
evenr oot vg if you so choose. In our example so far of a machine with two disks, one internal
and one external, if you choseto add hdi sk1 tother oot vg, you would use SMIT (smi t

ext endvg) or just the ext endvg command:

# extendvg -f rootvg hdiskl

If you wanted to make physical volumehdi sk1 its own volume group called dat avg, you
would use SMIT (smit nkvg) or the mkvg command:

# nmkvg -f -y datavg hdiskl
Y ou must use the var yonvg command to activate the volume group before you accessiit:
# varyonvg dat avg

If you wereto put hdi skl into the dat avg thisway, thenthel svg (list volume groups)
command, given our example so far, would produce:

# | svg
r oot vg
dat avg

If you wereto typethel spv (list physical volumes) command, you would get something like:

# I spv
hdi skO 0004038485e2483a rootvg
hdi sk1 000013403f 203af 5 datavg

The first column would be the physical volume label, the second column would be the
hexadecimal PVID, and the third would be the volume group to which each physical volume
belongs.

With the new disk now recognized by the system as a physical volume belonging to thedat avg
volume group, it isnow possible to create alogical volume. Before proceeding, it isworth
noting that you can customize the creation of alogical volume to agreat extent. For example,
you can determine how many disks an LV can span, or whether the LV should be confined to
inner edges, center, or outer edges of aparticular disk. However, LVM will provide default
values for these items if you prefer not to specify them yourself, and for purposes of this book we
will assume the defaults.

Y ou can create alogical volume with the nkl v.command, but it's easier to create it using SMIT.
Just typesmi t nkl v at the command line. You will first be asked to provide the volume group
name (which in our case would eitherrtzwt vg or dat avg), and then once you do you will see
something like the following:
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Type or select values i

Press Enter AFTER neking all

Add a Logi cal Vol une

n entry fields.
desired changes.

[ TOP] [Entry Fields]
Logi cal vol unme NAMVE [1
* VOLUVE GROUP nane rootvg
* Nunmber of LOGQ CAL PARTI Tl ONS [] #
PHYSI CAL VOLUME nanes [1 +
Logi cal volunme TYPE [1
PCSI TI ON on physi cal vol une m ddl e +
RANGE of physical vol unes m ni mum +
MAXI MUM NUMBER of PHYSI CAL VOLUMES [] #
to use for allocation
Nurmber of COPI ES of each | ogical 1 +
partition
Mrror Wite Consistency? yes +
Al'l ocate each | ogical partition copy yes +
Mrror Wite Consistency? yes +
Al'l ocate each | ogical partition copy yes +
on a SEPARATE physi cal vol une?
RELOCATE t he | ogi cal vol une during yes +
reorgani zati on?
Logi cal vol unme LABEL [1
MAXI MUM NUMBER of LOG CAL PARTI Tl ONS [128]
Enabl e BAD BLOCK rel ocation? yes +
SCHEDULI NG PCLI CY for witing |ogical paral | el +
partition copies
Enabl e WRI TE VERI FY? no +
File contai ning ALLOCATI ON MAP [1
Stripe Size? [ Not Striped] +

In SMIT, any entry that starts with an asterisk (*), likein VOLUME GROUP name, isarequired
entry. So al you would have to provide in the above example is the number of logical partitions.
Assuming your logical partition sizeis4MB, to create alogical volume of 512MB you would
fill in 128. Y ou aso have the option of providing a name, preferably one with somelogic to it,
for your logical volume. If not, the system will supply one for you which may be no more
descriptivethan | vO1. In our case, wewill nameour LV dat a.

Oncethe logical volume is created, you can then create afile system for it with either the cr f s
command or by typingsnit crfs. If youuse SMIT command, the first thing you will seeisthe
following:

Add a File System
Move cursor to desired itemand press Enter.
Add a Journaled File System

Add a Journaled File Systemon a Previously Defined Logical
Add a CD-ROM File System

Vol une

If you already have defined alogical volume, asin our example thus far, you would choose the
second option, Add a Journal ed File Systemon a Previously Defined Logical
Vol urme. Choose the first option if you want to create alogical volume and afile system at the




sametime. Doing so, however, gives you less control over the attributes of the new logical
volume. Choosing the second option produces:

Add a Journaled File Systemon a Previously Defined Logical Volune

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]

* LOG CAL VOLUME nane +

* MOUNT PO NT [
Mount AUTOVATI CALLY at systemrestart? no +
PERM SSI ONS read/wite +
Mount OPTI ONS [ +
Start Di sk Accounting? no +
Fragnment Size (bytes) 4096 +
Nurmber of bytes per inode 4096 +
Conpression algorithm no +

Therequired entriesare LOA CAL VOLUME nane and MOUNT PO NT. However, it is strongly
recommended that you change the third option, Mount AUTOVATI CALLY at system
restart,toyes if youwant the file system avail able after each boot. The mount point of afile
system is simply a directory name that designates the starting point of the file system. For

example, if you created afile system on alogical volume called dat a, and the mount point was

the directory / usr/ | ocal / dat a, the file system would be mounted—or made available—
beginning at thé usr/ | ocal / dat a directory. The mount point does not have to be an empty
directory, but any files that exist in a mount point directory will not be seen or available once a
file system has been mounted on that directory.

Which brings us to the last step. Once a logical volume has been created and a file system for
that logical volume has been created, making that file system accessible requires mounting the
file system. The easiest way to mount the new file system is simply to typeutite command
followed by the name of the mount point, for example:

# nount /usr/local/data

Here the newly created file system in the data logical volume is mounted on the

/usr /1 ocal / dat a directory. AIX knows which file system to mount ontasr /| ocal / dat a
because creation of a file system results in an entry in thedfile/ fi | esyst ens like the
following:

[ usr/ | ocal / dat a:

dev = /dev/data
vfs =jfs

| og = /dev/ hd8
nount = true
check = true
options =rw
account = fal se

Thenmount command will look inetc/ fil esyst ens for an entry calledusr /| ocal / dat a.
If it does, and in this case it does, then it mounts whatevelethéne says (in this case
/ dev/ dat a, the name of our logical volume) onto thesr /| ocal / dat a directory.
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M anaging Paging Space

To create paging space you create alogical volume that has the paging attribute. To add anew
paging space volume:

1. Start SMIT:
# smt nkps

Y ou will see the following (assuming you have only one volume group):

VOLUME GROUP nane

Move cursor to desired itemand press Enter.
rootvg

After selecting the volume group you will see something like:

Add Anot her Pagi ng Space

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

Vol une group nane rootvg

S| ZE of pagi ng space (in logical partitions) [ #

PHYSI CAL VOLUME name +

Start using this paging space NON no +

Use this paging space each tinme the systemis no +
RESTARTED?

Enter the number of logical partitions. (Default is4.) To activate the paging space how and at
each system restart, choose yes for each of the questions listed.

To increase the size of your paging space usethesnit chps command. To reduce your paging
space you must first removeit (smi t rnps) and then add it (smi t nkps) at the size you want.

Al X Disk and File System Summary
The essential steps to adding adisk and creating afile system on it are:

1. Connect the disk to the system.

2. Makethedisk aphysical volume.

3. Add the physical volume to a volume group or create a new volume group for it.
4

Create alogical volume with the characteristics you desire, such as mirroring or
particular placement on the disk.

5. Create afile system to be contained in the logical volume. If you create the file system
without first creating alogical volume, then AIX will create the latter for you.

6. Mount thefile system.

Y ou can do al of thisviathe command line or through SMIT. Use SMIT if you are anovice or
just like to make life easier for yourself.
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Logical Volume M anager

LVM isnow available on HP-UX. Prior to the 10.0 release disks were managed differently. On
the Series 700, neither disk sectioning nor logical volumes were supported. Instead, disks
contained only a single section that could contain afile system and optionally a swap areaand a
boot area. An entire disk could also be used as araw data area, dump device, or swap area.

With the current release of HP-UX, disks are managed identically on Series 800 and Series 700
systems, and on both LVM is recommended as the preferred mechanism for managing disks.
Although the use of logical volumesis encouraged, disks on both the Series 800 and Series 700
can be managed as non-partitioned disks, or with hard partitions for those disk models that
support hard partitions.

Existing non-partitioned or hard-partitioned disks can be converted to use logical volumes. Both
LVM disks and non-LVM disks can exist simultaneously on your system, but a given disk must
be managed entirely by either LVM or non-LVM methods. That is, you cannot combine these
techniques for use with asingle disk.

The disk striping capabilities of Software Disk Striping on the Series 700 are no longer supported
beginning at version 10 and have been replaced by disk striping on logical volumes. Existing
arrays of disks that made use of SDS are automatically converted to use logical volumes during
the upgrade process.

Basic Facts

« AsinAlX, aphysical vol uneisaharddisk. Touse LVM, adisk must befirst
initialized into a physical volume (also called an LVM disk).

« Onceyou haveinitialized one or more physical volumes, you assign them to one or more
vol ume groups. Again, this is similar to AIX's LVM.

« A given disk can only belong to one volume group. The maximum number of volume
groups that can be created is determined by the configurable parametgs.

« Avolume group can contain from one to 255 physical volumes.

« Disk space from the volume group is allocated intogi cal vol une, a distinct unit
of usable disk space. A volume group can contain up to 255 logical volumes. The disk
space within a logical volume can be used for swap, dump, raw data, or you can create a
file system on it.

« LVM divides each physical disk into addressable units calledi cal extents
(physi cal partitions in AlX). Physical extent size is configurable at the time you
form a volume group and applies to all disks in the volume group. By default, each
physical extent has a size of 4 megabytes (MB). This value can be changed when you
create the volume group to a value between 1MB and 256MB.

» The basic allocation unit for a logical volume is calldcagi cal extent (I ogical
paritionin AlIX). A logical extent is mapped to a physical extent; thus, if the physical
extent size is 4MB, so will be the logical extent size. The size of a logical volume is
determined by the number of logical extents configured.
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Except for mirrored or striped logical volumes, each logical extent is mapped to one
physical extent. For mirrored logical volumes, either two or three physical extents are
mapped for each logical extent depending upon whether you are using single or double
mirroring. For example, if one mirror copy exists, then each logical extent maps to two
physical extents, one extent for the original and one for the mirror copy.

If alogical volumeisto be used for root, primary swap, or dump, the physical extents
must be contiguous. This means that the physical extents must be allocated with no gaps
on asingle physical volume. On non-root disks, physical extents that correspond to
contiguous logical extents within alogical volume can be non-contiguous on a physical
volume or reside on entirely different disks. Asaresult, it becomes possible for afile
system created within one logical volume to reside on more than one disk.

Managing Logical Volumes Using SAM

SAM enables you to perform most, but not al, LVM management tasks. Tasks that can be
performed with SAM include:

Creating or removing volume groups

Adding or removing disks within volume groups

Creating, removing, or modifying logical volumes

Increasing the size of logical volumes

Creating or increasing the size of afile systemin alogical volume
Setting up and modifying swap and dump logical volumes

Creating and modifying mirrored logical volumes

These tasks can also be performed with HP-UX commands.

Managing Logical Volumes Using HP-UX Commands

The following tables give you general information on the commands you will need to use to
perform agiven task. Refer to the HP-UX Reference for detailed information.

Physical Volume Management Tasks

I

Changi ng the characteristics of a physical volume in a volune group. pvchange
Creating a physical volune for use in a vol ume group. pvcreate
Di spl ayi ng i nformati on about physical volumes in a vol ume group. pvdi spl ay

Movi ng data from one physical volune to another pvnove




Volume Group Tasks

N

Creating a vol une group. vgcreate
Renovi ng vol ume group. vgr enove
Activating, deactivating, or changing the characteristics of a volune vgchange
group

Backi ng up vol unme group configuration information. vgcf gbackup

Restoring vol ume group configuration froma configuration file.

vgcfgrestore

Di spl ayi ng i nformati on about vol une group. vgdi spl ay
Exporting a volunme group and its associated |ogical vol unes. vgexpor t

I mporting a volune group onto the system also adds an existing vol une vgi nport
group back into /etc/lvntab

Scan all physical volunes |ooking for |ogical volumes and vol une groups; vgscan
allows for recovery of the LVMconfiguration file, /etc/lvntab

Addi ng di sk to vol une group. vgext end
Renovi ng di sk from vol une group. vgr educe

Logical Volume Management Tasks

Modi fying a | ogi cal vol une | vehange
Di spl ayi ng i nformati on about | ogical vol unes. | vdi spl ay
I ncreasing the size of |ogical volume by allocating disk space. | vext end
Decreasing the size of a |ogical volune. | vreduce
Reroving the all ocation of disk space for one or nore |logical volumes within | vrenove
a vol ume group

Preparing a logical volume to be a root, primary swap, or dunp vol ume | vl nboot
Renoving |ink that makes a | ogical volume a root, primary swap, or dunp I vr mboot
vol une.

Increasing the size of a file systemup to the capacity of |ogical volunme ext endfs
Splitting a mirrored |ogical volume into two |ogical volunes lvsplit
Merging two | ogical volunmes into one |ogical volune. Lvner ge
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Creating a Logical Volume Using HP-UX Commands
To create alogical volume:

1. Select one or moredisks. i oscan shows the disks attached to the system and their
devicefile names.

2. Initidlize each disk asan LVM disk by using the pvcr eat e command. For example,
enter
# pvcreate /dev/rdsk/c0t0dO
Note that using pvcr eat e will result in the loss of any existing data currently on the
physical volume and that you use the character device file for the disk. Onceadisk is
initialized, it is called a physical volume.

3. Create adirectory for the volume group”. For example:
# nkdir /dev/vg0l

4. Create adevicefile named gr oup in the above directory with the nknod command. The
basic syntax is:
# nmknod /dev/vgnn/ group ¢ 64 OxNNOOOO
The c following the device file name specifies that gr oup is acharacter devicefile. The
64 isthe major number for the gr oup devicefile; it will always be 64. The 0xNNO0OOO is
the minor number for the gr oup file in hexadecimal. Note that each particular NN must
be a unique number across al volume groups.
Example:
# nknod /dev/vg01/group ¢ 64 0x010000

5. Create the volume group specifying each physical volume to be included using
vgcr eat e. For example:
# vgcreate /dev/vg0l /dev/dsk/cOt0dO /dev/dsk/cOt1dO
Use the block device file to include each disk in your volume group. Y ou can assign all
the physical volumes to the volume group with one command. No physical volume can
already be part of an existing volume group.

6. Once you have created a volume group, you can now create alogical volume using
| vcreate:
# lvcreate /dev/vg0l/1vol1l
When LVM creates the logical volume, it creates the block and character device files and
places them in the directory / dev/ vgnn.

File Systems

For HP-UX 10 there are now two types of local hard disk file systems you may use. Information
on each is presented in the following table:

4 See Chapter 4 for HP-UX LVM naming conventions.
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File System Type When Should | Use 1t? Addi ti onal |Information
HFS (Hi gh Performance File When you do not have any Represents HP-UX'’s standard
Systen) special file system needs. implementation of the UNIX
file system
VXFS (VERITAS File System) If you require fast file HP-UX's implementation of a
system recovery and the journaled file system (JFS)
ability to perform a variety
of administrative tasks
online

An Introduction to VXFS

HP-UX's implementation of a journaled file system, also known as JFS, is based on VXFS, the
version from VERITAS Software, Inc. Prior to the version 10 release of HP-UX, HFS was the
only available locally mounted read/write file system.

As compared to HFS, VXFS allows much shorter recovery times in the event of system failure. It
is also particularly useful in environments requiring high performance or deal with large volumes
of data. This is because the unit of file storage, calleskarnt , can be multiple blocks,

allowing considerably faster 1/0 than with HF3t also provides for minimal downtime by

allowing online backup and administration. You may not want to configure VXFS, though, on a
system with limited memory because VxXFS memory requirements are considerably larger than
that for HFS.

Basic VxFS functionality is included with the HP-UX operating system software. Additional
enhancements to VXFS are available as a separately orderable product called HP OnlineJFS,
product number B5117AA (Series 700) and B3928AA (Series 800).

Creating a File System

When creating either an HFS or VXFS file system, you can use SAM or a sequence of HP-UX
commands. Using SAM is quicker and simpler. The following provides a checklist of sub-tasks
for creating a file system which is useful primarily if you are not using SAM. If you use SAM,
you do not have to explicitly perform each distinct task below; rather, proceed from SAM’s

Di sks and File Systens area menu. SAM will perform all the necessary steps for you.

You can create a file system either within a logical volume or on a non-LVM disk. However,
using a logical volume is strongly encouraged. If you decide not to use a logical volume when
creating a file system, skip tasks 1 through 4 below, which deal with logical volumes only.

1. Estimate the size required for the logical volume.

2. Determine if sufficient disk space is available for the logical volume within its volume
group
Use thevgdi spl ay command to calculate this informationgdi spl ay will output

data on one or more volume groups, including the physical extent size (under PE Size
(Mbytes)) and the number of available physical extents (under Free PE). By multiplying

®An extent within VxFS should not be confused with a physical or logical extent within LVM
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these two figures together, you will get the number of megabytes available within the
volume group.

3. Add adisk to avolume group if necessary. If thereisnot enough space within avolume
group, you will need to add a disk to avolume group. To add adisk to an existing
volume group, use pvcr eat e and vgext end. You can also add adisk by creating a new
volume group with pvcr eat e and vgcr eat e.

4. Createthelogica volume.
Usel ver eat e to create alogical volume of acertain size in the above volume group.
5. Createthe new file system.

Create afile system using the newf s command. Note the use of the character device
file. For example:

# newfs -F hfs /dev/vg02/rivol1l

If you do not usethe- F (for file system type) option, by default, newf s creates afile
system based on the content of your / et ¢/ f st ab file. If thereisno entry for thefile
systemin/ et c/ f st ab, then the file system type is determined from the file
/etc/default/fs.

For HFS, you can explicitly specify that newf s create afile system that allows short file
names or long file names by using either the - S or - L option. When creating a VxFSfile
system, file names will automatically be long.

6. Onceyou have created afile system, you will need to mount it in order for usersto
accessit.

Mounting file systems

Y ou can either use SAM or HP-UX commands to mount file systems. If you use SAM, proceed

from SAM’sDi sks and Fil e Systens area menu. You can perform the necessary tasks as
part of creating your file system, as already described. For help in mounting files using SAM,
see SAM’s online help. This section concentrates on using HP-UX commands to mount file
systems.

To mount a local file system:

1. Choose an empty directory to serve as the mount point for the file system. Use the
nmkdi r command to create the directory if it does not currently exist. For example, enter:

# nkdir /joe

2. Mount the file system using theunt command. Use the block device file name that
contains the file system. You will need to enter this name as an argumeniaitine
command. For example, enter

# mount /dev/vg01l/Ivol1l /joe

NOTE: If you are not using logical volumes, you may need to entgran - f n to determine
the block device file name to use. If the block device file does not exist, you will need to create
it usingi nsf ornksf.



Mounting File Systems Automatically at Bootup

To automatically mount afile system at bootup, listitinthe/ et ¢/ f st ab file. Seethe man
page for f st ab for details.

Extending the Size of a File System Within a Logical Volume

If you use SAM to increase the size of alogical volume containing afile system, SAM
automatically runs ext endf s for you. When using | vext end to increase the size of the logical
volume container, this does not automatically increase the size of its contents. When you first
create afile system within alogical volume, the file system assumes the same size asthe logical
volume. If you later increase the size of the logical volume using thel vext end command, the
file system within does not know that its container has been enlarged. Y ou must explicitly tell it
thisusing the ext endf s command.

Suppose the current size of alogical volumeis 1024MB (1 gigabyte). Assuming the users of the
file system within thislogical volume have consumed 95% of its current space and a new project
is being added to their work load, the file system will need to be enlarged. To increase the size
of the file system, follow these steps:

1. Unmount the file system.
# umount /dev/vg01l/Ilvol 1
2. Increasethe size of thelogical volume.
# [usr/sbin/lvextend -L 1200 /dev/vg0l/lvol1l

Note that the -L 1200 represents the new logical volume sizein MB, not theincrement in
size.

3. Increase the file system capacity to the same size asthe logical volume. Notice the use
of the character device file name.

# extendfs /dev/vg0l/rlvoll
4. Re-mount the file system.
# mount /dev/vg01/1vol 1 /project

5. Runbdf to confirm that the file system capacity has been increased.

Disks and File Systems: AIX vs. HP-UX

AlX usesthe Logical Volume Manager to manage disk space and file systems, and beginning
with version 10, so does HP-UX, though the commands have different names. HP-UX also
continues to support whole disk file systems. AlX usesafilecaled/etc/fil esystens to
automate the mounting of file systems at bootup; HP-UX uses/ et ¢/ f st ab. Each of thesefiles
has a different format from the other. HP-UX, as does Al X, supportsjournaled file systems, but
HP-UX also supports non-journaled file systems.

The two operating systems are alike in many ways, though sometimes in concept rather than
execution. Both systems use both character and block device files for file systems, though in
AlX these are created automatically when you create your logical volume. Both systems use the
mount command in similar ways; both have mount points, mounts must occur in order for file
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systems to be accessible, and both have mechanisms for automatic mounting. Both systems’ file
system data structures are much the same; each has superblocks, inodes, and data blocks.
However, to check the amount of space for each file system, AIX usés tdoenmand, which

displays file system sizes in 512-byte blocks, while HP-UX usesdtheommand, which

displays sizes in KB.

Finally, both AIX and HP-UX file systems are available for exporting across the network via
NFS (Network File Systems) in much the same manner. Therefore, if you want to share file
systems between the two platforms, it doesn’t really matter what the underlying method of file
system creation is because exporting and mounting across the network simply requires a file
system, regardless of how it got to be a file system.
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6. Managing Processes

AlIX

The ps Command

AlX supports both the AT& T and the BSD form of the ps command. To use the BSD form,
simply leave off the minus sign for the command options, for example:

# ps al x
The AT&T version of the above command is;

# ps -elf

Priorities and Nice Values

Both of the above commands provide, among other things, the priority and nice values for each
process. The nice valueis part of the calculation for the priority value, whose rangeis 0 to 127.
The lower the priority value, the more frequently the processis scheduled. Higher numbers
mean lower priority.

The ni ce command follows the O to 39, again with the larger number representing the lower
priority. Theni ce command syntax takestwo forms. ni ce -/ ncrenent andnice -n

I ncrenent . The latter is easier when you have to use negative values. ni ce defaultsto an
increment of 10 if you do not specify one. The following command increases the priority of a
command by ten.

# nice --10 ConmandName

The following command decreases the priority of acommand by ten:
# ni ce ConmandNane

Ther eni ce command also takesa- n option. The syntax of r eni ce is:
# renice Priority -p PID

If no other options are specified, then the - p is not required.

Signals
Like HP-UX, AIX really hastwoki I | commands./ bi n/ ki |1 andtheki || built-in shell
command. The signalsfor each differ. For example:

# fusr/bin/kill -1
NULL
HUP



SOUND SAK

# kill -1

1) HUP 14) ALRM 27) MG 40) bad trap 53) bad trap
2) INT 15) TERM 28) W NCH 41) bad trap 54) bad trap
3) QUIT 16) URG 29) PWR 42) bad trap 55) bad trap
4) ILL 17) STOP 30) USR1 43) bad trap 56) bad trap
5) TRAP 18) TSTP 31) USR2 44) bad trap 57) bad trap
6) ABRT 19) CONT 32) PROF 45) bad trap 58) bad trap
7) EMI 20) CHLD 33) DANGER 46) bad trap 59) bad trap
8) FPE 21) TTIN 34) VTALRM  47) bad trap 60) GRANT
9) KILL 22) TTQU 35) MGRATE 48) bad trap 61) RETRACT
10) BUS 23) 10O 36) PRE 49) bad trap 62) SOUND
11) SEGV 24) XCPU 37) bad trap 50) bad trap 63) SAK

12) SYS 25) XFSz 38) bad trap 51) bad trap

13) PIPE 26) bad trap 39) bad trap 52) bad trap

AlX asohasaki | | al I command that any user can run to kill all of hisor her processes except
the sending process. The syntax is:

# killall -Signal

AlX supportsthesar, vist at , andi ost at commands. See the HP-UX section below for
descriptions of these commands.

System Resour ce Controller

AIX has aunique way of managing processes: the System Resource Controller (SRC). The SRC
takes the form of adaemon, srcnst r, whichisstartedbyinit via/etc/inittab. srcnstr

manages requests to start, stop, or refresh a daemon or a group of daemons. Instead of typing the
name of a daemon to start it, or instead of using the ki | I command to stop a daemon, you use an
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SRC command that doesit for you. Inthisway you don't have to remember, for example,
whether to use an ampersand when starting a daemon, or what signal to use when killing one.
SRC also allows you to stop and start groups of related daemons with one command.

AIX has a hierarchical organization of system processes, and this organization is configured into
the ODM in the form of th&RCsubsys andSRCsubsvr object classes. Daemons at the lowest
levels aresubser vers. On a newly loaded system the only subservers are thoseiofethe

subsystemftp, telnet, login, finger, etc. Toview these subservers, usediheget
command:
# odnget SRCsubvr
SRCsubsvr:
sub_type = "ftp"
subsysnanme = "inetd"
sub_code = 21
SRCsubsvr:
sub_type = "uucp"
subsysname = "inetd"
sub_code = 540
SRCsubsvr:
sub_type = "tel net"
subsysname = "inetd"
sub_code = 23
SRCsubsvr:
sub_type = "shel I"
subsysname = "inetd"
sub_code = 514
SRCsubsvr:
sub_type = "l ogin"
subsysname = "inetd"
sub_code = 513
SRCsubsvr:
sub_type = "exec"
subsysnanme = "inetd"
sub_code = 512
SRCsubsvr:
sub_type = "finger"
subsysnanme = "inetd"
sub_code = 79
SRCsubsvr:
sub_type = "tftp"
subsysnanme = "inetd"
sub_code = 69
SRCsubsvr:
sub_type = "ntal k"
subsysnanme = "inetd"
sub_code = 517
SRCsubsvr:
sub_type = "echo"
subsysnanme = "inetd"



sub_code = 7
SRCsubsvr:

sub_type = "discard"

subsysnane = "inetd"

sub_code = 9
SRCsubsvr:

sub_type = "chargen"

subsysnane = "inetd"

sub_code = 19
SRCsubsvr:

sub_type = "daytinme"

subsysnane = "inetd"

sub_code = 13
SRCsubsvr:

sub_type = "tine"

subsysnane = "inetd"

sub_code = 37
SRCsubsvr:

sub_type = "consat"

subsysnane = "inetd"

sub_code = 1512
SRCsubsvr :

sub_type = "boot ps"

subsysnane = "inetd"

sub_code = 67
SRCsubsvr:

sub_type = "systat"

subsysnane = "inetd"

sub_code = 11
SRCsubsvr:

sub_type = "netstat"

subsysnanme = "inetd"

sub_code = 15

The next level isthat of subsyst em In the above command, we havethei net d subsystem
listed in each of the subserver stanzas. To see alist of all subsystems, use the odnget
SRCsubsys command:

# odnget SRCsubsys

SRCsubsys:
subsysnane
synonym = ""
cndar gs
path = "/usr/sbi n/ gdaenon”
uid = 0
auditid

"qdaenon”

0

st andi n
st andout
st anderr
action
mul ti

cont ac

=l

=0
t =

"/ dev/ consol e"
"/ dev/ consol e"
"/ dev/ consol e"

2
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svrkey =
svrntype
priority
signorm= 3
sigforce =
display = 1
waittinme = 20

gr pname = "spool er"

0
20
0
15

SRCsubsys:
subsysnanme = "witesrv"
synonym = ""
cndargs = ""
path = "/usr/sbin/witesrv"
uid = 0
auditid
standi n
standout =
standerr =
action =1
multi =0
contact =
svrkey = 0
svrntype 0
priority 20
signorm = 30
sigforce 31
display = 1
waittinme = 20
grpnanme = "spool er"

0

"/ dev/ consol e"
"/ dev/ consol e"
"/ dev/ consol e"

2

SRCsubsys:
subsysname = "I pd"
synonym = ""
cndargs = ""
path = "/usr/sbin/lpd"
uid = 0
auditid
standi n
st andout
st anderr
action =
multi =
cont act
svrkey =
svrntype
priority
signorm= 0
sigforce = 0
display = 1
waittinme = 20
grpnanme = "spool er"

0

"/ dev/ consol e"
"/ dev/ consol e"
"/ dev/ consol e"

Ll [

0
=3

1o

0
20

SRCsubsys:
subsysnanme = "inetd"
synonym = ""
cndargs =
path = "/usr/sbin/inetd"
uid = 0
auditid
standi n

0
"/ dev/ consol e"



"/ dev/ consol e"
"/ dev/ consol e"

st andout
st anderr
action =
mul ti =
cont act
svrkey = 0
svrntype
priority
signorm=0
sigforce
display = 1
waittinme = 20
grpnanme = "tcpip"

NI

0
=3

0
20

0

Related subsystemsform asubsyst em gr oup, the highest level of the SRC. Subsystem groups
can be ascertained from the above command by means of the gr pnane descriptor. Thusthe
above output showsthe | pd subsystem being part of the spool er subsystem group, andi net d
asubsystem of thet cpi p subsystem group. An easier way to view all the subsystems and
subsystem groupsisto usethel ssrc - a command:

# Issrc -a

Subsyst em G oup PI D St at us

sysl ogd ras 5456 active
sendmai | mai | 5722 active

port map port map 5994 active

i netd tcpip 6258 active

bi od nfs 5276 active
rpc.statd nfs 8378 active

rpc. | ockd nfs 8652 active
gdaenon spool er 8932 active
witesrv spool er 9198 active

i nfod i nfod 3610 active

| pd spool er i noperative
gat ed tcpip i noperative
naned tcpip i noperative
rout ed tcpip i noperative
r whod tcpip i noperative
i ptrace tcpip i noperative
timed tcpip i noperative
snnpd tcpip i noperative
dhcpcd tcpip i noperative
dhcpsd tcpip i noperative
dhcprd tcpip i noperative
nf sd nfs i noperative
rpc. nountd nfs i noperative
dtsrc i noperative
keyserv keyserv i noperative
ypbi nd yp i noperative
ypserv yp i noperative
ypupdat ed yp i noperative
yppasswdd yp i noperative

Y ou can aso list subsystems and subsystem groups on remote hosts by using the following
command:

# |lssrc -h renpte _host -a
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The most commonly used SRC commands arest art sr ¢, st opsrc, andr ef r esh, each of
which takes the following options:

-S  Apply this command to a subsystem, using the subsystem name provided inthel ssrc -a
command

-9 Apply this command to a subsystem group, using the subsystem group name provided in the
| ssrc -a command

The names of these commandsimply their purpose: to start a subserver, subsystem, or subsystem
group, usethe st art src command. For example, to start ther pc. nount d subsystem (whichis
actually ther pc. nount d daemon) type:

# startsrc -s rpc.mountd
To start the nf s subsystem group:
# startsrc -g nfs

This command starts all the subsystems (daemons) that comprise the nf s subsystem group:
nf sd, bi od, rpc. nountd, rpc. | ockd,andr pc. statd.

To stop a subsystem or subsystem group, usethe st opsr ¢ command in exactly the same way.
To stop and restart daemons, or to have daemons reread a configuration file such as
/etclinetd. conf,usetherefresh command. For example:

# refresh -s inetd

Beginning with AlX version 4 the InetServ ODM object class no longer exists. Therefore
making changesto/ et c/i netd. conf and/ et c/ servi ces nolonger requiresthei neti np
command. Infact, thei neti np,inet exp,i netserv, andnoti net commands no longer
exist.

Cron

AlX supportsan AT& T-stylecr ont ab file with each one-line entry containing the following:
«  The minute (0 through 59)

The hour (0 through 23)

« Theday of the month (1 through 31)

«  Themonth of the year (1 through 12)
« Theday of the week (0 through 6 for Sunday through Saturday)
e Theshell command

AlX also supports a convenient option to the cr ont ab command: the - e option. This option
will load the contents of your cr ont ab file into an editing session. The editor used is
determined by the value of the EDI TOR variable. Once you save and exit from the editing
session, your changes become your new cr ont ab file and take effect immediately.

Officially, the cr ont ab spool directories are found in / var / spool / cr on, athough thereisa
link from/ usr/ spool to/var/spool inAlX for compatibility with previous versions of the
operating system.
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ps, nice, and renice
The HP-UX ps command is strictly AT& T-style. Therefore a complete listing of every process
is.

# ps -elf

Within agiven range of priority numbers, the process assigned the lowest number has the highest
priority. For example, aprocess assigned a priority of 1 takes precedence over a process
assigned a priority of 6.

Y ou can see at what priority aprocessis set to run at by looking inthe PRI column when you
invoke ps or t op. (The lowest number within the range represents the highest priority.)

The following lists the four categories of priority, from highest to lowest:

1. POSIX standard priority (tunable parameter). POSIX standard priorities, known as
RTSCHED priorities, are the highest priorities. RTSCHED processes have arange of
priorities separate from other HP-UX priorities. The number of RTSCHED prioritiesisa
user tunable parameter (rt sched_nunpri ), set between 32 and 512 (default 32).

2. Rea-timepriority (0-127). Reserved for SCHED RTPRIO processes started with
rtprio() systemcals.

3. System priority (128-177). Used by system processes.
4. User priority (178-255). Assigned to user processes.

The kernel can alter the priority of time-share priorities (128-255) but not real-time priorities (0-
127).

HP-UX usesthe AT& T version of ni ce values, which run from 0 to 39 with adefault of 20. 39
isthe lowest priority, O the highest.

Note that both Korn and C shells handle ni ce slightly differently: ksh automatically lowers
priority of background processes by four; this behavior can be modified using the bgni ce
argument. If you specify ni ce fromksh, it executes/ usr/ bi n/ ni ce and lowers priority by
ten. If you specify nice from csh, it executesits built-in command and lowers priority by four;
however, if you specify / usr/ bi n/ ni ce, csh lowers priority by ten.

Ther eni ce command (/ usr/ sbi n/ r eni ce) allowsyou to alter the priority of running
processes. Running processes can also be altered from the Process Management area of SAM.
The HP-UX version of r eni ce has the following syntax:

# renice -n priority change Pl D

The new system nice value is equal to 20 + priority_change, and is limited to the range from 0
through 39. If priority_change is a negative value, priority isincreased provided the user has
appropriate privileges.

HP-UX supportsjob control for both the POSIX, Korn, and C shells. Job control provides users
with greater flexibility in managing and controlling jobs. For example, you can:
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»  Temporarily stop (suspend) aforeground job, by pressing CTRL-Z. This can be
customized using the st t y command.

- Bring abackground job into the foreground, using the f g built-in shell command.

« Moveaforeground job into the background, using the bg built-in shell command.

Signals
HP-UX signalslook like the following. For the HP-UX ki | I command:

# fusr/bin/kill -1

NULL HUP INT QUIT ILL TRAP ABRT EMI FPE KI LL BUS SEGV SYS PI PE ALRM
TERM USR1 USR2 CHLD PWR VTALRM PROF POLL W NCH STOP TSTP CONT TTI N
TTOU URG LOST CPU FSZ

For the shell built-in command:

#kill -1
1) HUP
2) INT
3) QUIT
4) ILL
5) TRAP
6) ABRT
7) EMT
8) FPE
9) KILL
10) BUS

27) TTIN
28) TTQU
29) URG
30) LOST
31) The specified trap syntax is not correct.
32) The specified trap syntax is not correct.
33) XCPU
34) XFSZ

The HP-UX ki I I al I command is aprocedure used by / et ¢/ shut down to kill all active
processes not directly related to the shutdown procedure. It is not used in the same way asin
AlX. killall ischiefly usedtoterminate all processes with open files so that the mounted file
systems are no longer busy and can be unmounted.



Starting and Stopping Subsystems

The new system startup and shutdown paradigm introduced with HP-UX 10 allows command-
line control of subsystems. A subsystem in this senseis similar to that found in AlX, in which
groups of related processes and procedures are known as subsystems. Subsystems can be
controlled viathe startup scriptsfound in / sbi n/ i ni t. d. For example, the
/'sbin/init.d/nfs.client scriptcontrolsdaemonslike bi odsand issues the appropriate
mount or unount commands. To start this subsystem on the command line type:

# /sbin/init.d/nfs.client start
and to stop:
# /sbin/init.d/nfs.client stop

What happens at this point also depends on what values are configured in the configuration script
letc/rc.config.d/ nfsconf. Thisistrue of al subsystems: each hasascript in

/ sbin/init.d that can be used to start or stop the subsystem, and each has a configuration
scriptin/ et c/rc. confi g. d that governs precisely what happens when the former executes.
For more information, see Chapter 2. Just remember that once a subsystem has been configured,
it can easily be stopped or started on the command line with the following syntax:

# /sbin/init.d/ subsystem nane start
or

# /sbin/init.d/ subsystem nanme stop

Process Management Commands

The following tools may provide additional information to help you examine your system’s
operation. Although they are commands, sono@ @ndsar ) are accessible from the Process
Management area of SAM.

top

Displays and updates information about the top processes on the system, summarizes the general
state of the system (load average), quantifies amount of memory in use and free, and reports on
individual processes active on the system. Wheareagves a single “snapshot” of the system,

t op samples the system and updates its display at intervals. On multi-processing sygiems,
reports on the state of each CPU. This command is not available in AlX.

sar

Reports on cumulative system activity, including CPU utilization, buffer activity, transfer of data
to and from devices, terminal activity, number of specific system calls used, amount of swapping
and switching activity, queue lengths, and other kernel tables.

vmstat

Quantifies the use of virtual memory by processes on the system; also reports on traps and CPU
activity.

iostat
Reports I/O statistics for active disks, terminal, and processor.



Managing Processes

Cron

cront ab filesarefound in/ var/ spool / cron/ cr ont abs and should not be edited directly.
Like AlX, thereisa- e optionto cr ont ab.

Theone-lineentriesin cr ont ab files are the sasmefor AlX.

Summary

AIX supports both the BSD and AT& T versions of the ps command; HP-UX does not. AlIX also
supportsthe ni ce and r eni ce commands. Both operating systems have two versions of the

ki Il command: / bi n/ ksh and the ksh built-in, each of which have dightly different signal
values. Both systems have similar cr on tables.

The biggest difference to be found with regard to process management between AlX and HP-UX

is AlX's System Resource Controller, a daemon that can start, stop, or refresh a daemon or a
group of daemons by means of a special set of commands. This mechanism allows for logical
startup of several daemons at once as well as for orderly shutdown of daemons. Therefore, in the
various “rc” files of AlX, you will seest art sr ¢ commands rather than commands to start

individual daemons.

Process management between the two systems, with the exception of the System Resource
Controller, is similar. To kill a process you can use the most common signals, such as SIGHUP,
SIGABRT, SIGKILL, and SIGTERM, which have the same values. The shell built-in command
ki |l and theogni ce option to thesh set command work the same way.
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7. Backups

Note: The AIX examplesin this chapter use a 5GB 8-mm tape drive using the/ dev/ r nt 0
devicefile, which has the following characteristics: rewind on close, no retension on open, high
density. The HP-UX examples use a4-mm DAT drive with the/ dev/ r mt / Omdevice file, which
has rewind on close and medium density characteristics.

AlIX

The backup Command

backup andr est or e are proprietary AIX commands that provide file system dumps and

recovery as well as backup of individual files and directories. These commands resemble dunp
andrest ore and are provided in addition to the standard UNIX utilitiesof t ar, ¢pi o, dd, and
pax. Doing afile system dump with thebackup command is known as “backing up by i-node
format” in AIX parlance. The basic syntax of backing up a file system by i-node is:

# backup -f Device -DunplLevel -u File system

Device can be a file or a device filumpLevel is a numeric value from 0 to 9, where 0

represents a full file system backup. The other dump levels represent incremental baakups: an
level backup includes all files modified since the lastl level backup. If you do not specify a
dump levelpackup defaults to a level 9 backup. The option updates theet c/ dunpdat es

file, a log of your backups used bgckup when doing an incremental backup. You should
unmount a file system before backing it up andfrsitk, the root file system being the

exception, of course. If you dump the root file system, file systems mounted on root, including
journaled file systems, aret backed up.

Examples
Do a full backup of théhone file system to tape, rewinding upon close:

# umount /home

# fsck /hone

# backup -f /dev/irmtO -0 -u /hone
# mount /homne

Back up the root file system’s files that have changed since the last O-level backup to tape,
rewinding upon close:

# backup -f /dev/rnm0O -1 -u /

In the first example we used the mount pointleéne as the name of the file system. You can
do that; in fact, it is easier to remember to do it this way. However ethe' dunpdat es file

will record the name of the file system using the raw device file instead of the mount point. In
the case of hone that raw device file isdev/ r hd1 (by default the hone file system’s device
files are/ dev/ hd1 and/ dev/ r hd1l). Don't be confused by this. If you prefer you can use
either the raw device or block device file name inthekup command instead of the mount

®See Chapter 3 for a description of journaled file systems.



point. To get the block device file name of afile system, usethel sf s command. From that you
can determine the raw device file name by prepending the letter r to the block device file name.

Y ou can use SMIT to back up of file systemsby usingthesni t backfi | esys fastpath
command. Thiswill enable you to back up using the backup command only, nott ar or cpi o.

To back up individual files and directories usethe - i option (for individual files). Thisisaso
known as backing up by name. The basic syntax is:

# backup -f Device -i

If you do not includethe-f Devi ce part of thiscommand, backup automatically writesto

/ dev/ r f dO, the diskette drive. To use this option you must provide backup with alist of names
as standard input by typing the names of each file after typing the command (ending the list with
aCitrl-D), using redirection, or using either the f i nd command or thecat command. Inthe
examplesthat follow the - g option is used to prevent AIX from prompting you to mount the
backup media:

# backup -f /dev/rnt0 -iq

/.profile
letcl/profile
/ horre

D

# backup -f /dev/rntO < /tnp/filelist -iq
# cat /tnp/filelist | backup -f /dev/rnt0O -iq
# find /home -print | backup -f /dev/rnt0O -iq

The last example above will back up the contents of the entire / horre directory, but in the two
examples before that, if you have/ hone listedin/tmp/ fil el i st, only the directory name will
be backed up. To construct the command in Korn shell syntax so that it backs up directory trees
aswell asfiles, type the following:

# find $(< /tnp/filelist) -print | backup -f /dev/rnm0 -iq

To seealist of the files and directories scroll on your screen while backup isrunning, use the -
v option. To save thisoutput, redirect standard output or use the t ee command.

# find $(< /tnp/filelist) -print | backup -f /dev/rm0 -iqv >\
/var/adm backed. up.files

# find $(< /tnp/filelist) -print | backup -f /dev/rntO -iqv | tee |\
/var/adm backed. up.files

Y ou can use SMIT to back up of filesby name by using thesmi t backfi | e fastpath command.

Therestore Command

Ther est or e command is used to restore files backed up by i-node or by name. This command
works only on archives created by the backup command and is capable of determining which
format, i-node or by-name, was used for the backup. The basic syntax of restoring entire file
systemsis:

# restore -f Device -r
The basic syntax of restoring files backed up by nameis:

# restore -f Device -X



Backups

Examples
Restore an entire file system backed up by i-node from tape.:

# restore -f /dev/rnt0O -r

Y ou do not have to unmount the file system before restoring in this manner, but be sure to
change directories to the appropriate file system first becauser est or e assumesrelative path
names.

To restore individual files backed up by i-node, usethe -i option. Thiswill startrestore in
interactive mode, which will step you through the process of restoring your files. For example:

# restore -f /dev/rnt0O -i
Extract al files backed up by name from tape:
# restore -f /dev/rmO0 -x
Extract al files from tape and display file names while doing so (- v, for verbose):
# restore -f /dev/irnt0O -xv
Extract verbosely thefile/ home/ partli st :
# restore -f /dev/irnt0 -xv /hone/partli st
Extractsthe entire / hone directory from tape verbosely:
# restore -f /dev/irnt0 -xv -d /hone

To avoid frustration in restoring files, it is extremely important that you know whether files
backed up by name were done so using full or relative pathnames. To find out, usethe-T
option to get alist of files, for example:

List filesfrom thefile/ ar chi ve/ backupl created by the backup command:
# restore -f /[archivel/backupl -T

List filesfrom tape:

# restore -f /dev/rmO -T

Use the names of thefiles or directories exactly as listed in the output, even if the path names
begin with a“dot”, such as / hore/ partli st.

You can use SMIT to restore files. Use met restfil e fastpath to restore individual files
andsnit restfil esys to restore file systems.

Image Backups

AIX provides a means of creating a bootable tape containing an image of the root volume group.
This can be a life saver for single-disk systems in that you have a very quick means of recovery
in case of disk failure, provided, of course, yoksysb image is fairly current. You can also
usenksysb to install other machines, although this will require redoing some of the
configuration, such as IP addresses, because virtually everything on the original machine is
copied to tape.

To do a system image backup:

1. Start SMIT:



# smt nksysb

2. Youwill seethefollowing:

Back Up the System

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[ TOR] [Entry Fields]
WARNI NG Execution of the nksysb command wil |
result in the loss of all naterial
previously stored on the sel ected
out put nedium This comrand backs
up only rootvg vol ume group.

* Backup DEVI CE or FILE [1 +/
Create MAP files? no +
EXCLUDE fil es? no +
Make BOOTABLE backup? yes +
(Applies only to tape)

EXPAND /tnp if needed? no +
(Applies only to bootable tape)

Nunmber of BLOCKS to wite in a single output [] #

(Leave blank to use a system default)

Simply insert the device file name of your tape drive, such as/ dev/ r nt 0, and choose yes for
FORCE increase of work space if needed. Thelatter isnecessary if your system takes
more than one tape for the backup.

nksyshb backs up only the root volume group (r oot vg). Beginning with AIX version 4 you can
make image backups of other volume groups by using thesavevg command or using SMIT
(smit savevg). For example, to back up avolume group called dat avg you would enter:

# savevg -i datavg

The default deviceis/ dev/ r nt 0; other devices can be specified with the - f option.

To restore avolume group you use ther est vg command or thesni t rest vg fastpath. For
example, to restore avolume group from/ dev/ r nt 0 without prompts, type:

# restvg -g

Tape Drives

It isimportant to understand how AlX handles tape drives because you may find yourself unable

to restore files from a tape you thought contained a good backup. One of the attributesin AIX’s
configuration of a tape drive is that of block size, the amount of data read or written in a single
operation. When a tape drive is added to AlX, a default block size is configured for you.
Frequently that block size is 512 bytes. However, you can change the block size through SMIT
or with thechdev command. If you have a backup tape written with a block size of 512 bytes,
but your AIX driver reads in 1024-byte blocks, you will not be able to restore the contents of the
tape unless you change the block size to 512 bytes. For example:

# chdev -1 rnm0 -a block size=512
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If you want, you can let the application or command, such asdd, determine the block size, in
which case you can specify that your tape drive block sizeisvariablein length. Todo so use0
asthe block size:

# chdev -1 rnt0 -a bl ock_size=0

If you are reasonably confident that you have a valid backup on tape, and you just can't read it no

matter what you do, try changing the block size of the tape device until it works. Just remember:
restoration of data from a tape can only work if the block size used in the restore is the same as
that of backup block size.

For tape operations AlX uses thet | command, similar to HP-UX'st command. The syntax
oftctl is:

# tctl -f Device Subconmand Count

The most commonct | subcommands are:

fsf Moves the tape forward the number of file marks specified by
Count.

bsf Moves the tape backwards the number of file marks specified by
Count.

rew nd Rewinds the tape.

erase Erases all contents on the tape and rewinds it.

retension Fast-forwards, then rewinds the tape

HP-UX

fbackup

Like AIX, HP-UX has a proprietary scheme for backups in addition to the standard UNIX
utilities. This scheme includes theéackup andf recover commands. The basic syntax of the
f backup command is:

# fbackup -f Device [-0-9] [-u] [-i path] [-e path] [-g graph]

Becausd backup does not by default write to standard output,-theption is not optional.

Device can be a file, device file, or a remote device file. A remote device file takes the form
machine:/dev/device_name. You can specify as the device to ha¥éackup write to standard
output. Theg 0- 9] option provides for incremental backups using the same scheme as that for
AIX's backup: ann level backup includes all files modified since the fastl level backup.

The-i, - e, and- g options provide a means of specifying which portions of a file system you
want backed up. If you recall, AlXisackup command backs up either entire file systems, or
individual files. f backup allows you to include a file system with thie option and exclude
portions of it with the e option. For example:

# fbackup -f /dev/rnt/Om -0 -i /usr -e /usr/tnp

This command does a full backup to tape of/ther file system with the exception of the
/ usr/t mp directory tree. You can also place your inclusion and exclusion parameters in a graph
file. A graph file is a text file containing the path names of the files and directories you either



want included or excluded from your backup. These path names are preceded with either an i
(denoting inclusion) or an e (denoting exclusion). For example, if your graph file contains the
following lines:

i /usr

e /usr/tmp
e /usr/lib
i /home

e / home/ guest

Thenthe/ usr file system will be backed up with the exception of the/ usr/tnp and/usr/lib
directory trees, and the / hornre file system will be backed up with the exception of the

/ hone/ guest directory tree. If the name of thisgraph fileis/ usr/ 1 ocal / backup/ gr aphl,
then your command would ook something like:

# fbackup -f /dev/irnt/Om-0 -g /usr/|ocal/backup/graphl

f backup usesthe/ var/ adn f backupfi | es/ dat es fileto record backup information for
purposes of doing incremental backups. (Thisissimilar to AIX’s / et ¢/ dunpdat es file.) This
file is not updated unless you use theoption, which is only available with they option.

Examples

Perform a level-8 backup talev/ r nt / Omusing the graph fileusr/ | ocal / gr aph, and
update theé var/ adm f backupfi | es/ dat es file:

# fbackup -f /dev/rnmt/Om-8 -u -g /usr/local/graph
Back up everything under the current directory exeeptli r to/ dev/ rnt/0m
# fbackup -f /dev/rnt/Om-i . -e ./subdir

Back up everything under the current directory exe@ptli r to/ dev/ r nt / Omon system
roberts:

# fbackup -f roberts:/dev/rm/Om-i . -e ./subdir

frecover

Thefrecover command is the counterpart to theackup command.f r ecover can restore
only files backed up withbackup. There are four basic modes of operatiorf fagcover .

Recover everything on a backup volume:
# frecover -r
Extract certain files from a backup volume:
# frecover -x
Read the index from the backup volume and write it to path:
# frecover -1 path
Restart an interrupted recovery:
# frecover -R path

As you can sed,backup resembles AlX’'s est or e command’s options in the form of and
-x. frecover -r andfrecover -x have some options in common:
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frecover -x | -r [ -fhoFX ]

frecover defaultsto/ dev/ rmt/0m, but you canuse-f to specify adifferent device,
including aremote device. The - h option is used to restore only directories but not the files
contained in them. The - o option isused to force f r ecover to overwrite a newer file with an
older one. Normally f r ecover does not do this. The - F option causesf r ecover to strip all
the leading directories from the path names of files being recovered. Thisallows you to restore
files backed up with full path namesto different directories. The - x option makes all recovered
filesrelative to the current directory. If, for example, you restored thefile / usr/ bi n/ vi and
your current directory was/ hone/ r oot , then the restored file’s new path would be

/ hore/ r oot/ usr/ bin/vi.

For thef recover -x mode the g option is available. This allows you to use a graph file in the
same way as withbackup. The file format of the graph file is the same. This is useful for
partial recoveries.

Examples
Recover all files from medium-density tape:

# frecover -rf /dev/rnt/Om
Recover all files indicated ihusr/ | ocal / gr aph:

# frecover -x -g /usr/local/graph -f /dev/rnt/0m
Retrieve an index of files from tape and put it tmp/ i ndex:

# frecover -1 /tnp/index -f /dev/rm/Om

HP-UX and Cartridge Tapes: tcio

The wear and tear on a cartridge tape drive is extensive when redirection is used because the data
transfer rates between the host computer and the cartridge tape drive are not synchronized. Thus
HP developed theci o command to “buffer up” data transfer between the backup command and

the cartridge tape drive. Instead of redirecting the output of the backup command straight to the
device, it is piped througici o to enable streaming to occurci o can be used witbpi o as

well as withf backup.

Examples
Make relative backup on cartridge tapev/ r ct / 0s0:

# find . -print | cpio -0 | tcio -0 /dev/rct/0s0
Back up/ horre to cartridge tape:

# fbackup -f - -i /home | tcio -o /dev/rct/0sO

Creating a Bootable System Backup

HP-UX doesn’t have theksysb command nor a command that all by itself does the same thing,
but you can create a bootable image of a disk using DDS. The following is an example of
backing up an internal SCSI disk drive at target number 6.

1. Shut down to single user mode to minimize system activity:

# shutdown O



2. Clear any remaining data in the buffers:
# sync; sync
3. Usedd to copy the LIF boot area:
dd if=/usr/lib/uxbootlf of=/dev/rnt/0Om bs=2k
4. Again, sync the disk:
# sync; sync
5. Usedd to append to append the disk data:
# dd if=/dev/rdsk/cOt 6d0 of =/ dev/rnt/0Om bs=64

Thefirst dd puts aboot area on the tape, making it a bootable image. Once the boot image ison
tape, the tapeis not rewound. The next dd appends an image of the SCSI disk at address 6 to the
tape. Be sureto use the appropriate disk devicefile.

Once created, the tape can be used to completely restore the disk:
1. Insert the tapeinto the DDS tape drive.

2. Gointo the Boot Administration utility and boot to ISL from the tape. If your tape drive
isat target 3, then your command would look like:

BOOT_ADM N> b scsi.3.0 is

3. Enter the following in response to the ISL prompt in order to restore to the internal drive
at target 6:

| SL> hpux restore disc(scsi.6;0)

This command restores the disk image from the tape to the actual disk at scsi . 6, destroying any
existing dataon the disk. Thereisa2GB limit on the amount of datathat can be restored. The
tape and disk must be on the boot device interface.

Interoperability Issues

Standard UNI X Utilities

Both AIX and HP-UX support the following standard UNIX utilities, each of whose behavior is
nearly identical: durp, r dunp, t ar, cpi o, dd, and pax. For doing interplatform backupsit is
advisable to use one of these commands. HP-UX has the standard utility nt ; AIX does not but
has the rough equivalentint ct | . AlX does not have thet ci o command; instead you have to
use dd to buffer data when using redirection. The following table summarizes the backup
commands for both operating systems.



Backups

Backup Utilities Comparison

Conmmand Al X HP- UX
backup yes no
restore yes no’
f backup no yes
frecover no yes
dunp yes yes
r dunp yes yes
rrestore yes yes
tar yes yes
cpio yes yes
dd yes yes
tcio no yes

Interplatform Backups

The following backup commands have been tested on an HP Model 712 and an IBM RS/6000
42T.

Using tar to Copy Files from One System to the Other

Youcantar adirectory tree or aset of filesontheHP, f t p thet ar fileto the RS/6000, and
then unpack the file. For example,

Back up the. dt directory in the current directory tothe/t np/ dt . t ar archivefile:
# tar -cvf /tnp/dt.tar .dt
Copy thefile to the RS/6000:

# ftp RS _node
ftp> put /tnp/dt.tar

L ogin to the RS/6000:
# rensh RS node
Restorethefilesfromthe/t np/ dt . t ar archive:
# tar -xvf /tnp/dt.tar
Of courseyou canusercp instead of ft p orrl ogi n ort el net instead of r ensh.

"Thisis not quitetrue. Thereisa restore command in HP-UX, but it is the counterpart to the dump command.



A quicker way to do the aboveistouser ensh and t ar in apipe, but thisworks only if your
. rhost s isset up properly. For example:

# tar -cvf - .dt | remsh RS node "(cd /tnp; tar -xvf -)"

This command writes the archive of . dt to standard output (the - option) and sends that output
tothet ar command on the RS/6000 and puts the unpacked filesin/ t np.

InAIX 4rensh isahard link to r sh command. So the above command going the other
direction would look something like:

# cd /usr/local /doc
# tar -cvf - doc | renmsh HP_node "(cd /usr/local; tar -xvf -)"

This backs up the subdirectory doc and putsitinthe HP's /usr/ 1 ocal directory.

You can also usepi o to copy a directory tree:
# find /home/guest -print | cpio -ov | rensh RS node cpio -idv

This copies the HP’shone/ guest directory to the RS/6000/shore/ guest directory.

Using Another System’s Tape Drive

For the following examples, the HP Model 712 had a 4mm DAT drive, the RS an 5GB 8mm tape
drive. Since these involve using the network and the dd command, make sure the RS/6000 tape
driveis set to variable-length blocks.

Examples using tar
Archive the HP’s dt directory onto the 8mm tape drive of the RS/6000:

# tar cvf - /.vue | remsh RS node dd of =/dev/rnt0 obs=20b
Archive the RS/6000'sdoc directory onto the 4mm DAT drive of the HP:

# tar cvf - /hone | remsh HP_node dd of =/dev/rnt/Om obs=20b
Restore the contents of the tape from an RS/6000 drive to the HP:

# rensh RS node dd if=/dev/rnm0 bs=20b | tar xvfb - 20
Restore the contents of the tape from an HP drive to the RS/6000:

# remsh HP_node dd if=/dev/rm/0m bs=20b | tar -xvBf -

Examples using backup and restore

These examples are for using the RS/6000’s backup command to write to an HP drive. HP-UX
cannot restore the files; you have to use AlX.

# find /usr/local/data -print | backup -f - -iv | rensh HP_node dd\
of =/ dev/ rmt/0m

# rensh HP_node dd if=/dev/rnm/Om| restore -xvf -

Examples using pax

pax, short for portable archive exchange, is great for interplatform backups and restores. Both
HP-UX and AIX support theax command, which looks and acts the same on both systems. By



Backups

default pax writes to standard output (with the - w option) and reads from standard input (with
the - r option). Without the - wor - r option pax simply lists the files contained in an archive.

To archive verbosely the / hone directory from the HP to the RS/6000'’s tape drive:
# pax -w /home | renmsh RS node dd of =/dev/rm 0 obs=64k
To read the above archive tape from the RS/6000:
# dd if=/dev/rnt0 i bs=64k | pax
To restore the contents of the above archive on the RS/6000 from the RS/6000:
# dd if=/dev/rnt0 ibs=64k | pax -r
To copy the directoryusr /| ocal / doc from the RS/6000 to the HP using the network:

# pax -w /usr/local/doc | remsh HP_node pax -rv

General Tips

Variable block mode depends on the block size specified by the command itself (for example, the
- b option int ar ). Because other systems, including HP, often break up larger reads and writes
into approximately 64K chunks, it is a good idea to keep your block sizes at no more than that
amount.

Remember that if you are using an IBM 8mm tape drive for local backups to an RS/6000, set the
fixed block size to 1024 to avoid wasting tape. For example,

# chdev -1 rnmO0 -a bl ock _size=1024

Summary

AIX and HP-UX support a wide variety of backup utilities, ranging from the proprietary to the
universal. AlX’s proprietary commands dreckup andr est or e, based omlunp and

rest ore. backup can do a file system dump or it can back up individual fitest or e can
restore an entire file system or individual files as well. AIX writes to tape either fixed-length
blocks or variable-length blocks. You can configure the system for one or the other by using
SMIT or thechdev command. For network backups or when the application determines block
size, it is best to set the block size to variable length. Instead of havimg toenmand, AIX

has the ct| command, which is very similar ba .

HP-UX’s proprietary backup utilities afédackup andf r ecover. These commands resemble
backup andr est or e to an extent but are much more versatile, particularly in the area of graph
files and network backups. To improve performance while writing to a cartridge tape, HP-UX
supplies the ci o command.

Interplatform backups are possible using standard UNIX utilities ke cpi o, dd, andpax,

and the networking commamnénsh. This command needs the appropriateost s entries in

order to work properly. If you write to another system’s tape drive, you must use a common
command like ar if you want to eventually restore to the other system. But, for example, if you
usebackup to write to an HP-UX machine’s tape drive, you can only restore your files to an
AIX system. For best portability, upax, the portable archive exchange command.
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8. Printing

In discussing UNIX printing, we have to be careful about the terms we use to avoid confusion.
The respective documentation for AIX and HP-UX often use similar terms but with different
meanings. In this document the following termswill be used consistently:

 Local printer

A printer that is physically connected to your computer.
e Renpte printer

A printer that is physically connected to another computer and accessed over a network
* Network-based printer

A printer or plotter that is directly connected to the local area network

AlIX

The examplesin this section show connections to Hewlett-Packard printers. To make this
possible the following file sets were |oaded:

bos. txt. hplj.fnt 41.00 Fontsfor Hewlett Packard
Laser
printers.hpletDirect.attach 4130 Hewlett-Packard JetDirect
printers.hplj-3.rte 4140 Hewlett-Packard LaserJet 111
printers.hplj-4.rte 4140 Hewlett-Packard LaserJet 4
printers.hplj-4si.rte 4140 Hewlett-Packard LaserJet 4s

The Al X Queuing System

To print in AlX you use a proprietary queuing system that is not confined to printing alone. In
other words, the queuing system accepts jobs other than print jobs. For purposes of this
discussion, however, we will assume all jobs are print jobs.

Y ou can submit print jobs with the enq command, the general queuing command, or you can use
theqgprt, | p,orl pr commands. AlX provides| p and| pr for purposes of compatibility with
AT&T and BSD-style printing, but they do not represent completely different printing
subsystems; they are simply front ends that do the same thing. All three print commands, gprt ,

| p, and| pr, cal the enqg command when invoked.

enqg submits jobs to a queue, either one you specify or a default queue. In AlX-speak aqueueis

“an ordered list of requests for a specific deviteThis device is known asqueue devi ce,

and is not the printer or even its device file. A queue device is actually a set of parameters for
the print device. To illustrate this, let's look at a samiec/ qconfi g file. /etc/ qconfig

8InfoExplorer, Queting System Overview for System Management. HP-UX defines a queue as a directory used by the
Ip spooler to hold print jobs for each print destination until they can be printed. Thus the concept of queueis quite
different.



isthe master configuration file for the queuing system. Itisan ASCII file consisting of stanzas
that describe queues and their associated devices. For example, an entry might look like the
following:
| pO:
devi ce = pdev0
pdevO:
file = /dev/lpO
header = never
backend = /usr/| pd/ pi obe

Queuel po islisted with an associated queue device of pdev0, which has three configuration
parameters. file isthe specia devicefile of the printer. header specifies whether or not header
pages are printed; in this case, no. backend is the program that actually sends jobs to the printer;
inthiscaseitis/ usr/ | pd/ pi obe.

The basic steps of the print process are:

1. enq, either directly or throughthe gprt, | p, or | pr commands, submits jobs to a queue
asdefinedin/ et c/ qconfi g and placesthem inthe/ var/ spool /| pd/ qdi r directory.

2. Thegdaenon awakens and places the print spool filein / var / spool / gdaenon. The
gdaenon, which is started at boot time, tracks print requests and printer availability.
When a printer becomes available, gdaenon submits the job to the printer backend.

3. The backend program sends the job to the printer and at the same time keeps status of the
print jobinthe/ var/ spool /| pd/ st at directory. Thisdirectory is consulted when
you use one of the queue checking programs: qchk, | pst at, or eng - A commands.

Adding aLocal Printer
1. Start SMIT:

# smt nkpq

Y ou will see the following:

Add a Print Queue

Move cursor to desired itemand press Enter. Use arrow keys to scroll.

# ATTACHVENT TYPE DESCRI PTI ON
| ocal Printer Attached to Local Host
renot e Printer Attached to Renpte Host
xstation Printer Attached to Xstation
asci i Printer Attached to ASCI| Term nal
hpJet Di r ect Network Printer (HP JetDirect)
file File (in /dev directory)

ot her User Defined Backend
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2. Selectl ocal attachment type. You will see the following:

Printer Type
Move cursor to desired itemand press Enter.

Bul |

Canon

Dat apr oduct s
Hew et t - Packar d
| BM

I

Printronix

Texas I nstrunents
O her (Select this if your printer type is not |isted above)

3. Select the appropriate manufacturer. This example will use theHewlett-Packard 4Si, so
in this case you would select Hewl et t - Packar d and then see the following and select
hplj - 4si :

Printer Type
Move cursor to desired itemand press Enter.

hplj-2 Hew ett - Packard LaserJet |
hplj-3 Hewl ett - Packard LaserJet |
hplj-3si Hew ett-Packard LaserJet |
hplj-4 Hewl ett - Packard LaserJet 4
hplj-4si Hew ett-Packard LaserJet 4

t

O her (Select this if your printer pe is not |isted above)

4. FromthePrinter |nterface menuselectthe appropriateinterface: paral | el ,
rs232,0rrs422. Our examplewill useparal | el .

5. FromthePar ent Adapt er menu select the appropriate adapter. For paralel you
should see only one choice:

ppa0 Avail abl e 00-00-0P Standard I/ O Parallel Port Adapter
For serial you should see two choices:
sa0 Avail able 00-00-S1 Standard |I/O Serial Port 1

sal Avail able 00-00-S2 Standard I/O Serial Port 2




6. If you are adding aparallel printer the next menu is the following:

Add a Print Queue

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

Descri ption Hewl ett - Packard LaserJ>

Narmes of NEW print queues to add
PCL
Post Scri pt
HP- G/ 2

—r—r—
[ Ry —

Printer connection characteristics

* PORT nunber [ p] +
Type of PARALLEL | NTERFACE [ st andar d] +
Printer TIME OUT period (seconds) [ 600] +#
STATE to be configured at boot tine avai |l abl e +

Sincethe 4Si supports PCL, PostScript, and HP-GL/2 print data, you should enter a queue name
for each. This example has three queues: | pcl  (local PCL), | ps (local PostScript), and | hpgl

(local HPGL).

This procedure combineswhat in AlX 3.2.5 was two steps:. create the / dev/ | p0 devicefile and
create print queues for that device. The print queues are created with default attributes and can
be viewed by checking the/ et ¢/ qconfi g file, which in our example contains the following:

| pcl:

device = | p0
| pO:

file = /dev/lp0

header = never

trailer = never

access = both

backend = /usr/lib/| pd/ pi obe
| ps:

device = | p0
| pO:

file = /dev/lp0

header = never

trailer = never

access = both

backend = /usr/lib/| pd/ pi obe
| hpgl :

device = | p0
| pO:

file = /dev/lp0

header = never

trailer = never

access = both

backend = /usr/lib/| pd/ pi obe

The queuel pcl was made the default queue and therefore appearsfirstin / et ¢/ gconfi g.
Unless you specify a print queue on the command line, all print jobs go to queue | pcl . Each
gueue has the same queue device because we are printing to the same printer. However, if we
want to print in PostScript mode, we use the second queue; for HPGL, the second. For example,
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For queuel ps: For queuel hpgl :

# enq -P lps file # enq -P lhpgl file
# gprt -Plps file # qgprt -P lhpgl file
#1p -d lps file #1p -d lhpgl file

# lpr -Plps file # lpr -P lhpgl file

Printing to a Remote Printer
The basic process of printing to aremote printer isto

1. Attach aprinter to the remote machine and add it asalocal printer to the remote
workstation.

2. Startthel pd daemon on the remote machine and enable access to it from your local
workstation.

3. Create aremote gueue on the local workstation.

Remote Workstation Setup

Attach a printer to the remote workstation in the same manner as described in Addi ng a Local
Pri nt er. Though you are setting up remote printing, the printer isalocal printer to the remote
workstation. The remote workstation with a printer attached is frequently called a print server; a
local workstation printing to a print server is often called a print client. We will use that
terminology here to help avoid some confusion. After you add the printer, do the following:

1. Start SMIT:
# smt server
2. Sdlect Add Print Access for a Renote Cient.

3. IntheNanme of REMOTE CLIENT field, fill in the name or IP address of your print
client.

The terminology here is confusing, but try to remember: what islocal to you isremote
to the remote workstation. You are adding a remote host hame to the print server’s list
of authorized print client workstations This list is thet ¢/ host s. | pd file..

4. Return to thefirst menu (pressthe F3 key twice if you arein ASCIlI SMIT). Select
Start the Print Server Subsystem (| pd daenon).

5. IntheStart the Print Server Subsystem screen, choose bot h to start thel pd
and put an entry intothe/ et ¢/ i ni tt ab filefor | pd to start upon boot.



Local Workstation Setup

Before you set up the local workstation, it is good to know the different ways a print job can be
filtered. AlX 4 supports the following:

Standard processing Filtering is done on the printer server. No
processing done local workstation

Standard proessing with NFS accessto Filtering is done locally but print queue

server print queue attributes attributes must exist on printer server. Print

server must be AIX 4 system.

L ocal processing All filtering is done locally.

To create aremote print queue:
1. Start SMIT:
# smt nkpq

Y ou will see the following:

Add a Print Queue

Move cursor to desired itemand press Enter. Use arrow keys to scroll.

# ATTACHVENT TYPE DESCRI PTI ON
| ocal Printer Attached to Local Host
renot e Printer Attached to Renpte Host
xstati on Printer Attached to Xstation
asci i Printer Attached to ASCI| Term nal
hpJet Di r ect Network Printer (HP JetDirect)
file File (in /dev directory)
ot her User Defined Backend

2. Sdectrenote. Youwill then see

Type of Renbte Printing
Move cursor to desired itemand press Enter.
St andard processing

Standard with NFS access to server print queue attributes
Local filtering before sending to print server

Given the descriptions above, select the appropriate filtering scheme. If you choose
standard processing, you will see:
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Add a Standard Renpte Print Queue

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

* Nanme of QUEUE to add ]

* HOSTNAME of renote server ]

* Nane of QUEUE on renote server ]

TYPE of print spooler on renote server Al X Version 3 or 4 +
DESCRI PTI ON of printer on renote server []

—r—r

For NAME of QUEUE to add, typein anything youwant. Itisagood idea, however, to use
some kind of logical naming system, such asr| pO (remote line printer 0). For HOSTNAME of
renmot e server, typethe hostname of the print server. For Name of QUEUE on renote
server , type the name of the print server’s local queue, for exahpytle In theTYPE of
print spooler on renote server you have the following choices:

« AIX Version 3 or 4

- BSD

« SystemV

« AIX Version 2 (RT PC)

These selections refer to what filters are used to translate remote queue status. If you are printing
to an HP-UX machine, you would chod®est em V. This enables the filter to translate the
| pst at command output.

After completion you will have an entry iret ¢/ gconf i g for the remote printer. Consider the
following sample entry that has a remote queue callgd which prints to print server
hpbarr 1. nsr. hp. comand uses two filters for AT&T machines:

rlpo0:
device = @pbarrl
up = TRUE
host = hpbarrl. nsr. hp.com
s _statfilter = Jusr/lib/lpd/attshort
| statfilter = /usr/lib/lpd/attlong
rq = | p0

@vpbarr1:

backend = /usr/lib/l pd/renbak

The queué p0 onhpbarr 1. nsr. hp. comis accessed from the RS/6000 viath@0 queue.
To print the/ et ¢/ host s file you can type:

# eng -P rlp0 /etc/hosts

If you choose to have filtering on locally, then SMIT will ask you what type of printer is attached
to the remote system in order to set up the filtering mechanism. The following example shows
the/ et c/ qconfi g entry for a Hewlett-Packard 4Si printer in which the backerd | f b runs

to complete the print job:

ripo:
device = @pbarrl



host = hpbarrl. nsr. hp.com

rqg = 1p0

s _statfilter = Jusr/lib/lpd/aixshort

| statfilter = /usr/lib/lpd/aixlong
@vpbarr1:

header = never

trailer = never

access = both

backend = /usr/lib/lpd/pio/etc/piorlfb -f !

Printing to a Network-based Printer

AlX supports network-based printing if the networked printer supports a JetDirect card. For
other types of cards or network printers, you need to install the appropriate software that comes
with the card or printer. To connect to a JetDirect printer,

1. Start SMIT:
# smt nkpq
2. Onthe Add aPrint Queue screen select hpJet Di r ect .

3. OnthePrinter Type screen select Hew et t - Packar d. Another Printer Type
Scr een appearslikethis:

Printer Type
Move cursor to desired itemand press Enter.

hplj-2 Hew ett - Packard LaserJet |
hplj-3 Hewl ett - Packard LaserJet |
hplj-3si Hew ett-Packard LaserJet |
hplj-4 Hewl ett - Packard LaserJet 4
hplj-4si Hew ett-Packard LaserJet 4Si
O her (Select this if your printer type is not |listed above)

4. Select aprinter. Our exampleuses hpl j - 4si .

The next screen asks whether to make your machine aBOOTP/TFTP server. Thisis not
necessary if such aserver has already been created.

BOOTP/ TFTP Server
Move cursor to desired itemand press Enter.

1 Make this system a BOOTP/ TFTP server
2 Do NOT make this system a BOOTP/ TFTP server

Our exampleisto select 2, in which case you get the following screen:
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Add a Print Queue

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]
Descri ption Hewl ett - Packard LaserJ>

Narmes of NEW print queues to add
PCL
Post Scri pt
HP- G/ 2

—r—r—
[ Ry —

Printer connection characteristics
* HOSTNAME of the JetDirect Card [1

5. Specify the hosthame of the JetDirect printer and create queues for the various printer
datatypes.

Thefollowing / et ¢/ gconfi g file shows an example for three queues, ps0, pcl 0, and hpgl 0:

psO:
device = hp@2410I 4si
hp@?2410I 4si :
file = /var/spool /| pd/ pi o/ @ocal / dev/ hp@2410I 4si #hpJet Di r ect
header = never
trailer = never
access = both
backend = /usr/lib/l pd/pioletc/piojetd p2410l 4si
pcl O:
device = hp@2410l 4si
hp@?2410I 4si :
file = /var/spool /| pd/ pio/ @ocal / dev/ hp@?2410l 4si #hpJet Di r ect
header = never
trailer = never
access = both
backend = /usr/1lib/l pd/piol/etc/piojetd p2410l 4si
hpgl 0:
device = hp@2410l 4si
hp@2410I 4si :
file = /var/spool /| pd/ pio/ @ocal / dev/ hp@?2410l 4si #hpJet Di r ect
header = never
trailer = never
access = both
backend = /usr/1lib/l pd/pioletc/piojetd p2410l 4si

Al X Print Commands

As stated at the beginning of this chapter, you can submit print jobs with the eng command, the
genera queuing command, or you can usetheqgprt, | p, or | pr commands. AlX provides! p
and| pr for purposes of compatibility with AT& T and BSD-style printing. Other commands
include:




Submit print jobs Status print jobs Cancel print jobs
enq enq -A eng -Xx

qprt qchk gcan

I p | pst at I pq

| pr | pg I prm

Queue M anagement Commands
To bring down the printer but not its queue:

# gadm -D Queue
To bring down the printer and kill al current jobs:
# gadm - K Queue
Tokill al current jobs:
# gadm - X Queue
To bring down the entire queuing system, allowing queued jobs to finish before doing so:
# gadm - G Queue
To bring the queuing system back up:
# gadm - U Queue

HP-UX

LP Spooler Tasks
Initializing the LP Spooler
Before you can use the LP spooler, you need to initialize it as follows:
1. Add at least one printer to the LP spooler.
2. Tdl the LP spooler to accept print requests for this printer.
3. Tell the LP spooler to enable the printer for printing.
4. Turnonthe LP spooler.
5. Note: If you use SAM to add a printer, SAM will do the above steps.

Specifying the Printer Model Fileto the LP Spooler

When you configure your printer into the LP spooler, you must identify the printer interface
script to be used. There are printer interface scripts you can choose from in the
lusr/1ib/lp/rmodel directory. Thisdirectory contains files corresponding to the models and
names of all HP printers and plotters (plus some generic model files). The following table lists
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the names of the basic model files, the additional models to which they are linked, and the HP
product numbers they support.

The/ usr/ sbi n/| padm n command will copy the identified model script to
letc/lplinterfacel/ printernanme. Seethel padni n man for information on the
command options.

If you are configuring anon-HP printer to HP-UX, read the ASCII model files to identify the

essential printer characteristics—such as whether your printer uses Printer Command Language
(PCL) or PostScript. Also see the manual that came with your printer for more information on
PCL language levels. For third-party printers that are not PostScript printers, use the model
dumb; for non-PostScript plotters, use dumbplot.

Model Files and Corresponding Printers and Plotters

Model File ‘ I nt ended Pur pose

HPGL1 LP interface for HP7440A, HP7475A plotter; identical files: colorpro,
hp7440a, hp7457a

HPGL2 LP interface for HP7550A, HP7596A, HP7570A plotter; identical files:
hp7550a, hp7570a, hp7595a, hp7596a, draftpro

HPGL2. cent LP interface for HP7550PI us, HP7550B plotters, and 7600 Series
El ectrostatic plotters when connected via parallel interface

PCL1 PCL level 1 nodel interface; identical files: hp2225a, hp2225d, hp2227a,
hp2228a, hp2631g, hp3630a, paintjet, quietjet, thinkjet

PCL2 PCL level 2 nodel interface; identical files: hp2300-1100L, hp2300-840L,
hp2560, hp2563a, hp2564b, hp2565a, hp2566b, hp2567b

PCL3 PCL level 3 nodel interface; identical files: deskjet, deskjet500,
deskj et 500C, deskj et 550C, hp2235a, hp2276a, hp2932a, hp2934a, ruggedwiter

PCL4 PCL level 4 nodel interface; identical files: hp33447a, |aserjet,
hp5000f | 100

hp33440a Model file based on PCL level 4; identical files: hp2684a, hp2686a

PCL5 PCL |l evel 5 nodel interface; identical files: hp5000c30, |aserjet4Si,
laserjetl|ISi, laserjet4

deskj et 1200C | LP interface based on PCL5, including support for |anguage sw tching;
identical file: deskjet1200C (this is the sane file nane as the nodel
file), painjetXL300

hpCl1208a LP interface for HP Cl1208A, based on PCL5

dunb LP interface for dunb line printer

dunbpl ot LP interface for dunb plotter

post scri pt LP interface for PostScript printer, for use on HP LaserJet 11D, 111,

printers with HP 33439P LaserJet PostScript cartridge, as well as generic
Post Script printers

r nodel LP interface for renote printers




Adding a Local Printer totheLP Spooler

Adding a printer to the LP spooler differs from adding a printer to your system: adding a printer
to the LP spooler involves configuring the L P spooler, whereas adding a printer to your system
involves connecting the printer to your computer and configuring the needed driversin the
kernel. For information on the latter, refer to Configuring HP-UX for Peripherals.

The easiest way to add alocal printer to the LP spooler isto run SAM. If you decide to use
HP-UX commands instead, follow these steps:

1. Ensurethat you have superuser capabilities.

2. Stop the LP spooler:
# | pshut

3. Add the printer to the LP spooler. For example:
# | padm n -pchk_printer -v/dev/lp -nhp2934a -g7
Seethel padni n man page for details on the options.

4. Allow print requests to be accepted for the newly added printer.
# accept chk_printer

5. Enable the newly added printer to process print requests. For example:
# enabl e chk_printer

6. Restart the LP spooler:
# | psched

Adding a Remote Printer to the LP Spooler

The easiest way to add a printer to aremote system isto run SAM. If you decide to use HP-UX
commands instead, follow the above stepsin Addi ng a Local Printer to the LP
Spool er, except replace Step 3 with the following:

If the remote printer is on an HP-UX system, enter:

# | padm n -plocal _printer -v/dev/null -nrnodel -ornrenpte _nmachine \
-orprenote_dest -ocnrcnodel -osnrsnodel

If the remote printer is not on an HP-UX system, enter:

# |l padm n -plocal _printer -v/idev/null -nrnodel -ornrenote machine -
orprenot e_dest -ocnrcnodel -osnrsnodel -ob3

Seel padmi n( 1M for details on the options.

If your remote printer does not work, check if the remote printing daemon (r | pdaenon) is
correctly running on the remote machine (that is, the host on which the physical printer resides):

1. Examinethefile/ et c/i netd. conf andlook for the following line:

# printer streamtcp nowait root /usr/sbin/rlpdaenon rl pdaenon -



Printing

If thereisa# sign at the beginning of the line, the r | pdaenon lineis commented out,
preventing the printer from printing remotely. Edit thefile/ et c/i net d. conf to
removethe# sign. Savethefile.

2. Check/etc/services andlook for:
# printer 515/tcp spooler #renote print spooling

If thereisa# sign at the beginning of the ling, it is commented out. Edit thefileto
remove the # sign in thefirst column and save thefile.

3. Reconfigure the Internet daemon i net d, forcing it to reread the / et ¢/ i net d. conf
file:

# inetd -c

4. Also, check entriesin/ var/ adm i net d. sec that restrict which systems can send
remote print requests.

Adding a Networ k-Based Printer

A network-based printer is connected directly to the LAN, thusis not physically connected to
any system. Network printers do not use device special files.

Y ou can use SAM to add a network-based printer that uses the HP JetDirect Network Interface.

The HP JetDirect software must be installed on your system and you must be prepared to provide

SAM with the printer’s node name (the name associated with an Internet address) and the local
name that the LP spooler will use to refer to the printer. With HP JetDirect, printers can connect
directly to the network. The printer uses a LAN connection and the HP JetDirect software
transmits prints requests. For more information,té@detDirect Network Interface

Configuration Guide.

If you do not use SAM, follow the instructions shipped with your printer or the network interface
card for the printer.

Creating a Printer Class

You can make efficient use of multiple printers by creating a printer class. A printer class is a
name you use to refer to a group of printers. Print requests can then be spooled to a single print
queue and print requests will be printed by the first available printer in the class. Thus logjams
on a particular printer are reduced or avoided. (Note that remote printers cannot belong to a
printer class.)

You can use SAM to add a printer to a printer class when the printer is being added to the
spooler; otherwise, you must use HP-UX commands. To use HP-UX commands, follow these
steps after several printers have been added to the LP spooler:

1. Ensure that you have superuser capabilities.
2. Stop the LP spooler:
# | pshut

3. Create the printer class, specifying the printer you want to add to the class of printers.
For example, to add a printer namedser 1 to the class of printers namedser , enter:



IS

# |l padm n -plaserl -claser

Only one printer can be added to aclass at atime. If you have more than one printer to
add, repeat this command.

Thel padni n command can add a printer to a new class, add a printer to an existing
class, or move a printer from one class to another class (a printer can only belong to one
class).

Allow print requests to be accepted for the newly added printer class. For example:
# accept |aser

Restart the LP spooler:

# | psched

Removing a Printer from the L P Spooler

Y ou can use SAM or HP-UX commands to remove a printer from the LP spooler. If you use

SAM, SAM asks for confirmation before removing the printer. If there are print jobsin the

printer's queue, or if the printer is the system default destination, SAM’s confirmation message
will include that information. If you choose to remove a printer that has jobs in its queue, SAM
cancels those jobs.

If you use HP-UX commands, follow these steps:

1.
2.
3.

Ensure that you have superuser capabilities.
(Optional): Notify users that you are removing the printer from the system.

Remove the printer from the configuration file of any software application through
which the device is accessed. (Refer to the documentation accompanying the software
application for instructions.)

Stop the LP spooler:

# | pshut

(Optional): Deny any further print requests for the printer. For example:
# reject -r"Use alternate printer." laserl

By doing this step, you can be assured that no new jobs will appear before you remove
the printer. Users will see the message “Use alternate printer” when they direct requests
to a rejected destination if the printer has not yet been removed. Once the printer has
been removed and a user tries to send a request, they will see the message “Destination
printer_name non-existent”.

(Optional): Determine if there are any jobs in the printer's queue. For example:
# lpstat -o laserl
(Optional): Disable the printer to be removed. For example:

# disable -r"Printer laserl is disabled."” |aserl
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You would issue the above disable command if there are jobs in the printer’'s queue and
you do not want to wait for them to print before removing the printer. Issuing the disable
command shuts the printer down in an orderly manner. Note that you can also specify the
- c option to the disable command to cancel all print requests for the printer.

8. (Optional): If there are no jobs in the printer's queue, go on to Step 9. If there are jobs,
decide whether to move all pending print requests in the request directory to another
printer request directory or to cancel any requests. For example, to move print requests:

# | prove | aserl | aser?2
To cancel any requests:
# | pcancel laserl
9. Remove the printer from the LP spooler. For example:
# | padm n -xlaserl
10. Restart the LP spooler:

# | psched

Removing a Printer from a Printer Class

SAM does not provide a way to you to remove a printer from a class. Instead, use HP-UX
commands as follows:

1. Ensure that you have superuser capabilities.

2. Stop the LP spooler:
# | pshut

3. Remove the printer from the class. For example:
# |l padmn -plaserl -rclass

4. Restart the LP spooler:
# | psched

Removing a Printer Class
SAM does not provide a way to you to remove a printer class. Instead, use HP-UX commands as
follows:

1. Ensure that you have superuser capabilities.

2. Stop the LP spooler:
# | pshut

3. (Optional): Deny any further print requests for the printer. For example:
# reject -r"Use alternate printer." laserl

4. (Optional): Determine if there are any jobs in the printer’'s queue. For example:



# lpstat -o laserl

(Optional): Move al pending print requests in the request directory for the printer class
to another printer or printer class. For example:

# | pnove | aserl | aser?2

Remove the printer class. For example;
# | padm n -xlaserl

Restart the LP spooler:

# | psched

When you remove a printer class, the printersin the class are not removed--you can till
use them asindividua printers. If you remove all printers from a class, that printer class
is automatically removed.

Stopping and Restarting the L P Spooler

Typicaly, the LP spooler is started during the boot process. (To change the boot-up procedure
by not starting the scheduler, edit thefile/ et c/rc. confi g. d/ | p and set the shell environment
variable LP to zero.)

The spooler must be stopped whenever the spooling system needs to be modified (such as when
adding or removing a printer) and subsequently restarted after the modification has been made.
Y ou can use either SAM or HP-UX commands to stop or start the LP spooler.

If you use HP-UX commands to stop the LP spooler, follow these steps:

1
2.

Ensure that you have superuser capahilities.

Check if there are any requests printing or being sent to aremote printer (it is best to wait
until there are no requests printing before stopping the LP spooler).

# lpstat -0 -i

In the above command, the- i option inhibits the reporting of remote requests (that is,
| pst at will only show local requests).

Stop the LP spooler:
# | pshut

All requests printing when | pshut is executed will be stopped, but will remain in the
print queues.

Restart the LP spooler:
# | psched

When the spooler is restarted, the requestsin the print queue will be completely reprinted
regardless of how much of the request was printed prior to the shutdown.
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Other Printing Tasks

Controlling the Flow of Print Requests

If you have superuser capahilities, you can use SAM or the HP-UX commands accept and reject
to control the flow of print requests to the queues of named printers or printer classes. You can
issueindividual accept or rej ect commands for each printer or issue one command separating
each printer by blank spaces.

If you use HP-UX commandsto allow print requests to be sent to a printer or to a printer class,
usetheaccept command. For example:

# accept laserl jet2 Ij

Usether ej ect command to temporarily prevent print requests from being sent to a printer or
printer class. For example, torgjectthel j class, enter:

# reject 1j

If ther ej ect command is executed on a printer class, but not on members of the class, users can
still specify a specific printer (not the class) in subsequent print requests until an accept
command on the classis re-issued.

If, however, you execute reject for all individual printersin aclass, but not for the class itself, the
print requests will remain in the class request directory until at least one of the printersin the
classis permitted to process print requests by the accept command.

Enabling or Disabling a Printer

Y ou can use SAM or the HP-UX commands enable and disable to activate or deactivate a printer
for printing. Y ou do not need superuser capabilities for these commands.

You can issueindividual enabl e and di sabl e commands for each printer or issue one
command separating each printer by blank spaces. For example:

# enable |l aserl | aser2 | aser3

Y ou can enable or disable individual printers only, not printer classes. By default, any requests
printing when a printer is disabled are reprinted in their entirety when the printer is re-activated.
A printer that has been disabled can still accept new print requests to be printed at a later time
unlessit has been prevented from doing so by ther ej ect command.

Controlling the Order of Printing
Each printer has two priority attributes:

» Fencepriority
» Request priority

A printer’s fence priority is used to determine which print requests get printed—only requests
with priorities equal to or greater than the printer’s fence priority get printed. You can assign the
fence priority by using SAM or HP-UX commands.

To use HP-UX commands, follow these steps:

1. Ensure that you have superuser capabilities.



2. Stop the LP spooler:
# | pshut

3. Set the printer’s fence priority (use a value from 0 to 7). For example:
# | pfence nyprinter 5

4. Restart the LP spooler:
# | psched

A print request has a request priority that is either assigned wittptbption of the p

command or is automatically assigned the printer’s default request priority. You can change a
print request’s priority by using thepal t command. A printer’'s default request priority can be
set using thé padnm n command (SAM allows a default request priority other than zero to be set
when a printer is added, but cannot change a printer's default request priority).

To change the default request priority, follow these steps:
1. Ensure that you have superuser capabilities.
2. Stop the LP spooler:
# | pshut
3. Change the priority. For example:
# | padm n -pnyprinter -g7
If you do not specify theg option, the default request priority is set to zero.
4. Restart the LP spooler:
# | psched

If multiple print requests are waiting to be printed on a specific printer and all have priorities
high enough to print, the printer will print the next print request with the highest priority. If

more than one print request has the same priority, print requests with that priority will print in the
order they were received by the LP spooler.

Setting Up the LP Spooler Using SAM

Adding a Local Printer

1. Physically connect the printer(s) to your system. Refer to the instructions shipped with
your printer. You should always shut down your system and turn off the power when
you are changing the hardware configuration of your system.

2. Gather the following information:

The name you are giving to this printer or plotter. Printer names can be up to 14
characters in length, and the characters must be alphanumeric (A-Z, a-z, 0-9) or an
underscore ().

- The name of the device file that the printer or plotter will use. SAM creates the
device file for you. SAM uses the default device file nainedpr i nt er - nane.
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Y ou can override the default device file name by specifying your device file name
when filling in the printer information.

The model script fromthe/ usr/ spool /| p/ model directory, for example,
laserjetl11Si for an HP LaserJet 111Si.

The print request priority for this printer. The default is zero (0).

- Theclassto which the printer or plotter will be added (optional). Printer class
names can be up to 14 characters in length, and the characters must be from the set
(A-Z, &z, 0-9). Theunderscore () character isallowed in printer class names.

In addition, decide whether to make this device your system’s default printer.
Run SAM.
Highlight Pri nters and Pl otters and activate thépen control button.
Highlight LP Spool er and activate thépen control button.

Chooseérinters and Plotters.

N o o &~ Ww

ChooseAdd Local Printer/Plotter > and the menu item associated with the
printer interface type from th&ct i ons menu.

NOTE: The printer driver must be part of the kernel to add the printer tgpthpooler.
If the printer driver is not currently configured into the kernel, SAM prompts you to add
the driver(s) and reboot the system.

8. Highlight the interface to which you connected the printer and fill in and additional
information (port number or bus address) and activatéxkheontrol button. If an
interface entry is not listed, activate thieagnose M ssi ng Card control button.

9. Fill in the printer interface dialog box fields, choose from the menu button values, and
turn on and off check box values.

10. Activate theoK control button.

Adding a Remote Printer

1. Ensure that the remote system has the printer installed and configured into the remote
system’s line printer spooler system. Gather the following information:

2. The name you are giving to this printer or plotter.
Whether you wish to make this device your system’s default printer.
- The name of the remote system to which the printer or plotter is attached.
The name of the remote printer or plotter.
- The “cancel” model on the remote system (optional).
The “status” model on the remote system (optional).

- Whether you wish to allow any user to cancel any printing request.



« Whether the remote printer is on a system using BSD (Berkeley Software
Distribution) UNIX. Using BSD disablesany | p - opar moptions. BSD systems do
not understand the - o option.

Run SAM
Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

Highlight Printers and Pl otters and activate the Open control button.

N o g M ®»

Choose Add Renote Printer/Plotter andthemenuitem associated with the
printer interface type from the Act i ons menu.

8. Fill inthe printer interface dialog box fields and turn on off check box values.
9. Activate the OK control button.

To configure aremote printer into your | p spooler, you must be able to access the system with
the printer viaalocal area network (LAN). The process of adding aremote printer is similar to
that of adding alocal printer, though you will need to supply SAM with some dightly different
information.

Remote printers cannot be members of a printer class.

Adding a Network-Based Printer
To add a network-based printer or plotter using SAM:

1. Ensurethat the printer is connected to the network according to the installation
instructions shipped with the network-based printer or the network interface card for the
printer.

2. Gather the following information:
The name you are giving to this printer or plotter.
- The printer node name.
The model or interface that the printer will use.
«  Thelink-level address of the network card installed in the printer.
The TCP-IP protocol printer requires an Internet Protocol (1P) address.
- Thepriority for this printer.
The class to which the printer or plotter will be add.

- In addition, decide whether you wish to make this device your system’s default
printer.

3. Run SAM
4. Highlight Printers and Plotters and activate thépen control button.

5. Highlight LP Spool er and activate thépen control button.
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Highlight Printers and Pl otters and activate the Open control button.

Choose Add Net wor k- Based printer thenAdd Printer/Plotter Connected
to HP JetDirect... fromtheActi ons menu.

Fill in the printer interface dialog box fields and turn on and off check box values.

Activate the OK control button.

Starting and Stopping the LP Spooler
To start the | p spooler:

1

N

To

o A~ 0N P Qg 00 b~ W

Run SAM.

Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

Highlight Printers and Pl otters and activate the Open control button.

Choose Start Print Spool er fromtheActi ons menu.

op the LP spooler:

Run SAM.

Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

Highlight Printers and Pl otters and activate the Open control button.

Choose Shut Print Spool er fromtheActi ons menu.

Determining the Status of the LP Spooler
To determine the status of the | p spooler:

1

2
3
4.
5

Run SAM.

Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

Highlight Printers and Pl otters and activate the Open control button.

The status area of the object list will display the status of the scheduler as Schedul er:
RUNNI NG or Schedul er: STOPPED.

Disabling a Printer

1

2
3.
4

Run SAM.
Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

Highlight Printers and Pl otters and activate the Open control button.



5. Highlight the printer you want to disable in the object list.

6. Choose Di sabl e fromtheActi ons menu.

NOTE: When you use SAM to “enable” or “disable” a printer, SAM performs both the
accept/reject operation and the enable/disable operation. If you wish to “disable” a printer but
still accept requests for that printer (letting them accumulate in the request directory for the
printer), you must use the HP-UX commands method to disable the printer.

Enabling a Printer
To enable a printer using SAM:

1. RunSAM.
2. Highlight Printers and Pl otters and activate the Open control button.
Highlight LP Spool er and activate the Open control button.

3
4. Highlight Printers and Pl otters and activate the Open control button.
5. Highlight the printer you want to enable in the object list.

6

Choose Enabl e from the Act i ons menu.

Interplatform Printing

AlX can print to an HP-UX print server and vice versa. For thisto work you must verify the
following:

1. Basic network connectivity between the workstations

2. Each print server has the appropriate entriesin either / et ¢/ host s. equi v or
/ etc/ hosts. | pd.

3. For the queue of the AIX client printing to an HP-UX print server, use the following for
filtersin/ et ¢/ gconfi g:

/usr/| pd/attshort
/usr/lpd/attlong

4. For printing from and HP-UX client to an AlX print server, be sure to choose the BSD
option when adding a remote printer using SAM.
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9. Configuring TCP/IP

AlIX

Note: Beginning with AIX version 4 the InetServ ODM object class no longer exists. Therefore
making changesto/ et c/i netd. conf and/ et ¢/ servi ces nolonger requiresthei neti np
command. Infact, thei neti np, i net exp,i netserv, andnoti net commands no longer
exist.

On most UNIX systems you configure TCP/IP with commands such asi f confi g andr out e,
and then make your configuration permanent by editing startup files. Y ou can do thiswith AlX,
but it is best to use SMIT to do al your configuration. Doing so ensures the information in
/etc/rc. net andthe ODM is updated.

Basic TCP/IP Configuration
1. Start SMIT:

# smt nktcpip

2. OntheAvail abl e Network | nterfaces screen, select the appropriate interface.
Upon bootup cf gngr recognizes the network card and configuresit into the ODM
database.

3. OntheM ni mum Configuration & Startup menu,fill in, asaminimum, the
HOSTNAME, | nt er net ADDRESS fields. Also specify whether or not you want to start
TCP/IP now or at bootup in the START Now field.

4. Additional parameters that can be configured with this screen are network mask, name
service, gateway, and cable types. If you leave the Net wor k MASK field blank, AIX will
provide you with a default value based upon the class of the system’s IP address. For the
CABLE Type field, bnc specifies thin cablali x thick,t p twisted pair.



Example

M ni nrum Configuration & Startup
To Del ete existing configuration data, please use Further Configuration
nenus

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]
HOSTNANVE [ @a2410bj v]
* | nternet ADDRESS (dotted decinal) [ 15. 24. 48. 58]
Net wor k MASK (dotted deci mal) [ 255. 255. 248. 0]
* Networ k | NTERFACE en0
NAMESERVER
I nternet ADDRESS (dotted decinmal) [15.41. 144. 101]
DOVAI N Name [ nsr. hp. coni
Def aul t GATEWAY Address [ 15. 24. 55. 253]
(dotted decimal or synbolic nane)
Your CABLE Type N A +
START Now no +

Setting the Hosthame
To set or reset your host's name,

1. Start SMIT:
# smt hostnane
2. Choose th&et the Host nanme menu item on thelost nane screen.

3. Fill in the new hostname in tiHESTNAME field.

Adding a Route
1. Start SMIT:

# smt nkroute

2. Fillin the values foODESTI NATI ON Addr ess andDef aul t GATEWAY Address. For
Desti nati on Type you have a choice betweepat andhost . AlX provides a default
value of1 for theMETRI C field.
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Add Static Route

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.
[Entry Fields]

Desti nati on TYPE net +
* DESTI NATI ON Addr ess []

(dotted decimal or synbolic nane)
* Default GATEWAY Address [1

(dotted decimal or synbolic nane)
* METRI C (nunber of hops to destination gateway) [ 1] #

Removing a Route

Removing aroute in SMIT looks much as the same as adding aroute. Just type in the following
and fill in the appropriate values:

# smt rnroute
Flushing the Routing Table
To flush the routing table,

1. Start SMIT:
# smt fshrttbl

2. Thisproduces the following:

Flush Routing Tabl e

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]
Fl ush Routing Table in the Current Running System yes +
Fl ush Routing Table in the Configuration Data Base no +
(effective in the next systemrestart)

If you want to flush the routing table temporarily but keep the routing information in the
database, accept the defaults. If you want to clear the ODM of routing information, select yes for
Fl ush Routing Table in the Configuration Data Base.

Changing Network Card Configuration
To ater the configuration of a network card, do the following:

1. Start SMIT:
# smt chinet
2. Select the appropriate interface in the Avai | abl e Net work I nterfaces menu.

3. Make the appropriate changes as needed. If you leave the BROADCAST ADDRESS field
blank, AIX will provide a default based on the subnet mask.
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Change / Show a Standard Ethernet Interface

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]

Network | nterface Name en0

| NTERNET ADDRESS (dotted deci mal) [ 15. 24. 48. 58]
Net wor k MASK (hexadeci mal or dotted deci mal) [ 255. 255. 248. 0]
Current STATE up

Use Address Resol ution Protocol (ARP)? yes

BROADCAST ADDRESS (dotted deci mal) [

Removing Network Card Configuration

Thereisno SMIT fastpath option to removing an interface. Instead,
1. Start SMIT:
# smt inet
2. Selectthe Renmove a Network | nterface option.

3. Select the appropriate interface.
CAUTION: SMIT removes the interface without prompting!

Managing Name Servers
Toedit/etc/resol v. conf:
1. Start SMIT:

# smt resolv.conf

2. This produces the following:

Domai n Naneserver (/etc/resolv.conf)
Move cursor to desired itemand press Enter.

Start Using the Naneserver

List Al Naneservers

Add a Naneserver

Renove a Nanmeserver

Stop Using a Naneserver

Set / Show the Donmain

Renove the Donmin

Set / Show the Domain Search List
Renove the Dommin Search List

Usethisasameansto edit the/ et c/ r esol v. conf fileor use atext editor to do so.




Adding Entriesto /etc/hosts
1. Start SMIT:

# smt hostent

2. This produces the following:
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Hosts Tabl e (/etc/hosts)
Move cursor to desired itemand press Enter.

List All Hosts

Add a Host

Change / Show Characteristics of a Host
Renmove a Host

Usethisas ameansto edit the/ et ¢/ host s file or use atext editor to do so.

Editing /etc/inetd.conf
Toedit/etc/inetd. conf and ensure the ODM database is updated:

1. Start SMIT:
# smt inetdconf

2. This produces the following:

i netd Subservers
Move cursor to desired itemand press Enter.

List All inetd Subservers

Add an inetd Subserver

Change / Show Characteristics of an inetd Subserver
Renove an i netd Subserver

Use the menu selections to add or remove entriesto the/ et ¢/ i net d. conf and update the
ODM. If, however, you edit/ et c/ i net d. conf with atext editor you must usether ef r esh

-s i netd command to update the new information.

Editing the /etc/services File
You can use SMIT to edit/ et c/ servi ces.

1. Start SMIT:
# smt inetserv

2. This produces the following:




Services (/etc/services)
Move cursor to desired itemand press Enter.

List Al Services

Add a Service

Change / Show Characteristics of a Service
Renmove a Service

Follow the menus to make the changes you desire. Y ou can also use atext editor to change the

/ et c/ servi ces file

Editing /etc/hosts.equiv
To create entries to or modify / et c/ host s. equi v using SMIT:

1. Start SMIT:
# smt hostsequiv

2. Thisproduces the following:

Host Access (/etc/host. equiv)
Move cursor to desired itemand press Enter.
List All Renote Hosts

Add a Renpte Host
Renbve a Renpte Host

Follow the menus to make the changes you desire.

Editing /etc/ftpusers
Toedit/etc/ftpusers:

1. Start SMIT:
# smt ftpusers

2. Thisproduces the following:

Restrict File Transfer Program Users (/etc/ftpusers)

Move cursor to desired itemand press Enter.

Show Al Restricted Users
Add a Restricted User
Renpbve a Restricted User
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Managing Other Services
1. Start SMIT:

# smt otherserv

2. This produces the following:

O her Avail abl e Services
Move cursor to desired itemand press Enter.

Super Daernon (i netd)
sysl ogd Subsystem
routed Subsystem
gat ed Subsystem
named Subsystem
rwhod Subsystem

ti med Subsystem
portmap Subsystem (information only)
snnpd Subsystem
dhcpsd Subsystem
dhcpcd Subsystem
dhcprd Subsystem

Using BSD Stylerc Configuration

The AIX style of TCP configuration is to use the ODM configuration information. Upon bootup
the/ et c/rc. net fileruns methodsto configure the network card and set the hosthame, default
gateway, and routes based upon the ODM database. If you would prefer not to use the ODM to
do this, you can elect to have aBSD style of TCP configuration. BSD style usesthei f confi g
command and reads/ et ¢/ r c. bsdnet to configure the network card. To elect BSD style,

1. Start SMIT:
# smt setbootup option

2. Choose yes and press enter at the following screen:




Sel ect BSD style rc Configuration

Pl ease answer yes if you want BSD style rc configuration
The default is no.

Default style configuration uses the data in the ODM dat abase and
uses the file /etc/rc.net to define,
| oad, and configure a corresponding interface.

BSD style configuration uses the traditional ifconfig conmand and it
uses the file /etc/rc.bsdnet to configure the corresponding interface.

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]
Use BSD Style rc Configuration no +

A caveat about the above procedure: after selecting yes you will not have System Resource
Controller (SRC) support. In other words, you can’t use commandsdikessh -s i netd.

If you want flat file configuratiorand SRC support, uncomment the commandseirnc/ r c. net
under the headingr adi ti onal Confi gurati on. Below is that section in commented form:

HHHH
# Part Il - Traditional Configuration

HHHHH
An alternative nethod for bringing up all the default interfaces
is to specify explicitly which interfaces to configure using the
ifconfig conmand. Ifconfig requires the configuration information
be specified on the conmand Iine. |Ifconfig will not update the

i nformation kept in the ODM configuration database

Valid network interfaces are:
| o=l ocal | oopback, en=standard ethernet, et=802.3 ethernet
sl=serial line IP, tr=802.5 token ring, xs=X 25

e.g., en0 denotes standard ethernet network interface, unit zero.

Bel ow are exanpl es of how you could bring up each interface using
ifconfig. Since you can specify either a hostnane or a dotted
deci mal address to set the interface address, it is convenient to
set the hostnane at this point and use it for the address of

an interface, as shown bel ow

HHHFHIFHFFFEFHHHHHFHFHFHHR

#/ bi n/ host name robo. austin.ibm com >>$LOGHI LE 2>&1

#

# (Renenber that if you have nore than one interface,

# you'll want to have a different |IP address for each one.

# Bel ow, xX.xX.xX.xx stands for the internet address for the
# given interface).

#

#/ usr/sbin/ifconfig | o0
#/ usr/sbin/ifconfig en0
#/ usr/sbin/ifconfig etO
#/usr/sbin/ifconfig tr0
#/ usr/sbin/ifconfig slO
#/ usr/sbin/ifconfig xs0

net | oopback up >>$LOGFI LE 2>&1
net ‘hostname’ up >>$LOGFI LE 2>&1
net XxX.XxX.XX.XX up >>$LOGFI LE 2>&1
net XxxX.Xxx.XX.XX up >>$LOGFI LE 2>&1
net XxX.XxX.XX.XX up >>$LOGFI LE 2>&1
net Xxx.Xxx.XX.XX up >>$LOGFI LE 2>&1
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#

#

# Now we set any static routes.

#

# /usr/sbin/route add 0 gat eway >>$LOGFI LE 2>&1
# /usr/sbin/route add 192.9. 201. 0 gat eway >>$LOGHI LE 2>&1
HP-UX

The set_parms Script

On pre-installed or newly installed systems the startup script / et ¢/ r ¢ runs/ sbi n/ set _par ns
to interactively set up abasic network configuration. The parameters that are set are:

+ Host name

e Timezone

« |Paddress

«  Subnet mask

» Default gateway

» Domain name server (DNS server)
» Network Information Service (NIS)
*  Root password

Y ou can reconfigure these basic network configurations later by starting / sbi n/ set _par s
manually:

# set_parns initial

Networking Startup Files

When the system boots to run-level 2 or higher, the script / sbi n/i ni t. d/ net starts. It fetches
the configurable parameters from thefile/ et c/ rc. confi g. d/ net conf and executesthe
following commands:

ifconfig Sets the | P address, subnet mask, and local loopback
interface

l'anconfig Sets the encapsul ation method
route Configures the routing table

See the man pages for these commands for detailed information.

Editing the /etc/hosts File

Y ou can use any text editor to edit the / et ¢/ host s file. If you are not running BIND or NIS,
you can use SAM. SAM also configures/ et ¢/ host s when adding anew LAN card. To use
SAM,

1. Start SAM



# sam
Select Net wor ki ng and Conmuni cati ons.
Select | nt er net Addr esses.

Select Act i ons->Add .

o &~ »w DN

Fill inthe Renmpot e Syst em Nane and | nt er net Addr ess fields on the menu and
select Appl y.

The Name Service Switch

The Name Service Switch determines where your system will look for the information that is
traditionally stored in the following files:

/etc/ hosts
/etcl/protocol s
/etcl/services
/ et c/ net wor ks
[ etc/ netgroup
letc/rpc

For all types of information except host information, you can configure your system to use NIS
(one of the NFS Services), thelocal / et c file, or both, in any order. For host information, you
can configure your system to use BIND (DNS), NIS, the/ et ¢/ host s file, or any combination
of thethree, in any order. The default Name Service Switch configuration is adequate for most
installations, so you probably do not have to changeit.

NOTE: Configuring the Name Service Switch is a separate task from configuring the name
services themselves. You must also configure the name services before you can use them. The
Name Service Switch just determines which name services are queried and in what order. You
can use SAM to configure the Name Service Switch. See the chapter on DNS in this book for
more information about the Name Service Switch.

Choosing a Name Service

HP-UX provides three ways of trandating host names to |P addresses or | P addresses to host
names:

» The/etc/hosts file,asmple ASCII file that is searched sequentially.

« BIND (Berkeley Internet Name Domain), which is Berkeley’s implementation of the
Domain Name System (DNS).

« NIS (Network Information Service), one of the NFS Services. (NIS used to be called
“Yellow Pages”.)

By configuring the Name Service Switch, you can use these name services in any order you
choose.

If you have a large network, or you need to connect to Internet hosts outside your local network,
use BIND as your primary name service. When you use BIND, you administer a central database
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containing only the hosts on your local network, and you have access to the databases on all the
other hosts on the Internet.

If you have alarge network and little need for Internet connectivity, you can use NIS as your
primary name service. The NIS hosts database is administered centrally on one of your hosts, but
it must contain the names and | P addresses of all the other hosts in your network. For
information on NIS, see Installing and Administering NFS Services.

If you have a small network and little need for Internet connectivity, you can use the
/ et ¢/ host s fileasyour primary name service. Each host in your network needs a copy of the
/ et c/ host s file containing the names and addresses of al the other hostsin your network.

If you choose to use BIND or NIS as your primary name service, you still need to configure a
minimal / et ¢/ host s file so that your host can boot if BIND or NISis not available.

Configuring Routes

1. If you use only one gateway to reach all systems on other parts of the network, configure
adefault gateway.

Y ou can use SAM to configure a default gateway, or if you are not using SAM, issue the
following command:

# /usr/sbin/route add default gateway address 1

where gat evay_addr ess isthe | P address of the gateway host. Then, set the following
environment variablesinthe/ et c/ rc. confi g. d/ net conf file

ROUTE_DESTI NATI ON[ 0] =" def aul t "
ROUTE_GATEWAY][ 0] =" gat eway_addr ess"
ROUTE_CQOUNT[ 0] =" 1"

If the default gateway is your own host, set the ROUTE_COUNT variable to 0.
Otherwise, setitto 1.

2. If your host is a gateway, configure the destination networks that can be reached from its
network interfaces. Issue the following command for each network interface on your
host:

# /usr/sbin/route add net destination |P_address

where dest i nat i on isanetwork address reachable by your host, and / P_addr ess is
the address of the network interface. Then, create anew set of routing variablesin the
/etc/rc.config.d/ netconf filefor each network interface.

Whenever you create a new set of variables, increment the number in square brackets, as
in the following example:

ROUTE_DESTI NATI ON[ 1] =" 15. 13. 131. 0"
ROUTE_GATEWAY[ 1] =" 15. 13. 131. 213"
ROUTE_COUNTI 1] =" 0"

3. If youwill not be using gat ed, configure routesto all the networks you need to reach.
Type the following command for each network you need to reach from your host:



/usr/sbin/route add net network _address gateway address

Then, create anew set of routing variablesinthe/ et ¢/ rc. confi g. d/ net conf filefor
each new route. Whenever you create a new set of variables, increment the number in
square brackets.

ROUTE_DESTI NATI ON[ n] =" net wor k_addr ess"
ROUTE_GATEWAY[ n] =" gat eway_addr ess"
ROUTE_CQUNT[ n] =" 1"

If ROUTE_GATEWAY[ n] isyour own host, set ROUTE_COUNT[ n] to 0. Otherwise, set
itto 1.

Type the following command to verify the routes you have configured:
# lusr/bin/netstat -r

For more information on static routing, type man 1M route orman 7 routing at the
HP-UX prompt.

To Set the Default Gateway Using SAM

1

a &~ v DN

Start SAM

# sam

Select Net wor ki ng and Conmuni cati ons.
Select | nt ernet Addr esses.

Choose Modi fy Default Gateway.

FillintheDef ault Gateway | nternet Address andDefault Gateway Nane
fields and Choose OK.

Changing a Host’s IP Address

When you use SAM to change a host’s IP address, SAM does not perform all these steps. For
example, SAM does not update BIND or NIS databases.

1.
2.

Change the host’s IP address in/thec/ host s file.

Change the P_ADDRESS[ n] variable in the et ¢/ rc. confi g. d/ net conf file to
the new IP address.

If the host is on a network that uses BIND, change the host's IP address in the data files
of the authoritative name servers. If the host is on a network that uses NIS, change its IP
address in theet ¢/ host s file on the NIS master server, and issue the following
commands to regenerate the hosts database and push it out to the NIS slave servers:

# cd var/yp
# /usr/ccs/bi n/ make hosts

If the host is moving to a different subnet, changdr@eTE_DESTI NATI ON,
ROUTE_GATEWAY, andBROADCAST _ADDRESS[ n] variables in
letc/rc.config.d/ netconf.
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If the host is moving to a nework that uses a different subnet mask, change the
SUBNET_MASK][ n] variablein/etc/rc. config. d/ netconf.

If the host is moving to a different network, you may have to configure new routes for it.

If the host is on a network that uses gat ed, change its IP address on all the gat ed
routers.

If the host isaBOOTP client, changeits |P addressin the / et ¢/ boot pt ab file on the
BOOTP server. If the hostisaBOOTP server, and aBOOTP relay agent is configured
to relay boot requests to the host, change the host’'s IP addressg @ thdéoot pt ab
file on the BOOTP relay agent.

If the host is an NTP server, change its IP address ireth# nt p. conf file on NTP
clients. If the host is an NTP client and is moving to another network, you might have to
configure a different NTP server in itet ¢/ nt p. conf file.

Reboot the host.

Configuring inetd

Thei net d daemon is always started as part of the boot process by the startup script
/sbin/init.d/inetd. Inadditiontothéetc/inetd.conf configuration file, you can
configure an optional security file callédar / adnt i net d. sec, which restricts access to the
services started hiynet d.

1.

Make sure the following lines exist/et c/ i net d. conf . If any of the lines starts
with a pound sign (#), remove the sharp sign to enable the service.

ftp streamtcp nowait root /usr/lbin/ftpd ftpd -
telnet streamtcp nowait root /usr/lbin/telnetd telnetd
tftp dgram udp wait root /usr/lbin/tftpd tftpd
boot ps dgram udp wait root /usr/lbin/bootpd bootpd
finger streamtcp nowait bin /usr/lbin/fingerd fingerd
login streamtcp nowait root /usr/lbin/rlogind rlogind
shell streamtcp nowait root /usr/lbin/renshd renshd
exec streamtcp nowait root /usr/lbin/rexecd rexecd

To disable any of these services, comment out the line by typing a pound sign (#) as the
first character on the line.

If you made any changes/tet c/ i net d. conf , type the following command to force
inetd to read its configuration file:

# lusr/sbin/inetd -c

Make suré et c/ i net d. conf is owned by user root and group other, and make sure its
permissions are set to 0444 (-r--r--r--).

For more information, typean 4 inetd. conf orman 1M i netd.



Editing the /var/adm/inetd.sec File
The/var/adn i net d. sec fileisasecurity filethat i net d reads to determine which remote

hosts are allowed access to the services on your host. The i net d. sec fileisoptional; you do
not need it to run the Internet Services.

Y ou can use either atext editor or SAM to edit the i net d. sec file.

1. Ifthe/var/adniinetd. sec filedoesnot exist on your host, copy
/usr/ newconfi g/var/adnm inetd. sec to/var/adnl i netd. sec.

Create one line in inetd.sec for each service to which you want to restrict access. Do not
create more than one line for any service. Eachlineinthe/var/adm i netd. sec file
has the following syntax:

service_nane {allow | deny} host_specifier [host_specifier...]

whereser vi ce_nane isthefirst fieldinanentry inthe/ et ¢/ i net d. conf file, and
host _speci fi er isahost name, |P address, |P address range, or the wildcard character
(*).

2. Makesurethe/var/adm i netd. sec fileisowned by user root and group other, and
make sure its permissions are set to 0444 (-r--r--r--).

Following are some example linesfrom ani net d. sec file:

login allow 10.*
shel |l deny vandal hun
tftp deny *

The first example allows accessto r | ogi n from any I P address beginning with 10. The second
example denies accesstor ensh and r cp from hostsvandal and hun. The third example denies
everyone accesstot f t p. Only the services configuredin/ et c/ i net d. conf can be configured
in/var/adn i netd. sec.

Enabling bootp and tftp

1. Start SAM:
# sam
2. Select Net wor ki ng and Conmuni cati ons.
3. Select Net wor k Servi ces.
4. Select Boot p.
5. Choose Act i ons->Enabl e.
6. Select TFTP.
7. ChooseActi ons- >Enabl e.

Configuring rwhod

Therwhod daemon checks the state of your host and generates status messages, which it
broadcasts on the network every 180 seconds. It also listens for status messages broadcast by
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r whod daemons on remote hosts, and it records these messages in a database of filesin

/ var/ spool / rwho. Thefilesare named whod. host nane, where hostname is the name of the
remote host from which the status information came. The status messages are displayed when
usersissue the r who or r upt i me command.

1. Inthe/etc/rc.config.d/ netdaenons file set the RWHOD variableto 1.
2. Issuethefollowing command to start the r whod daemon:
# /sbin/init.d/rwhod start

Status information collected by r whod for the local host and from each remote host includes the
following:

« System load average.

» Host name asreturned by get host bynane.

e Usersloggedin.

« Time of last activity for logged-in users.
Because UDP (User Datagram protocol) broadcasts do not go through gateways, r who and
rupt i me do not report status for hosts that can be reached only through a gateway.

Configuring Logging for the Internet Services

syslogd
The Internet daemons and servers log informational and error messages through sysl og. You

can monitor these messages by running sysl ogd. Y ou can determine the type and extent of
monitoring through syslogd’s  configuration file, /etc/syslog.conf

Each linein /etc/syslog.conf has a “selector” and an “action”. The selector tells which part
of the system generated the message and what priority the message has. The action specifies
where the message should be sent.

“The part of the selector that tells where a message comes from is called the “facility”. All
Internet daemons and servers, exeapidmai | , log messages to the daemon facility.
sendmai | logs messages to thai | facility. sysl ogd logs messages to thgsl og facility.
You may indicate all facilities in the configuration file with an asterigk (

The part of the selector that tells what priority a message has is called the “level”. Selector
levels aredebug, i nf or mati on, noti ce,warning,error,al ert, energency, and
critical. A message must be at or above the level you specify in order to be logged.

The “action” allows you to specify where messages should be directed. You can have the
messages directed to files, users, the console, asytelagd running on another host.

The following is the default configuration foet c/ sysl og. conf :

mai | . debug /var/adnf sysl og/ mai |l . | og
*. info,mail.none /var/adnt sysl og/ sysl og. | og
*, alert / dev/ consol e

*, alert r oot

.energ *



With this configuration, al mail log messages at the debug level or higher are sent to
/var/adn sysl og/ mai | . | og. Log messagesfrom any facility at thei nf or mat i on level or
higher (but no mail messages) are sentto/ var / adnf sysl og/ sysl og. | og. Log messages
from any facility at the al ert level or higher are sent to the console and any terminal where the
superuser islogged in. All messages at the emer gency level or higher are sent to all users on
the system.

Configuring inetd Connection Logging

Thei net d daemon can log connection requests through sysl ogd. It logs successful
connections at the i nf or mat i on level and unsuccessful connection attempts at the not i ce
level. By default, i net d starts up with connection logging turned off.

If i net d isrunning with connection logging turned off, issue the following command to start it:
# lusr/sbin/inetd -I

If i net d isrunning with connection logging turned on, the same command turns it off.

Configuring ftpd Logging
To configure f t pd to log messages about logins, login failures, and anonymousf t p activity,
follow these steps:

1. Addthe-1 or-v (verbose) optiontotheft p lineinthe/ et c/inetd. conf file asin
the following example:

ftp streamtcp nowait root /usr/lbin/ftpd ftpd -1

The - v option provides more detailed logging than the - | option, except for anonynous
ftp. Foranonynous ftp,the-1 and- v options provide the same level of logging.

2. Issuethe following command to forcei net d to read its configuration file:

# /usr/sbin/inetd -c

Configuring Anonymous ftp Access

Y ou can follow the instructions in this section, or you can use SAM to configure anonynous
ft p access.

1. Useatext editor to add aline for user ftp to the / et ¢/ passwd file, asin the following
example:

ftp: *:500: guest : anonynous ftp:/hone/ftp:/usr/bin/false

The password field should be *, the group membership should be guest, and the login
shell should be/ usr/ bi n/ fal se. Inthisexample, user ftp’s  user ID is 500, and the
anonymous ftp  directory is/homefftp

Typeman 4 passwd at the HP-UX prompt for information on the passwd file.

2. Createthef t p home directory that you configured in the /etc/passwd  file, asin the
following example:
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# cd / hone

# nkdir ftp

Create the subdirectory / usr / bi n under the f t p home directory:
# cd /hone/ftp

# nkdir usr

# cd usr

# nkdir bin

Copy thel s and pwd commands from/ usr/ bi n to~f t p/ usr/ bi n, and set the
permissions on the commands to 0111 (executable only):

# cp /usr/bin/ls [hone/ftp/usr/bin
# cp /usr/bin/pwd /hone/ftp/usr/bin
# chnod 0111 /hone/ftp/usr/bin/ls

# chnod 0111 /home/ ftp/usr/bin/pwd

Set the owner of the ~f t p/ usr/ bi n and ~f t p/ usr directoriesto root, and set the
permissions to 0555 (not writeable):

# chown root /home/ftp/usr/bin

# chnod 0555 /home/ftp/usr/bin

# chown root /hone/ftp/usr

# chnod 0555 /hore/ ft p/ usr

Create the subdirectory et ¢ under the f t p home directory:
# cd /home/ftp

# nkdir etc

Copy / et c/ passwd and/ et ¢/ gr oup to ~f t p/ et c. Thesefilesarerequired by the
I s command, to display the owners of filesand directories under ~ft p.

# cp /etc/passwd /hone/ftp/etc
# cp /etc/group /home/ftp/etc

Replace the password field in all entriesin / hone/ f t p/ et ¢/ passwd with *, and delete
the shell field from the end of each entry:

ftp: *:500: guest : anonynous ftp:/home/ftp:
ach: *: 8996: 20: : / hone/ ach

Replace the password field in all entriesin / hone/ f t p/ et ¢/ gr oup with *:

users: *: 20: acb
guest:*:21:ftp



10. Set the owner of thefilesin ~f t p/ et ¢ to root, and set the permissions to 0444 (read
only):

# chown root /home/ftp/etc/passwd
# chnod 0444 /hone/ ftp/etc/passwd
# chown root /home/ftp/etc/group
# chnod 0444 /hone/ ftp/etc/group
11. Set the owner of ~f t p/ et ¢ to root, and set the permissions to 0555 (not writeable):
# chown root /home/ftp/etc
# chnod 0555 /hone/ftp/etc

12. Create adirectory called pub and under ~f t p. Set its owner to user f t p and its
permissionsto 0777 (writeable by all). Anonynous ft p users can put filesin this
directory to make them available to other anonynous ft p users.

# nkdir /home/ftp/pub
# chown ftp /hone/ftp/pub
# chnod 0777 /home/ ftp/ pub

13. Create adirectory called di st and under ~f t p. Set its owner to user root and its
permissions to 0755 (writeable only by root). The superuser can put read-only filesin
this directory to make them available to anonynous ft p users.

# nkdir /home/ftp/dist
# chown root /hone/ftp/dist
# chnod 0755 /hone/ ftp/dist

14. Set the owner of user ftp's  home directory to root and the permissions to 0555 (not
writeable).

# chown root /home/ftp

# chmod 0555 /home/ftp

Using SAM to Configure Anonymous ftp
1. Start SAM:

# sam
Select Networking and Communications
Select Network Services

Select Anon FTP Deposit

o~ »w DN

Choose Actions->Enable
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6. Sdect Anon FTP Retri eval .

7. ChooseActi ons->Enabl e.

Restricting ftp Accesswith /etc/ftpusers

When a user attempts to log into your system using f t p, thef t pd daemon checks the

I etc/ftpusers file. If the file exists, and the user’s login name is listed ihtihd denies
access to the user. User accounts that specify a restricted login gleeltirppasswd should be
listed in/ et c/ ft pusers, becausét pd accesses local accounts without using their login
shells. UUCP accounts should also be listetkinc/ f t pusers.

You can use either a text editor to edittlee c/ f t pusers file. Each linein etc/ftpusers
consists of a login name with no white space. Following is an exdrapte f t puser s file:

uucp

guest
nobody

For more information, typean 4 ft pusers at the HP-UX prompt.

Creating /etc/hosts.equiv

If you have already manually configured/as c/ host s. equi v file with entries other than

those of the fornmostname or hostname username do not use SAM to configure

/et c/ hosts. equi v. SAM does not recognize, display or add entries of other forms (such as +,
-, %, or +@example_nfsnetgroup).

1. Start SAM

# sam

Select thé\et wor ki ng and Conmuni cati ons.
Select thesyst em Access.

Select th&Renot e Logi ns.

ChooseAct i ons- >Add.

o oA oW N

Fill in the form according to its instructions. View the help screens for information
about filling in the form.

7. SelectAppl y to enter additional names of systems to be configuredduysey as a
shortcut to remain in the add screen). Then, ppgsshen you are done with the screen.

NOTE: The required choice deletes/adt c/ host s. equi v file entries for the remote
system you specify. Use this choice to remove unwanted entries. You may also modify
the list of users that are currently allowed access without a password. Gebese

Users Not Required and change the list of remote login names as desired.

Summary

TCP/IP is a standard product, but configuring it differs considerably in AIX and HP-UX. Like so
many items in AlX, networking configuration by default is part of the ODM configuration



database. Itiseasier to use SMIT to configure TCP/IP because doing so insures that the ODM is
brought up to date automatically. Y ou do have the option in AlX to configure TCP/IP using the
traditional commandsi f confi g and r out e, and to make your changes permanent by either
editing the/ et ¢/ rc. net file, in which case you retain SRC support, or editing

/etc/rc. bsdnet, entailing no SRC support.

HP-UX has atraditional means of configuring TCP/IP. However, using SAM can make the
processalot easier. HP-UX also hasa/ var/ adni i net d. sec file, which AIX does not, that
adds an extralayer of security for TCP/IP.
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AlIX

Server Data Files

AlX suggests the following naming convention for naned datafiles, though you can use
whatever scheme suits you:

1. Namesand internet addresses of the root name servers: naned. ca

2. Addressresolution information for local loopback: named. [ dormai n_nane] | ocal
3. Address resolution datafor all machinesin the zone: naned. [ donai n_nane] dat a
4. Reverse address resolution information: naned. [ donai n_nane] r ev

These files are usually found in the / et ¢ directory.
Note: AlX provides sample configuration filesinthe /usr/sanpl es/t cpi p directory.
Configuring a Primary Name Ser ver

1. Editthe/ et c/ naned. boot file, being sure to include the following:

« Name of the default domain

«  Primary name server designation and names of nanmed hosts data file and naned
reverse hosts datafile.

» Name of thelocd file (e.g., naned. | ocal )
2. Editthe/ et c/ nanmed. ca fileto include the names and addresses of the root servers.
3. Editthe/ et ¢/ named. [ donai n_nane] | ocal file. Include the following:

» Start of authority of the zone and the default time-to-live information.

« Name server (NS) record.

« Pointer (PTR) record.
4. Editthe/ et ¢/ named. [ donai n_nane] dat a file. Include the following:

«  Start of authority of the zone and the default time-to-live information for the zone

« Name-to-address resolution information on all hosts in the name server’s zone of
authority

« Name server records for all primary name servers in the zone
5. Editthe/ et ¢/ nanmed. [ domai n_nane] r ev file. Include the following:

- Start of authority of the zone and the default time to live information



» Address to name resolution information on all hosts to be in the name server’s zone
of authority

6. Create an empfyet ¢/ resol v. conf file by issuing the following command:
# touch /etc/resolv. conf

7. Enable th@anmed daemon using the following SMIT fastpath:
# smt stnaned

You get the following:

Start Using the named Subsystem
Move cursor to desired itemand press Enter.

NOW
Next System RESTART
BOTH

If you chooseBOTH, SMIT startsnarmed and then editset c/ rc. t cpi p to get it to start up on
each boot.

Configuring a Secondary Name Server

1. Editthel et c/ naned. boot file. This is the same as for a primary server except that
you must include secondary lines for each of the domains for which the secondary server
is responsible and a secondary line to define the reverse name resolution information.

Also, you should include a primary line for thet ¢/ naned. [ donai n_nane] | ocal
file.

2. Edit the/ et ¢/ naned. ca file.
3. Editthe/ et ¢/ named. [ domai n_nane] | ocal file.

4. Create anetc/resol v. conf file by issuing the following command:

# touch /etc/resolv. conf

You may want to enter records to specify the name, domain, and address of the name
server.

5. Enable th@amed daemon using the following SMIT fastpath:

# smt stnanmed

Configuring a Cache-Only Name Server

1. Editthe/ et c/ naned. boot file. Specify a name server type of primary with a source
of / et ¢/ naned. | ocal as well as the domain for which the name server will be
responsible.

2. Edit the/ et ¢/ naned. ca file.
3. Editthel et ¢/ named. [ domai n_nane] | ocal file.

4. Create detc/resolv. conf file by issuing the following command:
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# touch /etc/resolv. conf

Y ou may want to enter records to specify the name, domain, and address of the name
server.

5. Enablethe named daemon using the following SMIT fastpath:

# smt stnanmed

Setting Up a Remote Name Server

Thissmply involves creating an/ et c/ r esol v. conf file. The easiest way to create, delete, or
modify thisfileisto type:

# smt resolv.conf

Y ou get the following:

Domai n Naneserver (/etc/resolv.conf)
Move cursor to desired itemand press Enter.

Start Using the Naneserver

List Al Naneservers

Add a Naneserver

Renove a Nanmeserver

Stop Using a Naneserver

Set / Show t he Donmin

Renove the Donmin

Set / Show the Donmmin Search List
Renove the Dommin Search List

Tocreateanew / et c/ resol v. conf file, either choosethe Start Usi ng t he Nanmeserver
option, andthenthe Create a New /etc/resol v. conf Fil e option, or you can type the
following at the command line:

# smt stnamerslv2
SeeSetting Up a Renpbte Nane Server inthe HP-UX section for moreinformation on
/etcl/resolv. conf.

Name Resolution Order
If you are using DNS, the resolver attempts to find addresses in the following order:

1. DNS
2. NISif it running
3. Loca /etc/ hosts if NISisnot running

Y ou can specify adifferent order by creating the / et ¢/ net svc. conf file, or you can override
both the default and / et ¢/ net svc. conf with the NSORDER environment variable.
/ et c/ net svc. conf takesthe form of:

host s=val uel, val ue2, val ue3




where val ue? Iseither bi nd, ni s, orl ocal .
Use the same valuesin setting the NSORDER environment variable, for example:

NSORDER=ni s, bi nd, | ocal

For more information see TCP/ | P Nanme Resol uti on in Chapter 3 of System Management
Guide: Communications and Networks in InfoExplorer.

HP-UX

Server Data Files
/ et c/ named. dat a/ db. cache Lists the servers for the root domain

/ etc/ named. data/ db. 127. 0. 0.0 Address resolution information for local

loopback

/ et c/ named. dat a/ db. [ donai n] Address resolution data for all machinesin the
zone

/et c/ named. dat a/ db. [ net] Reverse address resolution information

Naming thesefilesdb. [ nane] isaHewlett-Packard convention.

Name Server Startup Files

When the system bootsto run-level 2 or higher / sbi n/ i ni t. d/ narmed runs and fetches the
appropriate variablesfrom thefile/ et c/ rc. confi g. d/ namesvrs. The name server starts
with the command/ usr / shi n/ named. When invoked, naned reads thefile

/ et ¢/ named. boot , which contains the location of the database files. If you want to start
narmed manualy, type:

# /sbin/init.d/ named start
To stop named manually:

# /sbin/init.d/ named stop

Setting the Default Domain Name

If youwill beusingan/ et c/ resol v. conf fileon your host, configure the default domain
name with the sear ch or domai n keyword. If you will not beusingan/ et c/ resol v. conf
file, follow these steps:

1. Set the default domain name with the host name command, by appending the domain
name to the host name, asin the following example:

# [usr/bin/hostnane indigo.div.inc.com
Do not put atrailing dot at the end of the domain name.

2. Setthe HOSTNAME variableinthe/etc/rc. confi g. d/ net conf filetothe same
value, asin the following example:

HOSTNAME=i ndi go. di v. i nc. com
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Configuring a Primary Master Name Ser ver
1. Makesurethe/ et c/ host s fileisup to date on the host that will be the primary master

Sserver.

On the host that will be the primary master, create the / et ¢/ nanmed. dat a directory,
where the name server data files will reside, and make it the current directory:

# nkdir /etc/naned. data
# cd /etc/naned. data

Issue the following command to generate the name server data files from the
/ et c/ host s file:

# [usr/sbin/hosts to nanmed -d domai nnane -n networ k_numrber.
Following is an example:

# [usr/sbin/hosts to nanmed -d div.inc.com-n 15.19.8

Move the naned. boot filetothe/ et c directory:

# mv [ etc/named. dat a/ named. boot /et c/named. boot

Copy thefile/ usr/ exanpl es/ bi nd/ db. cache. ar pa tothe/ et ¢/ naned. dat a
directory. Thisfileisalist of root name servers. Y ou can also use anonynous ftp to
get the current list of root name serversfromrs. i nt er ni c. net . Instructions are
included inthe/ usr/ exanpl es/ bi nd/ db. cache. ar pa file.

Usethe list of root name serversfrom the / usr/ exanpl es/ bi nd/ db. cache. ar pa file
orfromrs.internic.net toupdatethe/ et c/ named. dat a/ db. cache file. The
host s_t o_naned program creates this file but does not add any datato it.

Thehost s_t o_naned program creates the following data files in the directory from which it is

run:

/ et ¢/ named. boot

/ et c/ named. dat a/ db. cache

/ et c/ named. dat a/ db. 127. 0.0
/ et c/ named. dat a/ db. [ donai n]

/ et c/ named. dat a/ db. [ net]

Naming thesefilesdb. [ nane] isaHewlett-Packard convention. Y ou can also create these files
manually using atext editor. If you choose to create them manually, you must convert all host
names to fully qualified domain names (names containing all 1abels from the host to the root,
terminated with adot; for example, i ndi go. di v. i nc. com)

Thehost s_t o_named program completely rewritesthe db. [ donmi n] and db. [ net] files.
All manual modifications to these files will be lost the next time you run hosts_t o_naned,
except changesto SOA records. For more information, type man 1M host s_t o_named or nan
1M naned at the HP-UX prompt.



To Add a Host to the Domain Data Files

Addthehostto/ et ¢/ host s andrunhost s_t o_naned again, or add the host manually, as
follows:

1. Editdb. [ donmai n] . Add an Address (A) resource record for each address of the new
host. Add CNAME, HINFO, WKS, and MX resource records as necessary. Increment
the serial number in the SOA resource record.

2. Editdb. [ net]. Add aPTR resource record for each host address. Increment the serial
number in the SOA resource record.

3. Addthehosttothe/ et c/ host s file. If thehostisnot listedin/ et ¢/ host s, someone
might run host s_t o_naned, which overwrites your db. [ donai n] and db. [ net]
files, and the host will be lost.

4. After modifying the domain datafiles, issue the following command to restart the name
server and force it to reload its databases:

# /usr/sbin/sig_naned restart

To Delete a Host from the Domain Data Files

Delete the host from / et ¢/ host s and run host s_t o_named again, or delete the host manually,
as follows:

1. Editdb. [ donai n] . Deeteal A, CNAME, HINFO, WKS, and MX resource records
associated with the host. Increment the serial number in the SOA resource record.

2. Editdb.[ net]. Deleteall PTR resource records for the host. Increment the serial
number in the SOA resource record.

3. After modifying the domain datafiles, issue the following command to restart the name
server and force it to reload its databases:

# /usr/shbin/sig _naned restart

Configuring a Secondary Master Name Server

1. Create a separate directory for the database and configuration files. Choose the same
name as on the primary server.

# nkdir /etc/naned. data

# chrnod 755 /etc/naned. dat a
2. Copy theboot . sec, boot . sec. save, db. 127. 0. 0 files from the primary server.
3. Copydb. [ net] anddb. [ domai n] if youwant local storage.

4. Copy boot . sec or boot . sec. save to/ et ¢/ named. boot to create aboot file for
named.

# cp /etc/naned. dat a/ boot. sec /et c/ naned. boot

5. Copy thedb. cache file from the primary server.
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6. Modify / et c/ namesvrs and set the NAMVED variableto 1.
NAMED=1
7. Create/ etc/resol v. conf toincludeyourself asaname server.
8. Start named manually.
# /sbin/init.d/ named start

Modifications are made only on the primary server. Secondary servers perform a zone transfer as
soon as they discover that the serial number has been incremented. This depends on the
configuration of the refresh timersin the SOA records. To initiate an immediate zone transfer on
asecondary server restart the server with the si g_named command.

Configuring a Caching-Only Name Ser ver

The boot file of a caching-only name server has no primary or secondary lines, except the
primary linefor the 0. 0. 127. i n- addr . ar pa domain (the loopback interface). Hosts running
Berkeley networking use 127.0.0.1 as the address of the loopback interface. Since the network
number 127.0.0 is not assigned to any one site but is used by all hosts running Berkeley
networking, each name server must be authoritative for network 127.0.0.

Follow these steps to create a caching-only server:

1. Copy thefiles/ et c/ naned. dat a/ db. 127. 0. 0 and/ et ¢/ naned. dat a/ db. cache
from the primary server to the caching-only server.

2. Ifyouranhosts_t o_naned to create the primary master server, host s_t o_naned
created afile called boot . cacheonl y in the directory from which it was run. Copy this
file to the caching-only server, and renameit / et ¢/ named. boot .

If you created the primary master server manually, without running host s_t o_naned, create a
boot file for the caching-only server called /et ¢/ named. boot . It should look like the following
example:

; type domai n source file
Eji rectory /etc/naned.data ;running directory for named
pri mary 0.0.127. 1 N- ADDR. ARPA db. 127.0.0
cache db. cache

Configuring the Resolver to Query a Remote Name Server
Follow these steps if you want your host to query a name server on aremote host:

1. Createafileonyour host caled/ et ¢/ resol v. conf. The/ et c/resol v. conf file
has three configuration options:

e domai n followed by the default domain name. The domain entry is needed only
when the local system’s host name (as returned by the hostname command) is not a
domain name, and the search option is not configured.

- search followed by up to six domains separated by spaces or tabs. The first domain
in the search list must be the local domain. The resolver will append these domains,
one at a time, to a host name that does not end in a dot, when it constructs queries to



send to aname server. The domain and search keywords are mutually exclusive. If
you do not specify the sear ch option, the default search list will contain only the
local domain.

- naneserver followed by the internet address (in dot notation) of a name server that
the resolver should query.

Y ou can configure up to three nameserver entries.
Thefollowing isan example of / et ¢/ resol v. conf :

search cs. Ber kel ey. Edu Berkel ey. Edu
nanmeserver 132.22.0.4
nanmeserver 132.22.0.12

2. If you did not specify the local domain with the sear ch or donmai n option, set the
default domain name with the host name command, as in the following example,

# /usr/bin/hostnane indigo.div.inc.com

and set the HOSTNAMVE variableinthe/etc/rc. confi g. d/ net conf filetothe same
value, asin the following example:

HOSTNAME=i ndi go. di v. i nc. com
Do not put atrailing dot at the end of the domain name.

NOTE: If you want to run both BIND and HP VUE, you must have an/ et c/ r esol v. conf file
on your system, or HP VUE will not start.

On HP-UX releases before 10.0, by default, if the resolver could not find the requested host by
appending the local domain, it would append the parent of the local domain and the grandparent
of thelocal domain. It would not append just the top-level domain (like comor edu). For
example, if BIND could not find host name aar dvar k inthe local domain zoo. bi 0. nnt . edu,
it would look for aar dvar k. bi 0. nnt . edu and aar dvar k. nnt . edu but not aar dvar k. edu.
On HP-UX release 10.0 and later releases, by default, if you do not specify asearch listin

/ etc/resol v. conf , the resolver will append only the local domain to the input host name.

If you want BIND to behave asit did in releases before 10.0, configure a search list in the
/etc/resol v. conf file. Thefollowing search list causes BIND to search the
zoo. bi 0. nnt . edu domain asit did by default inrel eases before 10.0:

search zoo. bi o.nnt.edu bio.nnt.edu nnt.edu

Starting the Name Server Daemon

Before you start the name server daemon, make suresysl ogd isrunning. Follow these stepsto
start the name server daemon:

1. Inthe/etc/rc.config.d/ namesvrs file setthe NAMED environment variableto 1,
as follows:

NAMED=1
2. Issuethe following command to determine whether named is already running:

# ps -ef | grep naned
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If named is not running, issue the following command to start it:

# /sbin/init.d/ named start

Configuring the Name Service Switch

The Name Service Switch determines where your system will look for the information that is
traditionally stored in the following files:

/etc/hosts
/etc/protocol s
/ etcl/services
/ et c/ net wor ks
/ et c/ netgroup
/etclrpc

For all types of information except host information, you can configure your system to use NIS
(one of the NFS Services), thelocal / et c file, or both, in any order. For host information, you
can configure your system to use BIND (DNS), NIS, the/ et ¢/ host s file, or any combination
of thethree, in any order. The default Name Service Switch configuration is adequate for most
installations, so you probably do not have to changeit.

NOTE: Configuring the Name Service Switch is a separate task from configuring the name
services themselves. You must also configure the name services before you can use them. The
Name Service Switch just determines which name services are queried and in what order. You
can use SAM to configure the Name Service Switch.

Following are some suggestions for customizing your Name Service Switch configuration:

« If youwant your system to consult the local / et ¢/ net gr oup filewhen it failsto find a
netgroup in the NIS netgroup database, create or modify the netgroup linein the
/et c/ nsswitch. conf fileasfollows:

netgroup: ni s [ NOTFOUND=continue] files

« If youwant your system to consult BIND (DNS) when it failsto find ahost namein NIS,
create or modify the hostslineinthe/ et ¢/ nsswi t ch. conf file asfollows:

hosts: nis [ NOTFOUND=conti nue] dns files

With this configuration, if NIS does not contain the requested information, and BIND is
not configured, the/ et ¢/ host s fileis consulted.

« If youwant your system to consult NISif it failsto find a host name in BIND or if the
BIND name servers are not responding, create or modify the hostsline in the
/et c/ nsswitch. conf fileasfollows:

« hosts: dns [ NOTFOUND=conti nue TRYAGAI N=continue] nis files

With this configuration, if BIND does not return the requested information, and NISis not
running, the/ et c/ host s fileis consulted.

HP recommends that you maintain at least aminimal / et ¢/ host s file that includes important
addresses like gateways, diskless boot servers and root servers, and your host's own IP address.



HP also recommends that you include the word “files” in the hosts line to help ensure a
successful system boot using the c/ host s file when BIND and NIS are not available.

CAUTION: Changing the default configuration can complicate troubleshooting. The default
configuration is designed to preserve the authority of the name service you are using. It switches
from BIND to NIS only if BIND is not enabled. It switches from NIS to the loealk file only

if NIS is not enabled. It is very difficult to diagnose problems when multiple name servers are
configured and enabled for use.

Default Configuration

A defaultnsswi t ch. conf file is supplied in the usr/ newconfi g/ et ¢ directory. It contains
the following lines :

host s: dns nis files
protocols: nis files
services: nis files
networks: nis files
netgroup: nis files
rpc: nis files

This is the default configuration. In other words, if you copy
[ usr/ newconfi g/ etc/nsswitch. conf to/etc/nsswitch. conf,the Name Service Switch
behaves the same way it would if het c/ nsswi t ch. conf file existed.

The /etc/nsswitch.conf File

The configuration file for the Name Service Switch & c/ nsswi t ch. conf , which consists of
lines with the following syntax:

info type: source [status=action status=action...] source..

If the/ et c/ nsswi t ch. conf file does not exist, or if no source is specified in it, the default
search order is as follows:

1. DNS (for host information only)
2. NIS
3. Locall et c file

For more information on the Name Service Switch, tygoe 4 swi t ch at the HP-UX prompt.

To Check the Current hosts Configuration

To check the Name Service Switch configuration that your system is currently using for host
information, start nslookup and issue the policy command, as follows:

# nsl ookup
> policy

The output for the default configuration is as follows:

# Lookups = 3
dns [ RRCR| ni s [ RRCR| files [ RRRR]
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The letters in square brackets stand for (R)eturn or (C)ontinue. They represent the values of the
four status values, SUCCESS, NOTFOUND, UNAVAI L, and TRYAGAI N. In the example, the
status=action pairs configured for DNS and NIS are

SUCCESS=r et urn
NOTFOUND=r et ur n
UNAVAI L=cont i nue
TRYAGAI N=r et urn

For the following hosts line
hosts: dns [ NOTFOUND=continue] files

the pol i cy command displays the following:

# Lookups = 2
dns [ RCCR| files [ RRRR]

To stop the ns| ookup program, typeexi t .

To Trace a Host Name Lookup

To trace a host name lookup, start ns| ookup, set the swt r ace option, and perform alookup, as
follows:

# nsl ookup
> set swtrace
> host nane

For thensswi t ch. conf file containing the hosts line
hosts: dns [ NOTFOUND=conti nue] nis [ NOTFOUND=conti nue] files

The following example tries all three name services before it finds an answer:

# nsl ookup

> set swtrace

> rommey

Name Server: hpi ndbu. cup. hp. com
Address: 15.13.104.13

| ookup source is DNS

Name Server: hpi ndbu. cup. hp. com
Address: 15.13.104.13

*** hpindbu.cup.hp.com can't find romney: Non-existent domain
Switching to next source in the policy

lookup source is NIS

Default NIS Server: hpntc43c

Address: 15.13.119.52

Aliases: hpntc43c.cup.hp.com, hpntc43c-119, 3c-119
*** No address information is available for "romney"
Switching to next source in the policy

lookup source is FILES

Using /etc/hosts on: hpntc2k

Name: romney

Address: 15.13.104.128

NOTE: If youdo not set swt r ace, nsl ookup displays only the first name service where it
looks for ahost, eveniif it finds the host in another name service.



Updating Networ k-Related Files

After you configure your system to use BIND, the following network-related configuration files
require fully-qualified domain names for all hosts outside your local domain:

/ etc/ hosts. equiv
$HOVE/ . r host s
/var/adm i netd. sec
$HOVE/ . netrc

To Update /etc/hosts.equiv and $HOME/.rhosts
Flat or string-type host names that are not hosts in the local domain must be converted to fully
gualified domain namesinthe/ et ¢/ host s. equi v fileand in all $HOVE/ . r host s files.

The shell script convert _rhost s, foundin/ usr/ exanpl es/ bi nd, accepts input conforming
tothe syntax in host s. equi v and convertsit to fully qualified domain names. Instructions for
using this utility are in the comments at the beginning of the script itself.

To Update /var/adm/inetd.sec and $HOME/.netrc

Flat or string-type host names that are not hosts in the local domain must be converted to fully
gualified domain namesinthe/ var/ adn i net d. sec fileand in al $HOVE/ . net r ¢ files. No
automated utility exists for performing thistask, so you must do it manually.

To Update /etc/hosts

To provide an alternate means of lookup if the name server is down, you should maintain a
minimal / et ¢/ host s file. It should contain the host names and the internet addresses of the
hostsin your local domain.

Configuring BIND in SAM

On the local system, you can configure a primary server, a secondary server, a caching-only
server, and resolver; start, restart, or stop the server; specify a parent domain, update the DNS
database files and configure NS resource records.

More information on configuring BIND in SAM can be found in its help screens. Y ou can get to
the DNS section by selecting Net wor ki ng and Conmuni cat i ons and DNS (Bl ND) .

Name Server Statistics

The name server keeps track of various statistics. Y ou can print these statistics to the file
/var/t np/ naned. st at s by issuing the following command:

# /usr/sbin/sig_naned stats
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Summary

DNS is much the same on both AIX and HP-UX. The differenceslie in the names and locations
of nanmed files:

Al X name and | ocation HP- UX name and | ocation
/etcl/resol v. conf /etcl/resol v. conf

[ usr/ sbi n/ naned [ usr/ sbi n/ naned

/ usr/ sbi n/ named- xf er / usr/ sbi n/ named- xf er

/ et ¢/ naned. boot / et ¢/ naned. boot

/ et c/ naned. ca / et ¢/ naned. dat a/ db. cache

/ et c/ named. [ domai n] | ocal / et c/ named. dat a/ db. 127. 0. 0
/ et c/ naned. [ donai n] dat a / et c/ naned. dat a/ db. [ donai n]
/ et c/ naned. [ donmai n] rev / et c/ naned. db. [ net]
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11. NIS

AlIX

NIS Maps and Commands
Maps and the domainname directory are found in / var/yp. Filesinthisdirectory include:

Makefil e
aliases.time
bi ndi ng

group. time
hosts.tine
netid.tine
passwd. ti me
protocol s.tinme
publickey.time
rpc.time
rsnsr. hp. com
services.tine
updat ers

Themake command usesthe Makef i | e inthisdirectory and can be used to create maps and to
push them. Unlike HP-UX, thereisno ypnake script. Makefi | e callsthe makedbmcommand
to build maps, create * . t i me files, and push the maps. The Makefi | e refersto variousyp
commandsinthe / usr/ sbhi n directory. Thefollowing commandsin/ usr/etc/yp are
actually linksto to commandsin/ usr/ shi n and are provided for compatibility to previous
versions of AlX:

chmast er

chsl ave
chypdom

| smast er
makedbm
nkal i as
nkcl i ent
nkkeyser v
nknast er
nknetid

nksl ave

nT gpwd
revnet gr oup
rnkeyserv
rnyp

stdet hers

st dhost s
udpubl i ckey
ypinit

yppol |

yppush

ypset

ypxfr

ypxfr _1lperday
ypxfr _lperhour
ypxfr_2perday



Also, theyp commandsin/ usr/ et ¢ areactualy links:

rpc. yppasswdd -> /usr/lib/netsvc/yp/rpc. yppasswdd
rpc. ypupdated -> /usr/lib/netsvc/yp/rpc. ypupdated
ypbind -> /usr/lib/netsvc/yp/ypbind
ypserv -> /usr/lib/netsvc/yp/ypserv

Master Server Configuration

You can use SMIT to configure NIS or you can do so manualy. If you do amanual
configuration, the process is the same asin HP-UX, with the exception of starting the yp
daemons.

Restricting Access to the Master Server
Y ou can use a password file other than / et c/ passwd. To do so,

1

Editthe/ et c/ r c. nf s fileand change the following stanza:

D R=/etc
if [ -x /usr/lib/netsvc/yp/rpc.yppasswdd -a -f $DI R/ passwd ]; then

start rpc.yppasswdd /usr/lib/netsvc/yp/rpc.yppasswdd
/etc/passwd -m

fi

Change $DI R/ passwd to the path to your passwd file, such as/ et ¢/ passwd. ni s:

D R=/etc
if [ -x /usr/lib/netsvc/yp/rpc.yppasswdd -a -f $DI R/ passwd ]; then

start rpc.yppasswdd /usr/lib/netsvc/yp/rpc.yppasswdd
/etc/passwd -m

fi

Then enter the following command before starting the yppasswdd daemon:

# chssys -s yppasswdd -a “/etc/passwd.nis -m passwd”

Creating an NIS Master Server

1

If you haven't done so already, set the domain name:
# smt chypdom

Start SMIT:

# smt nkmaster

You will see the following:
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Configure this Host as a NIS Master Server

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

HOSTS that will be slave servers [1
* Can existing MAPS for the domain be overwitten? yes +
* EXIT on errors, when creating naster server? yes +
* START the yppasswdd daenon? no +
* START the ypupdat ed daenon? no +
* START the ypbind daenmon? yes +
* START the naster server now, bot h +

at systemrestart, or both?

4. Inthe HOSTS field, enter the names of your slave serversif you have any or going to
have any.

This is all that's required. If you want a more secure setup, you can chex0$®START t he
yppasswdd daenon andSTART the ypupdated daenon. See themn page for these
daemons for more information. If you accept the default valbetdf for START t he mast er
server now, at systemrestart, or both, SMIT will call ypi nit -m start the
appropriate daemons, and make changes toethe r c. nf s file to make the changes
permanent.

Creating an NIS Save
1. If you haven't done so already, set the domain name:

# smt chypdom
2. Start SMIT:
# smt nksl ave

3. You will see the following:

Configure this Host as a NIS Sl ave Server

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]

* HOSTNAME of the master server [

* Can existing MAPS for the domain be overwitten? yes +

* START the slave server now, bot h +
at systemrestart, or both?

* Quit if errors are encountered? yes +

Enter the name of your master server. If the defaults are fine,goress. SMIT will run
ypi nit -s and make sure the necessary changes are maédector c. nf s to make the
changes permanent.




Creating an NIS Client
1. If you haven't done so already, set the domain name:

# smt chypdom
2. Start SMIT:
# smt nkclient

3. You will see the following:

Configure this Host as a NIS dient

Type or select values in entry fields.
Press Enter AFTER naking all desired changes.

[Entry Fields]
* START the NI'S client now, bot h +

at systemrestart, or both?

Pressingent er  at this point startgpbi nd and editg etc/rc. nfs.

Managing yp Daemons
You can manage all thgp daemons using SMIT or on the command line using SRC commands.

1. To use SMIT type:
# smt ypstartstop

2. You will see the following:

Start / Stop Configured NI'S Daenons
Move cursor to desired itemand press Enter.

Start the Server Daenon, ypserv
Start the Cient Daenon, ypbind
Start the yppasswdd Daenon
Start the ypupdat ed Daenon
Stop the Server Daenpbn, ypserv
Stop the dient Daenon, ypbind
Stop the yppasswdd Daenpn
Stop the ypupdat ed Daenpn

3. Follow the menu items to stop or start the appropriate daemons. Each selection above

gives you the option of starting or stopping daemons immediately, at system restart, or
both.

You can start or stopp daemons using SRC commands, either individually or as a group.
To stop allyp daemons:
# stopsrc -g yp

To start allyp daemons:
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# startsrc -g yp

To stop ayp daemon, for example ypbi nd, individually:
# stopsrc -s ypbind

To start ayp daemon, for exampleypser v, individualy:
# startsrc -s ypserv

Following are excerptsfrom/ et ¢/ r c. nf s. To manually configureyp in/etc/rc. nfs, edit
the following stanzas with a text editor:

# Uncomment the following Iines and change the donain
# name to define your domain (donmain nust be defined
# before starting NI'S).
if [ -x /usr/bin/domai nname ]; then
[ usr/ bi n/ domai nnanme el no
fi

if [ -x lusr/lib/netsvc/yp/ypserv -a -d /var/yp/‘'domai nnane' ]; then
start ypserv /usr/lib/netsvc/yp/ypserv
fi

if [ -x lusr/lib/netsvc/yp/ypbind ]; then
start ypbind /usr/lib/netsvc/yp/ypbind
fi

if [ -x /usr/sbin/keyserv ]; then
start keyserv /usr/sbin/keyserv
fi

if [ -x lusr/lib/netsvc/yp/rpc.ypupdated -a -d /var/yp/‘donmai nnane* ]; then
start ypupdated /usr/lib/netsvc/yp/rpc.ypupdated

#Uncoment the following lines to start up the NIS
#yppasswd daenon.
DI R=/etc
if [ -x /usr/lib/netsvc/yp/rpc.yppasswdd -a -f $DI R/ passwd ]; then
start rpc.yppasswdd /usr/lib/netsvc/yp/rpc.yppasswdd /etc/passwd - m
fi

HP-UX

NIS Maps and Commands
On HP-UX 10.X the following commands are found in/ usr/ sbi n:

ypi nit
yppol |
yppush
ypset

ypxfr
ypxfrd

Thefollowing files as well as the domain directory arefoundin / var/ yp:
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bi ndi ng
securenets
secureservers
updaters
ypnmake
ypxfr_lperday
ypxfr _1perhour
ypxfr_2perday

Thefile ypmake isashell script that builds one or more maps on a master NIS server. If no
arguments are specified, ypnake either creates maps if they do not already exist or rebuilds maps
that are not current. yppush isthen executed to notify slave NIS servers of the change and make
the dave servers copy the updated mapsto their machines. If any maps are supplied on the
command line, ypmake creates or updates those maps only. The make command

(/ usr/ bi n/ make isasymboliclink to/ usr/ ccs/ bi n/ make) can be used instead of
ypnake.

Normal System Startup

All the startup scripts for the NFS and NIS services are started at run level 2 except the

nfs. server script, which is started at run level 3. The following table shows the startup
scripts, in the order they are run at system startup. It lists the processes that each script starts and
the files and environment variablesin/ et c/ rc. conf i g. d that influence their behavior.

All of the startup scripts start the portmapper if it is not already started, but only one por t map
process should be running at once.

nfs.core por t map none none

ni s.server port map namesvrs NI S_MASTER_SERVER
donai nnane NI S_DOVAI N
ypserv YPSERV_OPTI ONS
ypxfrd KEYSERV_OPTI ONS
yppasswdd YPUDATED_OPTI ONS
ypupdat ed YPXFRD_OPTI ONS
keyserv

nis.client port map nanesvrs NI'S_CLI ENT
domai nnane NI'S_DOVAI N
ypbi nd WAl T_FOR_NI' S_SERVER
keyserv MAX_NI SCHECKS

YPBI ND_OPTI ONS
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KEYSERV_CPTI ONS
YPSET_ADDR
nfs.client port map nf sconf NFS_CLI ENT
bi od NUMB_NFSI CD
statd STATD_OPTI ONS
| ockd LOCKD_OPTI ONS
aut onount AUTOMOUNT
nmount AUTO_MASTER
swapon AUTO_OPTI ONS
nfs. server port map nf sconf NFS_SERVER
exportfs NUM_NFSD
nmount d STATD_OPTI ONS
nf sd LOCKD_OPTI ONS
statd START_MOUNTD
| ockd MOUNTD_OPTI ONS
pcnf sd PCNFS_SERVER
swapon

Configuring and Administering an NIS Master Server

1. Loginasroot to the host that will be the master server.

2.

On the host that will be the master server, ensure that the PATH environment variable

includes the following directory paths:

/varl/yp
lusr/lib/netsvc/yp
/usr/ccs/ bin

Issue the following command to set the NIS domain name:

# [usr/ bi n/ domai nnane donai nnane

Inthe/etc/rc. config.d/ namesvrs file, set the NIS DOMAIN variableto the

domain name;

NI S_DOVAI N=donmi nnane

Inthe/etc/rc. config.d/ nanesvrs file, setthe NIS MASTER SERVER and

NIS_CLIENT variablesto 1, asfollows:

NI S_MASTER SERVER=1




NI S_CLI ENT=1

If the host that will be the master server is already a slave server for another domain, set
thelS MASTER_SERVER variable to 1 and the NIS_SLAVE_SERVER variableto 0.

Issue the following command to create the NIS maps for the domain:
# lusr/sbin/ypinit -m

Theypi ni t script will prompt you for the names of your slave servers. Enter the names
of your slave serversin response to the prompt.

Issue the following commands to run the NIS startup scripts:
# /sbin/init.d/ nis.server start
# /sbin/init.d/nis.client start

Donotissuethenis. client start command until a least one NIS server is running
on the same subnet asthe client. |f you start the NIS client before it has an NIS server to
bind to, the client will hang indefinitely.

The master server is now running as both an NIS master server and an NIS client. Next,
you must configure the slave servers you listed when you ran the ypi ni t script.

Configuring the NIS Master Server to Use a Private passwd File

1
2.
3.

Log in asroot to the NIS master server.
Copy the/ et ¢/ passwd fileto/ et ¢/ passwd. yp.

Using atext editor, remove users from the/ et ¢/ passwd file who should not be allowed
access to the NIS master server. Do not include aplus sign (+) in thisfile.

Use atext editor to edit the / var / yp/ Makef i | e fileasfollows:
Changetheline

PWFI LE=$( DI R) / passwd

to

PWFI LE=$( DI R) / passwd. yp

Inthe/etc/rc. config.d/ namesvrs file, modify the YPPASSWDD_OPTIONS
variable asfollows:

Changetheline

YPPASSWDD_OPTI ONS="/ et ¢/ passwd - m passwd PWFI LE=/ et c/ passwd"

to

YPPASSWDD OPTI ONS="/ et ¢/ passwd. yp - m passwd PWFI LE=/ et c/ passwd. yp"

Issue the following commands to regenerate the NIS passwd maps from
/ et c/ passwd. yp:
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# cd /varl/yp
# [usr/ccs/ bin/ make passwd

This command generates both the passwd. bynane and the passwd. byui d maps and
pushes them to the slave servers.

If your slave servers are not up and running yet, run make with the NOPUSH flag set to
1

# cd /varl/yp
# [usr/ccs/bin/ make NOPUSH=1 passwd

This procedure creates arestricted / et c/ passwd file that is used only by the NIS master server.
Theunrestricted / et ¢/ passwd. yp fileis used to generate the NIS passwd maps, which are used
by the rest of the hostsin the NIS domain.

Configuring and Administering an NIS Slave Server
The NIS master server must be configured and running before you start your slave servers.

To Edit the Slave Server’s passwd File

1. Removeal usersfromthe/ et c/ passwd file except the root user and the system entries
required for your system to boot. By convention, system entries usually have user IDs
less than 100, so you can remove all entries with user IDs of 100 or greater.

2. Addthefollowing entry asthelast lineinthe/ et c/ passwd file:
+::-2:60001::

The plus sign (+) causes processes to consult NIS for any user information not found in

thelocal / et c/ passwd file. The-2intheuser ID field restricts the access of people

who may attempt to log in using “+” as a valid user name when NIS is not running.
Anyone who successfully logs in as “+” will be granted only the access missions of user
nobody.

CAUTION: Do not put an asterisk (*) in the password field on HP systems. On Sun
systems, an asterisk in the password field prevents people from logging in as “+” when
NIS is not running. However, on HP systems, the asterisk prevents all users from
logging in when NIS is running.

The changes you make to thet ¢/ passwd file on an NIS slave server are the same changes
you make on an NIS client. Following is an examigec/ passwd file on an NIS slave server:

root: OAnhFBnTi KvHA: 0: 3: :/:/bin/ksh
daenon: *: 1:5::/:/bin/sh

bin:*:2:2::/bin:/bin/sh

adm *: 4: 4::/usr/adm/bi n/sh

uucp: *:5:3::/usr/spool /uucppublic:/usr/lib/uucp/uucico
| p:*:9:7::/usr/spool /| p:/bin/sh

hpdb: *: 27: 1: ALLBASE: / : / bi n/ sh

+::-2:60001::



To Enable NIS Slave Server Capability

1
2.
3.

Make sure the NIS master server is already configured and running NIS.,
Log in asroot to the host that will be the slave server.

On the host that will be the dave server, ensure that the PATH environment variable
includes the following directory paths:

/varlyp
lusr/lib/netsvc/yp
/usr/ccs/ bin

Issue the following command to set the NIS domain name:
# [ usr/ bi n/ domai nnane domai nnane
where domai nnane is the same as the domain name on the NIS master server.

Inthe/etc/rc. config.d/ namesvrs file, set the NIS DOMAIN variable to the
domain name:

NI S_DOVAI N=donai nnane

Inthe/etc/rc. config.d/ namesvrs file setthe NIS SLAVE SERVER and
NIS_CLIENT variablesto 1, asfollows:

NI S_SLAVE_SERVER=1
NI S_CLI ENT=1

If the slave server is amaster server in another NIS domain, set the

NIS MASTER SERVER variableto 1 and the NIS SLAVE SERVER variableto 0.
Theyppasswdd daemon, which is required on the master server, is started only if
NIS MASTER SERVER=L1.

I ssue the following command to set up the NIS slave server and copy the NIS maps from
the master server:

# lusr/sbin/ypinit -s M S server_nane [ DOM-donai nnane)

The NI S_ser ver _nane isthe name of the master server or aslave server that has a
complete set of up-to-date maps for the domain. If the lave server will serve adomain
different from the one set by the dormai nname command, specify the domain name after
the Nl S_server_nane.

Issue the following commands to run the NI'S startup scripts:
# /sbin/init.d/nis.server start
# /sbin/init.d/nis.client start

Donotissuetheni s. client start command until at least one NIS server isrunning
on the same subnetwork asthe client. If you start the NIS client before it hasan NIS
server to bind to, the client will hang indefinitely.

In order to receive map updates from the NIS master server, you must add the new dave server to
theypser ver s map on the master server.
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To Schedule Regular Map Transfersfrom the NIS Master Server

1
2.

Log in asroot to the slave server.

Copy theypxfr_1perday, ypxfr_2perday, and ypxfr_1lperhour scriptsfromthe
/usr/ newconfi g/ var/yp directory to the/ var / yp directory:

# cp /usr/newconfig/var/yp/ypxfr_1perday /var/yp
# cp /usr/newconfig/var/yp/ypxfr_2perday /var/yp
# cp /usr/newconfig/var/yp/ypxfr_1perhour /var/yp

Create acr ont ab file that invokes these files at regular times. Following is an example
cront ab file

021 * * * [var/yp/ypxfr_1lperday
30 5,19 * * * [var/yp/ypxfr_2perday
15 * * * * [vyar/yp/ypxfr_1perhour

Thisfilerunsthe ypxfr _1per day script at 9:00 PM every night. It runsthe
ypxfr_2perday script at 5:30 AM and 7:30 PM every day. It runsthe
ypxfr _1per hour at 15 minutes past every hour.

Issue the following command to enter the file into cr ont ab,
# crontab filenane

where f i | enane isthe contab file you just created.

If you have created customized NIS maps for your domain, you will have to add them to the
appropriate scripts. Y ou can aso use the scripts provided as templates for creating your own

scripts.

In some domains, transferring the passwd maps once per hour generates too much network
traffic. If you find thisisthe case, schedule transfers of the passwd maps for less frequent
intervals.

If you have multiple slave servers, schedule map transfers for different times on different servers,
so al the servers are not performing transfers at the same time.

To Add a Slave Server to Your NIS Domain

1
2.

Log in asroot to the NIS master server.

Issue the following command, where domai nnane is the name of the domain to which
you want to add the slave server:

# cd /var/yp/ domai nname

Issue the following command to create an editable ASCII text file from the ypservers
map:
# [usr/sbin/ makedbm -u ypservers > tenpfile

Use atext editor to add the name of the new server to the ASCII filet enpfi | e.



5.

6.

I ssue the following command to regenerate the ypservers map from the ASCI| file:
# [usr/sbin/ makedbm tenpfil e ypservers

Log in asroot to the new slave server and configure it asan NIS slave server.

To Remove a Slave Server from Your NIS Domain

1
2.

Log in asroot to the NIS master server.

I ssue the following commands to create an editable ASCI| text file from theypser ver s
map:

# cd /var/yp/ domai nname

# [usr/sbin/ nakedbm -u ypservers > tenpfile

Use atext editor to remove the name of the dave server from the ASCII file tempfile.
Issue the following command to regenerate theypser ver s map from the ASCII file:

# [usr/sbin/ nakedbm tenpfile ypservers

Log in asroot to the slave server.

Remove al the map files from the map directory, and remove the map directory. The
directory iscaled / var / yp/ donai nname, where donai nnane isthe name of your NIS
domain. For example, if you were removing aslave server from the Finance domain,
you would issue the following commands:

# cd /var/yp/ Fi nance
#rm*

# cd ..

# rmdir Fi nance

If the dave is not aslave server in any other NIS domain, use atext editor to set the
NIS SLAVE_SERVER variabletoOinthe/etc/rc. config. d/ nanesvrs file.

NI S_SLAVE SERVER=0

If the Slave is not a server in any other NIS domain, issue the following command to turn
off NIS server capability:

# /sbin/init.d/nis.server stop

ToModify an NISMap

1
2.

Log in asroot to the NIS master server.

Make your changes to the source file for the NIS map. For example, if you want to
change the NIS hosts map, make your changesto the/ et c/ host s file.

Issue the following commands to generate the map and push it to the dlave servers:

# cd /var/yp
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# [usr/ccs/ bin/ make rmapnane

4. If your dave servers are not up and running yet, run the make command with the
NOPUSH flag set to 1:

# cd /var/yp
# [usr/ccs/bin/ nake NOPUSH=1 napnane

This procedure works for all NIS maps except the ypser ver s map, which has no source
file.

5. If you make changesto thepasswd or gr oup maps, regeneratethe net i d. byname map.
Theneti d. byname map isamapping of usersto groups, where each user is followed
by alist of al the groups to which the user belongs. The neti d. byname mapis
generated fromthe/ et ¢/ passwd and/ et c/ gr oup files.

Configuring and Administering an NIS Client

To Edit the NIS Client’s passwd File

1. Removeadl usersfromthe/ et c/ passwd file except the root user and the system entries
required for your system to boot. By convention, system entries usually have user IDs
less than 100, so you can remove all entries with user IDs of 100 or greater.

2. Addthefollowing entry asthelast lineinthe/ et c/ passwd file:
+::-2:60001:::

The plus sign (+) causes processes to consult NIS for any user information not found in
thelocal / et c/ passwd file.

The -2 in the user ID field restricts the access of people who may attempt to log in using
"+" asavalid user name when NISis not running. Anyone who successfully logsin as
"+" will be granted only the access permissions of user nobody.

CAUTION: Do not put an asterisk (*) in the password field on HP systems. On Sun systems, an
asterisk in the password field prevents people from logging in as"+" when NISis not running.
However, on HP systems, the asterisk prevents all users from logging in when NISis running.

The changes you make to the/ et ¢/ passwd file on an NIS client are the same changes you make
onan NISdave server. Followingisan example/ et c/ passwd fileon an NIS client:

root: OAnhFBnri KvHA: 0: 3: :/:/bin/ksh

daenon: *:1:5::/:/bin/sh

bin:*:2:2::/bin:/bin/sh

adm *: 4: 4::/usr/adm/bin/sh

uucp: *:5:3::/usr/spool /uucppublic:/usr/lib/uucp/uucico
I p:*:9:7::/usr/spool /I p:/bin/sh

hpdb: *: 27: 1: ALLBASE: / : / bi n/ sh

+::-2:60001: ::

To Edit the NIS Client’s group File

1. Removeal groupsfromthe/ et c/ gr oup file except the group entries required for your
system to boot.



2. Addthefollowing entry asthelast linein the/ et ¢/ gr oup file:
+ *: *

The plus sign (+) causes processes to consult NIS for any group information not found in
thelocal / et ¢/ gr oup file. The asterisk (*) in the password field prevents people from
using the plus sign as avalidgroup nameif NISis not running.

The changes you maketo the/ et c/ gr oup file on an NIS client are the same changes you make
onan NISdave server. Followingisan example/ et c/ gr oup fileonan NISclient:

root::0:rootl, sam
ot her:: 1:

bi n:: 2:

sys:: 3:

adm : 4:

daenon: : 5:

mail :: 6:

lp::7:

4 k- %

To Enable NIS Client Capability
1. Make sure at least one NIS master or slave server is running on the client’s subnetwork.

2. Log in as root to the NIS client.

3. On the NIS client, ensure that the $PATH environment variable includes the following
directory paths:

/varlyp
lusr/1libl/netsvc/yp
/fusr/ccs/bin

4. Issue the following command to set the NIS domain name:
# [ usr/bi n/ domai nnane donai nnane
where domainname is a domain served by an NIS server on the client’s subnetwork.

5. Inthe/etc/rc. config.d/ namesvrs file, set the NIS_DOMAIN variable to the
domain name:

NI S_DOMAI N=donai nnane

6. Inthe/etc/rc.config.d/ namesvrs file, set the NIS_CLIENT variable to 1, as
follows:

Nl S_CLI ENT=1
7. lIssue the following command to run the NIS startup script:

# /sbin/init.d/nis.client start
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To Bind an NIS Client to a Server on a Different Subnet

Hewlett-Packard recommends that you configure a server on each subnet where you have NIS
clients; however, if you cannot do that, follow these steps to force an NIS client to bind to a
server on adifferent subnet:

1. Loginasroot tothe NISclient.

2. Addthe-ypset optiontothe YPBIND_ OPTIONSvariablein the
/etc/rc.config.d/ nanmesvrs file, asfollows:

YPBI ND_OPTI ONS=" - ypset"

3. Inthe/etc/rc. config. d/ namesvrs file, set the YPSET_ADDR variable to the IP
address of an NIS server, asin the following example:

YPSET_ADDR="15. 13. 115. 168"

4. Issue the following commands to restart the NIS client:
# /sbin/init.d/nis.client stop
# /sbin/init.d/nis.client start

If the server you specify in the ypset command is unavailable when your client boots up, your
client will broadcast arequest for a server to itslocal network. If no server exists on the local
network, the client will hang.

To Query BIND for Host I nformation After Querying NIS

This section tells you how to set up server-side hostname fallback, which causes your NIS
serversto query BIND for host information after querying NIS. A server will search the NIS
hosts database first, but if the hosts database does not contain the requested information, the
server will query the BIND name service. The server will return the host information to the
clients through NIS.

1. Configureyour NIS servers as BIND name servers, or install an/ et c/ r esol ve. conf
file on each server that alowsit to query aBIND name server.

2. Onthe NIS master server, inthe/ var/ yp/ Makefi | e file, set the B variableto - b, as
follows:

B=-b

3. Issuethe following command on the master server to change the modification time on
/ et c/ host s so that make will regenerate the hosts database:

# /usr/bin/touch /etc/hosts

4. |ssue the following commands to regenerate the NIS maps on the master server and push
them to the NIS slave servers:

# cd /varl/yp

# /usr/ccs/ bin/ mke



5. Onall the NIS serversin your domain, change the hosts line in the
/ etc/ nsswi t ch. conf fileto thefollowing:

hosts: nis [notfound=continue] dns files

6. If you do not changethe/ et ¢/ nsswi t ch. conf file, hostname lookups initiated on
your NIS serverswill be resolved by BIND and not NIS.

CAUTION: Changing the default name service configuration can complicate troubleshooting.
The default configuration is designed to preserve the authority of the name service you are using.
It switches from BIND to NIS only if BIND is not enabled. It switchesfrom NISto the

/et c/ host s fileonly if NISisnot enabled. Itisvery difficult to diagnose problems when
multiple name servers are configured and enabled for use.

Hewlett-Packard recommends that you use the Name Service Switch on your NIS clients instead
of server-side hostname fallback. However, if your NIS clients are PCsthat do not have afeature
like the Name Service Switch, use the server-side hostname fallback described in this section if
you want to force BIND lookups after NIS lookups. For more information on the Name Service
Switch, see the chapter on DNS in this book.

Summary

There are many common features of NIS on each platform: theyp daemons have the same name
and function, domains work the same, commands likeypwhi ch, ypset , and ypi ni t work the
same. The differencesliein configuring NIS on each platform. AlX supplies a number of
scripts that make configuring NIS relatively easy: nkmast er , mksl ave, nkcl i ent , chypdom
If you use SMIT to configure NIS, then you are actually providing parameters for these scripts.
HP-UX does not have equivalent commands, but it does provide theyprake script to make map
propagation easier. You also use SRC commands in AlX to control theyp daemons.

Each system has a different way of creating NIS maps: on AlX it involves editing

/var/yp/ Makefi | e while on HP-UX you haveto change/ usr/ et c/ yp/ ypmake. Each of
these scripts differsin its makeup. However, they ultimately call the makedbmcommand and
produce maps that can be read across platforms. For example, if you have a map of user account
names called / et ¢/ aut o. user , regardless of which platform the corresponding . dbmand . pag
files are created on, they can be read by NIS utilities on any system, aslong asthat systemisin
the same domain.
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AlIX

Controlling NFS Daemons

Y ou can stop and start most NFS daemons either by using SRC commands or by using SMIT,
which ultimately calls SRC commands. The exceptionsarer pc. rexd, rpc. ruserd,
rpc.rwal I d,andr pc. r sprayd, which are started by i net d. The following subsystems are
part of the nf s group: nf sd, bi od, r pc. | ockd, rpc. statd, andr pc. nount d.

To start the nf s group, type:
# startsrc -g nfs

This starts all of the daemons of the nf s group as well as the appropriate number of each. For
nf sd and bi od the default number of daemonsiseight. To change these defaults, you must do
one of the following:

1. Runthesnit chnfs command.

2. Runthechnfs command, for example:
# chnfs -n4 -b4

3. Runthechssys command, for example:
# chssys -s biod -a6

The chnf s command stops currently running nf sds and bi ods, updates the ODM database to
reflect the new defaults (in this case four daemons each), and then restarts the daemons using
SRC commands. Thechssys command changes the cndar gs descriptor in a subsystem
definition, in this case the bi od subsystem. Therefore anytime you run the following command:

# startsrc -s biod

the value of the - a parameter is used to determine the number of bi ods to start, in this case six.
Y ou can start any subsystem with the st art sr ¢ - s command or stop one with thest opsrc -s
command. For example:

# startsrc -s rpc.|lockd

# stopsrc -s rpc. nountd

Thefile that controls the NFS (and NIS for that matter) daemons on startupis/ et c/ rc. nfs.

To disable NFS upon bootup, either remove the line containing that file name from the
letc/inittabfileorrunthesnit rmmfs commandand selectrestart inthe STOP NFS
now, systemrestart or both field. To enable NFS upon bootup it is best to usethe smi t
mknf s command because it is easy to make a syntax error trying to edit/ et ¢/ i ni t t ab by hand.

Notethat / et c/ r c. nf s controls the startup of both NFS and NIS. If you want to disable NIS
but not NFS you can comment out the appropriate linesin/etc/rc.nfs orrunsnmit
rmypserv orsmit rmypclient. Donotremovethercnfs linein/etc/inittab if you
want only to disable NIS.



Configuring an NFS Server

To configure an NFS server in Al X, al you doiscreatean/ et c/ export s file and then run
smit mknfs. Youcanuseatext editor to create / et c/ export s or you can do the following:

1. RunSMIT:
# smt nmknfsexp

2. You will seethefollowing:

Add a Directory to Exports List

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

[Entry Fields]

* PATHNAME of directory to export [1
* MODE to export directory read-wite +
HOSTNAME |ist. |If exported read-nostly [1
Anonynous Ul D [-2]
HOSTS al | owed root access [1
HOSTS & NETGROUPS al | owed client access [1
Use SECURE option? no +
* EXPORT directory now, systemrestart or both bot h +
PATHNAME of alternate Exports file [1

Therequired entries are PATHNAME of directory to export, MODE to export

di rectory,and EXPORT directory now, systemrestart or both. Fill inthese
parameters and press Ent er . SMIT will create or update the / et ¢/ export s fileand thenrun
theexportfs -a command. The other parameters are optional and can be determined by
consulting the expor t s man page.

To start the NFS daemons,
1. RunSMIT:
# smt nknfs

2. Youwill seethefollowing:

Start NFS

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.
[Entry Fields]
* START NFS now, on systemrestart or both bot h +

Pressing Ent er at this point starts al the daemons of the nf s group and puts an entry in the
/et c/inittabfileto make the changes permanent.
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Configuring an NFS Client

Y ou can use the same procedure as above, runsnit nmknf s to start the NFS daemons—and in
the case of an NFS client theods are the only ones you might want—or you can simply start
making NFS mounts from a server by doing the following:

1. Start SMIT:
# smt nknfsmt

2. You will see the following:

Add a File System for Mounting

Type or select values in entry fields.
Press Enter AFTER neking all desired changes.

Entry Fields]
PATHNAME of nount poi nt

PATHNAME of renote directory

HOST where renote directory resides

[
]
|
Mount type NAME ]

—————

* Use SECURE nount option? no +

MOUNT now, add entry to /etc/filesystens or both? now +

* Jetc/filesystens entry will nount the directory no +
on system RESTART.

MODE for this NFS file system read-wite +

* ATTEMPT nount in foreground or background backgr ound +

NUVBER of times to attenpt nount
Buffer SIZE for read
Buffer SIZE for wites
NFS TIMEQUT. In tenths of a second
I nternet port NUMBER for server

HH R

* Mount file systemsoft or hard hard +
Al'l ow keyboard | NTERRUPTS on hard nounts? yes +
M ni mum TI ME, in seconds, for holding [ 3] #

attribute cache after f ile nodification

Maxi mum TI ME, in seconds, for hol ding [ 60] #
attribute cache after file nodification

M ni mum TI ME, in seconds, for hol ding [30] #
attribute cache after directory nodification

Maxi mum TI ME, in seconds, for hol ding [ 60] #
attribute cache after directory nodification

M ni mum & Maxi mum TI ME, in seconds, for [1 #
hol ding attribute cache after any nodification

The Maxi nrum NUVBER of bi od daenons al | owed [ 6] #
to work on this file system

* Al l ow execution of SU D and sgid prograns yes +

inthis file systen?

* Al ow DEVI CE access via this nount? yes +

* Server supports | ong DEVI CE NUMBERS? yes +

The required entries are denoted by the asteriglate fairly obvious, and have default values
which you will in most cases prefer. However, a couple entries need some additional
explanation. FOMOUNT now, add entry to /etc/filesystens or both? the default
value isnow. If you accept the default, SMIT will make the mount, but the mount will be in
effect only until system restart or until you explicitly unmount the file system withrthent



command. Selecting the value of bot h will not only result in the mount but also an entry in the
/etc/filesystens file

Asexplained in the chapter on disks and file systems, / et ¢/ fi | esyst ens is AlX's equivalent

to HP-UX's/ et c/ f st ab file, which determines which file systems are mounted on bootup.
Both files will mount networked file systems as well as local ones; the only difference is their
format. If, for example, you mounted the file systainc from the machinel no and had an
entry for that mount inet c/ fi | esyst ens, that entry would look something like:

/ doc:
dev = "/doc"
vfs = nfs
nodenane = elno
nmount = fal se
options = bg, hard, intr
account = fal se

This example also illustrates the other entry inrtkef srmt screen which needs a little
explanation/ etc/fil esystems entry will nmount the directory on system

RESTART. The default value iso, which results in aount =f al se line in

/etc/fil esystens, like in the one above. This means that the remote file system will not be
mounted by default upon system restart. If the line readst =t r ue, then the system will

attempt to make the NFS mount upon system restart. If it cannot because the server is
unavailable, then additional mount requests will occur in the backgropnddns=bg denotes

this). In some cases it is better to have the mount parametat be. If, for example, you have
several mounts from the same server and it is down, the boot process will not be bogged down
by attempting to make remote mounts for each networked file system, in which case it might be
better to have ahet c/rc. | ocal file to complete the mounts once everything else is up and
running.

For additional information on the options available in making NFS mounts, seeutiie,
nmknf st , andf i | esyst ens man pages.

Additional SMIT Fastpath Commands
Remove an entry from theet ¢/ export s file:

# smt rmmfsexp

Change an exported file system:
# smt chnfsexp

Remove an NFS mount:

# smt rmmfsmmt

Configuring Automount
The basic configuration steps are listed below and detailed in the sections that follow.

1. Configure the nodes for NFS if they are not already configured.
2. Create the master map file.

3. Create the map files.
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4. 1If you will be using NIS to administer the maps, integrate the maps with NIS.

5. Start automounter.

Configurefor NFS
Configure the systems for NFS if you have not already done so.

Create the Master Map

The master map isusually created as/ et ¢/ aut o. mast er and then made into the NIS map
aut o. mast er . By default, automount tries to get master map information from the NIS map
aut o. mast er . If alocal master map file is specified on the command line, automount reads it
before reading the NIS aut 0. mast er map.

The format of the aut 0. mast er fileis:
Di rectoryPath Aut onount MapNane
where:
« DirectoryPat h isthefull pathname of the directory that triggers automount.

« Aut onount MapNane isthefile that contains the map information.

Create Maps

Automount maps are usually named aut 0. xxx, where xxx is the name of the map. The name
does not have to correspond to any mount points, but it is recommended that the map name
correspond to the directory contents (for example, aut o. man for man pages).

Aswith all NIS maps, names must be 10 characters or lessif you have file systems that do not
alow file names longer than 14 characters. Thisis because NIS adds four-character suffixes
(. di r and. pag) to the map name.

The format of the map entriesis:
key [ -nount options] server:directory
where:
» key isthe name of the subdirectory under the mount directory.

« nount options canbeany valid NFS mount options. Thisfield isoptional. Mount
options specified here override any mount options specified in the master map.

« server:directory specifiesthe remote server name and the path of the remotefile
hierarchy (file system or directory) to mount.

Automount recognizes specia charactersin direct and indirect maps to be used for substitutions
and to escape other characters. They are:



& can substitute key valuesinto the directory path names

* isrecognized as acatch al entry (awildcard). Itisthelast or only entry ina
map. It matches all keys and provides avalue for the & substitutions that may
exist in the right-hand side of amap. For example: * -ro,intr server:/users/&

+ mapnane The contents of another map can be included within the current map. If
mapname is a directory with no slashes, automount interpretsit as an NIS map.
If the directory has dashes then automount looks for alocal map with that
name.

I ntegrate with NIS

Automount maps can be local files or administered as NIS maps. By default, automount tries to
read master map information from the NIS map aut o. mast er . Automount also reads master
map information from alocal file if you specify one on the command line.

The master map can contain NIS map names for the indirect and direct maps instead of file
names. To specify an NIS map, preface the map name with aplus (+).

To create an NIS map, edit the/ var / yp/ Makef i | e:®
1. Addauto. master totheal | : listing.
2. Addanentry for $( DI R)/ aut o. nast er .
3. Addthefollowing stanzato Makefi | e:

auto. master.tinme: $(D R)/auto.naster
-@f [ -f $(DIR)/auto. master ]; then \
$(MAKEDBM $(DI R)/ aut 0. naster $(YPDBDIR)/$(DOV)/auto. master; \
touch auto. master.tinme; \
if [ ! $(NOPUSH) ]; then \
$(YPPUSH) auto.master; \
echo "pushed auto.naster"; \
el se \
Do\
fi\
el se \
echo "couldn’t find $(DIR)/auto.master”; \
fi

4. Build the map:
# cd /var/yp

# make auto. master

®Taken from NIS Automounter, Infoexplorer
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Start Automounter

The full pathnamein AIX is/ usr/ sbi n/ aut onmount . The optionsfound in the aut onount
man page are the same as those for the HP-UX version. Y ou can also start automount by typing
thesmt nkaut ormt command. If you want to start automount on bootup, the best place to
putitisat theend of the/ et ¢/ rc. nf s file, something you will have to do manually since SMIT
doesn’t do it for you.

Shutting Down Automount

aut omount is normally started and stopped only when the machine is rebooted. To shut down
aut omount gracefully during system operation, take the following steps:

1. Make sure no processes have their current working directory set datasmyount
directories or subdirectories.

2. Then, sendut omount the SIGTERM (-15) signal (SIGTERM is the default signal sent
by theki I I command).

CAUTION: No otheraut onount daemon should be started until the first has successfully

cleaned up and exited. If a secend onount daemon is started when the first is in its

shutdown process, the second daemon will start its shutdown process. This means that there will
now be fouraut omount daemons: the first, the second, and their children. These daemons will
not exit until all the mount directories they are serving have been unmounted.

Do not send the SIGKILL signaki(I | -9,kill -KILL)totheaut omount daemon. This will
cause any processes accessing mount directories sergaddmpunt to hang. The file
hierarchies mounted aut onount under/ t np_mt will still be accessible

HP-UX

Installing the NFS Services Software

NFS is typically bundled with the HP-UX operating system. The NFS product was installed
when you installed your operating system and is also installed on preconfigured systems. If you
do not have the NFS product, you can install it from separate media or from a network server
using theswi nst al | command.

Startup Files

The startup scripts for core and client NFS functionality/atte n/i nit. d/ nfs. core and
/sbin/init.d/ nfs.client. These are run at run-level 2. At run-level 3

/sbin/init.d/ nfs.server enables NFS server functionality. The run scripts are configured
by the/ et c/rc. confi g. d/ nf sconf file.

Configuring and Administering an NFS Server

Exporting directories

1. Addaline to théet c/ export s file for each directory you want to make available to
NFS clients, using a text editor like vi. If thet c/ export s file does not exist on your
system, you will have to create it. Following is the syntax of a line in the
/ et c/ exports file:



directory [-option[, option]]

Type man 4 exports at the HP-UX prompt for a complete list of the export options. After
adding your exported directoriesto the / et c/ export s file, you must enable NFS server
capability before NFS clients can mount your exported directories

2. If your system isaready running as an NFS server, issue the following command to add
the directory to your server’s internal list of exported directories:

# [usr/shin/exportfs directory

You can issue thexport f s command without adding the directory to the c/ export s file,

and the directory will be added to your server’s internal list of exported directories. However, it
will stop being exported when you reboot your system or restart NFS, unless you also add it to
the/ et c/ exports file. (Issuing theexportfs command does not change the contents of the
/etc/exports file.) Type man 1M exportfs for more information. Thet c/ export s file

should be owned by root and have mode 644 (-rw-r--r--).

To Enable NFS Server Capability

1. Inthe/etc/rc.config.d/ nfsconf file, make sure the NFS_SERVER and
START_MOUNTD variables are set to 1, as follows:

NFS_SERVER=1
START _MOUNTD=1

2. lIssue the following command to run the NFS startup script:
# /sbin/init.d/ nfs.server start

The NFS startup script uses the variableseinc/ r c. confi g. d/ nf sconf to determine which
processes to start. The START_MOUNTD variable causes the NFS startup script to start
r pc. mount d, thenount daemon.

If you need strict security, set the START_MOUNTD variable to 0, and configure the

r pc. mount d daemon with thee option in the/ et c/ i net d. conf file. This causesnet d to
restartr pc. mount d with each mount request and to check credentials and access permissions
for each request.

Whenr pc. nount d is started with thee option, no TCP port is opened for it. This can cause
problems if your NFS clients use the automounterst s map, and one of the hosts on your
network has a very largest ¢/ export s file. Before an NFS client automounts directories from
a server, it polls the server for a list of its exported directories. If the list is very long, and no
TCP port is open forpc. mount d, the list may become truncated when it is sent over UDP, and
the client will be able taut orount only a subset of the exported directories from that host.

CAUTION: If rpc. mountd is configured i’ et ¢/ i net d. conf on your system, set the
START_MOUNTD flag to 0. Mounts will fail if pc. mount d is enabled through both
/etcl/inetd. conf and/etc/rc.config.d/ nfsconf.

Unexporting Directories

1. On the NFS server, issue the following command for a list of all the NFS clients that
have mounted the directory you want to unexport:
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# [ usr/ sbi n/ showrmount -a

On every NFS client that has the directory mounted, issue the following command for a
list of the process IDs and user names of everyone using the mounted directory:

# /usr/sbin/fuser -u servernane:/directory

Warn any usersto cd out of the directory, and kill any processes that are using the
directory, or wait 3 until the processes terminate. Y ou can use the following command
to kill al processes using the directory:

# /usr/sbin/fuser -ck |ocal nount_point

On every NFS client that has the directory mounted, issue the following command to
unmount the directory:

# [usr/sbin/unmount servernane:/directory

On every NFS client that had the directory mounted, use atext editor to comment out or
removethelineinthe/ et c/ f st ab filethat lists the directory you want to unexport.
This prevents clients from attempting to mount the directory when they reboot.

On every client that has the directory configured to be automounted, edit the
/etc/auto_* filestocomment out or remove the directory from the automounter
maps. Clientsthat aut omount the directory may not be listed by the showrount
command.

If you are using NIS to manage your automounter maps, edit the/ et ¢/ aut o_* fileson
the NIS master server, and then issue the following commands to regenerate the maps
and push them to the slave servers.

# cd /varl/yp
# [usr/ccs/ bin/ make auto. mapnane auto. mapnane. ..

If you modified any direct automounter maps or the automounter master map, restart the
automounter.

On the NFS server, use atext editor to removethelineinthe/ et c/ export s filethat
lists the directory you want to unexport.

On the NFS server, issue the following command to unexport the directory:

# /usr/sbin/exportfs -u directory

If you unexport a directory that an NFS client currently has mounted, the next time someone on
that client requests access to the directory, NFS will return an NFS stale file handle error
message. The client may be able to unmount the directory, but if that does not work, the client
must reboot to recover.

To Disable NFS Server Capability
1. Onthe NFS server, issue the following command for alist of al the NFS clients that

have directories mounted from the NFS server you are planning to disable:

# [usr/sbi n/ shownpunt -a



10.

11.

On every NFS client listed by the showmount command, issue the following command
for each directory that is mounted from your NFS server:

# [usr/sbin/fuser -u servername:/directory

This command lists the process IDs and user names of everyone using the mounted
directory.

Warn any usersto cd out of the directory, and kill any processes that are using the
directory, or wait until the processes terminate. Y ou can use the following command to
kill all processes using the directory:

# /usr/sbin/fuser -ck |ocal nount_point

On every client that has directories mounted from your server, issue the following
command:

# /usr/sbin/umbunt -h servernane

If your server will be down for along time, edit the/ et ¢/ f st ab file on each client to
comment out or remove any NFS mounts from the server you are planning to disable.
This prevents the clients from attempting to mount directories from your server when the
clients are rebooted.

If your server will be down for along time, edit the/ et ¢/ aut o_* files on each client to
comment out or remove any automounts from the server you are planning to disable.
Clients that automount the server’s directories might not be listed ahtverount
command.

If you are using NIS to manage your automounter maps, edietheé aut o_* files on
the NIS master server, and then issue the following commands to regenerate the maps
and push them to the slave servers:

# cd /varl/yp
# [usr/ccs/ bin/ make auto. mapnane auto. mapnane. ..

If you modified any direct automounter maps or the automounter master map, restart the
automounter.

Issue the following command on the server to unexport all exported directories:
# /usr/sbin/exportfs -au

On the NFS server, editthet c/rc. confi g. d/ nf sconf file to set the

NFS_SERVER variable to 0.This prevents the NFS server daemons from starting up
when your system reboots. If your server will be down only a short time, this step is
unnecessary.

NFS_SERVER=0

Edit the et ¢/ i net d. conf file to comment out the line that containsc. nount d (if
it exists) and the lines for the other RPC services.

Issue the following command to disable NFS server capability:

# /sbin/init.d/ nfs.server stop
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If your NFS server will be down for only avery short period of time, this procedure is not
necessary. If the server isdown for only afew minutes, and directories are hard-mounted on the
clients, clients attempting access to the server will simply hang until it comes back up. Then, they
will resume accessto it asif nothing had happened.

However, if the server will be down for along time, NFS clients attempting accessto it will have
to interrupt their attempts, usually with [CTRL]-C. If directories are mounted with the noi nt r
option, clients must reboot their systemsin order to stop trying to access a down server.

Configuring and Administering an NFS Client

To Mount a Remote Directory Using a Standard NFS Mount

1. Inthe/etc/fstab file use atext editor to add aline for each remote directory you
want mounted on your system. If the/ et ¢/ f st ab file does not exist, you will haveto
createit. Alineinthe/ et ¢/ f st ab file has the following syntax:

server:renote_directory local _directory nfs defaults 0 O
server:renmote _directory local _directory nfs option[,option...] 00O

2. If your system is aready running as an NFS client, issue the following command to
mount each remote directory you have added to the/ et ¢/ f st ab file:

# /usr/sbin/nount |ocal _directory

Or, issue the following command to mount all the directorieslisted inthe / et ¢/ f st ab
file
# /usr/sbin/nount -a
The remote directorieslisted inthe / et ¢/ f st ab file will be mounted automatically when you
enable NFS client capability or reboot your system. Before you can mount a remote directory on

your system, the remote system where the directory islocated must be configured as an NFS
server and must export the directory.

To mount adirectory temporarily, issue the nount command, but do not add the mount to the
/etc/fstab file. It will stay mounted until you reboot your system or until you unmount it with
the umount command.

To Enable NFS Client Capability

1. Inthe/etc/rc.config.d/ nfsconf file, makesurethe NFS CLIENT variableis set
to 1, asfollows;

NFS_CLI ENT=1
2. Runthe NFS startup script by issuing the following command:
# /sbin/init.d/nfs.client start

Setting the NFS_CLIENT variable to 1 causes the NFS startup script to be run whenever you
reboot your system. The NFS startup script starts the necessary NFS client daemons and mounts
the remote directories configured inthe / et ¢/ f st ab file.



To Disable NFS Client Capability

1. Onthe NFSclient, issue the mount command with no options, to get alist of al the
mounted file systems on the client:

# [ usr/ sbi n/ nount

2. For every NFS-mounted directory listed by the mount command, issue the following
command to determine whether the directory is currently in use:

# /usr/sbin/fuser -cu |local _nmount_point

This command lists the process IDs and user names of everyone using the mounted
directory.

3. Warn any usersto cd out of the directory, and kill any processes that are using the
directory, or wait until the processes terminate. Y ou can use the following command to
kill all processes using the mounted directory:

# /usr/sbin/fuser -ck |ocal nount_point
4. |ssue the following command on the client to unmount all NFS-mounted directories:
# [usr/sbin/umount -at nfs

5. Editthe/etc/rc.config. d/ nfsconf fileontheclientto setthe NFS CLIENT and
AUTOMOUNT variablesto 0. This prevents the client processes from starting up again
when you reboot the client.

NFS_CLI ENT=0
AUTOMOUNT=0

6. Issuethefollowing command to disable NFS client capability:

# /sbin/init.d/nfs.client stop

Automounter

The master map isusually created as/ et ¢/ aut o_mast er and then made into the NIS map
aut o_mast er . By default automounter triesto get master information from the the

aut o_mast er map. If alocal master map fileis specified on the command line, automounter
readsit beforereading aut o_nast er .

Thefollowing is the format for indirect map entries:

mount_directory map _name  [mount_options]

The following is the format for direct map entries
/- direct map [mount_options]
in which

mount _di r ect or y isthe absolute path of the mount directory for the indirect map, /- isthe
direct map indicator, and nap_nane/ di r ect _nap isthe file name or NIS map name of the
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indirect or direct map. If the map name is prefaced with a plus (+), automounter searches for an
NIS map.

The nap_nane or di r ect _map field can also reference on of the following special entries:

-host s A special map that uses/ et ¢/ host s, NIS, or BIND to locate aremote when a
host name is specified as a directory name. The name of the remote host is used as
the subdirectory name under the mount directory (the first field in the master map)

- A special map that usesthe/ et ¢/ passwd file to attempt to locate the home
password  girectory of auser.

-nul | Cancels a previous map for the indicated mount directory.

nmount _opt i ons refersto any NFS mount options. Mount options in the master map are
overridden by mount options in the indirect/direct maps.

Automounter Startup Files

When booted to run-level 2 or higher, the system will runthe/ sbini/init.d/ nfs.client
script. This script will start automounter if the AUTOMOUNT variable in the
/etc/rc.config.d/ nfsconf configuration file hasavalue of 1.

Configuring Automounter
1. Createthe master map/ et c/ aut o_mast er .

2. Createindirect and direct maps as needed.
3. Configure/etc/rc. config.d/ nfsconf.
4, Start automounter manualy:

# /sbin/init.d/nfs.client start.

To Enablethe NFS Automounter

1. Inthe/etc/rc.config.d/nfsconf file, makesurethe NFS CLIENT and
AUTOMOUNT variables are set to 1, asfollows:

NFS_CLI ENT=1
AUTOVOUNT=1

2. Makesurethe AUTO MASTER variablein/etc/rc. config. d/ nfsconf issettothe
name of your automounter master map. (The default master map nameis
/ etc/ aut o_master.)

AUTO MASTER="/etc/auto_nmaster"
3. Issuethe following command to run the NFS client startup script:

# /sbin/init.d/nfs.client start



To Restart the Automounter
1. Issuethefollowing command to get alist of al the automounted directories on the client:

# lusr/bin/grep tnp_mt /etc/mttab

2. For every automounted directory listed by the gr ep command, issue the following
command to determine whether the directory is currently in use:

# /usr/sbin/fuser -cu |local _nmount_point

3. Warn any usersto cd out of the directory, and kill any processes that are using the
directory, or wait until the processes terminate. Y ou can issue the following command to
kill all the processes using the mounted directory:

# /usr/sbin/fuser -ck |ocal nount_point

4. |ssue the following commands to kill the automounter (PID is the process ID returned by
the ps command):

# ps -ef | grep autonount
# kill -SIGTERM PI D

CAUTION: Do not kill the automounter with -SIGKILL (-9). The SIGKILL signal can
cause any currently automounted directories to become inaccessible until you reboot
your system.

5. Typethe ps command to make sure the automounter is no longer active:
# lusr/bin/ps -ef | grep autonount

If the ps command indicates the automounter is still active, make sure all users are out of
the automounted directories and then try again. Do not restart the automounter until all
automount processes have terminated.

6. Issuethe following command to start the automounter:
# [usr/sbin/autonmount [ options]

opt i ons isthelist of options configured inthe AUTO_OPTIONS variable in the
/etc/rc.config.d/ nfsconf file. You can also source the
/etc/rc.config.d/ nfsconf file and then enter the automount command as
follows:

# /usr/sbin/aut onount $AUTO OPTI ONS

Summary

NFS, originally a Sun product, works mostly the samein both AIX and HP-UX. However, some

of the details differ, asalways. AlX controls NFS daemons through the System Resource

Controller (SRC) while HP-UX allows for direct commands. Both operating systems’ system
management tools (SMIT and SAM) support NFS configuration, which in most cases is the
preferred way to go. Automatic NFS mounts on bootup are controlledtlay fi | esyst ens
(AIX) and/ et c/ fstab (HP-UX). Though the format of each file differs, the principle in each
is the same.
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Both systems support automount, though you have to configure it manually on each. The biggest
difference in the automount area is its integration with NIS. Otherwise, NFS has the same “look
and feel” across AIX and HP-UX platforms. Both platforms export file systems listed in

/ et c/ exports via theexportfs command. Both systems hawesds,bi ods, rpc. nountd,

rpc. | ockd, andr pc. st at d. Since NFS uses the External Data Representation (XDR)

protocol, there is no problem in data representation across the two systems.
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13. Malil

AlIX

AlX user agentsaremai | , mai | x, and Mai | , all of which are the same program since these are
al hard links to the same executable. This program most closely resembles the mai | x program
found on HP-UX systems. Another user agent, mhmai | , just composes, sends, and files
messages. The default routing agent isthe sendmai | program, and the default delivery agents
are/ usr/bin/bel | mai | (for local users), Basic Networking Utilities (BNU, aversion of
UUCP), and SMTP (for TCP/IP).

Customizing the /etc/sendmail.cf file

Thedefault/ et ¢/ sendmai | . cf file defines configuration for local, TCP/IP, and BNU
delivery. This should be enough for most sites, but if you need further customization, do the
following:

1. Editthe/etc/sendmail . cf file. Youcanusethevi editor or an editor that does not
convert tabs to characters, or you can usethe/ usr/1i b/ edconfi g command.

2. Createthe databasefile, / et ¢/ sendmai | . cf DB with the following command:
# sendmail -bz
3. Refreshthesendnmai | daemon:

# refresh -s sendmi |

Stopping and Starting the sendmail Daemon

sendmai | by default should start up at bootup. If it doesn’t, then uncomment the following line
from/etc/rc.tcpip:

start /usr/lib/sendmail "$src_running" "-bd -qg${qpi}"
To start thesendmai |  daemon using the SRC:
# startsrc -s sendmail -a "-bd -q30nt
To stop thesendnmai | daemon using the SRC type the following:
# stopsrc -s sendmi l
To start thesendnmi | daemon using the command line:
# sendmai|l -bd -g30m
To stop thesendmai | daemon using the Korn sheill I command:
# kill $(cat /etc/sendnmil . pid)

Mail Aliases

AIX keeps mail aliases ihet c/ al i ases. In addition to aliases you provide, this file must
contain an alias for each of the following:



«  MAILER-DAEMON (usualy set to root)
» postmaster (usually set to root)
» nobody (usualy setto/ dev/ nul )

To compile the aliases database file type one of the following:

# sendmai |l -bi
# newal i ases

This command creates the following dbm files:
e Jetcl/aliasesDB/DB.dir

e Jetc/aliasesDB/ DB. pag

The Mail Queue

In AIX the mail queue directory is/ var / spool / mqueue. The naming convention for the files
in this directory isvirtually the same as that for HP-UX:

A file beginning with is a

df data file

gf queue control file
tf tenporary file

xf transcript file

nf backup file

| f lock file

Thesendmai | queue processing interval, asin HP-UX, is set with the - g option to the
sendmai | command.

To process the mail queue once:
# sendmail -q

To process the mail queue every 15 minutes:
# sendmai| -ql5m

To process the mail queue every 30 seconds:
# sendmai|l -q30s

To change the processing interval permanently, edit the following linein/etc/rc.tcpip to
the value you desire:

gpi =30m
The gpi variableisused as an argument in the next line:

start /usr/lib/sendmail "$src_running" "-bd -q${qgpi}"
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Mail Logging and Statistics

Mail logging by default goesto thefile/ var / spool / myueue/ | og. Thisis specified in the
/ et c/ sysl og. conf file. If youwant tolog to adifferent file just edit / et ¢/ sysl og. conf
and refresh sysl ogd:

# refresh -s syslogd

AlX supportsthe mai | st at s command. For this command to work the/ et ¢/ sendnmi | . st
file must exist with permissions 660.

Sending Al X Mail to an HP-UX Hub

Configuring AlX'ssendni | . cf file to route to an HP-UX hub is quite simple. Consider the
following lines from/ et ¢/ sendnmi | . cf :

HARBHHHHHHH AR R HH R R HHH R R AR R R R R AR R
Host name for central mail server (YOU MAY OPTI ONALLY DEFINE THI S)

Optionally defined macro specifying nane of host to which you want
torelay all local mail. This is used if there is a central nail
server that should receive all mail for a given area

When this nmacro is defined, mail that would otherw se be delivered
to "user" on the local nmachine is delivered to "user @erver" on the
server machine. Note that this is simlar to what would occur if
the mail spool directory were renpte-nounted fromthe nmail server.
For this reason, this nmacro can be used to achi eve the sane effect
as renote-nounting the mail spool directory, but w thout the access
and | ocki ng probl ens that can sonetinmes occur with remotely nounted
fil esystens.

R T i N

#DLMai | Ser ver Nanme
#
HHH RIS R R H R R R R R R R R R R R R R R

If, for example, your mail hub’s hostname vehso, you would need to create a line that reads:
DLel mo

Mail sent todyl an@adi e, for example, would be directed to the machiheo, even ifel no

was an HP-UX box, provided of course thatli e’s / et c/ sendni | . cf file contains the

above line and that the us#yrl an was recognized on both systems. The dgean would then

have to either log on tgadi e to get his messages, or thesr / nmai | directory onsadi e would

have to be mounted dvar/ spool / mai | onel no. NFS mounts of the respective mail

spooling directories on both systems seem to have no problem with permissions as long as they
are exported read-write with either root access granted to machines within the domain or with the
anonynous userid set to 0.

Remember that making the above changeeirc/ sendnsi | . ¢f is not enough: you have to
rebuild/ et ¢/ sendnai | . cf DB and refresh theendmai | daemon.

HP-UX

When you instalsendmai | , the installation script creates and modifies files on the system that
are needed fasendmai | operation. Thaendmai | configuration file supplied with HP-UX



10.20 will work without modifications for most installations. Therefore, the only steps you must
do are: setup sendnmi | serversto run with NFS, configure and start sendmai | clients, and
verify that sendmai | isrunning properly.

Installing sendmail on a Standalone System

When sendnmai | isinstalled, it isautomatically configured to send and receive mail for users on
the local system only. The standal one system processes all outbound mail and establishes
connections to the message destination host or to Mail Exchanger (MX) hosts. The sendni |
daemon is then started when you reboot the system, so you do not need to make any changes to
any system files.

Installing sendmail on a Mail Server

To set the system up as an NFS server and alow the sendnsi | clientsto read and write to the
/var/ mai | directory, do the following:

1. Makesure all mail users have accounts on the mail server and that their user IDs and
group IDs on the mail server are the same as on the client machines. (This stepis not
necessary if you are using NIS and your mail server isin the same NIS domain as the
clients.)

2. Inthe/etc/rc.config.d/ nfsconf file useatexteditor to set the NFS SERVER
variableto 1.

3. Useatext editor to add the following lineto the / et c/ exports file
/var/mail -access=client,client...

where each mail client islisted in the accesslist. If the/ et ¢/ export s file does not
exigt, you will have to create it.

4. Issue the following command to run the NFS startup script:

# /sbin/init.d/ nfs.server start

Installing sendmail on a Mail Client

sendmai | clientsdo not receive mail on their local system; instead, users on the client systems
obtain their mail on the mail server. User mail directories reside on the server, and users read
their mail over an NFSlink. By default, asendmai | client forwards to the server any local mail
(auser address destined for the client system) and sends non-local mail directly to the destination
system or MX host. Outgoing mail appears to originate from the server, so replies are sent to the
server. sendnai | clients can be diskless systems.

To configure a sendmail client system to access a sendmail server:
1. Inthe/etc/rc.config.d/ mail servs file useatext editor to set the

SENDMAIL_SERVER variableto 0. This ensures that the sendmail daemon will not be
started when you reboot your system or run the sendmail startup script.

2. Inthe/etc/rc.config.d/ mailservs file useatext editor to set the
SENDMAIL_SERVER_NAME variable to the host name or IP address of the mail
server you will use (the machine that will run the sendmail daemon).
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3. Inthe/etc/rc. config. d/ nfsconf file useatext editor to set the NFS_CLIENT
variableto 1.

4. Useatext editor to add the following lineto the / et ¢/ f st ab file:
servernane:/var/mil /var/mail nfs 0 O

where servername is the name configured in the SENDMAIL_SERVER_NAME variable
in/etc/rc.config.d/ mailservs. Ifthe/etc/fstab file does not exist, you will
have to create it.

5. Issuethe following command to run the sendnai | startup script:
# /sbin/init.d/ sendmail start

6. Issuethe following command to run the NFS startup script:
# /sbin/init.d/nfs.client start

Thesendmai | startup script assumes that this system will use the host specified by the
SENDMAIL_SERVER_NAME variable as the mail hub. The script also assumes that mail sent

from this system should appear to be from the host specified by the

SENDMAIL_SERVER_NAME variable (this feature may previously have been known as "site
hiding"). The script therefore modifies the macros DM (for "masguerade”) and DH (for "mail

hub") in the system’set ¢/ mai | / sendnai | . cf file to use the host specified by the
SENDMAIL_SERVER_NAME variable. Note that if the DM and DH macros have previously
been defined, the startup script does not modify them. As mentioned earlier, the client system
now forwards local mail to the mail server and forwards other mail directly to remote systems.

To configure the client system to relay all mail to the mail server for delivery, see "Modifying the
Default sendmail Configuration File" . The NFS startup script NFS-mounts the /var/malil
directory from the mail server to your system.

Adding sendmail Aliasesto the Alias Database

1. Ifthefile/etc/ mail/aliases does not exist on your system, copy it from
/usr/ newconfig/etc/mail/aliases to/etc/mail/aliases.

2. Use a text editor to add lines to the file. Each line has the following form:
alias : mailing_list

whereal i as is a local address, local user name, or local aliasyainidi ng_|i st isa
comma-separated list of local user names or aliases, remote addresses, file names,
commands, or included files.

3. Issue the following command to regenerate the aliases database from the
/etc/mail/aliases file:

# [usr/sbin/ newal i ases

This command creates the aliases database, which is located in the file
/etc/mail/aliases. db.



Restarting sendmail
Issue the following commands, on a standalone system or on the mail server, to restart sendmail:

# /sbin/init.d/ sendnmail stop
# /sbin/init.d/ sendmail start

Configuring a sendmail Client to Relay All Mail to a Server.

As mentioned previously, the default behavior for asendmai | client isto forward only local
mail to the sendnai | server for delivery; the client system sends non-local mail directly to
remote systems. If you want the client to relay all mail (local and non-local) to the sendni |
server, you will need to build anew sendmai | . cf fileusing the m4 macros. (m4 macrosare a
set of library routines used to create customized sendmai | configuration files.) Follow these
stepsto create anew sendnai | . cf file:

1. Changedirectory to the/ usr/ newconfi g/ etc/ mail/cf/cf directory:
# cd /usr/newconfig/etc/mail/cf/cf

2. Copy thefileexanpl es/ cl i ent pr ot 0. nt to this directory:
# cp exanpl es/clientproto.nt.

3. Edit thefollowing statementsinthecl i ent pr ot o. nt file:

OSTYPE( hpux10)

FEATURE( mai | host . $m)
For mai | host , enter the hostname of the sendmai | server.

4. Usethemt macrosto build anew / et c/ mai | / sendnai | . cf configuration file. (If you
made changes to the existing sendnai | configuration file that you want to retrofit to the
new configuration file, you should first save the file to another name.)

#md .. /mi/cf.mt clientproto.nc > /etc/ mail/sendmail. cf

HP-UX user agentsarensi | , mai | x, andel m nai | isthe standard AT& T program, whereas
mai | x is HP-UX’s version of BSD’$ usr/ ucb/ mai | . The default routing agent is the
sendmai | program, and the supported delivery agentg bir@/ r mai | (for local users), UUCP,
HP’s OpenMail, X.400, and SMTP.

You have two ways to configure mail. You can:

1. Use SAM with the supplieslendmai | configuration file, which provides basic
connectivity appropriate for many installations.

2. Install and start it manually, as explained in the “Manually Installing sendmail“ section
of this chapter.

Using SAM to Install sendmail

SAM installs the defaukkendmai | configuration file, makesendmai | executable, creates the
system-wide mail alias database files fromahieases source file, and invokes the daemon.
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The following steps tell how to use SAM to install sendmail:
1. Start SAM.
Select the Net wor ki ng/ Conmuni cat i ons menu item.

Select Ser vi ces Enabl e/ Di sabl e.

Select the Enabl e action.

2

3

4. Selectthesendnai | menu item.

5

6. Select K. View the help screensif you need additional information.
.

Exit the Ser vi ces Enabl e/ Di sabl e screen by selecting Exi t fromtheLi st menu.
At the Net wor ki ng/ Communi cat i ons screen, select either Previ ous Level togetto
apreviouslevel, or select Exi t SAMto exit from SAM.

Manually Installing sendmail

When you installed the ARPA Services product, al files and directories needed to use sendmail
were installed in the correct directories with the proper permissions except the aliasfile
(fusr/lib/aliases),thesendnai | configurationfile(/usr/lib/sendmail.cf), andthe
sendnmai | executablefile(/ usr/1i b/ sendni | ).

Toinstall sendmai |, you must do the following:
1. Install asendnai | configurationfileas/ usr/1i b/ sendmail . cf.
2. Makesendmai | executable.
3. Create system-wide mail aliases.
4

Invokethesendmai | daemon.

Installing a Configuration File

The supplied configuration file, / et ¢/ newconfi g/ sendnai | . cf isappropriate for many
installations without modification. In particular, when initially installing sendmail, smply
copying the supplied configuration file into place provides basic connectivity and permits you to
integrate your system into your mail environment without immediately having to edit the
configuration file. In addition, a number of localizations and routing options are provided.
Descriptions of these options and detailed editing instructions are provided in the supplied
configuration file itself.

Toinstall the supplied configuration file unmodified, copy thefile

/ et c/ newconfi g/ sendmai | . cf to/usr/lib/sendmail.cf. Tomakeany of the
supported modifications, copy / et ¢/ newconfi g/ sendmai | . cf to/usr/1ib/sendmail . cf
and edit / usr/ i b/ sendmai | . cf according to the instructionsin the file itself.

Making sendmail Executable
To make sendmail executable, as superuser, issue the command:

# chnmod 5555 /usr/lib/sendmil



sendmai | isnormally run setuid to root (mode 5555). The default configuration is believed to
be safe. However, it is possible to misconfigure sendmai | so that it inappropriately promotes
the privilege of ordinary users.

If sendmai | does not run setuid to root, thisrisk is eliminated. Note that this causes sendmail to

ignore the “S” mailer flag (not specified in the mailers defined in the default configuration file)
and the values of the “u” and “g” configuration options, since it is unable to setuid to these users
when executing mailers.

sendmai | can be run non-setuid (mode 1555) if the following changes to the default
configuration are made:

1. The queue directory (by defallisr/ spool / nqueue) must be writeable by all (mode
0777).

2. The alias database (by defaulsr/1i b/ al i ases. dir and
lusr/lib/aliases. pag) must be writeable by all (mode 0666). If these files do not
already exist, the superuser must first create them and: timexl them:

# /usr/lib/sendmail -bi
# chnod 666 /usr/lib/aliases.dir /usr/lib/aliases.pag

Making these changes creates some security risk. Anyone will be able to delete mail from the
mail queue. However, no one will be able to read other people’s mail in the mail queue.

Creating System-wide Mail Aliases

The/ et c/ newconfig aliases file is an example alias file that contains default aliases
needed by sendmail. To create system-wide mail aliases/ eopynewconfi g/ al i ases to
/usr/lib/aliases. Youcan add any aliases that are appropriate for your system by editing
the/usr/1ib/aliases file. Oncesendmai | is executable issue the following command:

# newal i ases

This creates the alias database filassr/1i b/ al i ases. di r and/ usr/ i b/ al i ases. pag.

I nvoking the sendmail Daemon
To start the sendmail daemon, as superuser, issue the following command:

# /fusr/lib/sendmail -bd -g30m

The- bd mode initializes the sendmail daemon to receive mail from the network- gBhen
flag causesendmai | to process the mail queue every 30 minutes.

Whenever your system is rebooted, if sendmail is executabléethé net bsdsr ¢ script does
the following:

1. Starts theendmai | daemon to accept SMTP connections from the network and to
process the mail queue every 30 minutes.

2. Logs the restart of the sendmail daemon in the mail log, usually
/ usr/ spool / myueue/ sysl og.
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Stopping and Starting the sendmail Daemon

If the sendmail configuration file or frozen configuration changes, you should kill and restart the
sendmail daemon so that it re-reads the configuration file.

The command
# /lusr/lib/sendmail -bk

run by the superuser, killsasendmai | daemon started with - bd, whether or not it was started
with the - g interval flag. It doesnot kill asendmai | daemon started only with - g interval. You
must Kill this type of daemon by finding its process ID and killing it explicitly.

NOTE: Do not kill sendnai I with ki Il -9. Thismay cause sendnai | to corrupt the alias
database. Use ki /I - 15 instead.

Thesendmai | frozen configuration fileis/ usr/1i b/ sendmai | . fc. To freezethe
configuration file, issue one of the following commands as superuser:

# lusr/libl/sendmail -bz
# letc/freeze

Then restart the sendnmai | daemon:
# lusr/lib/sendmail -bd -q30m

To use SAM to refreeze the configuration and kill and restart the sendmail daemon, do the
following:

1. Start SAM.

Select the Net wor ki ng/ Conmuni cat i ons menu item.
Select Ser vi ces Enabl e/ Di sabl e.

Select the sendmai | menu item.

Select the Rest art action.

o o &~ »w DN

Fill in the form according to itsinstructions or answer the prompt in the window. View
the help screens for information about filling in the form.

7. Exitthe Servi ces Enabl e/ Di sabl e screento apreviouslevel by selecting Exi t
fromtheLi st menu. Then, to exit the Net wor ki ng/ Conmruni cat i ons screen, select
either Previ ous Level toexittoapreviouslevel or Exit SAMto exit from SAM.

8. Select apply to enter additional names of systems to be configured (use apply as a
shortcut to remain in the add screen). Then, press OK when you are done with the
screen.

The Mail Queue

The HP-UX mail queue directory is/ usr/ spool / mqueue. The naming conventions for the
files in this directory are nearly identical to those found in AlIX. See AIX “The Mail Queue” for
more information on the file name formats.



The System Log

sendmai | logsits mail messages through the sysl ogd logging facility. Thesysl ogd
configuration on diskless clients should forward all logging that results from sending mail to the
cluster root server. The sysl ogd configuration on cluster servers and standalone systems by
default write mail logging to thefile/ usr/ spool / rqueue/ sysl og. To changethisfile, edit
the/ et c/ sysl og. conf file

Summary

AlX and HP-UX have similar mail agentsinmai | and mai | x, respectively, but there the
similarity ends. AlX'smai | x is actually a hard link temi | . HP-UX’smai | program is the old
AT&T version and is not found in AlXel mis packaged with HP-UX but not AlX.

Each of the two system&endnai | files look and feel much the same, though their locations are
different. Below lists the major files and their locations.

Al X

HP- UX

/ et ¢/ sendnai

[usr/libl/sendmai l

/etc/sendmail . cf

/usr/lib/sendmail.cf

letc/aliases

lusr/liblaliases

/etc/aliasesDB/DB. dir

/usr/lib/aliases.dir

/etcl/aliasesDB/ DB. pag

lusr/lib/aliases. pag

/ etc/sendmai |l . cf DB

/lusr/lib/sendmil.fc

/ var/ spool / mai

[usr/ mail

/ var/ spool / nqueue

[ usr/ spool / nqueue

lusr/share/lib/Mil.rc

[usr/lib/ mil x/mil Xx.

rc

/usr/sbin/mailq

[usr/bin/mailq

/usr/sbin/mailstats

/usr/bin/mailstats

/etc/sendmail . st

/usr/lib/sendnmail. st
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14. X11

AlIX

AIX’s version of the X Window system is called AlXwindows, the 2D version of which is
bundled with the operating system. The product is called AlXwindows Environment/6000
Version 1 Release 2.5, which provides support for X11R5 and binary compatibility for R4.
Included with the 2D version is AIX Common Desktop Environment (CDE) 1.0.

Filesand Directory Structure

AIX puts all of its X Window files in a single directoryusr /1 pp/ X11, but has links to
maintain compatibility with traditional X files and directories. The major links are:

lusr/bin/X11 -> [usr/|pp/ X111/ bin
fusr/lib/X11 -> [fusr/lpp/ X11/1ib/ X11
[fusr/include/ X11 -> /usr/ | pp/ X11/incl ude/ X11

The following standard X commands are foundusr/ | pp/ X11/ bi n:

X

ai xconsol e
ai xterm
dynam c_ext
i make

| oadAbx

| oadDBE

| oadMbx
nkfontdir
nmsm t
quer ykbd
resize
rgb

set gamma
startx
xaut h

xcl ock
xcnsdb
xdat
xdevi cem
xdi

xhost
Xinit

xi nstal I m
x| sfonts
x|l vm
Xxmai nt m
xnknf
xnodnap
Xpr
Xprintm
xr db

xset
xset r oot
XSS



xterm
xuserm
xwd
xwud

The command mnwm isalink to/ usr/ 1 pp/ X11r 5/ Moti f 1. 2/ bi n/ mwm

Thefollowing commandsin/ usr/ | pp/ X11/ bi n are actually linksto filesin the
/usr/| pp/ X11/ Xanpl es directory:

appres
at obm

bi t map
bnt oa
custom
editres
listres
ocl ock
twm

Vi ewr es
xbi f f
xcal ¢

xcl i pboard
xconsol e
xcrtca
xdi tvi ew
xdpr
xdpyi nf o
xedi t
xfd

xf ont sel
xKi |

x| oad

x| ogo

x| sat ons
xl sclients
xnag
Xman

xmbi nd
xmh
Xprop
xrefresh
xsccd
xst dcnmap
XW ni nfo

The/ usr/ | pp/ X11/ Xanpl es directory contains binaries compiled by IBM but are not
officially supported. Y ou can build new versions of these binaries as well as other utilities and
demos, such asxev, by running the make utility. Complete instructions on doing so are found in
[usr /| pp/ X11/ Xanpl es/ README.

Thelocation of the xi ni t r ¢ and xser verr ¢ files, aswell as xnmodmap key mappings are found
in/usr/ 1 pp/ X11/ def aul ts. The sample Xdef aul t s fileis
[usr/| pp/ X11/ defaul t s/ Xdefaul ts.tnpl .
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Starting X

Unlessyou install the X11. Dt product, he default configuration of AlX has an ASCII-type of
display, caledan| f t , asthelogin terminal. You can start the X server at the shell prompt on an
I ft bytypingxinit orstartx. Theolder styleof xi ni t wasascript, but with X11R5 it is
an executable that initializes the X server and starts mvm an ai xt er m and xcl ock. xi nit
looks for a startup file in the following order:

1. Thecommand line

2. XI NI TRCvariable

3. $HOVE/ . xinitrc

4. Jusr/lib/X11/$LANG xinitrc

5. Jusr/lpp/ X11/ defaul t s/ $SLANG xinitrc
6. /usr/lpp/X11l/defaults/xinitrc

st art x isascript that setsthe DI SPLAY variable, starts the X server, and then starts clients.
startx looksfor astartup filein the following order:

1. Thecommand line
2. XI NI TRCvariable
3. Thewusers Xinit,.xinit,.Xinitrc,.xinitrc,or.xsessi on file

If no startup file is foundst ar t x starts the window manager specified by the command line or
indicated by the appropriate configuration file, suchmasnr c. If no such file exists or no
window manager is specified on the command kney t x startsrwmby default.

st art x reads the resource file specified in the command line or, if not supplied, the resources
from one of the following:. Xdef aul t s, . xdef aul ts, . Xresour ces, Of. Xr esour ces.

Stopping X
You can stop the X server by selectlrgl Sessi on>Quit... from the Root Menu or by
pressing the Ctrl +Alt +Backspace key combination.

aixterms

The default terminal emulator on AIX isan aixterm , which emulates a IBM’s high function
terminal. If yout el net,rl ogi n, orr sh to a machine that does not hawet er m terminal
definitions—and HP-UX machines are among those—you can set the TERM variabi® @
vt 102, vt 220, vt 320, orxt er mto use programs likei properly, or you can ada xt er m

t er mi nf o entries by doing the following:

1. Onthe AlIX boxgd to/ usr/share/lib/term nfola.
2. Issue the following command:
# infocnp aixterm> /tnp/aixtermti

3. Onthe HP-UX box;d to/ t np.



f t p to the RS/6000.

Whilein ft p change directoriesto / t np.
Doaget onaixtermti.

Quitftp.

Back on the HP machine, type the following command:

© N o 0 A

# tic aixtermti

This procedure will put an ai xt er m terminfo entry into the HP’susr /i b/ terminfo/ a
directory.

For purposes of interoperability some people like ugirgy s in order to avoid procedures like
the above. However, there are problems in doing so. For example, if you s the
command in amt er minstead of ami xt er myou will not have all the normal function keys
available to you. This is also true for the& t command run remotely viael net,rl ogi n, or
rsh. Instead, you have to use escape sequences for certain functions. Alsg2the
command works best in amxt er m If you use the Common Desktop Environment, then a
dt t er mis your best interoperability solution.

Making the RS/6000 a Font Server

Before you can create a font server, you must instalkthef nt . f ont Server product

(separate from BOS installation). AlX’s generic font server configuration file is

lusr/1pp/ X11/1ib/ X11/fs/config. If youcd to the linked directoryusr/I1i b/ X11/fs

you will find it as well. This file is simple and similar to those found on other platforms except
that it stipulates port 7500 instead of 7000. Any free port will do, but just remember the correct
number when you run theset command on the font client.

To start the font server type:
# fs -config /usr/lpp/ X11/1ib/X11l/fs/config &
To get the font client to include the font server fonts in its font path:

# xset +fp tcp/ server_nane: 7500

xdm

If you want to use X Display Manager, you must loaddhe apps. xdm product and
configure the system with thelnconf utility. This utility, along with all the othexdmrelated
files are found il usr/ | pp/ X11/1i b/ X11/ xdm For compatibility’s sake there is a link from
/usr/lib/X11/ xdmto this directory.

xdntonf will configurexdm to run at bootup via the SRC if TCP/IP is set up. The SRC
command to stakdmis placed at the end okt c/rc. tcpi p. If TCP/IP isnot set up for your
machine, themdmwill be placed in' et c/ i ni tt ab for startup byi nit. To removexdm
configuration, type the following:

# cd /usr/lib/X11/xdm; ./xdnconf -d
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HP-UX

The HP-UX 10 X11 server is based on the X Consortium’s X11 Revision 6 sample
implementation, augmented with HP modifications. Although it is based is R6-based, the X
server has been built with the R5 version of the X11 library. A full R6 X11 implementation will
be available in a later release.

Hewlett-Packard does not provide or support the entire core MIT distribution. Many of these
programs or clients are sample implementations or perform tasks that are accomplished by other
clients in the Common Desktop Environment. A number of unsupported core MIT clients and
miscellaneous utilities are provided/insr/ cont ri b/ bi n. In addition, the entire core MIT
distribution, compiled for Hewlett-Packard platforms, can be obtained from HP’s users group
INTERWORKS for a nominal fee.

Filesand Directory Structure
The following standard directories for X binaries and configuration files are provided:

[usr/ bin/ X11
fusr/1lib/X11

Shared libraries are delivered in subdirectories with names specific to their release:

fusr/lib/Mtifl.1
fusr/lib/Mtifl. 2
fusr/lib/Mtifl.2 R6
lusr/libl X11R4
lusr/libl/X11R5
[usr/libl/X11R6

As you can see, X11R6 libraries are shipped with X11R5 libraries. The default build
environment for Motif is version 6.

HP-UX 10.20 includes both the X11R5 and R6 versiona ef m delivered in the following
directories:

R5: /usr/bin/ X11/ xterm
R6: /usr/contrib/bin/ X111/ xterm

The functionality ofxt er mis superseded by the industry-stand#trder m

The executable files and man pages for all the unsupported clients are installed in
/usr/contrib/bin/X11 and/ usr/ contri b/ man, respectively. In order to use these clients,
be sure that your PATH environment variable contairss / cont ri b/ bi n/ X11. Useenv to

see the current setting of your environment variables. The ordim@age access utility looks in
/usr/contrib/ man by default, so you don’t need to modify the MANPATH environment
variable.

Unsupported Clients

appr es
bi t map
dr _dt
editres
f ont nanme
font prop



fsinfo
fslsfonts
i ceaut h
keymap_ed
ocl ock
showr gb
snpr oxy
startx
twm
xllstart
xcli pboard
xconsol e
scut sel
xdpyi nf o
xfd

Xinit
xkbconp
xKi |

x| oad

x| ogo

x| sat ons
xl sclients
xnag

xmh

xon

Xpr

Xprop
xrefresh
xst dcmap
xterm

XW ni nfo

Starting X

On HP systems, the X Window System is normally started via the Common Desktop

Environment (CDE), which uses xdm(X Display Manager) technology rather than xi ni t to start

X. When CDE is not used, the normal method of starting X isviathe x11st art script whichis
simply a “wrapper” aroundi ni t providing environment and command line setup appropriate
for HP systems. Currently this process is not supported but is provided for compatibility to
previous setups.

Specifically,x11st art performs the following startup tasks:
« PATH environment variable set-up appropriate for the X environment
e X server startup
« Selected client(s) startup from a specific client file
« General user resource loading from a specific resource file
x1llstart encompasses the following components:
e« The/usr/contrib/bin/X11/x11lstart script
e« The/usr/contrib/bin/X1l1/xinit program

» The default client script,usr/contri b/ 1i b/ X11/sys. x11start
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» Thedefault resourcefile, /usr/contrib/1ib/X11/sys. Xdefaul ts

Customized client and resource files can be created by copying the default files to

$HOVE/ . x11start and $HOVE/ . Xdef aul t s, respectively, and then customizing them.
Customized files that exist (with the appropriate permissions) will be used by the x11st art
components in place of the default files.

Client options pass fromthe x11st art command lineto al clientsinthe. x11st art filethat
have a$@ parameter. The options replace the parameter. This method is most often used to
specify adisplay other than the usual one on which to display the client. Y ou can, however, use
the command-line option to specify a non-default parameter, such as a different background
color.

Thedefault . x11st art file starts the following clients:
» A termina emulation client, such as hpt erm
e mam

Server options are preceded with a double hyphen (- - ). If the option following the double
hyphen begins with adash (/) or a path and a dlash, it starts a server other than the default
server. If the option begins with a colon followed by adigit (: #), it specifies the display number
(0 isthe default display number). Additional options specified after the server or display refer
to the specified server or display. Seethe XSERVER page in the reference section for more
information on server options.

Examples
# xllstart

This starts the default xi ni t server and executes the client script (either
lusr/contrib/lib/X11/sys. x11lstart or $HOVE/ . x11st art ) without passing arguments
to either.

# xlistart -bg black -fn 24x36

This starts the default xi ni t server and executes the client script, passing it all of the arguments.
If the default client scriptisused, - bg bl ack -fn 24x36 ispassed to both mvmand hpt er m
since both of their default command lines contain $@ |If the default client script is used, the

actual xi ni t command executedisxi nit /usr/contrib/lib/X11/sys.xllstart -bg
bl ack -fn 24x36.

# xllstart -fg white -- :1

This starts the default server on display 1 and executes the client script with the arguments, - f g
whi t e. If the customized client script is used, the xi ni t command lineisxi ni t
$HOVE/ . x11start -fg white -- :1.

# xllstart -- Xhp -a2 -t 5

This starts the server, Xhp with the arguments, - a2 -t 5 and then executes the client script
without any arguments.



Stopping X
After stopping all application programs, stop the window system by holding downthe Ct r 1 and

Left Shift keys, and then pressing the Reset (Pause- Br eak) key. This stops the display
server, and with it the window system.

Fonts

HP-UX'’s font serverxf s, is R6-based. The fileusr/ bi n/ X11/fs is actually a link tof s.
You can configure a font server (or client) by running the following interactive script:

# /sbin/set_parns font_c-s

Or you run the following noninteractive command:
# /usr/sbin/nk_fnt_srvr

These commands will start the font server as defingdbin/ i ni t. d/ xf s, which is:
/usr/bin/ X111/ xfs -port 7000 -daenon -quiet_if_addrinuse

They will also set the RUN_X_ FONT_SERVER variablé @1 c/rc. config. d/ xfs to1lso
that font services take effect at system startup.

To remove font server configuration:
1. Edit/etc/rc.config.d/ xfs and setthe RUN_X FONT_SERVER variable to 0.
2. Issue the following command:
# /sbin/init.d/ xfs stop

According to thexf s man page, there is no default configuration file. Instead, you must specify
such a file with the confi g fi/ e option. Likewise, there is no default port: it must be
specified either on the command line or in the configuration files.

If the font server is to be run on the same machine as the X server and if the font server is started
before the X server, the font server does not need to be added to the font path of the X server.
However, if the font server is started after the X server is already running, or if a font server is
running on a different machine than the X server, then the font server must be added to the font
path of the X server as follows:

# xset +fp tcp/:7000

This adds the font server port to the front of the font path list searched by the X server. If you
are adding a font server that is not running on the same machine as the X sexgat, the
command is extended to also specify the font server host:

# xset +fp tcp/ host_nane: 7000

Once the font server is running and has been added to the font path of an X server, the server
must rehash its fonts. This is also done withxbet client via:

# xset fp rehash

hpterms
Thehpt er mclient emulates a TermO terminal. The syntax of the hpterm client is as follows:

# hpterm [-options] [¢&]
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There are too many optionsto cover here. Refer to the hpt er m man page for al the options
available.

When running block mode applications, it may be necessary for hpt er mto identify itself to

application programs as some terminal other than “X-hpterm.” Most applications understand the
terminal id “2392A.” Newer applications also understand the terminal id “700/92” while older
applications may only understand the terminal id “2622A.” To set the terminal identification
string, use theti command line option, thieer m d resource, or th&er m d class.

To puthpt erm t er m nf o entries on an RS/6000:

1. cdto/tnp

2. Type the following command to put thet er mt er i nf o entry into an ASCII file:
# untic hpterm> hptermt

3. Putthéhptermti file on the RS/6000:
ftp RS node
ftp>cd /tnp
ftp> put hptermti
ftp> quit

4. On the RS/6000, compile theterm ti file:
# tic /tnp/ hptermt

This will put the appropriateer mi nf o entries irv usr/ share/ i b/t erm nf o/ h on the
RS/6000.

X11 Interoperability

X, like TCP/IP, NFS, NIS, DNS, and sendmail, is essentially the same on both AIX and HP-UX.
Only the details differ. X has made interoperability among UNIX systems much easier in that
clients can run on one platform and display on another. This is even true of clients such as SAM
and SMIT, which you may find necessary to access from a box of another ilk.

Displaying to a Remote Host

Usingxhost , you can add or delete a remote host’'s permission to access the local display server.
For example, the following command allows the remote $tost gat e to access your local
display.

# xhost +stargate

The default display on which a client is displayed is obtained from the DISPLAY environment
variable of the system on which the client starts. It sets the host, display number, and screen
number to which the client directs its output. This is typically display 0, screen 0. Most clients
have & di spl ay option that lets you set the host, display number, and screen on which the
client will display its output. Thedi spl ay option has the syntax:



-di spl ay [host: di spl ay. screen]
where:

host isthe hostname of avalid system on the network.

di spl ay isthe number of the display on the system on which you want the output to appear. A
display can include more than one screen.

scr een isthe number of the screen where the output isto appear. The default is 0.

For example, executing the command:
# hpterm -display rs _node:0.1 &

starts an hpt er mprocess on the local system and displays the window on display 0, screen 1 of
the rs_node system. The window has the default size, location, and color. Conversely, you
can run the following command on an RS/6000:

# aixterm -display hp _node:0 &

If you need the capabilities of these terminal emulators on machines other than the ones they
were designed for, thisisthe way to do it. However, the HP machine will not have the
proprietary IBM fonts that will give the ai xt er mthe same appearance it has when run locally on
an RS/6000. The sameistrue for RS/6000s displaying hpt er ns. Thisfact does not hinder the
functionality of these emulators, but if you prefer for each to look exactly the same whether
running locally or remotely on another platform, you must do one of two things:

« Make one machine from each platform afont server and put the font server in the font
path of the client with the xset command. Details for font servers are described above.

There are several ways to run programs on a remote host from a command line:
« Userl ogi n tolog into the remote host.
« Userensh to start a client remotely without formally logging in.

If the client produces output on adisplay, you must specify the display and screen on which you
want the output to appear.

Running Programs Using rlogin

Y ou can use an existing terminal emulator window to log into a remote host. Once the window
isacting asaterminal off the remote host, you can run clients there and direct the output to any
display. For example, the following commands log into and start x| oad on remote host
rs_node and display the output on local system hp_node.

# rlogin rs_node
# xl oad -display hp node:0.0 &

Using Remote Shellsto Start Programs

The benefit of using rensh or r sh instead of r | ogi n isthat the local system starts only one
process (the client) with a remote shell; with the remote login, the local system starts both the
remote login and the client.
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The following syntax starts a remote shell on aremote host, redirects r ensh input, starts a client,
and directs output to the local display.

# rensh renote -n client -display |ocal:display.screen &

where:;
r enot e isthe remote host name.

cl i ent isthe absolute path of the executable client file (r ensh does not alow the PATH
variable).

| ocal isthelocal host name.

For example, the following command runs x| oad on remote host r s_node and directs output to
the display of system hp_node.

# rensh rs_node -n /usr/bin/X11/ x|l oad -di splay hp _node:0.0 &
Going the other way:
# rensh hp_node -n [usr/bin/X11/ x|l oad -display rs_node:0.0 &

NOTE: To make these examples run flawlessly requires use of the xhost command and the
appropriate . r host s entries. For more information on executing remote commands without a
password check ther ensh nman page.

Turning Your Workstation intoan X Terminal

Occasionally you might want to connect to a machine of a different platform and perform
administrative tasks completely within the environment of the remote machine. 1f you do, all you
need to do is convert your local workstation into an X terminal connected to the remote machine.

To convert an HP workstation into an X terminal running off an RS/6000 called r s_node:
1. Make sure CDE isrunning on the RS/6000.

2. Stop the X Window system on the HP by choosing aNo W ndows login from the login
screen.

3. Logintothe ASCII display.
4. Type the following command:
# X -query rs_node

5. At this point you will see an RS/6000 CDE session running on your HP. Login asyou
normally do.

6. To stop your session choose End Sessi on from the Root Menu.

7. Tostopyour X server onthe HP pressthe Ctr| +Left Shi f t +Pause key combination.
Y ou will return to your HP ASCII screen. Typeexi t to resume your HP CDE session.

To convert an RS/6000 workstation into an X terminal running off an HP 9000 called hp_node:

1. Make sure CDE isrunning on your HP.



2. Logintoyourl ft. If X starts up automatically, stop it by pressing
Ctrl +Al t +Backspace.

3. Type the following command:

# X -query hp_node
4. At thispoint you will see HP CDE appear on your RS/6000. Login asyou normally do.
5. Logout asyou normally do on an HP system.

6. Tostopthe X server, pressCt r| +Al t +Backspace.

CDE Interoperability

Among the advantages of using CDE on both Al1X and HP-UX systemsisthat it provides a
mechanism for effective client-server operations. By using the deskt op subpr ocess

cont rol daemon (dt spcd) you can have one machine act as an application server and another
act as the session server and display. With the X Window system you can use the xhost and

r enmsh mechanism, but using dt spcd streamlines this process.

Essentially you create an act i on that executes a program remotely but displayslocally. An
action is away to start an executabl e (a script, command, application, etc.) by clicking on an
icon. Actions are defined in ASCII database fileswith . dt extensionsto their file names and
can be found in:

$hone/ . dt/types
/ etc/ dt/appconfi g/ types/ $LANG
[ usr/dt/appconfig/types/ $LANG

The easiest way to create an action isto usethe Creat e Acti on icon. Onceyou create your
action you must edit its . dt file so that the EXEC_HOST field exists. For example, if you create
an action called i nf o on an HP-UX system so that it runs InfoExplorer on an RS/6000 when you
click onthei nf o icon, that action definition may look like:

ACTI ON i nfo
{
LABEL info
TYPE COVIVAND
EXEC HOST hpbarr 2
EXEC STRI NG /usr/bin/info
| CON Dt actn
W NDOW _TYPE NO_STDI O
}

This specifies that clicking on the i nf o icon will start / usr/ bi n/ i nf o on hpbar r 2, which
happens to be an RS/6000 running AIX. All of thisis possibleif the following conditions are
met:

1. That user names and UIDs are consistent across systems (commonly done with NIS).

2. That home directories are shared by al client and server systems (usually done with
NFS). Thisisrequired for dt spcd authentication and X authorization. NFS mounts can
be static or automounted.

3. That dt spcd isproperly configured.
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To configure dt spcd:

1
2.

4.
5.

Enablethe serviceinboth / et ¢/ i net d. conf and/ et c/ servi ces.

If you are using automounter, you must use the - mount _poi nt optionin
/ et c/ servi ces if you are not using the default / net mount point. For example:

dtspcd streamtcp nowait root /usr/dt/bin/dtspcd \
/usr/dt/bin/dtspcd -nount_point /u

If you don’t use home directories for authentication, you must specify the alternate
mounted directory with theaut h_di r option in/ et c/ servi ces.

Use the debug or- | og options to help troubleshoot the problem.

For HP-UX systems enaldespcd in/ var/ adni i net d. sec.

For more information odt spcd seeCommon Desktop Environment 1.0: Advanced User’s and
System Administrator's Guide






Appendix A

File and Directory Comparisons

Directory Mappings

HP- UX 9. X AIX4.1.X HP-UX 10. X ‘

/ dev / dev / dev
/etc /etc letc

- / export / export

- / mt / mt
/users / homre / homre

- /sbin /sbin
/tmp /tnp /tnp

/ usr [ usr [ usr

- /usr/ccs /usr/ccs

/usr/include

[ usr/include

[ usr/include

- fusr/lbin fusr/lbin
fusr/lib fusr/lib fusr/lib
- [ usr/sbin /usr/sbin
- /usr/share [usr/share
/usr/ man [ usr/share/ man [ usr/ share/ man
- [ var [ var
/usr/adm /var/adm /var/adm

/ usr/ spool / var/ spool / var/ spool
/usr/tnp /var/tnp /var/tnp
[usr/ mail /var/ spool / mai | [var/ mail
/usr/1ocal - /usr/| ocal

/ etc/ newconfig

[ usr/ newconfig




System Files

HP- UX 9. X Al X 4.1. X HP- UX 10. X ‘

/etc/netlinkrc

/etc/rc.tcpip

/etc/rc.config.d/ netconf

/etclexports

/etclexports

/etclexports

/ et ¢/ di skt ab

/ et c/ di skt ab

/ et c/ checkl i st

letc/filesystens

letc/fstab

/ et c/ passwd

| etc/ passwd, /etc/security/passwd

/ et c/ passwd

/ et c/ group

/etcl/group, /etc/security/group

/ et c/ group

/ etc/ hosts

/ etc/ hosts

/ etc/ hosts

/etcl/ hosts. equiv

/etcl/ hosts. equiv

/ etcl/ hosts. equiv

/etc/mttab

/etc/filesystens

/etc/mttab

/usr/spool /|l p/interfacel*

/etc/qconfig

letcl/lplinterfacel*

letclrc

letcl/rc

/sbin/rc

/etc/resol v. conf

/etc/resol v. conf

/etc/resol v. conf

| etc/ services

| etc/services

| etc/services

/ et c/ net svc. conf

/ et c/ nssw t ch. conf

/etc/ xtab

/ etc/ xtab

/etc/ xtab

/ hp- ux

[usr/1ib/boot/unix_up

/ st and/ viuni x
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General Commands

HP- UX 9. X ‘ Al X 4.1. X ‘ HP- UX 10. X

[ usr/ bi n/ bdf

[usr/bin/df -k

[ usr/ bi n/ bdf

/bin/ls

lusr/bin/ls

lusr/bin/ls

/etc/ioscan

/usr/sbin/lsdev -C

/ sbin/ioscan

/ et ¢/ di ski nfo

[ usr/ sbi n/ di ski nfo

/ bi n/ unane -1

/usr/sbin/hostid

/ usr/ bi n/ sam

[usr/bin/smt

[ usr/ sbhi n/ sam

/usr/ bin/sar®®

[ usr/ sbin/ sar

[ usr/ sbi n/ sar

lusr/bin/lp

[ usr/ bin/enq
lusr/bin/lp
[usr/bin/lpr

[usr/ bin/qgprt

lusr/bin/lp

/usr/ bin/l pstat

[usr/bin/enqg -A
[usr/bin/lpq
[ usr/ bin/lpstat

[ usr/ bi n/ qchk

[ usr/ bin/lpstat

[ usr/ bi n/ cance

[ usr/ bi n/ cancel
[usr/bin/lprm
[ usr/ bi n/ gcan

/usr/bin/enqg -x

[ usr/ bi n/ cancel

/usr/ bin/rensh

[ usr/bin/rensh

/usr/bin/rsh

[ usr/bin/rensh

/ usr/ et c/ aut onount

[ usr/ sbi n/ aut onrount

[ usr/ sbi n/ aut onmount

/etc/gated

[ usr/ sbi n/ gat ed

[ usr/ sbi n/ gat ed

[ usr/ bi n/ net st at

[ usr/ sbi n/ net st at

[ usr/ bi n/ net st at

letc/route

/usr/sbin/route

/usr/sbhin/route

/etc/ping

[ usr/ sbi n/ pi ng

[ usr/ sbi n/ pi ng

/ et c/ypbind

[usr/lib/netsvc/yp/ypbind

[usr/lib/netsvc/yp/ypbind

10800 series only.




[ usr/ bi n/ ypcat

[ usr/ bi n/ ypcat

[ usr/ bi n/ ypcat

[ usr/ bi n/ ypwhi ch

[ usr/ bi n/ ypwhi ch

[ usr/ bi n/ ypwhi ch

[ usr/ bin/ypmat ch

[ usr/ bi n/ ypmat ch

[ usr/ bi n/ ypmat ch

/ usr/ bi n/ yppasswd

[ usr/ bi n/ yppasswd

[ usr/ bi n/ yppasswd




LVM Commands

HP- UX 9. X AIX41X HP-UXlO ‘

[ usr/ sbin/ chpv [ usr/ sbi n/ pvchange
- [ usr/ sbi n/ nkdev -c [ usr/ sbi n/ pvcreat e
- [ usr/sbin/lspv [ usr/ sbi n/ pvdi spl ay
- [ usr/ sbi n/ m gratepv [ usr/ sbi n/ pvnove
- [ usr/ sbi n/ nkvg /usr/sbin/vgcreate
- - [ usr/ sbi n/ vgrenove
- [ usr/ sbin/chvg [ usr/ sbi n/ vgchange

[ usr/ sbi n/ varyonvg

[ usr/ sbi n/ varyof fvg
- - [ usr/ sbin/vgcfgrestore
- [ usr/ sbi n/ exportvg [ usr/ sbi n/ vgexport
- [ usr/ sbin/inportvg [ usr/ sbi n/ vgi nport
- [usr/sbin/lsvg [ usr/ sbin/vgscan
- [ usr/ sbi n/ ext endvg [ usr/ sbi n/ vgext end
- /usr/sbin/reducevg [ usr/ sbin/vgreduce
- [ usr/sbin/chlv [ usr/ sbi n/ | vchange
- [ usr/sbin/lspv [ usr/sbin/lvdi spl ay
- [ usr/ sbin/ extendl v [ usr/ sbin/lvextend
- - [ usr/sbin/lvreduce
- fusr/sbin/rmv [usr/sbin/lvrenove
- - [ usr/ sbin/l vl nboot
- - [ usr/sbin/lvrnboot
- /usr/sbin/chfs [ usr/ sbi n/ ext endf s
- - /usr/sbin/lvsplit
- - [ usr/sbin/lvnerge
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